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1.2 Definitions and Abbreviations
Following are explanations of terms and abbreviations appearing throughout this RFP. Other special terms may be used in the RFP, but they are more localized and defined where they appear, rather than in the following list.                

	Award Recommendation
	IDOA’s summary, typically in letter format, of the solicitation and suggestion on the respondent selected for the purposes of beginning contract negotiations.


	BAFO
	Best and Final Offer is an opportunity for short-listed respondents to propose an improved cost for final score consideration.


	Contract Award
	The acceptance of IDOA’s Award Recommendation by the agency being supported in conjunction with the public posting of the Award Recommendation.


	Full Time Equivalent (FTE)
	The State defines FTE as a measurement of an employee's productivity when executing the scope of work in this solicitation for a specific project or contract. An FTE of 1 would mean that there is one worker fully engaged on a project. If there are two employees each spending 1/2 of their working time on a project that would also equal 1 FTE.


	IAC
	Indiana Administrative Code


	IC
	Indiana Code


	Other Governmental Body
	An agency, a board, a branch, a bureau, a commission, a council, a department, an institution, an office, or another establishment of any of the following:
1) The judicial branch
2) The legislative branch
3) A political subdivision as defined in IC 5-22-2-22 and IC 36-1- 2-13 (includes school corporations, municipal corporations, Legislative body, Taxing district, Town, Township, and Unit)
4) A State educational institution

	Prime Contractor
	As used in Attachments A and A1, refers to the entity responding to the solicitation.


	Products
	Tangible goods or manufactured items as specified in this solicitation


	Proposal
	An offer as defined in IC 5-22-2-17


	Respondent
	An offeror as defined in IC 5-22-2-18; and any entity or person who does business with the State and is registered as same. The State will not consider a proposal responsive if two or more offerors submit a joint or combined proposal. One entity or individual must be clearly identified as the company who will be ultimately responsible for performance of the contract.


	Services
	Work to be performed as specified in this solicitation

	State
	The State of Indiana


	State Agency
	As defined in IC 4-13-1, “State Agency” means an authority, board, branch, commission, committee, department, division, or other instrumentality of the executive, including the administrative, department of State government

	Subcontractor
	As used in Attachments A and A1 refers to the entity entering into a contract with the Prime Contractor for a portion of the scope of the solicitation.

	Total Bid Amount
	The amount equivalent to the total historical spend for the product categories (as described in Section 1.4) being offered by the Respondent.

	VSC (Valuable Scope Contribution)
	The benefit the proposed certified subcontractors(s) must provide to the project set forth in the solicitation.

	49 CFR
	Title 49 of the Code of Federal Regulations


	
	


1.3 Purpose of the RFP
The purpose of this RFP is to select a vendor that can satisfy the State’s need for Name-Based Background Checking Services. It is the intent of IDOA to contract with a vendor that provides quality and comprehensive Name-Based Background Checking Services as part of pre-employment and transfer screens for All State Agencies.
[bookmark: _heading=h.9aaplu6ikfhr]1.4 Summary Scope of Work
1.4.1 Introduction
The State of Indiana (“the State”) is seeking proposals for a Statewide Contract for Name-Based Background Checking Services. The Indiana Department of Administration (IDOA), on behalf of All State Agencies and Other Governmental Bodies, is establishing a quantity purchase agreement (QPA) for these services. The State is also interested in service offerings that exceed the requirements stipulated in this RFP.
Furthermore, other governmental bodies may utilize the QPA negotiated by the State. Although participation in this contract by the other governmental bodies is not mandatory, it is the State’s goal to continue to encourage all other governmental bodies of the State to use the price agreement(s) resulting from this RFP. Increased utilization by these entities significantly enhances the business opportunity for Awarded Respondents without having to participate in additional RFP processes individually with these entities.   
The State, however, is not responsible for the transactions between Awarded Respondents and these entities. All other governmental bodies using State contracts and QPAs are expected to follow the contractual terms and conditions specified in those agreements and within local purchasing requirements. Awarded Respondents are required to provide and extend pricing and discounts for the items listed in this RFP and related services to other governmental bodies of the State. 
The State may award all or part of this RFP to one or more Respondents based on the best interests of the State.
1.4.2 Current Purchasing Profile
The State performs a pre-employment screen on every hire, rehire, and in some cases, internal transfer. The depth of the check performed is determined by the hiring agency and is dependent on the responsibility and requirements of the position. Table One provides the number of name-based background checks (multiple types of checks can be conducted for one individual) and the total spend under the current contract. Respondents are expected to provide a comprehensive overview of their entire range of background check services in Attachment F - Technical Proposal.
These figures are only an estimate and are not to be construed as an amount to be offered under this solicitation. Tables One reflects complete calendar year figures between 2019 - 2022.
Table One: Total Quantity and Spend 2019 - 2022
	Calendar Year
	Quantity of Checks
	Total Spend

	2019
	78,659
	$150,681

	2020
	76,650
	$135,285

	2021
	82,069
	$157,196

	2022
	88,852
	$163,924




1.5 Individual Name-Based Background Check Services
1.5.1 Check Types
Name-based background checks occur primarily during the pre-employment screening process. Checks are initiated by an agency’s Human Resources (HR) Office when a candidate is being considered for employment. In addition to pre-employment checks, name-based background checks may also be required for existing employees under specific circumstances, such as promotions, or internal transfers. 
The State is interested in maintaining its current selection of individual name-based background check services in addition to purchasing predetermined packages of checks. At a minimum, Awarded Respondents must be capable of producing reports that address each of the current name-based background checks listed below:
· Bankruptcy Record;
· Civil Court Record (Upper);
· Civil Record (Lower);
· Credit History Report;
· Criminal County Court Record;
· Criminal Federal Court (All districts);
· Criminal Federal Court (One district);
· Criminal Multi-State/National Database;
· Driving Record using the Indiana Bureau of Motor Vehicles (BMV) database;
· Fraud and Abuse Exclusion;
· Indiana State Police Records;
· National and State Sex Offender Registries;
· Reference Verifications/Checks,
· Social Security Number (SSN) Trace;
· Tax Check using the Indiana Department of Revenue’s database (DOR);
· Tax Lien and other Judgments;
· Terrorist Security Administration “No-Fly List” check
· Verification, Academic;
· Verification, Employment;
· Verification, International Academic;
· Verification, International Employment;
· Verification, Professional License; and
· Verification, theworknumber.com.

[bookmark: _heading=h.6p4adku0vhcm]1.5.2 Timing of Results
Awarded Respondents shall adhere to a strict timeline for delivering name-based background check results. While the actual turnaround time may vary based on the complexity of the checks, Awarded Respondents shall ensure that the process is completed promptly, with a target turnaround time not to exceed five (5) business days. Respondents shall provide details of their proposed timeframe for name-based background check result delivery in their response to Attachment F - Technical Proposal.
1.5.3 Communicating Timing of Results
At the initiation of the name-based background check process or immediately upon request, Awarded Respondents are required to provide clear and concise information regarding the expected timeframe for delivering the check results.
Respondents shall acknowledge that unexpected circumstances may occasionally affect the initially provided timing for name-based background check results. In such instances, Awarded Respondents are required to promptly notify the State of any changes to the expected timing. Respondents shall provide details of their proposed procedure for notifying the State in the event of delays in Attachment F - Technical Proposal.
[bookmark: _heading=h.3znysh7]1.5.4 Predetermined Name-Based Background Check Packages
The chart below illustrates sample predetermined name-based background check packages the State would like recognized and addressed in the Respondent’s RFP response. The packages included below are only a sample of the desired services the State is seeking in its anticipated program. The State will reserve the right to alter or add services to the predetermined packages to meet specific business needs. The Pre-Check Package is currently provided at no charge to the State.

	Name-Based Background Check Services

	Checks
	Background Check Packages

	
	Executive
	Plus
	Pre-Check
	Basic Plus
	Basic
	Volunteer

	Sex Offender
Registries
	✔
	✔
	✔
	✔
	✔
	✔

	Criminal County
Court Record
	✔
	✔
	-
	✔
	✔
	✔

	Driving Record
(Indiana BMV)
	✔
	✔
	✔
	✔
	-
	-

	Criminal Multi-State/
National Database
	✔
	✔
	-
	✔
	✔
	-

	Indiana State
Police Report
	✔
	✔
	✔
	-
	-
	-

	Tax Check (Indiana DOR)
	✔
	-
	✔

	-
	-
	-

	SSN Trace
	✔
	✔
	-
	-
	
	-

	Credit History Report
	✔
	-
	-
	-
	-
	-

	Criminal Federal
Court (All Districts)
	✔
	-
	-
	-
	-
	-

	Fraud and Abuse
Exclusion
	✔
	-
	-
	-
	-
	-



1.5.5 Dispute Process
In the event that an individual receives adverse results or disputes the accuracy of their name-based background check report, Awarded Respondents shall have in place a well-defined dispute resolution process. This process is designed to ensure that individuals have a mechanism to challenge and correct any inaccuracies or discrepancies in their name-based background check reports. Respondents shall provide details of their proposed procedure for individual dispute resolution in Attachment F - Technical Proposal.
[bookmark: _heading=h.2et92p0]1.6 Customer Service and Account Management
[bookmark: _heading=h.49x2ik5]1.6.1  Account Representatives
Respondents shall provide details of their operational account representatives that shall serve the State under this contract in Attachment F – Technical Proposal. This description shall include the following information:
· The availability of dedicated account representatives. Indicate who the backup personnel are if the dedicated representatives are not available.
· The locations and accessibility of customer service personnel (for on-site meetings with the State, etc.)
· The names, job descriptions, locations and industry qualifications of customer service personnel and an organization chart or description showing the structure of the customer service team. 
· Average wait time
[bookmark: _heading=h.2p2csry]1.6.2 Access to Customer Service
Respondents shall provide details of their customer support available to all participating agency staff, including, but not limited to: (1) 24-hour toll-free telephone assistance number(s) for designated agency contact assistance, and (2) the phone numbers, names and titles of the customer account representatives(s) who would respond to check recipient or Agency inquiries concerning billing or services in Attachment F – Technical Proposal. Service response time shall be within 30 minutes during the hours of 8:00 a.m. and 5:00 p.m. Eastern Time.
[bookmark: _heading=h.3o7alnk]1.7 Contract Implementation and Training
[bookmark: _heading=h.23ckvvd]1.7.1 Program Rollout
Awarded Respondents shall connect with the designated point of contact for each participating agency and entity to assist in developing implementation schedules.
Respondents shall provide an outline of their contract implementation plan in Attachment F – Technical Proposal.
[bookmark: _heading=h.vx1227]1.7.2 Implementation Timeline
Respondents shall provide a timeline for their contract implementation plan, which will include key milestones and the expected timing of each step. It is highly desired that implementation take between 60 – 90 days.
[bookmark: _heading=h.3fwokq0]1.7.3 Implementation and Management Manual
At no cost to the State, Awarded Respondents shall develop a Name-Based Background Checking Services Implementation and Management Manual as part of this contract. The manual and its contents shall remain the property of the State and may not contain any copyrighted material.
The manual shall include such topics as:
· Detailed implementation procedures and sample forms
· Check procedures
· Cancellation procedures
· Payment requirements
· Toll-free customer service numbers
· Instructions on reaching service representatives
· Statement instructions
· Online access instructions
· [bookmark: _heading=h.1v1yuxt]Samples of forms with additional information suggested by the Respondent
1.7.4 Training
Respondents shall be prepared to conduct in-person or remote training seminars in several locations throughout the State or online as requested by the designated agency contact for the purpose of acquainting interested agencies with the Name-Based Background Checking Program. These seminars shall include training regarding benefits, use of management information reports, optional program features, etc. The seminars shall include face-to-face presentations, webinars, and conference calls at the request of the designated agency contact during the initial implementation and throughout the course of the agreement at the request of the designated agency contact. All seminars shall be conducted at no cost to the State or participating entities. Respondents shall confirm their ability to provide this service in Attachment F – Technical Proposal. 
Respondents shall provide details related to training offerings and examples of materials used in training within Attachment F – Technical Proposal.
[bookmark: _heading=h.2u6wntf]1.8 Supplier Payment and Billing
1.8.1 Monthly Statements
Awarded Respondents shall provide monthly statements of all charges and other amounts due, including late payment charges, to the designated finance office. The participating agency or entity shall be liable for all authorized charges provided that the use is within the required authorization control limits assigned by the State and/or designated agency contact. Monthly statements shall contain data fields specified by the designated agency contact.
[bookmark: _heading=h.19c6y18]1.8.2 Billing and Invoicing
[bookmark: _heading=h.1il88rg4yv2l]Respondents shall accept the following methods of payment: State credit card, Authorized Users’ personal credit cards, and pre-assigned billing accounts. Respondents are responsible for all fees  associated with the use of any credit cards including payment processing fees. 

Invoices shall be submitted by and payment made to the Respondent. Invoices shall be submitted to (and payment remitted from) individual agencies and departments as determined during contract implementation. The State shall not accept a central bill process i.e. a single bill issued to IDOA for all State agencies.

At a minimum, Awarded Respondents’ invoice frequency shall be monthly. The State desires flexibility with increased invoice frequency (biweekly, weekly) as requested by individual agencies or departments. Awarded Respondents shall coordinate with each agency to customize individual billing and invoice cycles that align with agency needs.
[bookmark: _heading=h.w6fzld4bmkbv]
[bookmark: _heading=h.nmf14n]1.9 Reporting
[bookmark: _heading=h.37m2jsg]1.9.1 Reporting Capabilities
Respondents shall provide details of their reporting capabilities in Attachment F – Technical Proposal. The proposal shall include:
· Description of online reporting system and capabilities, including the ability to integrate with the State’s Human Resource Management (HRM) system, SuccessFactors
· Samples of each type of report format available which are similar to the suggested reports. Each sample report should be titled to identify the corresponding requested report format
· Suggestions for and/or samples of customized reports
· List of all standard reports available with a description of each report
[bookmark: _heading=h.1mrcu09]1.9.2 Data Recording
At a minimum, Awarded Respondents shall record the following data for each name-based background check conducted:
· Check Date
· Check Time
· Post Date
· Check Cost
· Check Type
· Check Description
· Respondent processing/reference number
This data shall be sent to the State’s SuccessFactors system at a minimum of once per week. 
[bookmark: _heading=h.2dlolyb]Awarded Respondents must adhere to the Indiana Office Of Technology’s (IOT) policies and enterprise standards as defined by the IOT’s Information Security Framework (ISF). More information regarding the ISF can be found here: IOT Vendor Engagement. 
Additionally, in order to integrate with SuccessFactors, Awarded Respondents’ reporting systems must adhere to the IOT’s infrastructure, software, and services standards The State has robust and comprehensive API standards that operate enterprise-wide. The IOT established and maintains these Application Programming Interface (API) standards. These API standards include requirements for the API platform, infrastructure, architecture, Direct Device Integration (DDI), security, and performance monitoring – along with oversight, data and API governance, and best practices to support the IOT’s API-led strategy for the State. The following link introduces the IOT’s API Center for Enablement, Platform Vision, and API-led Strategy: MuleSoft C4E. 
[bookmark: _heading=h.o4cvt39404pd]1.10 Cloud Questionnaire
Respondents are required to review and respond to the questions included in Attachment M, Cloud Questionnaire if the proposed solution is not hosted on the State's infrastructure or managed cloud solutions. In addition to completing the Cloud Questionnaire, a respondent may be requested to provide the following documentation:
· A SOC 2 Type II audit report. SOC (Systems and Organizations Controls) 2 is a security framework that specifies how organizations should protect customer data from unauthorized access, security incidents, and other vulnerabilities. SOC 2 Type I reports evaluate a company’s controls at a single point in time. SOC 2 Type II reports assess how those controls function over a period, generally 3-12 months. We would request the Type II report. 
· Applicable security policies, procedures, or runbooks. A security policy (also called an information security policy or IT security policy) is a document that spells out the rules, expectations, and overall approach that an organization uses to maintain the confidentiality, integrity, and availability of its data. It clearly spells out how compliance is monitored and enforced. We would like samples or snippets of what things a vendor does to protect our State of Indiana data. Could be referred to as an ISF (Information Security Framework)
· A penetration test report. Penetration testing is security testing in which assessors mimic real-world attacks to identify methods for circumventing the security features of an application, system, or network.
· Static code testing results. This is an application testing method in which an application’s source code is examined to detect potential security vulnerabilities.
· Dynamic code testing results. Dynamic testing is the method of debugging an application’s source code in a run-time environment, i.e., when the application is running. It is used to identify security vulnerabilities while the program is running.
· Infrastructure as code scan testing results. Infrastructure as code, also known as software-defined infrastructure, allows the configuration and deployment of infrastructure components faster with consistency by allowing them to be defined as a code and enables repeatable deployments across environments. It is used to identify security vulnerabilities in the deployment process.
· An application or systems diagram. Describes the solution’s architecture, dataflows, and/or topology. As a high-level diagram that shows the information system’s basic structure, software components, relationships to other important services, and their properties. We are seeking clarity on the relationships the vendor solution has with external (cloud) components such as users, databases, and services.
[bookmark: _heading=h.sqyw64]1.11 Integration with Access Indiana Web Portal
The State's preference is that the proposed solution integrate with Access Indiana. The IN.gov Program is tasked with implementing a single sign-on authentication mechanism and Identity Provider for online applications for the State of Indiana, referred to as Access Indiana. The benefits of a standard authentication solution include, but are not limited to:
· Single Credential and Sign-on Capabilities
· Self-Service Password Reset
· Secondary Recovery Email
· Two-Step Verification
· System Notifications
· Development Efficiencies
· Greater Access Control Security
· Active Directory Federation (B2B)
· Customer Access Panel (Dashboard)
· Improved Customer Experience
· Customer Confidence in Brand
· User Insights
Access Indiana launched in March 2019 and has grown significantly past 1 million users and approximately 100 applications.

1.12 Optional Products and Services
1.12.1 Optional Products and Services
The State is interested in optional "enhanced" products and services that reach beyond the State's basic requirements. Enhanced services shall be considered in the evaluation of proposals, and acceptable services offered by Awarded Respondents may, at the option of the State, be included in the resulting contract. Enhancements might include:
· Unique check offerings 
· Advances in electronic controls
· Reconciliation software
· Specially created and informative management reports (such as data analytics and compliance monitoring)
· Customized agency usage manuals

[bookmark: _heading=h.1rvwp1q]Respondents shall provide details of their optional enhanced services and products available in Attachment F – Technical Proposal.
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