RFP 24-76754 - Benefit Consulting Services
Technical PROPOSAL
ATTACHMENT F2

Medical Post-Payment Claims Audit
Instructions: Please provide a narrative response, addressing each of the following topics and in accordance with outlined page-length requirements. Where appropriate, supporting documentation may be referenced by specific page and/or paragraph number(s). Failure to provide responses that address all topics may result in the proposal being eliminated from consideration.

Minimum Requirements: [answering no to any of these would prevent further evaluation]

Questionnaire:
 
1. Please describe your client servicing model. For all personnel identified, please provide their professional background, years with your firm, previous positions held within same, any areas of notable expertise, and their experience with clients from similar industries/sectors.

2. Please describe practices of your firm which distinguish you from others in your industry; describe any unique operating practices which provide your clients with a significant service advantage versus other providers?

3. How will you rebalance the current client workload of your proposed team to ensure a high level of service for the State of Indiana? 

4. Does your firm have any conflict of interest policy? If so, please provide a copy. Also, please describe any conflicts that have arisen within the firm and how they were resolved. 

5. Do you receive any form of compensation from vendors that you may be asked to audit?  How do you handle potential conflicts of interest in this situation specifically?

6. Describe your experience with conducting medical post-payment claim audit.  How many audits have you completed in the past five years?



7. Have you conducted a medical post-payment claims audit specifically with Anthem’s WGS claims platform?


8. Confirm your medical claims audit will include each of the following and provide a brief description of each. If you do not perform the service, please provide an explanation. Also list any additional edits you will include in your sample in "Other".

	
	Confirmed
	Not Confirmed

	Financial accuracy - dividing the total audited correct claim payments by the total audited correct claim payments that should have been processed.
	
	

	Claim Payment Accuracy - dividing the number of claims not containing a payment error in the audit period by the total number of claims audited during the same period.
	
	

	Claims Turnaround Time - % of claims processed within 14 calendar days.
	
	

	Accuracy of CPT, HCPCS, ADA and ICD-9 and ICD-10 codes including upcoding or selection of wrong codes
	
	

	Eligible charges, ineligible charges, allowable charge reasonableness, and discounts properly applied
	
	

	Accuracy of tier accumulation, and in and out-of-network claims payment
	
	

	Review by medical department when necessary
	
	

	Refunds properly applied and credited to MCHCP
	
	

	Claims paid in accordance with plan design
	
	

	Determination of primary payor and coordination of benefits, including subrogation and worker's compensation
	
	

	Determination of usual, customary, and reasonable for non-network claims
	
	

	Whom to pay (i.e. assigned and unassigned)
	
	

	Benefit eligibility
	
	

	Denied claims were properly denied
	
	

	Duplicative claims
	
	

	Reviews for areas of fraud, waste, or abuse, and adherence to industry standards or best practices
	
	

	Billing for items or services that were not provided based on documentation supplied
	
	

	Unit errors
	
	

	Other: please explain
	
	



9. What is the minimum sample size you will use to test for the items listed above?



10. Describe your sample technique for this specific audit, including confidence level, confidence interval, etc.



11. Confirm you will review 100% of claims for the following scenarios:
a. Claims where the amount paid is greater than total charges



b. Claims with the use of an override code



c. High dollar claimants $250,000+



d. Long inpatient stays


12. Describe how you will collaborate with the medical TPA to rectify identified issues?


13. Describe your data security protocols for transferring and storing data. 

14. Explain your system’s capabilities to safeguard privacy in compliance with Health Insurance Portability and Accountability Act (HIPAA) and other regulations.


15. How do you ensure the confidentiality and security of member information, medical records, and data?

16. Who will have access to the State’s data (and specifically access to sensitive member healthcare and financial data) in your organization? Will any third parties have access to the State’s data?


17. Confirm State data will never be released in any form to anyone without the State’s consent.

18. Confirm State data will be destroyed at the conclusion of services as directed by the State.




19. Confirm that your organization is compliant with all HITRUST CSF requirements? Is your organization HITRUST CSF Validated? Does your organization currently have a valid HITRUST CSF Certification?
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