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[bookmark: _Toc495402404]BACKGROUND
[SSDW Contractor] has been engaged by the Indiana Family and Social Services Administration (FSSA) Division of Family Resources (DFR) since 2001 to provide application management support for the TANF Data Warehouse also referred to as the Social Services Data Warehouse (SSDW). 
The FSSA DFR established the TANF Data Warehouse (also referred to as the Welfare Reform Integrated Database/Welfare Reform Automation (WRA) Project) in 1997 to facilitate the production and submission of the reports mandated by the Personal Responsibility and Work Opportunity Reconciliation Act (PRWORA), passed by Congress in 1996, as part of a federal effort to “end welfare as we know it.”  PRWORA is commonly called Welfare Reform or TANF (Temporary Assistance to Needy Families) and is managed by the U.S. Department of Health and Human Services (HHS). The PRWORA legislation emphasized employment and related services to enable families to become self-sufficient. This led to the need to collect, integrate and report data to the Secretary of the Department of Health and Human Services on a quarterly basis. The quarterly reports include TANF Data Report Section 1 Disaggregated Data Collection for Families Receiving Assistance, TANF Data Report Section 2 Disaggregated Data Collection for Families No Longer Receiving Assistance and TANF Data Report Section 3 Aggregated Data Collection for Families Applying for, Receiving, and No Longer Receiving Assistance. Failure to meet reporting timelines can result in financial penalties to the State. Instructions and definitions concerning the TANF data reports along with TANF transmission file layouts and TANF edits can be found at the following websites:
http://www.acf.hhs.gov/programs/ofa/programs/tanf/data-reports
https://archive.acf.hhs.gov/programs/ofa/data-reports/tanfrpts/TDRSindex.htm 
In subsequent years, PRWORA has been reauthorized by Congress. Each new reauthorization brought more changes to the federal requirements as well as changes in the way the States choose to implement State programs.
More detailed information about the most recent reauthorization is available at the following website:
http://www.acf.hhs.gov/programs/ofa/law-reg/finalrule/tanf_final_rule.htm
Under the TANF structure, the federal government provides a block grant to the States, which use these funds to operate their own programs. States can use TANF dollars in ways designed to meet any of the four purposes set out in federal law, which are to: “(1) provide assistance to needy families so that children may be cared for in their own homes or in the homes of relatives; (2) end the dependence of needy parents on government benefits by promoting job preparation, work, and marriage; (3) prevent and reduce the incidence of out‑of‑wedlock pregnancies and establish annual numerical goals for preventing and reducing the incidence of these pregnancies; and (4) encourage the formation and maintenance of two parent families.”  
States have used their TANF funds in a variety of ways, including: cash assistance, child care, education and job training, transportation, and a variety of other services to help families make the transition to work. In addition, in order to receive TANF funds, States must spend some of their own dollars on programs for needy families. This is known as the State “Maintenance of Effort” (MOE) requirement.
More detailed information about the TANF program is available at the following websites: 
http://www.acf.hhs.gov/programs/ofa/programs/tanf 
http://www.acf.hhs.gov/programs/ofa/resource-library
http://www.in.gov/fssa/dfr/2684.htm 
SSDW works closely with DFR Program Policy, Financial Management, DFR Controller, State Budget, and the respective program areas in identifying and reporting countable TANF/MOE expenditures. SSDW provides Financial Management the 196 Financial Report Summary on a monthly basis. The report contains countable expenditures for TANF/MOE programs such as Earned Income Tax Credit and Textbooks. The report also contains total monthly TANF cash assistance amounts and total supportive service amounts. 
The PRWORA legislation expanded over the years, increasing the number of data sources and the volume of data. SSDW now contains over 16 years of historical data. The integrated, historical data is a valuable source of information within FSSA. New requirements are routine and the current staff prioritizes the work and continually incorporates new functionality into the environment. 
Employment and employment related services are a major component of PRWORA. Financial penalties can result if the State doesn’t meet minimum work participation requirements. SSDW provides DFR Program Policy and Coalition partner(s), who administer the TANF and SNAP IMPACT programs, work participation related reports that capture key work participation variables. 
Over time, the SSDW has expanded to support additional social service programs within the State.  In addition to the TANF data reports, the SSDW supports OMPP with reporting and dashboard needs related to Medicaid and the Healthy Indiana Plan (HIP) along with  federal and state reporting requirements for the Indiana Child Support program and the Indiana First Steps program. 
The Child Support program is managed by the Department of Child Services (DCS). The purpose of the Child Support program is to ensure that assistance in obtaining support (both financial and medical) is available to children through locating parents, establishing paternity and support obligations, and enforcing those obligations. The Child Support Enforcement program is authorized and defined by statute, Title IV-D of the Social Security Act. The purpose and the mission of the program are derived from the Act. Child support services are available to a parent with custody of a child whose other parent is living outside the home. Services are available automatically for families receiving assistance under the TANF program. The federal government requires two major reports from the states, the OCSE 157 and OCSE 34A. More detailed information about the Federal Office of Child Support Enforcement is available at the following websites: 
http://www.acf.hhs.gov/programs/cse/ 
http://www.acf.hhs.gov/programs/cse/forms/OMB-0970-0177.pdf  
http://www.in.gov/dcs/support.htm .
The First Steps program is managed by the FSSA Division of Disability and Rehabilitative Services (DDRS). The First Steps program is mandated by the Individuals with Disabilities Education Act, Part C. This Early Intervention Program for Infants and Toddlers with Disabilities is administered through the U.S. Department of Education. States are responsible for making early intervention services available to eligible children and their families, including Native American infants and toddlers residing within the state on reservations. States also may elect to provide services to infants and toddlers who are at risk of having substantial developmental delays if appropriate early intervention services are not provided. The Individuals with Disabilities Education Act (IDEA), as amended, allows states, at their discretion, to make early intervention services under Part C available to children with disabilities beyond age 3 until the children enter or are eligible under state law to enter kindergarten or elementary school, if the children are eligible for services under the Preschool Grants for Children of Disabilities program.
The mission of the Indiana First Steps program is to ensure that all Indiana families with infants and toddlers experiencing developmental delays or disabilities have access to early intervention services close to home when they need them. This is accomplished through the implementation of a comprehensive, coordinated statewide system of local interagency councils called First Steps. The following websites provide more information about the Early Intervention program:  
http://www2.ed.gov/programs/osepeip/legislation.html
http://www2.ed.gov/policy/speced/guid/idea/capr/index.html
http://www.in.gov/fssa/2328.htm
In addition to the standard state and federal reports, the SSDW also supports a wide range of ad-hoc report requests within FSSA, including but not limited to, DFR Management and DFR Program Policy report requests related to eligibility and maintenance of eligibility. The SSDW also works closely with State Board of Accounts concerning TANF audits and Child Support Bureau concerning IRS audits as well as the FSSA Privacy and Security Office concerning CMS Audits.
Although the bulk of the data in the SSDW supports DFR, OMPP and DCS Child Support Bureau (CSB), Enterprise Client Identifier (ECI) key data is provided to source system data owners, such as the Division of Disability and Rehabilitative Services (DDRS) and the Division of Aging, to improve data integrity and optimize federal funding, among other things. 
The SSDW is also actively engaged in system conversion projects such as the conversions of the DFR client eligibility system (ICES) to the new DFR client eligibility system (IEDSS) and the SSDW Care Management for Social Services (CaMSS) Conversion project. The SSDW also assists with testing relating to software upgrades as needed.   
This document describes the current environment and serves as the baseline from which the SSDW team plans improvements and measures progress. This document is composed of the following information:
1. Section 2 describes the current conditions within the SSDW environment and will be updated as the environment changes.
2. Section 3 describes the boundaries of the engagement in terms of the application(s) and related components. 

[bookmark: _Toc66173886][bookmark: _Toc66173887][bookmark: _Toc493518233][bookmark: _Toc495402405]CURRENT Application ENVIRONMENT
This section describes the current state of operations in the SSDW environment.
[bookmark: _Toc493518234][bookmark: _Toc495402406]Information Flow
Information from source systems is received into the SSDW environment continuously throughout the month. While many of the key source systems do provide data based on a set schedule, several minor contributing data sources operate on a much more flexible schedule. The data can come in various forms including file transfers and e-mail. Below is the general flow of data as it comes into the SSDW environment and is prepared for reporting.
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[bookmark: _Toc493518235][bookmark: _Toc495402407]Primary Data Sources
Source data is acquired from many sources within FSSA and externally. Once a project or report is commissioned the SSDW business analysts work with business clients to gather requirements for the deliverable and rules for the data on which they would like to report. 
The bulk of the data in the SSDW supports DFR TANF (Temporary Assistance for Needy Families), OMPP (Medicaid and HIP) and Department of Child Services’ (DCS) Child Support Bureau (CSB) and Division of Disability and Rehabilitative Services’ (DDRS) First Steps program. 
[bookmark: _Toc493518236][bookmark: _Toc495402408]ETL (Extract, Transform, Load) Process
The SSDW collects, extracts, transforms, transports, and loads data for a distribution to various data marts.  Although exceptions exist by source system, a summary of the overall process appears in section 2.3 below. 
[bookmark: _Toc493518237][bookmark: _Toc495402409]Receiving Work into the SSDW
The SSDW receives data files in various formats including Text, PDF, Excel, mainframe physical sequential files, Access, SQL tables and views. Informatica mapping typically loads these files into staging tables. Specific sets of data are extracted from the staging tables, transformed based on established business rules, requirements, SSDW standards, and then loaded into the core tables of the SSDW. Data from the core tables is summarized and loaded into aggregate tables.  
[bookmark: _Toc116712084][bookmark: _Toc116727497][bookmark: _Toc118618137][bookmark: _Toc118618361][bookmark: _Toc493518238][bookmark: _Toc495402410]Technical Architecture
The State of Indiana has increased security measures to protect data and has implemented new security measures for accessing SSDW data to further protect PHI and PHII data. This is required for Federal Compliance to PHI and PHII data. Therefore SSDW data now resides in a 'Protected Data Zone' aka 'Protected Zone'. A Protected Zone is an isolated subnet secured by a firewall. All traffic in and out of the Protected Zone must be defined by source, destination, port and protocol. There are 6 types of Protected Zones which include production application and data, non-production application and data and disaster recovery application and data. All traffic between the zones must go through and be defined by the firewall. There can be no communication between zones unless there are written rules to allow communication. Data is not accessible directly from a desktop computer. Citrix is used to navigate into the 'Protected Zone' to access SSDW data.
The current SSDW environment consists of a three-layer environment. An Application Server for Informatica and Data Quality processing, a Database Server supporting Teradata 15 platform, and a group of Presentation Servers supporting the Cognos 10.2 tool set.  There are also three additional IOT servers; two supporting SQLserver 2005 processes, and the third is utilized as a file server.  
[bookmark: _Toc116712088][bookmark: _Toc116727501][bookmark: _Toc118618141][bookmark: _Toc118618364][bookmark: _Toc116712089][bookmark: _Toc116727502][bookmark: _Toc118618142][bookmark: _Toc118618365][bookmark: _Toc116712090][bookmark: _Toc116727503][bookmark: _Toc118618143][bookmark: _Toc118618366][bookmark: _Toc116712113][bookmark: _Toc116727526][bookmark: _Toc118618166][bookmark: _Toc118618389][bookmark: _Toc116712148][bookmark: _Toc116727561][bookmark: _Toc118618201][bookmark: _Toc118618424][bookmark: _Toc116712158][bookmark: _Toc116727571][bookmark: _Toc118618211][bookmark: _Toc118618434][bookmark: _Toc116712168][bookmark: _Toc116727581][bookmark: _Toc118618221][bookmark: _Toc118618444][bookmark: _Toc116712178][bookmark: _Toc116727591][bookmark: _Toc118618231][bookmark: _Toc118618454][bookmark: _Toc66173910][bookmark: _Toc66173915][bookmark: _Toc66173920][bookmark: _Toc66173925][bookmark: _Toc66173930][bookmark: _Toc66173935][bookmark: _Toc66173940][bookmark: _Toc66173975][bookmark: _Toc66173980][bookmark: _Toc66174005][bookmark: _Toc493518239][bookmark: _Toc495402411]Database Structure
Source system data is loaded and propagated through a series of tables known as Staging, Functional or Core, Reference and Aggregate. The Staging tables are the initial entry into the SSDW. These tables are deleted and replaced from the staging tables, processes extract, transform, and load the data to the Functional/Core tables. During this migration, processes check for quality standards and business rule verification. The Functional tables contain data from the inception of the project. The reference tables are a set of static tables used to standardize codes and values in the Functional tables. Data is migrated from the Functional to Aggregate tables, which hold data separated into partitions (daily, weekly, monthly and quarterly). 
SSDW maintains the Data Dictionary in Erwin Models and Teradata database for all the database tables housed in the SSDW.
[bookmark: _Toc493518240][bookmark: _Toc495402412]Database Monitoring
Database monitoring activities for the Teradata environment are performed utilizing the functionality provided by Teradata. The monitoring of Teradata servers is the responsibility of the [Enterprise Data Warehouse (EDW)] DBA. A web based tool, Viewpoint, is used to monitor SQL queries.
[bookmark: _Toc493518241][bookmark: _Toc495402413]Database Tuning
The majority of tuning efforts occur for new development and enhancement efforts during the design and development phases. In some cases, these efforts are extended to production whenever performance degradation occurs. In the Teradata environment, database tuning activities are performed utilizing the functionality provided by Teradata.    
[bookmark: _Toc493518242][bookmark: _Toc495402414]Database Security
For the Teradata environment, security is controlled by the [EDW] DBA through administration tools. 
The [SSDW] DBA facilitates, manages and maintains initial table level security access to the SSDW Teradata databases along with requests to modify and/or delete user access by working with [EDW] DBA. The [SSDW] DBA sends an email to the [EDW] DBA and the EDW Helpdesk concerning Teradata user account creation and role based security which is [EDW] DBA’s responsibility. Operations’ personnel is assigned a separate role which has read and write access to table in production.  Developers are assigned a separate role which has read only access to production and read/write access to development.  
SSDW personnel will adhere to respective State and agency required security procedures.  
[bookmark: _Toc493518243][bookmark: _Toc495402415]Data Security
Requests to access SSDW data in Teradata are routed to and facilitated by the [SSDW] DBA whom works with the person requesting access and/or the user’s manager to have the SSDW Access Request Form completed. 
Once the form is completed the [SSDW] DBA seeks access approval from the [SSDW] Engagement Manager and the state SSDW manager. 
Teradata object privileges are managed through role assignments. SSDW has defined several roles in Teradata database and assign Teradata users to roles as needed. These roles have privileges assigned to them, so that any user who is assigned the role automatically inherits all the privileges. These roles are tied very closely to the business functions. 
A request for data access or changes in user responsibility (Jobs, Roles) can be made by submitting a completed SSDW Access Request Form to the DBA, Technical Lead, PM, BA or the TANF Data Warehouse Project mailbox. 
Teradata database tables housing confidential data will be defined as encrypted by default by using appropriate encrypt functions. During data reads, the Teradata database will decrypt the data for authorized users by using appropriate decrypt functions.
Automated processes for standard database auditing will be in place to audit account creation, modification, disabling, and termination actions in TEST & PRODUCTION systems and generate audit log reports on a daily basis. 
Automated processes are in place to capture SELECT, INSERT, UPDATE, and DELETE actions for DCS tables/columns containing FTI data in TEST & PRODUCTION systems and generate audit log reports on a daily basis.
The state SSDW manager who also serves as the state SSDW Data Security Officer (DSO) will review these reports on a daily basis to verify whether log entries meet expectations. Any questionable access and/or misuse reflected in an audit log will be shared with the [SSDW] DBA and [SSDW] Engagement Manager. If warranted, the state SSDW manager (state SSDW DSO or his designee) will report the finding to the Director of the FSSA Privacy and Security Office and/or any other required entity as defined by federal and/or state regulations and/or policies established by the FSSA Privacy and Security Office. The SSDW adheres to CMS security requirements, IRS safeguards for protecting Federal Tax Information (FTI) as defined in IRS Publication 1075 as well as the FSSA Privacy and Security Office’s policies and procedures. 

SSDW maintains the security groups for their active members/users/vendor groups. The security groups are reviewed on a periodic basis. 
[bookmark: _Toc494788575][bookmark: _Toc494788576][bookmark: _Toc494788577][bookmark: _Toc493518244][bookmark: _Toc495402416]Database Capacity Planning
The purpose of capacity planning is to give the SSDW team a tool to forecast database growth for new source systems and to have a plan by which to manage the data as new systems are added. By reviewing data quantities for consecutive months, trends for table volumes have been established. These trends were used to determine current usage and to use as a base for rough estimate of future systems. It is not intended to be a mathematical or extensive exercise but one that can be used to give us what is needed to manage the business. 


Current Capacity 

Teradata Production:
	DatabaseName
	USED_SPACE_IN_GB
	ALLOCATED_SPACE_IN_GB

	Database 1
	671.21
	1044.66

	Database 2
	1326.20
	3175.28

	Database 3
	110.40
	228.97

	Database 4
	0.04
	0.93

	Database 5
	44.87
	186.26

	Database 6
	2.06
	372.53

	Database 7
	7.67
	140.36



Teradata Development:
	DatabaseName
	USED_SPACE_IN_GB
	ALLOCATED_SPACE_IN_GB

	Database 1
	98.73
	195.58

	Database 2
	787.15
	1201.41

	Database 3
	1338.91
	1676.38

	Database 4
	80.53
	181.61

	Database 5
	0.04
	4.66



 Future growth considerations
Space requirements could potentially be impacted by events which are not currently in production. These events include the addition of new source systems, new requirement for existing systems, and intermittent changes and research. 
New Source Systems
Whenever new source systems are added, we must re-evaluate the capacity plan. This effort would have to take into consideration the initial number of months to be loaded into the SSDW plus ongoing contributions.
New Requirements for Existing Systems
Data that is loaded for an existing system is based on reporting requirements.  If those requirements change, we often have to add additional data either from the source, historical files or both. 
Intermittent Changes and Research
Changes necessitated due to testing of federal rules, re-execution for federal reporting, infrastructure upgrades, etc. may require that the environment be enhanced to support a short-term need. These space needs should go away after some time period. 
[bookmark: _Toc493518245][bookmark: _Toc495402417]Backup and Recovery
This SSDW Recovery Procedure is designed to address an unplanned business service interruption. One of its objectives is to minimize the effect and duration of an outage while maintaining the integrity of the SSDW data and system configurations.
For the Teradata environment, the [EDW] DBA will maintain and take Data Domain backup and tape backups (for DR purposes) of all Teradata application data in development and production environments on a daily, weekly, monthly, quarterly and yearly basis. They will also be responsible for all backups and restores of application data from Data Domain and tape backups. 
For minor outages and to support critical applications, table level backups are taken on a need to basis for ease of recovery by [SSDW] DBA.  
All the power center components in Informatica are backed up daily. 
[bookmark: _Toc493518246][bookmark: _Toc495402418]Risk Management
As part of the weekly team and management meetings along with status meetings for major projects, current risks are reviewed for additional items to be added and determine if other risks have been identified. Each risk is assessed for Probability and Impact. Mitigation tasks are identified for each risk and owners are assigned to verify identified tasks are completed. PRAM documents are retained in the Project Management folder. 
[bookmark: _Toc493518248][bookmark: _Toc495402419]Data Transformation
[bookmark: _Toc493518249][bookmark: _Toc495402420]Data Quality
The Informatica Data Quality software (IDQ) is used to cleanse and integrate the data from disparate data sources received by the SSDW by standardizing and uniquely identifying common clients through a rules-based engine.  
The Client Index will be created by following user defined rules of precedence and uniqueness.  This Index provides a single unique client identifier across all programs and services within FSSA.  The ability to track a client across all programs and services provides FSSA the ability to be client management focused, as well as program and service management focused.  
[bookmark: _Toc493518250][bookmark: _Toc495402421]Informatica
The Informatica software is an ETL tool that is used to Extract, Transform, and Load data into the SSDW. This GUI programming method has enabled the team to be more efficient in making changes and enhancements. Informatica delivers metadata management capability through Metadata Manager, a component of Informatica® PowerCenter® Advanced Edition™. This provides the key metadata management tools necessary to capture, search, browse, understand, and manage complex enterprise metadata.
[bookmark: _Toc495402424]Global Security 
The SSDW team accesses the windows network through a standard network path using an assigned state network ID and all user level authentications are conducted at a Windows Operating System level. This controls access to Informatica, Teradata, Cognos, all directories and folder permissions.  
[bookmark: _Toc493518254][bookmark: _Toc495402425]Presentation Layer (Cognos)
Within the SSDW environment, the Cognos 10.2 Business Intelligence tools (Cognos Connection, Framework Manager, Report Studio, Analysis Studio, and Query Studio) are utilized for presenting data to the client community.  These tools are used for developing cubes and reports. When drill-downs are performed on the cubes, data is accessed directly from the production Teradata data marts. Data is loaded into the Cognos environment on a defined schedule of daily, weekly or monthly. Some official regulatory reports are created from this environment. Source system owners can request usage reports to monitor report and cube use and also to ensure no security violations. 
[bookmark: _Toc402919280][bookmark: _Toc493518255][bookmark: _Toc495402426]Boundaries Of The Engagement
[bookmark: _Toc411828327][bookmark: _Toc493518256][bookmark: _Toc495402427][bookmark: _Toc398028427][bookmark: _Toc402919281]Scope of Services
This document covers the SSDW environment at a high level. 
[bookmark: _Toc493518257][bookmark: _Toc495402428]Management Control
The [SSDW] team defines management control as the exchange of information for ensuring that management is aware of current status and future directions. The vehicles for this are goal-oriented measurement-based reporting. The [SSDW] Engagement Manager will ensure that sufficient planning, status reporting, workflow tracking, scheduling, and prioritization are conducted to ensure the delivery of all reports and functions described herein.
[bookmark: _Toc493518258][bookmark: _Toc495402429]Database Administration

	SSDW Database Administrator
	Create/Modify/Delete database objects (tables, views, etc.)
Encryption of sensitive data and data at rest 
Work with [EDW] DBA to Setup and populate Audit Log Tables
Communications to the [EDW] DBA in support of SSDW needs 
Ensure SSDW security requirements are addressed
Performs database level backup and recovery


[bookmark: _Toc411828328][bookmark: _Toc493518259][bookmark: _Toc495402430]Out of Scope
The following items are outside the scope of this agreement, and FSSA does not expect the SSDW team to be responsible for them:
[bookmark: _Toc493518260][bookmark: _Toc495402431]IOT Responsibilities:

1. The maintenance and operation of the telecommunications equipment needed to support the SSDW application 
2. Mainframe computer operations are the responsibility of IOT, including running the central computing facility and the support of the workstations used by the SSDW team.
3. The assignment of passwords and the responsibility for non-database access levels will be handled by IOT and the Division of Healthcare Strategies and Technology (DST) of FSSA.
4. Workstation installation, maintenance, and workstation software are the responsibility of FSSA.
5. FSSA will supply the workspace and infrastructure for [SSDW Contractor] employees. This includes but is not limited to suitable office space, desks, chairs, workstations, telephones, software, and other resources as may be necessary to effectively provide support. 
[bookmark: _Toc493518261][bookmark: _Toc495402432][EDW Contractor] Responsibilities:

1. Hardware maintenance, support, and acquisition.
2. Disaster recovery of the hardware and operating systems supporting the SSDW database is the responsibility of [EDW Contractor] group. The SSDW team assumes that all hardware, as well as on-site and off-site storage devices are being maintained in a manner consistent with prudent disaster recovery procedures. 
3. Systems software programming such as installing Informatica software, patches to Informatica software, Teradata software or installing upgrades is the responsibility of [EDW] System Administrator. The selection and implementation of systems’ software and version control is outside the scope of the SSDW team.
4. Operating systems and database upgrades are the responsibility of [EDW Contractor]. The scheduling, timing, notification, and implementation of operating system and database upgrades are outside the scope of the SSDW team. 
5. Application Software Administration is the responsibility of [EDW] System Administrators.
6. [bookmark: _GoBack][bookmark: _Toc402919283][bookmark: _Toc493518262]User account management activities
7. Manages access to Teradata Database Accounts (Add, Change, Delete)
8.  Manages Security Roles (Add, Change, Delete)
9.  Teradata environment security
10. Perform tape backup and recovery activities
11. Perform testing of software upgrades and packages
12. Setup and population of Audit Log Tables
13. Address/Resolve vulnerabilities concerning Teradata servers
14. Disaster Recovery Planning and Testing
Improvements will be evaluated as part of the operations process to ensure efficient processing times and effective utilization of space and storage.
[bookmark: _Toc517684122][bookmark: _Toc517684132][bookmark: _Toc517684133][bookmark: _Toc493518263][bookmark: _Toc495402433]Archive Historical Data
The SSDW team annually evaluates data use and archives prior years of data into historical schemas. By doing this, efficiencies are gained in the following areas:
1. Improved processing time for current data loads.
2. Improved access to ad hoc queries.
3. Improved performance of Cognos reports.
The team has developed a data retention document that outlines an archiving and disposal strategy that will keep the SSDW operating at peak efficiency.
[bookmark: _Toc493518264][bookmark: _Toc495402434]Historical Data Availability
Major sources’ data is available since 1997. Data prior to 2004 is on archive media and data from 2005 to present is in active storage. 
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