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Approved Portable Media  
The following devices, available through the QPA, are the only FSSA approved portable media devices:  
 

• IronKey D300 (256-bit AES hardware-based data encryption devices only)  
o Does not require Administrator setup  

 
• Kingston DataTraveler (256-bit AES hardware-based data encryption devices only)  

o Does not require Administrator setup  
 

• Defender F100/MXI Stealth 500 USB Flash Drive  
o Requires Administrator setup  

 
• Defender F150/MXI Stealth M550 USB Flash Drive  

o Requires Administrator setup  
 

• Defender H200 Biometric External USB Hard Drive  
o Requires Administrator setup  

 
The use of any other portable media—CD/DVD’s, tape, USB drives not listed above, portable hard drives, 
etc.—is strictly prohibited.  
Only the FSSA Privacy Officer can approve additions to the list. 

 

 

  


