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This Public Safety Broadband Plan (PSBP) for the State of Indiana is subject to information updates and changes.  This Record of Change document will record and manage Plan modifications throughout the life of the document.  All attempts have been made to ensure the accuracy of the information within the Plan as of the initial distribution date.  Any subsequent adjustments should be recorded and coordinated with user agencies within the State as appropriate.

[bookmark: _Toc335732506]EXECUTIVE OVERVIEW

Safety and security are vital to America’s prosperity. Broadband can help public safety personnel prevent emergencies and respond swiftly when they occur. Broadband can also provide the public with new ways of calling for help and receiving emergency information.

A cutting-edge public safety communications system uses broadband technologies:

· To allow first responders anywhere in the Nation to send and receive critical voice, video, and data to save lives, reduce injuries, and prevent acts of crime and terror.

· To ensure all Americans can access emergency services quickly and send and receive vital information, regardless of how it is transmitted.

· To revolutionize the way citizens are notified about emergencies and disasters so they receive information vital to their safety.

· To reduce threats to e-commerce and other Internet-based applications by ensuring the security of the Nation’s broadband networks.

The prominence of broadband as a public policy issue was reinforced with the Federal Communication Commission’s (FCC) release of a National Broadband Plan (NBP) in March of 2010.  This is a comprehensive plan that acknowledges and documents the importance of broadband to the Nation and focuses on establishing broadband policy, standards, and ambitious goals including a reallocation of the Universal Service Fund to broadband infrastructure. The NBP also proposes two goals for broadband access to be reached by 2020: a “universalization target of 4Mbps (megabits per second) download and 1Mbps upload,” as well as a goal that “100 million U.S. homes should have affordable access to actual download speeds of at least 100Mbps and actual upload speeds of at least 50Mbps.”
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1. [bookmark: _Toc335732509][bookmark: _Toc137549027][bookmark: _Toc272738550]Vision and Mission Statement

1.1 Vision: will strengthen community safety and security by minimizing the financial and technological barriers to broadband and by breaking down regionalization of systems through increased cooperation and communication

1.2 Mission: Indiana’s mission is to provide an interoperable and reliable public safety broadband system to all Hoosier first responders and public safety professionals for use during routine, emergency and task force situations.  

2. [bookmark: _Toc335732510]Introduction – Objectives and Methodology
[bookmark: _Toc157336607]Safety and security are vital to America’s prosperity. Broadband, sometimes referred to as high-speed Internet is a critical engine for communities to enhance social and economic well-being and a vital resource to educate our youth, create jobs, promote public safety, and deliver essential services such as healthcare. 

Universal broadband capabilities enable state and local governments to provide better and more cost efficient services.  Broadband can help public safety personnel prevent emergencies and respond swiftly when they occur. Broadband can also provide the public with new ways of calling for help and receiving emergency information.  A nationwide public safety broadband wireless network allows first responders to send and receive video and data in moments, improving their ability to communicate with each other and the public.

The State of Indiana’s Broadband Plan was developed with input from broadband stakeholders throughout the State representing a cross-section of businesses, broadband service providers, public safety professionals, citizens, educators, and healthcare professionals.  Through a unique collaboration between the Integrated Public Safety Commission and the Public Safety Broadband Committee, Indiana’s Broadband Plan establishes formal policies and directives to ensure that available and affordable broadband services are provided in all regions of the State.   

2.1	Objectives 
2.1.1 Educate State, local, and county decision-makers about public safety broadband technology including explaining the need for broadband, finances, and the importance of ongoing maintenance
2.1.2 Stay abreast of developments in the deployment of the Nationwide Public Safety Broadband Network (NPSBN) and ongoing FirstNet efforts to better align the Indiana Plan to national level planning
2.1.3 Coordinate with bordering States and other States in the region by participation in the National Council of Statewide Interoperability Coordinators
2.1.4 Monitor and continually seek ways to improve the State’s national rankings for broadband
2.1.5 Establish procurement policies that comply with State and local requirements and codes
2.1.6 Develop formal policies for public safety broadband applications and limits based on FirstNet recommendations and guidelines
2.1.7 Develop policies on data and level of access allowed
2.1.8 Incorporate broadband and other emerging technologies into existing Homeland Security Exercise and Evaluation Program (HSEEP) exercises
2.1.9 Ensure data interoperability with bordering States and other States in the region through the transmission and receipt of data using broadband technology 


2.2 Approach and Methodology

2.2.1 The State will survey and interview public safety responders from every county and a sampling of large and small cities, towns, and tribes to determine public safety broadband needs by __________  

This survey will include:  potential users, expectations for the system/what they want it to do, what resources are currently in use, and who are the potential secondary users

2.2.2 The State will conduct a study to determine the minimum requirement for Statewide broadband coverage by __________

2.2.3 The State will develop model permitting standards collaboratively with local government



3. [bookmark: _Toc335732511]Background

3.1. State Overview

3.1.1. Indiana – Geography and Demographics

Indiana became the 19th state of the United States of America on December 11, 1816.  It is located in the Midwestern and Great Lakes regions of North America.  Indiana is the 38th largest by area and the 15th most populous of the 50 States.  Its capital and largest city is Indianapolis. 

The State of Indiana encompasses more than 36,000 square miles and consists of diverse topographical areas from the Ohio River Valley to the Great Lakes Region.  Much of northern Indiana is relatively flat and free of significant terrain issues.  Multiple smaller lakes and wooded areas exist in the north; however, Lake Michigan offers much in the way of weather related emergency response scenarios.  Many times throughout the winter season northwest and north central Indiana receive significant snowfall in the form of “lake affect snow.”

Many of the southern counties have hilly terrain and densely forested areas.  National and state forests limit access in winter, creating transportation and emergency response problems.  Emergency services personnel operating in the south face icy conditions more frequently than snow.

Indiana has a diverse economy with a gross state product of $214 billion in 2005.  Indiana has several metropolitan areas with populations greater than 100,000 and a number of smaller industrial cities and towns.

[bookmark: _Toc182939562][bookmark: _Toc183287495][bookmark: _Toc183288240]There are approximately 37,000 firefighters; 12,000 law enforcement officers; 26,000 certified emergency medical service professionals; 95 local emergency management/homeland security directors; 10,000 military professionals; and 142,000 health professionals across the state.

3.1.2. Indiana – Natural Hazards

[bookmark: _Toc183287516][bookmark: _Toc183288261]Since 1990, 24 disasters have stricken Indiana, for which presidential declarations of emergency have been approved.  The Indiana State Hazard Mitigation Plan addresses five natural hazards:  flooding, tornados, straight line winds, earthquakes and winter storms.

3.1.3. Indiana – Other Hazards

[bookmark: _Toc183287523][bookmark: _Toc183288268]Both the Crane Naval Surface Warfare Center and the US Army Newport Chemical Weapons storage facility are located in Indiana. An accident or attack on either of these facilities would be catastrophic. The Newport Depot stores the chemical nerve agent VX, the deadliest nerve agent ever created. A drop the size of a pinhead, absorbed through the skin, can kill by severely disrupting the nervous system. Indiana workers began chemically neutralizing 1,269 tons of this deadly nerve agent late in the summer of 2004.  Work continues on disposition of byproduct of the neutralization effort.

The Crane Naval Surface Warfare Center researches, processes and stores weapons materials such as projectiles, bombs, missiles, ammunition, and develops and tests chemical, biological and explosive detection equipment and systems. In the event of a disaster or attack, interagency, interoperable communications would be critical.  Failure of one or more communication sites in these areas would be catastrophic not only to Indiana residents, but to those living in adjoining states.

[bookmark: _Toc183287526][bookmark: _Toc183288271]Indianapolis is home to the world’s two largest single-day sporting events, as well as the largest Formula One race in the world (the economic equivalent of hosting three Super Bowls in a single year).  During each of these events, the state’s population rises exponentially. The Indianapolis Motor Speedway is, capacity-wise, the largest sports stadium in the world.  Average attendance at the Indy 500 race each year is 400,000.  The Brickyard 400 attracts about 300,000 spectators and the Formula One race attracts another 200,000 visitors and fans.


3.2. Broadband Overview

[This section will include the State’s recognized definition of broadband, as well as the FCC’s definition and other state definitions as appropriate (bordering states, other states in the region, etc.)]

The importance of broadband can be measured by the services, uses, and applications that can be achieved by having access to broadband. Access to broadband not only has an economic development quality of life impact for many people who have access to it.
 
Broadband can enable a small business to expand their offerings into e-commerce services such as online purchasing, web content, online video, file sharing, and online collaboration.  Broadband can allow a school or college to participate in research studies that require access to large data sets, high resolution graphic images, or collaboration with contributors around the world.  Broadband can allow a patient from a rural area to have remote access to a specialist that is not available in their town or allow a student to seek education in a subject not offered to them in their local school. 

Broadband closes the distance between people seeking a common goal, provides new and flexible options for economic development, and provides options to improve the quality of life. Broadband is important because it allows us to communicate, interact, do business, and use the services we desire in today’s global economy.

3.2.1. [bookmark: _Toc331924430]Broadband’s Importance to Public Safety Communications

The State of Indiana’s Public Safety personnel need technology similar to commercial networks to enable advanced applications that will improve response capabilities. The National Public Safety Broadband Network will provide the following to public safety agencies throughout the State of Indiana:

3.2.1.1. Create next generation nationwide public safety wireless network 

3.2.1.2. Adopt fourth generation (“4G”) cellular technology to leverage fast pace of commercial development

3.2.1.3. Leverage commercial equipment economies of scale while maintaining public safety unique requirements

3.2.1.4. Provide high data rates (“broadband”) to enable advanced applications

3.2.1.5. Use industry standards to enable interoperability for public safety

3.3. [bookmark: _Toc326565982]The Nationwide Public Safety Broadband Network (NPSBN)

On February 22, 2012, President Obama signed into law H.R.3630, the Middle Class Tax Relief and Job Creation Act of 2012 (Act) which includes provisions to fund and govern a Nationwide Public Safety Broadband Network (NPSBN).  The NPSBN will provide a secure, reliable, and dedicated interoperable network for emergency responders to communicate during an emergency.  

3.3.1 Nationwide Governance: FirstNet – A key provision of the Act created the First Responders Network Authority (FirstNet), an independent authority within the Department of Commerce’s National Telecommunications and Information Administration (NTIA), which is responsible for deploying the NPSBN.

The Act licensed the existing public safety broadband spectrum and the 700MHz ‘D Block’ spectrum to FirstNet.  FirstNet is responsible for, at a minimum, ensuring nationwide standards for use and access of the network; and issuing open, transparent, and competitive requests for proposals (RFPs) to build, operate, and maintain the network.  It is also responsible for leveraging, to the maximum extent economically desirable, existing commercial wireless infrastructure to speed deployment of the network; and overseeing contracts with non-federal entities to build, operate, and maintain the network.  

There are 15 members of the FirstNet Board of Directors.  Three of those are permanent Federal members: the Secretary of Homeland Security, the US Attorney General, and the Director of the Office of Management and Budget.  The Secretary of Commerce appointed the remaining 12 members of the FirstNet Board.  These remaining members represent the interests of State, local, territorial, and tribal government; public safety; finance; and technology.  

A standing public safety advisory committee, established by the Act, will assist FirstNet in carrying out its duties.  In addition, to ensure the input of State and local stakeholders is recognized, the Act also requires FirstNet to consult with State and local entities throughout network deployment.


3.3.2 Support for State, Local, and Tribal Implementation – the US Department of Homeland Security (DHS), through its Office of Emergency Communications (OEC), is assisting State with preparation and planning for deployment of the NPSBN.  Through its Technical Assistance (TA) Program, OEC is assisting users with an understanding of broadband technology and early planning for its use in public safety operations, and supporting States in incorporating broadband planning into their Statewide Communication Interoperability Plans (SCIPs) through workshops being held across the country. 


3.4. Overview of State and Local Implementation Grant Fund
A State and Local Implementation Grant Program has been established by the NTIA to assist State, regional, tribal, and local jurisdictions with identifying, planning, and implementing the most efficient and effective means to use and integrate the infrastructure, equipment, and other architecture associated with the NPSBN to satisfy wireless data services needs of their jurisdiction.  Up to $135 million has been made available to NTIA for the program.  

The NTIA will release a Federal Funding Opportunity (FFO) notice, which will inform State and local governments on how to apply for the grant program award, how each application will be evaluated, how much funds will be available for each applicant, and how NTIA will specifically allocate the awarded funds.  The NTIA expects to issue the FFO and open the application window in the first quarter of calendar year 2013.  Available funding under the grant program will then be issued in two phases:  an initial planning and consultation phase, and a second phase to address State requirements in preparing for further consultation with FirstNet as well as plans to undertake data collection activities.  Overall, State and local governments must be prepared to have accomplished the following by the end of their grant period performance:

3.4.1. Established Governance Structure – States and local governments must have evidence of an established governance structure or expanded existing structures to consult with FirstNet

3.4.2. Procedures – the State or local government must have developed procedures to ensure local and tribal representation and participation in the FirstNet consultation process

3.4.3. Education and Outreach – States and local governments should create a process for reaching out to tribal and local officials, public safety personnel, and other stakeholders through education programs to inform them of the NPSBN

3.4.4. User Identification – Identify potential public safety users for the NPSBN

3.4.5. Memoranda of Agreement –State or local governments must develop appropriate agreements to facilitate using existing State or local infrastructure, or identify legal barriers to creating such MOAs and prescribe potential remedies

3.4.6. Local and Tribal Staffing Plans – develop staffing plans that must include local and tribal representation to participate in public safety governance as in preparation for data collection activities



4. [bookmark: _Toc335732512]Governance

4.1. Structure
[bookmark: _Toc157336609][bookmark: _Toc157581471]
4.1.1. Overview

Indiana has yet to identify the governing body that will interface with FirstNet and decide all major actions on State Broadband policy.  
		
Indiana Public Safety Wireless Broadband Committee
As stated above, no designated lead agency or lead point-of-contact currently exists in Indiana.  However, the 10/22 Workshop outlines possible ways forward for creating such a body.  These are as follows:

A. Tap the Integrated Public Safety Commission (IPSC ) – the Indiana General Assembly statutorily created the IPSC in 1999 “for the purpose of promoting the efficient use of public safety agency resources through improved coordination and cooperation to enhance the safety of Indiana residents.”  Thus, the 12 member body has the authority and representation to interface with FirstNet. 

The complex technological nature of Broadband, however, necessitates a strong advisory body.  There are at least two ways the Commission could accomplish this need:  
1. Use the Statewide Interoperability Executive Committee 
2. Establish a new broadband working group

B. Create a new authority to serve as POC – this could be an option as the charter of a new authority would mean no conflicts with other body mandates.  However, creating one could be more difficult than the above options.  This is especially true after many Workshop participants stated that the Governor does not like to create new governing bodies.  It also may not be realistic with the beginning of a new Governor’s administration.

Workgroups/Subcommittees to Handle Major Focus Areas

The state broadband governing committee could use working groups to assist broadband development and efforts with FirstNet.  

4.1.2. Membership
[bookmark: _Toc182939605][bookmark: _Toc183287557][bookmark: _Toc183288302]
The Integrated Public Safety Commission is comprised of twelve (12) members from a broad base of public safety and private industry.  Membership includes:

· A sheriff, appointed by the governor
· A chief of police, appointed by the governor
· A fire chief, appointed by the governor
· A head of an emergency medical services provider, appointed by the governor
· A mayor, appointed by the governor
· A county commissioner, appointed by the governor
· A representative of campus law enforcement, appointed by the governor
· A representative of the private sector, appointed by the Governor
· The superintendent of the state police department, who represents the State Agency Public Safety Committee
· The special agent in charge of the Indiana office of the Federal Bureau of Investigation or designee
· An individual appointed by the speaker of the House of Representatives
· [bookmark: _Toc182939606][bookmark: _Toc183287558][bookmark: _Toc183288303]An individual appointed by the president pro tempore of the Senate

Not more than four (4) members appointed by the governor may be members of the same political party.


4.1.3. Charter and Goals
 
Charter

Goals

· Expand the broadband network to all public safety agencies statewide.
· Provide a common understanding of broadband throughout the state of Indiana.
· Provide on-demand training for broadband.
· Coordinate local, state, and federal public safety resources; tear down agency and geographical boundaries; and foster cooperation between police, fire, EMS, and other Hoosier first responder and public safety agencies.
· Continue to shrink the “system of systems” by encouraging migration to the state SAFE-T interoperable communications network.
· Mirror the successful locally driven strategy to create a vision for next generation integrated data communications. 

4.1.4. Authority
[bookmark: _Toc182939600][bookmark: _Toc183287552][bookmark: _Toc183288297]
IC 5-26-2-1)  Enabling legislation provided for the creation of the Integrated Public Safety Commission as the group responsible for interoperable voice and data communications.  Specifically: 

[bookmark: _Toc182939601][bookmark: _Toc183287553][bookmark: _Toc183288298]“Sec.1. The integrated public safety commission is established for the purpose of promoting the efficient use of public safety agency resources through improved coordination and cooperation to enhance the safety of Indiana residents.”

[bookmark: _Toc182939602][bookmark: _Toc183287554][bookmark: _Toc183288299]Other key elements of the legislation provide for planning and coordination of responses involving public safety officials who wish to participate.... specifically:
[bookmark: _Toc182939603][bookmark: _Toc183287555][bookmark: _Toc183288300]“Developing coordinated, integrated responses to significant public safety events by those public safety agencies that choose to take part.  Developing means of sharing information operationally and technologically to improve public safety.”

4.2. Staffing

4.2.1. Administrative 

4.2.1.1. Election/Appointment and Terms of Service

4.2.1.2. Roles and Responsibilities

4.2.2. Technical

4.2.3. Legal & Financial

4.3. Milestones
[bookmark: _Toc321139629][bookmark: _Toc321139630][bookmark: _Toc321139631][bookmark: _Toc321139632][bookmark: _GoBack]

5. [bookmark: _Toc335732513]Outreach and Education

5.1. Interface

5.1.1. Interface with FirstNet

In addition to the SWIC, the use of websites would invaluable for connecting with FirstNet.  Discussions at the Workshop talked about notionally constructing a centralized, Indiana-controlled FirstNet website that has all pertinent information (e.g., answers to the State surveys).

5.1.2.  Interface with Governor
The Integrated Public Safety Commission will be the single point of contact to the Governor’s office and will facilitate:
· Recording and distributing meeting minutes 
· Assigning and tracking action items
· Updating planning and funding

5.1.3.  Interface with Local and Tribal Stakeholders

There are no federally recognized Indian tribes based in Indiana today.  However, the federally recognized Pokagon Band of Potawatomi Indians (with a total membership of 3,150), has tribal service areas in northwest Indiana, where some of its members live. The tribe does not currently have assured sovereignty within the State of Indiana.

The state has recently reinstituted the Indiana Native American Indian Affairs Commission, which advises state government officials on American Indian issues in the areas of employment, education, civil rights, health, and housing.  The IPSC will remain in contact with this agency to ensure that emerging communications needs of Indiana tribes are met.

5.1.3.1. Procedures for FirstNet Interface

5.1.4.  Interface with Federal/National-level Entities


5.2. Engagement and Collaboration


5.2.1. Staffing Plans for Local and Tribal Interface



5.2.2. Rural Requirements


5.2.3. [bookmark: _Toc326565998]State Environmental and Historic Preservation Requirements


5.3. Memoranda of Understanding (MOUs)

[bookmark: _Toc182939616][bookmark: _Toc183287568][bookmark: _Toc183288313]The Integrated Public Safety Commission has completed negotiations and executed Memorandum of Understanding agreements with all 92 Indiana Counties.  All local agencies including hospitals, universities, and EMS providers under contract with the local/county share access to Project Hoosier SAFE-T under negotiated MOU. 
 
Additionally, 15 state agencies, 4 federal agencies and other emergency services providers such as, aviation rescue and railroad transportation participate in Project Hoosier SAFE-T via separately negotiated MOU.

5.4. Milestones
6. [bookmark: _Toc335732514]Users	

Currently, 60,000 users operate on the statewide radio system for day-to-day and emergency public safety communications.

6.1. [bookmark: _Toc326566000]Current Status (Existing User Base/Requirements)


6.2. [bookmark: _Toc326566001]Primary vs. Secondary Users


6.3. [bookmark: _Toc326566002]Provisioning


6.4. [bookmark: _Toc326566003]User Equipment


6.5. [bookmark: _Toc326566004]Priority 

6.5.1. Nationwide Public Safety Broadband Network 


6.5.2. Roaming to Commercial Networks


6.5.3. Pre-emption


6.6. [bookmark: _Toc326566005]Quality of Service (QoS)
[bookmark: _Toc326566006]

6.7. State Support Function 

[bookmark: _Toc326566007]
6.8. Addressing User Expectations

[bookmark: _Toc335732515]

7. Applications


7.1. State-Required/Standard Applications


7.2. Statewide Standards


7.3. Clearinghouse Role of Applications (e.g., State App Store)



7.4. [bookmark: _Toc326566012]FCC Required Applications



8. [bookmark: _Toc335732516]Coverage

8.1. Current Coverage



8.2. Expected Coverage


9. [bookmark: _Toc335732517]Assets and Infrastructure

9.1. Current Communications Infrastructure and Major Systems

Project Hoosier SAFE-T (Safety Acting for Everyone –Together) is a network that allows almost all local systems, from older VHF/UHF/800 technology to the newest digital systems, to interoperate.
 
SAFE-T is a Motorola 4.1 Astro Smartzone Omni-Link 800 MHz trunked voice system and Motorola Private Data TAC mobile data system. It supports both analog and digital radios, providing 95% mobile radio coverage statewide, with 95% reliability for portable on the street use within the coverage area. The state is fully funding operation and maintenance of the statewide backbone which includes: some state-owned towers, antenna systems, shelters, backup power generators, transmitters, and receivers.  User agencies purchase their mobile and portable radios, and dispatch consoles along with mobile radio modems and laptops for access to the mobile data system.  Agencies retain significant autonomy with regard to use the system, structure/sharing of talkgroups, and interoperable communications planning at the local and regional levels.
SAFE-T is not just an interoperable communications system; but, it is the primary communications system for hundreds of Indiana public safety agencies.  Legacy system users also operate Project Hoosier SAFE-T 800 MHz radios on the system and interoperate with surrounding communities by sharing radios, patching to talkgroups, and using mutual aid/interoperable talkgroup plans.  Agencies who participate in Project Hoosier SAFE-T pay for their own subscriber equipment (radios) through local/regional budget allocation or grant funds.

[bookmark: _Toc182939654][bookmark: _Toc183287606][bookmark: _Toc183288351]Across the state, some local and county agencies that continue to use UHF, VHF and non-SAFE-T 800MHz systems have deployed gateway technology to interoperate with the SAFE-T network.  Other agencies have purchased 800MHz radios, incorporating them into their communications consoles, in order to patch systems together for interoperable communications scenarios. Training and frequent practiced use of patching technology is critical, as these systems require technical knowledge to implement.  

During the system buildout of SAFE-T, IPSC established a statewide 800MHz mobile data infrastructure parallel to the Project Hoosier SAFE-T voice system.  Approximately 800 users routinely operate mobile data applications via the SAFE-T system.  Strategically, the state envisions increased use of the 800MHz SAFE-T system because the system will provide remote access to law enforcement databases through IDACS databases that include NCIC, Bureau of Motor Vehicles, NLETS (access to other state law enforcement databases) and fire database information.

[bookmark: _Toc182939655][bookmark: _Toc183287607][bookmark: _Toc183288352]Other large mobile data systems include Marion County Department of Public Safety Communications (AKA, MECA), City of Fort Wayne/Allen County, City of Mishawaka, Hancock; Monroe, Kosciusko, Marshall, Jasper, Whitley and others.  While not typically interoperable, the State continues to work towards integrating these systems via land-based networks.

[bookmark: _Toc182939657][bookmark: _Toc183287609][bookmark: _Toc183288354]The strategic direction of the state of Indiana is toward data interoperability through integration of disparate data systems statewide.  Projects such as the recently completed integration of the mobile data client, ZClient to run on both the Project Hoosier SAFE-T mobile data infrastructure as well as the Marion County MECA (Marion County Emergency Communications Agency) mobile data system have been achieved.  This initiative has resulted in bringing users from different counties, who share the same computer aided dispatch system, together via mobile data.  In partnership with Marion County MECA, two different mobile data systems were integrated to provide shared access to a common data system.  The integration has resulted in access to critical data for police, fire, and EMS.

[bookmark: _Toc182939658][bookmark: _Toc183287610][bookmark: _Toc183288355]A group of four counties (Noble, Kosciusko, Whitley, and Wabash) in north central Indiana have implemented mobile data systems, each using a similar mobile data client that enables direct mobile device to mobile device interoperability.  Other counties (Cass and Marshall) in north-west Indiana have implemented a similar technology, each having the ability to interoperate with users statewide. 
  
[bookmark: _Toc182939659][bookmark: _Toc183287611][bookmark: _Toc183288356]The state will continue to work toward breaking down the barriers to data integration by developing local/county and state partnerships between those interested in sharing and integrating data critical for public safety. 

[bookmark: _Toc182939660][bookmark: _Toc183287612][bookmark: _Toc183288357]The state will continue to participate in data integration initiatives, enabling further data sharing and interoperability. As direction becomes clearer, consortiums will be formed to begin planning for architecture standards, and develop data sharing agreements.


9.1.1. Indiana Wireless Information Network 


9.1.2. [bookmark: _Toc331924432]Existing Infrastructure (Backhaul and Sites)

The Indiana State Police Microwave System provides the backhaul and infrastructure support for the public safety communications data and voice system.  To facilitate more bandwidth, expanded use of the microwave system is anticipated in the future.  Strategically, the state is investing in increased capacity for the microwave network to facilitate backhaul facilities for SAFE-T and other data interoperable communications requirements which may result from expanded use of 700MHz and 800MHz.

9.1.3. Existing Long Term Evolution (LTE) Pilots


9.1.4. [Other – Public]


9.1.5. Commercial


10. [bookmark: _Toc335732518]NTIA State Planning Grant

10.1. Current Guidance
The specific scope of allowable funding activities will be forthcoming from NTIA via a Federal Funding Opportunity (FFO).  Per the NTIA grant guidance released on August 21, 2012, however, it is known that the State and Local Implementation Grant Program will be conducted in two funding phases for State planning activities.  

The first phase, according to NTIA guidance, will “focus on initial planning and consultation activities, including strategy and timeline development, meetings, governance planning, and outreach and education efforts.”  During this phase, FirstNet will begin its initial consultation with the State through the State-designated point-of-contact.  This consultation will address “matters listed in the Act, including defining coverage needs, user requirements, and network hardening and resiliency requirements.”

The second phase will begin only after the State has this initial consultation with FirstNet.  This phase will ultimately address “States’ need in preparing for additional consultation with FirstNet and planning to undertake data collection activities.”  These aforementioned phases – and the detailed requirements for each phase – are broken down below for ease of reference.

10.1.1. Phase I:  Initial Planning and Consultation
By end of first funding phase, states will likely be required to demonstrate the following activities:

· Establish governance structure / Expand existing structures for FirstNet consultation
· Develop procedures to ensure local and tribal representation
· Create education, outreach process among local and tribal officials, public safety users, other stakeholders
· Identify users (Primary and potential Secondary)
· Develop standard MOUs for using existing infrastructure; identify legal barriers to creating MOUs
· Develop staffing plans to include local, tribal representation; prepare for data collection activities
· Develop comprehensive State Broadband Plan



Consult with FirstNet:

· Update FirstNet on State progress with all actions from Phase I
· Present FirstNet with working State Broadband Plan
· Define coverage needs
· Define user requirements

· Applications
· Priority
· Quality of Service

· List network hardening and resiliency requirements
· Begin Identifying existing Infrastructure and major systems
· Determine additional State funding needs

10.1.2. Phase II:  Post-Consultation Supplemental Needs & Data Collection
Pending additional guidance from the NTIA, states that “satisfactorily” complete the above milestones may request additional funds for supplemental activities related to FirstNet data collections; these activities may include the following:

· Determining staffing levels
· Designating State point of contact for data collection
· Evaluating feasibility of using public/private partnerships


Again, the above guidance will be made clearer upon release of the FFO.  Upon its release, more procedural guidelines for the grant program will be set by the NTIA.


10.2. State Grant Plan and Strategy

The 2002 Indiana General Assembly, spurred in part by the 9-11 tragedy, authorized funding for a statewide interoperable communications system. Funds were derived from certain Bureau of Motor Vehicle (BMV) transactions. In addition to paying for site construction and radio equipment, these funds pay for all operating and maintenance costs.  Annual maintenance, operation and technology upgrade costs are on budget for $8 million.  Non-reverting funding by the state Legislature for Project Hoosier SAFE-T is through 2019. 

Local, county, federal and other state agencies participating purchase and maintain their communications subscriber equipment (radios, consoles, etc.) and local future enhancements beyond the SAFE-T baseline design.  
This financing model has proven to be a frugal, practical way to deliver interoperable communications capabilities to the largest number of first responders for the least amount of money. Projected completion costs for the statewide system infrastructure buildout is $81 million – approximately $9 million under contract and significantly less than the amount other states are investing.  This frugal approach has directed the IPSC staff to seek alternative sources of funds to supplement short term gaps, alternatives that include federal earmarks, homeland security dollars, as well as forging partnerships with local governments and agencies.  

Through 2006, the state has invested $39.9 million.  To date (2007), approximately 40% of the build-out has been funded by federal sources. 
The Indiana Finance Authority, through which IPSC receives approval for extended repayment of authorized debt, has approved expenditures to date:	

· $13,000,000.00 - debt level authorized
· $9,534,000.00 - borrowed
· $3,100,000.00 - payments being processed-12/06
· Total Construction Project Expenditures(anticipated June 07) – $81,300,000.00
· Repayment of IFA debt by IPSC - March 2010

The difference has been funded by direct BMV operating funds to IPSC, and grant dollars. 

Project Hoosier SAFE-T is an enormous project and has enormous benefits never realized before by Indiana. In implementing SAFE-T, the IPSC is continually working with its vendors and partners to avoid costs and minimize expenses while maintaining a commitment to first responders to provide them with a reliable and effective statewide communications system. Cost saving measures includes:

· Leasing towers rather than constructing from the ground up
· Partnering with local governments for use their compound facilities and tower
· Creatively seeking funding, including federal grants and Homeland Security funds

The IPSC also has ensured that first responders joining SAFE-T save as well. The IPSC secured 20-25% off list price and negotiated fixed pricing for 7 years on communications equipment. In fact, if the IPSC vendor offers a lower price on first responder equipment anywhere in the United States, it must offer that price to Indiana first responders as well.

The wisdom of this approach secures SAFE-T system operation and maintenance costs well into the future.  Funding is completely independent of grant monies which may or may not be available in future years.



The Following Sections will be built out once additional information is received from FirstNet

11. [bookmark: _Toc321139639][bookmark: _Toc321139640][bookmark: _Toc335732519]Interoperability
[bookmark: _Toc321139641][bookmark: _Toc321139642]

11.1. [bookmark: _Toc321139645]Interoperability with Existing Systems 
[bookmark: _Toc321139646][bookmark: _Toc321139647][bookmark: _Toc321139649]

11.2. [bookmark: _Toc321139650]Interoperability with Legacy Commercial Systems
[bookmark: _Toc321139651][bookmark: _Toc321139652]
[bookmark: _Toc321139653][bookmark: _Toc321139654]
11.3. [bookmark: _Toc321139655]Commercial Roaming (Clearinghouse)

[bookmark: _Toc321139657]

12. [bookmark: _Toc335732520]Ongoing Funding Strategies	


12.1. Surcharges and Taxes


12.2. User Fees


12.3. State and Federal Subsidies



13. [bookmark: _Toc335732521][bookmark: _Toc321139662]Security
[bookmark: _Toc321139663][bookmark: _Toc321139664]
[bookmark: _Toc321139666][bookmark: _Toc321139670]
[bookmark: _Toc326566022]

14. [bookmark: _Toc335732522]Training
[Describe the training needs of the State, including the minimum training requirements, authorized training units, and training certification methodology.]  

14.1. [bookmark: _Toc326566023]Minimum Training Requirements

14.1.1. Provisioning, Authentication, Management, and Support Staff

14.1.2. Train the Trainer Staff

14.1.3. End User Training


14.2. [bookmark: _Toc326566024]Authorized Training Units


14.3. [bookmark: _Toc326566025]Training Certification Methodology















Appendix A:
State and Local Planning Guidance

1. Single officer or governmental body designated to coordinate grant funds in the application:





2. Public safety governance and planning authorities incorporated into the consultation with FirstNet regarding the NPSBN:





3. Expanded expertise of governance structures to include representatives with an understanding of broadband and LTE technology:





4. Collected input from local and tribal jurisdictions:
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