


RFP 25-78600: Immunization Information System
Attachment F: Technical Proposal
Indiana Department of Health

Instructions:  Request for Proposal (RFP) 25-78600 is a solicitation by the State of Indiana in which organizations are invited to compete for a Contract amongst other Respondents in a formal evaluation process.  Please be aware that the evaluation of your organization’s proposal will be completed by a team of State of Indiana team members and your organization’s score will be reflective of that evaluation. Please review the requirements outlined in Attachment L – Scope of Work carefully. For all areas in which subcontractors will be performing a portion of the work, clearly describe their roles and responsibilities, related qualifications and experience, and how you will maintain oversight of the subcontractors’ activities.
Respondents must organize their proposal in the exact order of questions provided in this document followed by their answers. While text boxes have been provided below, the Respondent may respond in the format of their choosing provided their response maintains the order proposed in this template. A completed Technical Proposal is a requirement for proposal submission. Technical Proposals should not exceed 200 pages, excluding attachments. Failure to complete and submit this form may impact your proposal’s responsiveness.  
1. Minimum Requirements (RFP, Section 1.4.1)
For each minimum requirement listed in Section 1.4.1 of the RFP, please clearly explain how you meet the requirement. The State reserves the right to remove from consideration any Respondent that does not meet the Minimum Requirements. For each relevant project experience referenced, provide the following:
a. [bookmark: _heading=h.gjdgxs][bookmark: _Int_sbM6LBUY]The entity served and type (e.g., government agency, private organization, etc.);
b. [bookmark: _heading=h.30j0zll][bookmark: _Int_YKrhLv9v]The scope of your services provided;
c. [bookmark: _Int_VTqJ7jAm]Contract start/end date;
d. [bookmark: _heading=h.1fob9te]Number of users;
e. [bookmark: _heading=h.3znysh7]Estimated number of staff required to execute Scope of Work; 
f. [bookmark: _heading=h.2et92p0]Was the project completed on time and on budget? If not, please explain; 
g. Detail any complications with the project; and 
h. Explain which of the proposed staff for the IIS scope of work have worked on these projects and in what role.

	



2. Executive Summary 
Provide a brief executive summary of your proposed approach to deliver the scope of work. Be certain to include a description of any subcontractors with whom you are partnering to fulfill the scope of the Contract and what roles these subcontractors will have during the life of the Contract.
	



3. Background and Experience 
Describe your company and proposed project staff’s background and experience. Include the following information, at a minimum:
1. A list of organizations for which you have delivered your proposed IIS solution.  
a. Include the client’s name, project description and goals, the functionality included in the solution for this client (e.g. immunization registry, inventory management, data exchange), who hosted the solution, your project role, duration of the role, whether the solution has been implemented, and project results.
b. Describe any problems and failures that you encountered in delivering your services, how these were resolved, and what the lessons learned were.
2. Your M&O experience for similar systems, especially with respect to your proposed solution. Include the following information, at a minimum: infrastructure management, application monitoring, incident management, help desk, business continuity, and disaster recovery.
3. Any formal corrective actions that your company has experienced under previous contracts.
4. Based on your experience, detail any best practices with respect to the scope of this RFP that you would like to share for the State’s consideration. Note: your proposal should be based on the requirements outlined for the IIS scope in this RFP, and not on any assumptions that the State will accept any practices that are not in alignment with the scope.
5. If you have not implemented your proposed solution in at least one US state, explain how your approach to adapt your proposed solution to reflect State requirements.

	



4. Proposed System
1.  Describe the solution you plan to use to meet the RFP’s IIS requirements as described in Attachment L and Attachment N, including but not limited to the specific elements highlighted below: 
a. Specific details about the proposed IIS solution.
b. If you are proposing a system with components from different sources, vendors, or projects, please describe how your solution will integrate the component pieces and the type and functionality of each component. 
c. The latest roadmap for the proposed solution. 
d. The software that the State will need to purchase through you as well as outside of this Contract in order to implement and maintain the proposed solution.
2. Provide a high-level architectural diagram(s) and associated details of hardware/infrastructure required for your proposed solution, including backup and disaster recovery activities. 
3. Explain any capacity limitations for your proposed solution (e.g., a maximum number of records).
4. Explain how your proposed solution conforms to the Assistive Technology Standard, within the State’s Information Security Framework, State Assistive Technology, and the State’s architectural standards, and/or a proposed timeline and plan to migrate to a form that does meet State standards in an agreeable timeline. 
5. [bookmark: _heading=h.3dy6vkm]Complete Attachment N to demonstrate the fit/gap of your proposed solution. 
a. If there are Essential requirements that your solution cannot meet prior to go-live, explain the alternative solution and provide an estimated timeline for the requirement to be rolled out. 
b. Confirm you shall modify or configure your solution to meet all Essential functional and technical requirements prior to the implementation. 
6. [bookmark: _Int_kQoCD6VM]Explain how your solution will integrate with interface partners (e.g., VTrcks) and if you have experience integrating your solution with the non-IDOH specific interface partners and platforms listed in Section 4.3 of Attachment L (e.g., MuleSoft). Note: The State strongly prefers to leverage MuleSoft; however, if the proposed solution does not support this technology, the State is willing to consider alternatives.
7. The State's standardized technologies are MuleSoft for APIs and GoAnywhere for secure file transfer. The IOT Data Exchange and IOT Security divisions recommend the use of MuleSoft/GoAnywhere (option dependent upon complexity of data and file transfer) to facilitate secure data transmission. The State strongly prefers to use these technologies; however, if the proposed solution does not support these technologies, the State is willing to consider alternatives. Elaborate on how your company’s solution will accommodate the utilization of the identified technologies. If the proposed solution does not support these technologies, explain in detail why and outline the proposed alternative.
8. Mobile capabilities 
a. Describe your experience with systems that have mobile capabilities. 
b. Explain your approach to a mobile friendly IIS (e.g., the solution can be accessed via phone/tablet), if requested by the State 
9. Hosting
a. Specific details about your cloud-hosted IIS solution. 
b. The location as well as the location of the proposed data centers and who owns the data centers. If this will be subcontracted out, explain who is the subcontractor and their role).
c. Any remote operations for the data centers you propose to employ. 
d. Details of proposed redundancy (entire data center, application code, database, etc.). Is redundancy with a remote location? 
e. Who will have access to the State’s data.
f. How specifically does your company encrypt the States data. What is your company’s data encryption strategy for data at rest and data in transit?
g. If the servers that are proposed in this response are shared among multiple customers, or if the servers proposed are for a sole customer. 
h. Your proposed load balancing for your customers, within each datacenter as well as between primary and secondary data centers (if applicable).
i. Details about public and private subnets in the proposed infrastructure design. 
10. Consortium 
a. Provide a high-level overview of your IIS consortium including methods of engaging with clients, activities (e.g. monthly consortium calls), states/entities that are members, and how joint funding supports solution improvements and client service offerings. 
b. Describe your experience engaging with clients through your IIS consortium, and how that has led to the modernization of your proposed solution. 
c. Detail whether jurisdictions in your consortium can exchange data. 
d. If you currently do not have an IIS consortium, describe your plans to develop a consortium, timing for rollout, and features of the consortium interactions. 
e. Explain what value-added benefits the State will receive as a member of the consortium beyond what is described in the Scope of Work?
11. [bookmark: _heading=h.1t3h5sf]Describe any additional functionality, among or beyond those listed in Sections 3 and 4 of Attachment L and Attachment N, which your solution can provide at no additional cost to the State, and which may be beneficial to helping IDOH achieve its programmatic goals. 
12. Confirm you have reviewed and responded to the questions included in Attachment M, Cloud Questionnaire. 

	



5. System Security Requirements (Attachment L, Section 4.2)
1. Review the State’s Information Security Framework and either confirm that your company conforms to the policy or provide explanation to the areas for which your company does not conform. A link to the instructions for accessing the Information Security Framework can be found here: https://www.in.gov/iot/iot-vendor-engagement/.
2. Access Indiana  
a. Describe how the proposed solution can integrate with Access Indiana (https://www.in.gov/inwp/access-indiana/). 
b. Outline any issues your proposed solution may encounter with utilizing Access Indiana.   
c. Provide recommendations/possibilities for implementing (or not implementing) Access Indiana for the various areas of the proposed solution with explanations for each.   
d. If the proposed solution cannot currently accommodate Access Indiana, what actions and accompanying timelines would need to be completed for utilization?  
3. Role-Based Security (Attachment L, Section 4.5)
a. Describe how the proposed solution will provide a method of adding, modifying, and removing access to the IIS using role-based security standards.  
b. Describe how the proposed solution will:
i. Allow individual users to have multiple roles assigned to their permissions.
ii. Will have the flexibility of page and field level permissions/restrictions, the configurations of which should be flexible to allow for regulation changes in a future-state.
c. If the proposed solution cannot currently accommodate role-based permissions and the needed functionality, what actions and accompanying timelines would need to be completed for utilization? 
4. Confirm you have reviewed and will comply with the State and Federal Requirements listed in Section 4.3 of Attachment L. Detail any experience you have had working with these requirements previously. 
	



6. Reporting (Attachment L, Section 4.7)
1. Confirm you have reviewed and will comply with the reporting requirements listed in Section 4.7 of Attachment L.
2.  Provide an explanation of how the State (e.g., the Immunization team, the IDOH Data and Analytics team) can have direct access to raw IIS data to connect to and extract data through an API or other interfaces for reporting and other needs. Confirm that the proposed solution will allow the State access to all portions of the System to allow for State teams to produce ad hoc reports as necessary.
3. If the proposed solution cannot currently accommodate the State’s needs for ad hoc reporting, what is your proposed alternative to develop any ad hoc reports or dashboards requested by the State?  
4. Specify if your proposed solution cannot provide the standard reports currently provided in the incumbent vendor's IIS solution (see Section 4.7.1) in addition to the listed reports in Section 4.7.1 of Attachment L that were created specifically to meet Indiana’s needs (e.g., Childhood 7 series)
5. Confirm that the proposed solution will allow State users with user-level based access, to independently create reports to meet query and System needs without the assistance of the Contractor.  
6. Confirm that the proposed solution will allow county organizations with user-level based access, to generate reports for user-defined geographical areas. 
7. If the proposed solution cannot currently accommodate the State’s needs for State Generated Reports and provide the data the State needs to run their own reports, what actions and accompanying timelines would need to be completed for utilization? 
8. Complete the below table to confirm that the proposed solution can provide the IIS reports currently provided by the incumbent vendor. If not, what is the proposed alternative to deliver the data to the State or end user. For detailed descriptions of each report, see Section 4.7.1.
	Report 
	Will the report be created within the proposed solution or will you create it outside of the proposed solution? (Indicate “Internal” or “External”. Include notes if needed)

	Vaccinations

	Vaccination Totals
	

	Vaccination Breakdown
	

	Lot Number Summary 
	

	Lot Usage and Recall Report 
	

	Vaccine Deferrals 
	

	Vaccine Lots to Expire
	

	Daily Inventory Report
	

	Reminder/Recall Success
	

	Patients 

	Daily Patient Immunization List
	

	Patient Detail
	

	Patient Totals
	

	Recall for Inactivation
	

	Clinical Notes
	

	Contraindication Report
	

	Aggregate Contraindication Report
	

	Vaccines for Children 

	VFC Vaccinations Breakdown
	

	Vaccine Administered
	

	VFC Accountability Log
	

	VFC Profile Report
	

	Site Information

	Provider Contact
	

	Physician/Vaccinator Detail
	

	Registry

	Provider Submission Detail
	

	Provider Submission
	

	Registry Statistics
	

	Coverage Rate Report
	

	Address Validation Report
	

	Quality 

	Patient Data Quality Detail
	

	Vaccination Data Quality
	

	Vaccination Data Quality Detail
	

	HL7 Certification Report
	

	Administrator Data Quality
	

	Pre and Post Enhancement Benchmark Report
	

	Vaccine Management 

	Inventory Transaction Report
	

	Inventory Submission Report
	

	Monthly Inventory Reconciliation Audit Report
	

	Cost Report by Lot Number
	

	Cold Chain tolerance Exception Report
	

	Order History Comparison Report
	

	VOMS Vaccine Shipment Summary
	

	Vaccine Return Adjustment Notification
	

	Aggregate Wastage Report
	

	Inventory Adjustment Report
	

	Administrative 

	Patient Queries 
	

	Patient Changes 
	

	Usage Tracking
	

	Management Reports

	Pocket of Need
	

	Total Patients by Age Group
	

	Total Patients by Provider
	

	Birth Statistics
	

	School Nurse Reports 

	School Immunization Report
	

	Action Report
	

	Action Report Notice/Letter
	

	Action Report Notice/Letter Message
	

	Summary of Student Immunization Data
	

	Student Detail
	

	Official State Report of Immunization (Individual)
	

	Official State Record of Student Immunization (Group Printing)
	

	Indiana-Specific reports generated within CHIRP
	

	Page 1 (Prints a PDF version of the first page of the CHIRP Record of Patent/Guardian or Receipt Signature form)
	

	Page 2 (Prints a PDF version of the second page of the CHIRP Record of Parent/Guardian or Receipt Signature form)
	

	Doses Administered Report
	

	Daily Patient Immunization List
	

	Immunization Signature Form
	

	Shot Record Card
	

	County Status Monthly Report
	

	Patient Association List
	

	Monthly Status by Race
	

	Monthly Status by Race and Facility
	

	Reports currently generated outside of CHIRP
	

	Childhood 7 Series
	

	PCV Opportunities
	

	Shingrix Opportunities
	

	Demographics Data Quality
	

	Data Anomalies
	

	Invalid Vaccination
	

	Funding Source
	

	Immunization Statistics
	

	Monkeypox Vaccine
	



	



7. [bookmark: _heading=h.4d34og8]System Implementation (Attachment L, Section 5) 
Explain how you propose to execute Section 5 of Attachment L in its entirety, including but not limited to the specific elements highlighted below:
1. Your proposed Project Schedule to deliver the solution and services in Attachment L.
2. Your proposed Systems Development Life Cycle (SDLC) approach for the IIS. The State prefers an agile or hybrid agile SDLC process but is open to alternative structures being proposed.  
a. If proposing a non-hybrid agile or non-agile SDLC process to implement the IIS solution as well as to implement any fixes and enhancements, please provide specific details about the SDLC approach. 
b. If proposing agile processes, explain your proposed release timelines and sprint schedules. 
3. Your proposed application lifecycle management approach for the IIS. The State prefers utilization of DevOps but is open to alternative tools being proposed. 
a. If proposing a non-DevOps application lifecycle management tool, please provide specific details about the tool and your approach. 
4. Requirements
a. How you will validate and update the requirements 
b. Identify and describe the tool(s) used to capture, track, and manage requirements throughout the project
5. Your approach to factoring user interface (UI) and user experience (UX) considerations into the implementation work.
6. Coding
a. The coding strategies/standards you will employ
b. Your process that will ensure the most recent version of the application / code will be placed in escrow and made available to the State if needed. 
7. Testing
a. Detail your testing approach that among other things describes the overall testing process and the types of testing that may be in scope before application functionality is implemented. 
b. How and the level of automated testing that will be conducted, including the proposed tool(s) for automated testing. 
c. Describe and provide process flow of the defect management process. 
d. What roles / responsibilities do you see for your company and for the State in testing the application? 
e. Identify and describe the testing environment(s) that your company recommends as part of the project and why.
f. Your experience working with a client testing team or a third-party testing team, and in what capacity.
8. Will the proposed solution have the ability to share data with other states if the other states’ IIS have additional capabilities/modules that the proposed solution does not have?   
9. Describe for each implementation activity what State resources are expected, for what tasks, and over what period of time. Complete Attachment O (Resource Usage Matrix) to provide the number of hours the Respondent expects to commit to the project and the number of hours estimated for the State resources. 

	



8. Data Migration and Conversion (Attachment L, Section 5.5) 
1. Explain your proposed approach to the data migration and conversion. Responses should include, but not be limited to, experience with data migration and conversion, the proposed methodology, and testing plans for migrated data.
2. Your approach on how you would confirm all data was migrated and how you would assure the accuracy of the records and data elements within those records. 
3. Detail any proposed automation that will be employed as part of the data migration and/or conversion activities.
4. Detail the maximum length of downtime you expect for the current IIS system when migrating data to your proposed solution. 
5. What roles / responsibilities will your company and the State play in data cleansing, mapping, and conversion?
6. Identify when data migration will start, and finish related to the overall project timeline and describe why.

	



9. OCM, Training, and LMS (Attachment L, Section 6.2)
1. Include a proposed timeline for your training, OCM, and LMS related activities. 
2. Your proposed training approach to ensure all end users are trained on time to meet the State’s training requirements. 
3. Your proposed approach to developing system training materials and leave behind materials, including plans to update training with software updates. 
4. Describe your proposed LMS for your IIS solution and its functionality. Confirm it meets the State’s requirements.
5. Describe your experience and role with building out and managing an LMS for other clients using your IIS or a similar solution. How did you incorporate UI/UX principles? What lessons learned will you incorporate into the implementation of the LMS for this proposed solution?
6. How does your proposed LMS handle allow for system notifications?
7. How does your proposed LMS handle allow for continuing education credits?
8. Describe your proposed approach to reporting metrics from the LMS to the State.  
9. Describe if you propose to provide customer service for the LMS. 
10. Describe how you will collaborate with IDOH to determine material development responsibilities. 
11. Describe if you will support the maintenance and updates of materials on your proposed LMS, including aligning with immunization changes resulting from the ACIP.
12. Clarify whether the proposed solution has the ability to interface with the proposed Learning Management System (LMS) directly to allow for a single sign-on via Access Indiana. Confirm whether the LMS provided through the Respondent or through a third party?

	



10. Disaster Recovery and Business Continuity (Attachment L, Section 7)
1. Describe your proposed approach to meeting the State’s disaster recovery and business continuity requirements. Clearly affirm your responsibilities, procedures, and capacities relative to Business Continuity and Disaster Recovery, as defined in Section 7 of Attachment L. Include:
2. Periodic disaster recovery testing, including frequency
3. The location of the disaster recovery site as compared to the primary site. 
4. The high-level disaster recovery activities to be used to restore the application, including timelines and ownership of those activities.
5. The maximum application downtime the State can expect once disaster recovery is initiated.

	



11. Maintenance and Operations (M&O) (Attachment L, Section 8)
1. Explain how you propose to execute Section 8 of Attachment L in its entirety and describe all proposed tools to support the listed M&O activities. Include a description of your company’s proposed release management strategy and processes, as well expectations around frequency of new versions/patches; provide a release schedule if you are proposing regular releases.
2. Explain your assumptions around the different levels of service required for Stabilization and Steady-State M&O.
3. Explain your capacity and plan to provide surge support as needed.
4. What was the application’s percent uptime during the last 12-month period? 24-month period? 
5. Describe your company’s overall release management strategy and processes. 
6. How frequently are new versions / patches released? Is there a regular release schedule? 
a. Will release notes be available and how far in advance before the release will release notes be disseminated? 
b. Provide an example of release notes that State can expect.
7. How does the State test and give feedback on existing releases?
8. What obligation does the State have to implement the new Release?
9. What is your process for the State to recommend future software changes? How does your company prioritize future changes requested by the State and other customers?
10. Incident Management
a. Describe your approach to incident management. Include how you will provide the State with transparency, communication, and clarity regarding open incidents.
b. Explain how you will ensure your ability to meet the associated performance standards and timelines.
c. Describe your proposed incident management system/tool. 
11. Will training be updated and rolled out as needed for new versions of the software? Describe the process.
12. What authority will the State have to stop a production release if testing reveals an issue that the State deems critical?

	



12. Staffing (Attachment L, Section 9)
1. Describe your overall staffing plan to fulfill the needs of this project. For each position, indicate the number of individuals in those roles and the monthly time dedication of those individuals to the Contract’s scope of work.
2. Include an organizational chart for the proposed project team, including the role of any subcontractors. Please make clear which are your staff, and which are subcontractor staff. 
3. If including additional positions beyond vital positions (e.g., Technical Lead), please describe their functions and responsibilities.
4. Confirm that all proposed staff, regardless of position, will be working from within the US. 
5. Confirm that all proposed staff can meet the on-site expectations of their position, as described in Attachment L Section 9.
6. Provide resumes for all Vital Positions including clear indication that the individual proposed meets the requirements in Section 9.2 of Attachment L.
7. For each proposed team member, clarify what their prior experience is with the proposed IIS solution.
8. Subcontractors:
a. Describe the role of any subcontractors you will utilize for this Contract, including how/if their role changes during the life of the Contract.
b. Indicate your prior experience with each subcontractor.
c. Indicate their prior experience with your proposed IIS.
d. Describe their experience and expertise as it relates to supporting the Contract scope. 

	



13. System Enhancements (Attachment L, Section 10)
1. Confirm your agreement with the requirements listed in Section 10 of Attachment L.
2. Explain your understanding, experience with, and approach to the enhancement activities described in Section 10 of Attachment L. Describe how you will prepare the State team to implement system changes independently to reduce the need to use Change Requests and incur additional costs. 

	



14. Project Management (Attachment L, Section 11)
1. Explain how you propose to execute the Project management responsibilities as described in Attachment L Section 11 in its entirety, including but not limited to the specific elements highlighted below:
a. Confirmation of your agreement with the requirements. 
b. Your approach to developing the components of the Project Management Plan
c. Your approach to the Change Management and the Change Control process
d. Key activities you plan to take your project onboarding and kick off to ensure project success 
e. Your company’s escalation process for any issues that may arise. 
	



15. Software Warranty (Attachment L, Section 12)
1. Confirm your acceptance of the software warranty as described in Section 12 of Attachment L.
	



16. Turnover (Attachment L, Section 13)
1. Confirm your acceptance of the requirements in Section 13 of Attachment L. 
	



17. Performance Standards (Attachment L, Section 14)
1. Confirm your agreement with the requirements and performance targets in Section 14 of Attachment L.
2. For each enumerated service level metric in Section 14.1 of Attachment L, explain how the data for the service level will be collected and reported (i.e., data sources and process) and how you propose to meet or exceed the thresholds for compliance.
3. Describe your process for identifying, prioritizing, and communicating problems that may contribute to a failure to comply with performance targets. 

	



18. Optional Elements 
1. The State is open to considering providing hosting for the System. 
a. If the State opted to host your solution, describe the impact to your proposed approach and schedule (Question 4.2 above). 
b. Provide details as to the drivers of cost reduction the State can expect if they were to choose a State-hosted option. Do not provide any financial details, all financial details should be entered into Tab 8 of Attachment D, Cost Proposal. Provide details as to the effects the State can expect in each of these areas:
· Implementation
· M&O
· Licenses / Subscriptions / Environment
2. The Contractor help desk is not in scope but the State requests proposed help desk solutions for consideration (see Section 8 of the Scope of Work for help desk requirements). Do not include costs for your help desk function in the technical proposal. All costs must be detailed in the Tab 8 of Attachment D, Cost Proposal. 
a. Describe your help desk solution that meets the requirements described in the Scope of Work.
b. Describe your approach to providing the expanded levels of help desk support, as described in the Scope of Work, in the first month following implementation. 
c. How will the help desk be staffed? Are the staff members supporting other consortium members, other IIS clients, and/or other non-IIS clients?
d. Where are help desk staff physically located?
e. How will help desk staff be trained to understand the Indiana -specific IIS?
f. How will you handle unexpected short-term increase in volumes?
g. What is your call abandonment rate and average hold time for your proposed call center?
h. Describe any alternative help desk services offerings that your organization can offer, including increased or reduced support levels. Do not include costs for your alternative help desk offerings in the technical proposal. All costs must be detailed in the Tab 8 of Attachment D, Cost Proposal.
3. HL7 onboarding of new data submitters is not in scope but the State requests proposed HL7 onboarding of new data submitters during M&O for consideration (See Section 8 of the Scope of Work for HL7 onboarding of new data submitters requirements). Do not include costs for your HL7 onboarding of new data submitters during M&O in the technical proposal. All costs must be detailed in the Tab 8 of Attachment D, Cost Proposal.
a. Provide a list and details of the documentation you propose to develop that will be given to new data submitters, enabling them to setup organizations and establish its credentials for sending HL7 messages in test and production environments.
b. Describe your approach to conducting outreach to new data submitters to initiate the onboarding process as well as your approach to meeting with new data submitters throughout the onboarding process.
c. Provide details to the tracking tool/database that will be used to document the status of each new data submitters through the onboarding process steps, including data collected. 
d. Describe your escalation approach should any HL7 message issues arise. 
4. Development of Resident Mobile Applications (RMAs) is not in scope but the State requests proposed RMA solutions for consideration (see Section 4.4 of the Scope of Work for RMAs requirements). Do not include costs for your development of RMAs in the technical proposal.  All costs must be detailed in the Tab 8 of Attachment D, Cost Proposal.
a. Detail whether your proposed solution has the ability include RMAs, including if they will be specific to Indiana’s IIS and if they will be provided at an additional cost to the state.
b. Detail the abilities of your proposed RMAs to:
i) Add immunizations to registry for providers
ii) View vaccination records for providers
iii) View overdue vaccinations or vaccination needs
c. Confirm that your RMAs can be installed through commonly used application stores such as Google Play or Apple’s App Store.
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