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Summary of Changes

1. The State has posted responses to a portion of the questions received from vendors via Attachment G – Q&A Template and plans to release the remaining responses shortly.  

2. The following edits have been made to RFP 25-78600 Attachment D - Cost Proposal Template.
a. In Tab 2. Cost Summary:
a. The formula in cell H16 was changed from “=M14” to “=H14”

3. The following edits have been made to RFP 25-78600 RFP Main Document.

Deletions are indicated via strikethrough in red font and additions have been made in red font. 

a. In Section 1.4 – Summary Scope of Work 

These figures are only an estimate and are not to be construed as an amount to be offered under this solicitation. However, when completing Minority and Women’s Business Enterprises Participation Plan Form (Attachment A), and the Indiana Economic Impact Form (Attachment C) please use the total bid amount from the Cost Proposal Template (Attachment D).

4. The following edits have been made to RFP 25-78600 Attachment F - Technical Proposal Template. 

Deletions are indicated via strikethrough in red font and additions have been made in red font. 

a. In Section 7. System Implementation, Question 7a:

Provide a test plan / strategy document Detail your testing approach that among other things describes the overall testing process and the types of testing that may be in scope before application functionality is implemented. 

b. In Section 12. Staffing
a. Added Question 3:

3. If including additional positions beyond vital positions (e.g., Technical Lead), please describe their functions and responsibilities.

b. Question 6:

6.    Provide resumes for all Vital Positions including clear indication that the individual proposed meets the requirements in Section 10.2 9.2 of Attachment L.

5. The following edits have been made to RFP 25-78600 Attachment L - Scope of Work.  

Deletions are indicated via strikethrough in red font and additions have been made in red font.

a. In Section 5. System Implementation

Listed in each subsection below are the required SDLC deliverables but IDOH may choose to waive a required deliverable for the DDI Implementation phase or for a specific post go-live Enhancements

b. In Section 9.1 General Staffing Requirements

• The Contractor shall provide qualified staff as needed to complete DDI Implementation, M&O, and Enhancement projects and meet contractual performance standards

c. In Section 9.2 Vital Positions

	Project Manager
	· Coordinates overall DDI implementation project tasks
· Serves as the single point of contact between the Contractor and the State for all communications on all system related issues
· Ensures performance standards are sustained, and deliverables are submitted on time
· Full-time dedicated to the Contract during the DDI Implementation phase and during Stabilization M&O; responsible for coordinating activities relevant to success of Stabilization M&O responsibilities
· Be onsite as required by IDOH 
	· A minimum of seven (7) years of experience in managing and/or leading large-scale IT system projects
· At least three (3) years of years of experience with the solution proposed by the Contractor or with a system of similar size and capabilities
· At least five (5) years of experience with system DDI implementation, maintenance, and operations
· Applicable experience with the proposed solution preferred
· Project management certification preferred
· Strong written and communication skill



d.   In Section 11.5 Change Request Process

This process will apply for DDI Implementation, M&O, and Enhancements.

e. In Section 14.1 Performance Standards 

	8
	Security Incidents Reporting Timeliness (DDI Implementation and M&O)
	Any security incident must be communicated to appropriate IDOH staff within one hour of discovery. A security incident is defined as an occurrence that actually or potentially jeopardizes the confidentiality, integrity, or availability of an information system or the information the system processes, stores, or transmits or that constitutes a violation or imminent threat of violation of security policies, security procedures, or acceptable use policies.




f. In Section 14.2 Performance Withholds

DDI Implementation Performance Withholds: If the Contractor does not meet a specific DDI Implementation performance standard (standards 1, 2, and 3), 10% of the related DDI Implementation milestone fee will be withheld from the milestone invoice. The Contractor will have the opportunity to earn back withheld amounts for DDI Implementation Milestones 1 and 2 by completing Statewide Implementation by the statewide roll out date in the approved Project Schedule. Any delays in meeting this deadline will result in the Contractor permanently losing the withheld amounts. Please note there is no opportunity to gain back any withheld amount for DDI Implementation Milestone 3.

6. The following edits have been made to RFP 25-78600 Attachment N - Requirements Traceability Matrix.

Deletions are indicated via strikethrough in red font and additions have been made in red font.

a. In Tab 10. Nonfunctional: 
a. In Requirement number 132.0: “The System should be hosted in a third-party cloud solution (e.g., AWS) and Gov Cloud FedRAMP (Federal Risk and Authorization Management Program) certified with a FIPS-199 "High" “Moderate” security level or HITRUST certified.”
b. In Requirement number 132.7: "The Contractor and the System will comply with all applicable State privacy and security requirements, including in any mobile/tablet applications, including: IOT Security Policies (available here: https://www.in.gov/iot_credential/information-security-framework/) https://www.in.gov/iot/iot-vendor-engagement/)”
c. In Requirement number 132.9: “The Contractor shall meet all requirements for Indiana Office of Technology security protocols.  Please see this link for more information and on how to access the Information Security Framework (ISF): https://www.in.gov/iot/policies-procedures-and-standards/ https://www.in.gov/iot/iot-vendor-engagement/
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