TECHNICAL PROPOSAL RFP 14-42
ATTACHMENT D

Instructions:  Please provide answers in the shaded areas to all questions.  Reference all attachments in the shaded area.   

2.4.1. System Availability
	A highly available system that operates on a twenty-four hours per day, seven 	days per week, 365 days per year basis (24 x 7 x 365) is requested. Outside of 	routine monthly system maintenance/downtime, the system should meet 	99.99% availability for architecture design. The State requires such a system to 	help protect the IVH residents. To this end, the State desires a system that 		requires no downtime other than routine monthly software maintenance or 	recycling, to be performed at a time of minimal use of the system (ex. Sunday 4 	a.m.). This shall be classified as any time period in which an operator of any 	workstation, either remote or host, cannot accomplish a work task due to a 	malfunction of the software.

	Explain the Respondent’s ability to accommodate system availability as outlined 		above.  Provide justification and alternative recommendations for any factor not 	able to be accommodated. 
	



2.4.2.	System Accessibility Standards

Any information technology related products or services purchased, used or maintained by the Agency must be compatible with the principles and goals contained in the Electronic and Information Technology Accessibility Standards adopted by the Architectural and Transportation Barriers Compliance Board under Section 508 of the federal Rehabilitation Act of 1973 (29 U.S.C. 794d), as amended (“Section 508”) (http://www.in.gov/iot/files/AssistiveTechnologyStandards.pdf)

Respondent must submit a Voluntary Product Accessibility Template (VPAT) if readily available or complete the Assistive Technology Compliance Evaluation Form as an attachment to their proposal. See Attachment F.

	



2.4.3.	Explain the encryption ability for both internal data transmission and external 	data transmission. 

	



2.4.4. 	Provide a list of existing data exchanges provided by your solution that are not 	NIEM-conformant and enumerate any plans to make them NIEM-conformant.

	



2.4.5.	Explain the system ability to receive standard HL7 messaging.

	



2.4.6.	The system shall assure that each staff member shall have a unique ID and password combination.  Please refer to IOT Information Security Framework Practice 8.2.1 http://www.in.gov/iot/files/Information_Security_Framework.pdf

By answering yes or no, indicate whether the Contractor meets this requirement. 

	



2.4.7.	Demographic information shall be captured for each user. Users shall be given 	(or create) their own login.

	



2.4.8.	Multiple users in a clinical setting need to have access to the use of the same record simultaneously. Only the first user to access the record will have write capability while any additional users will be able to read the file. 
Explain the ability to accommodate multiple users accessing the record and the system’s ability to determine write access.

	



2.4.9. 	Describe the process and ability that the IVH administrators will possess in order 	to establish access per end user.  It is desirable that the system has customizable 	access restrictions to allow the system administrator to allow each user to have 	“Read/Write” access to some portions of the EMR system, “Read Only’ access to 	other portions, and “No Access” to other portions. The access restrictions should 	be customizable for each user. IVH should be allowed to have more than one 	administrator just in case the person is not available when needed. 

  

	



2.4.10.	The system must include an administrative module for non-technical, business-rule administration to manage the system without programmer intervention.  The module must include, but is not limited to, the functions described following: 
    		• Administrative accounts are created by IVH administrators as 	determined by the IVH management.  This will permit IVH Administrators 	to create limited Administrative accounts for staff who may be 	responsible for one or two administrative functions without giving full 	administrative access.
    		• Administrative users can compose messages to be displayed at login by 	user type.  Messages can be managed by date to automatically begin and 	end.
    		• Administrative users can compose messages for display on a splash 	page displayed at login.  These messages may be about scheduled 	maintenance, but may also be general information or announcements 	to system users.
    		• Administrators can search for users in the system by all user account 	types.

	Detail the process to perform the cited administrative functions.

	



2.4.11.	System must have log ability to track each entry and change based on the user 	ID.  Provide sample of log appearance.

Provide sample of log appearance and explain all searchable fields through which entries may be found.

	



2.4.12.	Indicate the solution ability to allow data to be available in real-time and presented using a Windows-based Graphical User Interface.

	



2.4.13.	Indicate the system’s ability to maintain current contacts, active payer source for 	facility, active insurances and demographic information for each resident that is 	able to be maintained by users with the proper security access and the system’s 	ability to retain old contact and demographic information marked as old or with 	an old/closed effective date.

	



2.4.14.	Documentation in the form of Users Guides, Frequently Asked Questions, and 	Quick Tips for download is desirable. Explain the process for the State 	administrator to edit the documents without programmer assistance.

	



2.4.15.	Explain whether the system creates a backup/restore file of all data, 	automatically at least daily with no down time day or night or explain the 	alternative system process.

	



2.4.16.	Describe the Respondent’s process to keep the system up to date with regular 	software updates including the timing of the update whether performed at non-	peak hours or in a manner that will not interfere with system performance for 	the end user if during peak hours.

	



2.4.17.	Ownership of Data

The State of Indiana Veterans’ Home owns the data in the solution.  The vendor is strongly encouraged to detail what limitations, if any, the vendor would intend to place on this ownership.

	



2.4.18.	Describe all means to use the software solution such as server and web-based 	access. Describe your software application (off-site, on-site server, web-based).

	



2.4.19.	Explain the system's ability to spell check all free form text fields.

	



2.4.20.	VPN Connectivity: The proposed system should support remote access via a VPN 	connection for diagnostics and system maintenance. The IVH will work with the 	Contractor to install any other secured method that the Department may 	implement (authorize) during the period of the maintenance Contract.  Describe 	the Respondent's ability to accommodate VPN Connectivity.  Describe minimum 	hardware and software requirements to use VPN functionality.

	



2.4.21.	Indicate the system's ability to support dashboard functionality that allows end 	users, based on role-based security, to access dashboard presented metrics 	applicable to their respective facility, job requirements.

	



2.4.22.	Indicate if the solution is currently certified by Certification Commission for Healthcare Information Technology (CCHIT).  If not, indicate the Respondent’s status or intention of acquiring the certification.  Provide the estimated date of receiving CCHIT certification.

	



2.4.23.	Detail the Respondent’s experience in providing this application to State Veterans’ Homes.

	



2.4.24.	Detail Respondent’s experience in providing this application to long term care facilities in the State of Indiana. 

	



2.4.25.	Explain the system coding software in terms of indicating if it is automated and/or if there is the ability to integrate with a coding software program. 

	



2.4.26.	An environment that will provide access to IVH policy and procedures, and other 	Department documents that are of importance to business operations is 	desirable. Explain IVH Administrative ability to add, edit, remove links and 	narratives, to customize the resources according to their user’s needs, and to 	update and format the resources and quick links in minutes, without 	programmer assistance.

	



2.4.27.	Describe system workflow ability to step users through processes where user 	responses and approvals are required. Explain system ability to accommodate 	electronic signatures.

	



2.4.28. Describe the system’s active warning or flag if a resident is not competent and the ability of the system to provide the contact person for medical and financial concerns.  Include a screen shot of the warning or flag and the contact information display. 

	



2.4.29.	Explain the ability of the system to flag the user when a field is left blank. Include in the explanation how the system will accommodate an incomplete entry when the user must leave the system midway. Address all means notification of incomplete entry such as bold reminders of unfinished status as a visual prompt, email enabled reminders of pending work and other significant events based on criteria to be defined, or ability for Users to be able to bookmark their progress and return to specific content upon their next login.


	



2.4.30.	Indicate whether the methods to flag incomplete entries include bold reminders 	of unfinished status as a visual prompt, email enabled reminders of pending 	work and other significant events based on criteria to be defined, and ability for 	Users to be able to bookmark their progress and return to specific content upon 	their next login.  Describe all additional methods available to notify of 	incomplete entry.

	



2.4.31. Indicate the frequency of user’s work being system auto saved. 

	



2.4.32. Describe the process and frequency of files being archived. Explain how a user will recover archived files.

	



2.4.33.	Detail the ability of the system to allow relevant labs & x-rays, photographs, 	video and audio to be uploaded and stored to the resident record.

	



2.4.34.	Explain the process for the system to accommodate the amount of information that would be contained in a resident’s chart for a resident with a 20 + year stay.

	



2.4.35.	Explain the process for a user and/or system administrator to create customized reports.

	



2.4.36.	The Indiana Veterans’ Home has to create some reports based on whether the resident is a Veteran or non-Veteran. Please describe if the system will be able to distinguish data based on the criteria of Veteran or non-Veteran and if reports can be created showing this data and filtered based on this data. 

	



2.4.37.	Workstation Standards: 
• Compatible with Internet Explorer (Version 8.0 or higher), Windows 7 64-bit, and Windows 7 32-bit
• PC Application Suite minimum Standard: Microsoft Office 2007 Pro
• In the event the system is to be a secured web-based application, access to the application should be over a SSL connection with a minimum 128-bit encryption
Note:  The Department reserves the right to modify hardware and software standards as required by changing goals, objectives, and technology to best meet agency objectives.

Verify the Respondent’s ability to utilize equipment with this set up.

	



2.4.38.	In the event the best solution is server based, provide the minimum recommended system requirements for a server that the system will be hosted on.  

	



2.4.39.	If the system is web-based then indicate the maximum amount of data storage allotted to the facility.  Explain what happens to warn of approaching the maximum and what happens when the maximum is reached. 

	



2.4.40.	Describe the implementation process for new customers.

	



2.4.41.	Indicate the Contractor’s ability and process to provide software necessary to be 	installed on state devices in order to access the EMR system.  

	



2.4.42.	Describe Respondent’s recommendation for loading historical/archived data 	regarding residents and financial data (i.e. 30 days, 60 days). 

	


	
2.4.43.	Indicate the maximum amount of data storage that the system can maintain.

	



2.4.44.	Provide the minimum recommended system requirements for desktop tablet computer hardware that will be used with the system.

	



2.4.45.	Describe how the system will use information from the preadmission entry in order to admit without duplicate entry and to generate a datasheet for use by various departments. 

	



2.4.46.	Detail how the system will verify that a new admit or current resident is placed into a bed that is appropriate based on the facility payer source and the licensing of the bed.  Include how the system will provide warning whenever a user tries to place a new admit or current resident into a bed not appropriate based on the facility payer source and the licensing of the bed.  Explain how the system assists in reserving beds for upcoming admissions or planned bed moves for residents, including but not limited to, holding beds for residents who move from Domiciliary to long-term nursing care for a temporary stay.

	



2.4.47.	During the pre-admission and admission process, how will the system accommodate multiple users accessing the Residents’ data based on the user’s security levels?

	



2.4.48.	Describe how pre-admission information will be entered and the status of the admission process will be tracked, including communicating necessary outstanding paperwork and tracking the Pre-Admission Screening (PAS) status with level of approval ((i.e. emergency, short-term with expiration date, long-term, inappropriate). Describe the available check list of any outstanding paperwork and explain how the system signals warnings for expiring PAS approvals.

	



2.4.49.	Demonstrate the system’s ability to track the facility’s census showing all residents, the status, and location.  Include in the demonstration, ability to generate customized census reports upon request. Verify that the report will include all information that is generally requested by Indiana State Department of Health surveyors and Departments of Veteran’s Affairs surveyors. Describe how the reports are able to be filtered and sorted however the user needs? Can the system generate a report of the facility’s empty beds and the bed certification status, by unit?

	



2.4.50.	Provide sample census reports(s) demonstrating what the system can produce. 

	



2.4.51.	Minimum Data Sheets (MDS)
Provide an explanation and sample of how the system flags any section not filled in completely; how the system flags any inaccuracies in Activities of Daily Living (ADL) coding; how the system flags any possible Significant Change from previous MDS and what has changed; and lists disciplines still needing done and dates of completion. 

	



2.4.52.	Describe how treatment changes are highlighted but left as viewable in another section to read.  How will holes not filled in by end of shift or within a specific time frame be flagged? Explain that reports can be viewed in real time. 

	



2.4.53.	Care Plan: The system must allow IVH to create a comprehensive Care Plan 	including all aspects of the residents' care. The system must allow IVH to 	generate and print Kardex based on the care Plan entered into the system.
	
	 a. The system should have templates for care plans and should allow for IVH to 	create customized templates.

   	b. MSD should be automatically flagging or generating these care plans.
   
	c. Certain medication or treatment orders should automatically generate these 	care plans. 

Describe how the system addresses the above or explain the alternate functions. Provide sample templates and/or screen shots with response.

	



2.4.54.	Describe ability and system set up necessary to allow IVH’s contract Physicians 	and Nurse Practitioners to enter orders into the system.

	



2.4.55.	Explain the ability of the system to automatically track what IVH provider services have been rendered to each resident and when (i.e. acute visit 30 day check-up, admission, annual, etc.) and send out prompts when the next IVH provider visit is needed?

	



2.4.56.	Describe ability and system set up necessary to allow all disciplines to enter 	progress notes into their various sections of the resident’s chart.

	



2.4.57.	Explain how the EMR system will allow billing information to be pulled directly 	from other programs used at IVH in a manner that allows IVH to bill various 	payer sources. Indicate process, if applicable, that IVH and/or IOT will need to 	complete so interface of the systems may be completed.

	



2.4.58.	Describe ability and system set up necessary to allow the system to accurately 	create 1500 & UB claim types and print them once created.

	



2.4.59.	Detail the system’s ability and process to pull data related to IVH Physicians and 	Nurse Practitioner visits to automatically create the superbill claim and have the 	ability to print the superbills if needed for audits.

	



2.4.60.	Demonstrate the system ability to submit billing to Medicaid, Medicare 	(including parts A, B, C, & D), and Third Party Insurances. Indicate whether billing 	can be generated upon demand and not have the payer sources “reflected” 	revert back to what they were upon the last billing cycle.

	



2.4.61.	Detail how the system creates hospice invoices that can calculate liability post Medicaid share.

	



2.4.62.	Detail how the user will be alerted before claim problems are submitted. 

	



2.4.63.	Detail how the system tracks residents’ liabilities to ensure they are in balance with incomes and how the system prompts the user for liabilities outside of the allowable range.

	



2.4.64.	Detail system restrictions on when and how often claims can be generated.  Describe how claims can be generated by payer source if needed.

	



2.4.65. Explain the system requirements and process to import copies of residents’ insurance cards. 

	



2.4.66. Explain the system requirements and process to upload relevant lab & x-ray charges, needed for billing purposes.

	



2.4.67.	Describe the process for how vendors create their own “wording/description” 	for monthly charges. 

	



2.4.68.	To accommodate billing and accounts receivable, explain the data interface with the clinical modules in order to share demographic information and to pull in data needed in order to submit a claim, including the appropriate diagnosis with proper sequencing.  Explain how outdated diagnostic information will expire out. What is the system warning given when any necessary data is missing in order to submit a claim?

	



2.4.69.	Explain how the system allows the physician services to be billed independently of the IVH room rate billing cycle including two separate billing modules for inpatient services and outpatient services.

	



2.4.70.	Explain, in detail, the process to track or provide notification on Medicare Part B 	Therapy Cap. 

	



2.4.71.	Describe how the system tracks each resident’s community provider medical bills, how much IVH is paying out for the Medicaid 590 program, and the process to pull reports when needed.  What is the system warning given for any bill with a date of service (DOS) occurring prior to or after a resident’s admission to the facility?

	



2.4.72.	Explain the system requirements and process to upload remittance data and credit the resident’s account balances automatically or manually.

	



2.4.73.	Describe how the system tracks Medicare benefits upon initial programmed information.

	



2.4.74.	Detail how the system follows payer rules automatically including HIPAA, Medicaid, and Medicare.

	



2.4.75.	Detail how the system auto-adjusts the amount billed to accommodate for retro Medicaid rate change adjustments without creating a credit or debit on accounts that were previously paid.

	



2.4.76.	Explain how the system allows for a variety of billing reports to be used for specific payer sources (i.e. The Department of Veterans Affairs), which do not interfere with normal billing process.

	



2.4.77.	Describe the various manners that reports on submitted claims can be pulled including but not limited to dates released for payment, dates of service, or resident specific.

	



2.4.78.	Explain, in detail, the process for handling retroactivity and retro payments. 

	



2.4.79.	Explain all ways the application will perform interest allocation. 

	



2.4.80.	Describe how the system generates private pay statements and not reflect outstanding amounts that are pending payment by Medicare, Medicaid, and Private insurance.

	



2.4.81	Describe the system’s ability to do a final billing for Trust Department purposes when a resident is discharged or dies and still allow for adjustments like for retro payer source updates.

	



2.4.82.	Explain how the system accommodates “ghost” previous residents so they do not appear up on active reports but remain in the system in case adjustments are still needed.

	



2.4.83.	Illustrate the system process to allow the trust department to do AP, AR, 	generate quarterly statements, have detailed ledgers  (Trust & Escrow), allow for 	reconciliation of the Trust & Escrow accounts, distribute  interest, EOM reports, 	Balance Reports, Print Checks, and must have a chart of accounts.

	



2.4.84.	Provide evidence that the system is user friendly and simple for new employees 	or any temporary staff to be trained on the basic uses for their position quickly 	and easily.

	



2.4.85.	Training:
	In addition to online and classroom formats, describe all additional training formats that will be used to provide user training.  Include quantity of hours typically necessary, post training support, notification method(s) to acquire training support, and additional costs for training that may not be included in the cost proposal.

	



2.4.86.	Service Levels/Fees:
	Describe Respondent’s service levels for technical support.  If service levels are not met, what is the Respondent’s compensation plan back to the State.


	



2.4.87.	Describe all one-time and annual recurring costs for the contract life. Explain, if applicable, an upgrade cost for a new version that is not included in the maintenance and support cost. Describe how frequently this occurs and provide the typical or current cost for a new version.

	


2.4.88.	Describe the Contractor’s support services, ability to provide 24/7 technical 	support, Method of support Notification and Escalation Procedures at no 	additional cost to the 	State greater than the monthly pricing proposed in 	Attachment C, Cost Proposal. 


	



2.4.89.	Detail the Respondent’s process to provide system software maintenance and support including patches and fixes to the system software.

	



2.4.90.	Provide verification or an alternate suggestion of the Respondent’s ability to 	maintain the system version used by IVH shall not be greater than two versions 	older than the most recent Respondent version.

	



2.4.91.	Provide verification or an alternate suggestion that the system shall remain 	compatible with IVH operating system software or third party software upgrades 	used in direct association with the system to perform the IVH’s business 	functions.

	



2.4.92.	Detail the Respondent’s understanding of federal law and regulation and ability 	to provide system support including compliance of federal law and regulation.

	



2.4.93.	It is expected that the data entered into the system shall be available in real 	time.   Indicate whether Respondent will conduct data system performance, response 	time testing and application performance load testing.

	



2.4.94.	Explain the ability to interface with QS1. Detail how an order is written and 	transmitted to the pharmacy; how does the system show an order is filled and 	ready for pickup.  How are contraindications shown and a new order sent back 	to the unit? 

	



2.4.95. Explain how the EMR system will allow charting information to be pulled directly 	from other programs used at IVH. Indicate process, if applicable, that the State 	will need to complete so interface of the systems may be successful.

	



2.4.96. In order view, print, save, and export reports, list all means for viewing such as online, printed, saved and/or exported in multiple formats.  List all format, such as any of the Microsoft Office applications, Adobe and/ or HTML format.

	



2.4.97.	Describe in detail and provide the Disaster Recovery Plan to demonstrate ability to adequately continue business in the event of a disaster.  Include process to get the application functional again, the off-site recovery location and the frequency of Disaster Plan testing.

	



2.4.98.	Provide Respondent’s security policy. Indicate Respondent’s ability to be compliant with the State’s security policy.

	



2.4.99. Source Code Protection: Verify that All Source Code provided by the Respondent and used by this Application which may be distributed or accessible outside the Respondent’s organization (including use from the internet) is protected to the extent that it cannot be easily extracted or decompiled. 

Indicate ability to hold source code in a State accessible escrow, located in the Indianapolis Metropolitan area, in a vaulted location that is acceptable to the State, which will allow for continued maintenance after the end of the contract length.

	



2.4.100.Security
	Provide Respondent’s security policy.  Indicate ability to conform to the State’s security policy referenced at http://www.in.gov/iot/2339.htm.

	



2.4.101. Describe transition plans from Contractor’s EMR system to a new system that 	was used with previous clients.

	




