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[bookmark: _Toc401151650]
PROJECT OVERVIEW 
1. [bookmark: _Toc406738493][bookmark: _Toc410027099]Project Identification

Project Purpose and Objectives 
The State of Indiana is seeking to implement an Information Management and Reporting System (IMRS) and Case Management System (CMS) for the Indiana Department of Correction’s (IDOC) and the Community Correction Agencies. The goal is to implement these 2 systems in 3 phases to meet the requirements of IDOC. The vendor will be responsible for delivering the IMRS in Phase 1.  In Phase 2 the CMS will be implemented and deployed for 5 Community Correction Agencies (which includes Marion County and 4 other smaller counties or regional Agencies which is estimated at approximately 165 users).  The Phase 2 CMS implementation is expected to produce a baseline configuration that will be leveraged in support of additional agency deployments.  In Phase 3 the CMS will be implemented and deployed for additional agencies to be determined. 

The major functional areas for both the IDOC and Agencies are depicted in Figure 1 below. The IMRS will support the immediate information management and reporting needs of the IDOC to include standards-based data interoperability with the existing agencies, reporting, role-based dashboards, and analytics.  The CMS will support the overall agency case management operational requirements.  

In an effort for the IDOC to understand overall cost for all agency CMS implementations, it is preferred for vendors to respond to all 3 Phases of the IDOC Request for Project Services posted.  The IDOC is seeking guidance from vendors with respect to best-practices, configuration patterns, and reusability of assets within the vendor proposed approach. The IDOC envisions that the vendor community will bring value in these areas based on experience.  Furthermore, the IDOC is seeking to understand how assets and configuration patterns that are deployed in this phase can be utilized in the other project phases.  

[image: ]Figure 1 below outlines the IDOC major functional areas to be supported by the IMRS.
Figure 1: IDOC Major Functional Areas


The IDOC requests proposals that will provide IDOC and Indiana Community Correction’s professionals with capability for managing case data and reporting information related to Community Corrections participants for all 80 agencies. The IDOC seeks a unified information platform for reporting and data analytics. The proposed IMRS must be capable of supporting all federal and state reporting requirements while complying with federal and state regulations. System access security must follow industry standards and role-based security. System access to confidential data (participant treatment information, medical information, etc., as defined by the IDOC) shall be protected and secured accordingly.  The IMRS is expected to follow industry best-practices for service orientation and seeks administrative and technical features that allow changes to be made without programmer or database administrator intervention. 

The IDOC requests vendors to provide a description of the solution architecture, application/solution lifecycle management and the respective testing, training, and deployment activities within the approach section. This should include the methods, resources, and tools necessary to manage all system modifications, configurations, and customizations.
2. [bookmark: _Toc410027100]Scope of Work  

The Phase 1 IMRS is envisioned as a standards-based data exchange coupled with robust reporting and data analytics capabilities.  The proposed IMRS solution must support at a minimum data exchange, tracking, history, and reporting and data analytical services for the following functional areas and currently existing subsystems as described within.  Figure 2 below provides a high-level reference model for all phases of the project.  
[image: ]Figure 2: IDOC IMRS & CMS Reference Model



The scope of work calls for the vendor to carry out the following activities for all phases of the project and to ensure all business and technical requirements are met.  Please refer to Attachment F for additional technical requirements.   
 
A. Implementation Strategy – Provide an implementation strategy including hardware/software customization and configuration services necessary to meet functional and technical requirements outlined in this RFP (See Business and Technical Requirements). 
B. Project Plan – Provide a project plan that defines tasks, durations, start and finish dates, deliverables, and information about who is responsible for completing each task and the skill set required to perform the tasks. 
C. Change Control & Risk Management Plan – Provide a Change Control and Defect Management plan and process. The Change Control process should include a documented method of establishing priorities and allocating resources. The Risk Management process should be document. A Quality Assurance plan shall be incorporated.  
D. System Testing – Provide documentation showing that Unit Testing/System Integration Testing, and User Acceptance Testing was performed including the test scripts utilized.  
E. Post-Implementation Technical Support Plan – Provide a turnover plan and post implementation technical support plan and process.  
F. Technical Architecture Diagram – Provide a technical architecture diagram and list of minimum operating system software and hardware requirements for all environments, including client and server if appropriate, (i.e., development environment, testing environment, and production environment.)  
G. Data Migration Plan & Conversion Services – Provide a data migration plan and conversion services of the existing databases for inclusion in the new system. Include the methodology used for customization and data migration and roles, responsibilities, activities and tasks. It is expected that data from all the sources identified in the Scope of Work Statement and the Business Requirements Document will be captured and used to populate data fields in the proposed new IMRS solution.  
H. Interfaces – Provide technical services to incorporate all existing and planned interfaces. 
I. Workflow – Provide system workflows as needed to step users through processes where user responses and approvals are required.  
J. Ad Hoc Reporting Capabilities – Provide ad hoc reporting capabilities that are intuitive and user-friendly. 
K. Performance/ Response Time Testing – Provide a system performance and response time testing plan. Conduct application performance load testing.  
L. Data Validation – Identify a list of deliverables for user acceptance testing and data validation by users.  
M. Documentation & Training – Provide comprehensive system documentation, user manuals and training programs. Provide online and classroom training and supporting documentation for system administrator(s), technical support staff and personnel identified as “Trainers” for all components of the system.  
N. Software Maintenance and Support – Provide core system software maintenance and support, including problem fixes and enhancements to the core system software.  
O. Out of Scope – Any and all hardware or software related to cameras, scanners, card readers, telephone systems, etc., shall be considered out of the scope of work of this project. 

IMRS Functionality, Reporting, and Dashboards 

The IDOC currently uses a data environment based on the Quarterly Report Template. The file layout and data values have been supplied in Attachment H.  The IDOC CC Quarterly and Annual Data Collection Resource Manual (Attachment J) provides additional information.

The IMRS will be managed by an IDOC local administrator to manage username, passwords, and permissions. Functionality, Reports, and Dashboards include the following:

Agency Manager 
The purpose of this subsystem to collect all required variables as determined by the Community Corrections Quarterly & Annual Research Manual. This subsystem will allow for query based reporting for the individual agency with ad hoc reporting. The information should be displayed in this area and managed by the Local Administrator. This subsystem will manage the agency’s program rosters and referrals and all cumulative data that interfaces with the Agency Case Management System and all subsystems.  
 
Financial Manager 
The purpose of this subsystem is to interface with the Agency Case Management financial subsystem to display cumulative fiscal information for the agency. This subsystem will add payments to individual participant’s information.  Dashboards should have the ability to adjust date ranges for the data displayed on demand. 

Agency Grant Manager 
The purpose of this subsystem is to interface with the Community Corrections Grant Manager subsystem as a repository for all uploaded grant required documents from each agency. It will upload, store, and transfer a copied file to the Community Corrections Grant Manager for the Agency’s Grant Application, Monthly Financials, Annual Report and required policies. Dashboards should display notification alerts when a report/application is due, dates to be determined and adjusted by IDOC Administrators.  
 

3. [bookmark: _Toc410027101]Project Requirements  

The Project Requirements for the Vendor to do the following: 
A. Construct, install and support the new IMRS. 
B. Provide industry standard data interchange / interoperability to enable the present agency case management systems (Quest, PBS, & CSI) to transact all required data with the IMRS.  
C. Provide technical assistance with converting existing data into the proposed new IMRS.  
i Leverage the Quarterly Report Template file layout and data values (link supplied in Attachment H when converting cases. 
ii Leverage the IDOC CC Quarterly and Annual Data Collection Resource Manual (Attachment J provides the link) which provides additional data requirements.
D. Perform benchmark and performance testing to ensure data converted properly and the proposed new IMRS is functioning properly. The system should perform as specified by the IDOC. 
E. Provide user and administrator training and training materials for the IDOC to use with the proposed new IMRS. 
F. Provide implementation services with the proposed new IMRS. 
G. Provide warranty and maintenance ongoing support for the new IMRS. 
H. Provide a list of required items for installation (Hardware and Software). 
  
Reporting  
The system must provide all federal and state required reports and include ad hoc reporting capability. Reports must comply with federal and state data-collection and reporting requirements. The capacity to collect supplemental outcome data consistent with current reporting requirements must be provided. The system needs to be able to provide real-time management information for performance and management reports. Previous challenges with reporting were due to non-uniform data being submitted by a multiple case management Vendors. Reporting must be able to be conducted at the agency level or standardized reports based on the Quarterly & Annual Resource Manual (Attachment J provides the link). Reporting must also be available at the Community Corrections Dashboard.  
a. Ad Hoc Reporting – The system must have functionality to produce ad hoc reports. Users have the need to create ad hoc reports to satisfy management prerogatives and monitor performance against performance goals. Reports must quantify and display data based on user-specified criteria, including beginning and end dates.  
b. Federal, State, and Local Reporting of Data – The reporting of data to federal, state, and local entities are summarized in both the Business Requirements and the required interfaces section of this document.  
c. Data Exchanges – The IMRS must provide for industry standard exchanges to meet the requirements of the project.    
d. Federal, State, and Local Reporting of Data – Reports must be able to be viewed online, printed, saved and/or exported in multiple formats (e.g. PDF).  
e. Viewing, Printing, and Saving – Reports must be able to be viewed online, printed, saved and/or exported in multiple formats (e.g. PDF).  
f. Online Report Access – Reports must be available to users to be viewed online, printed, saved, or exported based on user-defined security access levels.
g. Required Fields – Required fields shall be easily identifiable and configurable by IDOC Administrators.

Security Services  
a. Security Hierarchy – Establish security hierarchy for IDOC users, Agency users, contractor users, etc.
b. Account Privileges – IDOC staff must be able to approve, create and disable all Agency Administrator accounts at all levels and manage account privileges. IDOC will set the time parameter for allowed access before automatically being logged off.  

4. [bookmark: _Toc410027102]Project Milestones:  
The implementation Milestones for the IDOC IMRS include:
1. Design and Develop the IMRS Centralized Data Collection environment and enable industry standard data interchange / interoperability to enable the present agency case management systems (Quest, PBS, & CSI) to transact all required data with the IMRS.  
a. Sprint/Deliverable #1 (based on Project Requirement found in Section 3 and Requirement found in Attachment G)
i. Design 
ii. Confirm 
iii. Design and Configuration review by  IDOC  
iv. Unit Testing 
v. User Acceptance Testing  
vi. IDOC Sign off
2. Design and Develop  IDOC Community Corrections Dashboards based on the Global mandatory requirements (per Attachment G)  
a. Sprint/Deliverable #2 (based on the Global Requirements found in Attachment G)
i. Design 
ii. Configure
iii. Design and Configuration review by  IDOC  
iv. Unit Testing
v. User Acceptance Testing  
vi. IDOC  Sign off
3. Design and Develop Agency Dashboards: 
a. Sprint/Deliverable #3  Agency Manager 
i. Design 
ii. Configure
iii. Design and Configuration review by  IDOC  
iv. Unit Testing
v. User Acceptance Testing  
vi. IDOC  Sign off
b. Sprint/Deliverable #4 Agency Financial Manager
i. Design 
ii. Configure
iii. Design and Configuration review by  IDOC  
iv. Unit Testing
v. User Acceptance Testing  
vi. IDOC  Sign off
c. Sprint/Deliverable #5 Agency Grant Manager 
i. Design 
ii. Configure
iii. Design and Configuration review by  IDOC  
iv. Unit Testing
v. User Acceptance Testing  
vi. IDOC  Sign off

[bookmark: _Toc410027103]Business Requirements 
All vendor RFP responses must show how the following business requirements will be met by the proposed new IMRS solution.  
A. Service Levels  
The system needs to be available for use as much as possible with the exception of a window of time needed for system back-ups and maintenance. It is expected that this system be available to users 24 hours a day, seven days per week. An off-site disaster recovery system should exist and be in place for implementation in the event of a disaster at the current location of IDOC mainframe computer system. This requirement shall be completed in cooperation with the Disaster Recovery plan currently in place. System down time, whether planed or unplanned, shall be communicated to all agencies by Vendor. 
B. Required Interfaces  
The system must provide electronic interfaces for user inquiries and periodic reporting of data to entities outside of the IDOC and to external information systems used by IDOC staff. These interfaces include but are not limited to:  
	i. IDOC Planning  
The IDOC planning division also receives information requests throughout the year and provides information to outside entities, especially judicial and legislative entities within the state of Indiana.  
ii. 	Indiana Court Information Technology Extract (INcite)  
The Indiana Court Information Technology Extract (INcite) is an Indiana-specific database dedicated to making information related to the adjudication of criminal offenses available to the public.  
C. Accessibility  
The system must be intuitive, and simple to use. The user must not experience delays when accessing the system and navigating between screens. The system must meet or exceed all minimum standards for accessibility as required by Section 508 of the Rehabilitation Act: Those standards are consistent with the worldwide web consortium’s Web Accessibility Initiative using the Web Accessibility Content Guidelines, which are available publicly at http://www.w3.org./WAI/. Service levels need to be such that the system is available 24 hours a day, seven days a week, with the only exception being times at which the system is unavailable due to scheduled system maintenance.  
D. Interoperability  
The system must conform and comply with requirements of the State of Indiana’s Data Interoperability Initiative. Data interoperability and integration is about sharing information across agencies and jurisdictions. It allows applications to work together as an enterprise system in which multi-directional information sharing and exchange of data is achieved. The following standards for interoperability are to be used:  
i. NIEM: XML-based standard language 
a NEIM Interface standards for Probation related transaction should be leveraged by vendors in support the Agency’s Functional Requirements.    
ii. JIEM: Process Models  
iii. GFIPM: Security  
iv. JRA: Service Oriented Architecture

E. System Security and Historical Tracking  
The system must maintain history records of user actions that create, modify, or delete data. This audit trail must be easily accessible. System security shall be provided as stated in Project Requirement, Security Services (pg. 12).  
F. Customization  
The system must allow for Dept. of Correction customization without assistance from a Vendor.  
G. Online Help and Tutorials  
The system must provide online help and tutorial features.  
H. Priority of Service  
The system must accommodate preference policies and priority of service for applicable users as determined by IDOC Management.  
	I. 	Batch Process Interfaces  
The system must have the ability to receive and exchange data with other systems for the purpose of updating the database (e.g., offender payroll, commissary transactions, telephone system purchases, etc.) and must follow the standards set forth in the State’s Interoperability Initiative.  
J. Indiana Office of Technology (IOT) Standard  
The system must comply with State of Indiana standards. The respondent must validate that the IMRS conforms to the Assistive Technology Policy (Section 508). This shall be accomplished by submitting a Voluntary Product Accessibility Template (VPAT), or by completing Assistive Technology Compliance Evaluation Form.   

1. [bookmark: _Toc410027104]Project and Target Environment  
The IDOC is headquartered and has its Central Office of Administration in Indianapolis, IN, at the Indiana Government Center South. There are currently 80 Community Corrections Agencies throughout the state. It is expected that most of the work for completing the functional and technical requirements of this RFP will be completed on-site in Indianapolis. The IDOC will provide bidders with a workspace, access to telephones, office supplies, workstations, and access to the State of Indiana LAN/WAN and/or mainframe. It is further expected that IDOC employees will be involved in development of this system and will support the application after implementation. It is possible that IDOC staff throughout the state could be made available for User Acceptance Testing, a pilot program and/or training. 

2. [bookmark: _Toc410027105]Annual Maintenance and Support 
The vendor must provide any annual cost if required for core system software maintenance, core software system enhancements and problem resolution as part of an annual subscription. The Vendor must provide documentation and support for upgrades. 
 
3. [bookmark: _Toc410027106]Implementation Services 
The vendor must provide a cost for implementation services, application and database server configuration, data conversion assistance and system customization.  
 
4. [bookmark: _Toc410027107]Data Conversion Format  
The vendor must develop and document the application for data conversion based on the Quarterly Reporting Template, (Attachment H). The IDOC or its contractors will be responsible for extracting data from the existing systems.  
 
5. [bookmark: _Toc410027108]Data Repository  
The vendor will establish a single, common core system data repository for the purpose of user inquiry and the sharing of data between application sub-systems. This repository will contain but is not limited to demographic , offender, offense, classification, sentence, case management, treatment , visitor, volunteer, location, intake and transfer logistics, accounting, education, religious and cultural activity, time reduction, grievance, parole, sex offender specifics, victim, earliest projected release date information for offenders and those who work with them.  
 
6. [bookmark: _Toc410027109]Central Office of Administration/Facility Administrator Training 
The vendor must provide costs for train-the-trainer sessions for IDOC Administrators and/or Agency Administrators and other Department of Correction staff during the implementation process. This training shall focus on the user skills needed to effectively use the system to transact Department of Correction operations at a mutually agreed level of detail. Costs for remote support must be provided for an initial period of 2 years post-implementation, plus two (2) additional one (1) year increments for a potential total of up to four (4) years. 
A. Trainer Training – The vendor must provide a cost for onsite train-the-trainer sessions at a mutually agreed level of detail in the Request for Proposal response. 
B. System Administrator & Technical Support Training – The vendor must provide a cost for onsite System Administrator & Technical Support staff training at a mutually agreed level of detail in the Request for Proposal response.  
 
7. [bookmark: _Toc410027110]Application License  
Any custom code developed as part of this implementation will become property of the State of Indiana. The state will be granted a non-exclusive and non-transferable license to use the application of the software provided under this license. Under this License, the Licensee agrees to use the Application in accordance with the following terms and conditions:  
A. Unlimited Usage  
The Application may be used by an unlimited number of users within the IDOC, on an unlimited number of computer workstations for an unlimited number of offenders and projects developed by the Department of Correction.  
B. Source Code Protection  
All Source Code provided by the Licensor and used by this Application which may be distributed or accessible outside the Licensee’s organization (including use from the internet) must be protected to the extent that it cannot be easily extracted or decompiled.  
C. Limited Rights to the Application  
The Licensee may not resell, rent, lease, or distribute the Application separately.  
D. License Royalties 
 The License is royalty-free. The Licensor shall not claim any fee for the sales of the Licensee’s Application  
 
8. [bookmark: _Toc410027111]Ownership of Data  
The State of IDOC owns the data in the IMRS solution. The Vendor is strongly encouraged to detail what limitations, if any, the vendor would intend to place on this ownership.  
 
9. [bookmark: _Toc410027112]Demonstration Site  
Access for Request for Proposal evaluation staff to a demonstration site designed and built by the vendor is required. The site must demonstrate the vendors understanding of Department of Correction core system requirements. While the demonstration site is not expected to have all the features described in this Request for Proposal, the site must be fully functional and allow the testing of all user and logistical functions. 
 
10. [bookmark: _Toc410027113] Additional Features of Vendor Solution  
This section must describe additional features of the proposed solution not elsewhere specified in the Request for Proposal, and how those features will benefit system users.  
 
11. [bookmark: _Toc410027114] Implementation Plan and Schedule 
The implementation plan for all features of the proposed IMRS solution must be detailed and complete. An implementation timeline shall be included in any Request for Proposal response. 
 
12. [bookmark: _Toc410027115] Progress Updates 
Progress updates will be provided, by Vendor, on an agreed upon schedule regarding: 
i. Current status of the project 
ii. Training status 
iii. Tasks completed throughout the preceding timeframe
iv. Tasks currently not completed	
v. Issue log with action items and due dates 

13. [bookmark: _Toc410027116] Quality Assurance Plan 
The Vendor shall provide a Quality Assurance Plan which shall, at a minimum, include the following: 
i. Quality Assurance methodology 
ii. Best Practices associated with implementing a system of this magnitude 
iii. Procedures and tools that will be used to ensure delivery of quality products to the Department
iv. Defined roles for the Department relating to the quality review of deliverables 
v. Sample “Test Plan” documentation that the Vendor has utilized successfully during previous installations 
vi. Sample “Test Results” documentation that the Vendor has utilized successfully during previous installations 
 
14. [bookmark: _Toc410027117] Data Dictionary 
The Vendor shall provide a Data Dictionary to include the following:
i. Tag Name
ii. Attributes
iii. Text Explanation of the Data Field
iv. Entity Relationship
v. Key Field Indicator
 
15. [bookmark: _Toc410027118] Testing 
Within the Test Plan the Contractor shall provide the testing methodology and timeline to incorporate the following information management test types and reporting scenarios: 
i. Testing support as previously determined and agreed to during the initial planning period. The level and extent of testing support will be reviewed for each information management and reporting component implementation and shall be adjusted according to specific Functional user requirements. 
ii. On-Site assistance to the Department through the Quality Assurance Integration Testing (end-to-end), as required (tasks/assistance is defined in the Quality Assurance Plan and the Implementation Plan). 
iii. On-site assistance to the Department during the System Level testing phase/processes. 
iv. Submit to the Department the results of the Quality Assurance Testing process for the Functional component in question utilizing the designation “QA Test Summary Report” (project deliverable). 
v. Black Box Testing/Functional - This type of testing is used to check that the outputs of a program, given certain inputs, conform to the functional specification of the program. It performs testing based on previously understood requirements (or understood functionality), without knowledge of how the code executes. 
vi. System Level - testing conducted on a complete, integrated system to evaluate the system's compliance with its specified requirements. Specific test types that will be executed as part of this activity include but are not limited to the following types: 
· Performance - varies load, volume and response times as defined by the requirements
· Load - identifies the point(s) at which application software response time fails stated time frames
· Sanity - A brief test of major functional elements of a piece of software to determine if it is basically operational 
vii. Provide on-site assistance to the Department during Functional and Incremental Integration and System Level Testing of the information management and reporting software application. 
viii. Incremental Integration – Exercises the interfaces between the components, ensures distinct components of the application still work in accordance with customer requirements. 
ix. Acceptance – A process to obtain confirmation from the Department’s Subject Matter Experts (SMEs), through trial and review, that the system component process meets mutually agreed-upon requirements.  Final User Acceptance Testing (UAT) is based on the specifications of the end-user (the Department’s Functional component representatives).  The Department’s Project Team will work with the Contractor to develop the acceptance criteria. 
x. The purpose of the User Acceptance Testing process is to meet the following minimum objectives: 
· Validate the system is set-up for transactions and user access; 
· Confirm the use of system in performing the information management and reporting business requirements; 
· Confirm integrity of business process, data, services, security, and end-products; 
· Verify all requirements of the RFP and system specifications as stated in the Contractor’s response to the RFP Attachment G – Functional Requirements Matrix – Attachment I have been met.
xi. Software Receipt and Acceptance Criteria Process: 
· The Contractor shall provide all software deliverables upon completion to the Department’s Project Team for review, testing, and acceptance. 
· The Contractor shall record such delivery in a Delivery Confirmation Log (project deliverable) document which will contain the following elements at a minimum: 
· Description of the nature and condition of the deliverables 
· The medium of delivery 
· The date of their delivery.  
· The Department’s Project Team will countersign the Delivery Confirmation Log to indicate receipt of the contents described therein. 
· The Department’s Project Team will notify Program Management to commence acceptance testing or reviews following receipt of the deliverables. 
· Upon completion of such testing, the Department’s Project Team will issue to the Contractor formal notice of acceptance or rejection of the deliverables in writing. 
· In the event of rejection, the Contractor and the Project Team will jointly develop a plan of the necessary corrective action(s) and associated time frames. 
 
16. [bookmark: _Toc410027119]Value-Added System Functionality, Equipment Functionality and/or Services 
Value-added system functionality, equipment functionality and/or additional services that exceed the minimum specifications contained herein are desired by the Department.  Respondents shall clearly describe any value-added functionality or services in accordance with the requirements within its proposal. 
17. [bookmark: _Toc410027120]Scope Change after Contract Execution 
During the term of any contract resulting from this RFP, the Department may unilaterally require, by written order, changes altering, adding to, or deducting from the Contract specifications, provided that such changes are within the general scope of the Contract.  
The Department may make an equitable adjustment in the Contract price or delivery date if the change affects the cost or time of performance. Such equitable adjustments require the written consent of the Respondent, which shall not be unreasonably withheld.   
The Department shall provide written notice to the Respondent thirty (30) days in advance of any Department-required changes to the technical specifications and/or scope of service that affect the Respondent's ability to provide the service as specified herein. Any changes that are other than purely administrative changes will require a formal contract amendment.  
 

[bookmark: _Toc410027121]Glossary of Acronyms

APM - Adult Program Management  
CC - Community Corrections  
COA - Central Office Administration  
CTP - Community Transition Program  
DHB - Disciplinary Hearing Board
DOB - Date of Birth  
DOC - Department of Correction  
DOS - Date of Sentence  
EDS - Effective Date of Sentence  
EPRD - Earliest Possible Release Date  
FBI - Federal Bureau of Investigation  
FTI - Fixed Term of Incarceration (total number of days)  
JTC - Jail Time Credit  
MRD - Maximum Release Date  
OBTS - Offender Based Tracking System  
OIS - Offender Information System  
PRD - Projected Release Date 
PREA - Prison Rape Elimination Act  
RCA - Regulated Community Assignment (no longer an active program)  
SA - Substance Abuse  
SAMS - Substance Abuse Management System  
SOMM - Sex Offender Monitor and Management Program  
SSN - Social Security Number  
TABE - Test of Adult Basic Education 
TCU - Texas Christian University  
WR - Work Release

1
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