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I. [bookmark: _Toc406680619]Overview
This attachment provides an overview of the Office of Early Childhood and Out of School Learning (“the Office” or “OECOSL”) information systems, descriptions of the services required from the selected Respondent providing OECOSL information system services, and other conditions that must be met for the Respondent to be considered for recommendation for award.
In responding to this RFP, Respondents should identify and discuss any problems that may arise in providing CCIS services and offer solutions to resolve these problems.  In addition, the Family and Social Services Administration, Office of Early Childhood and Out of School Learning encourages all Respondents to display comprehensive and innovative techniques that would enhance quality of care, increase the effectiveness of systems operation, and provide the best outcomes for all stakeholders.

II. [bookmark: _Toc406680620]Organizational Overview 
The mission of the Office of Early Childhood and Out of School Learning is to provide parents with informed child care and early learning choices that will aid their children’s health, safety, and success in school.  To accomplish this, OECOSL manages multiple programs that oversee the early education, development, and care of children.  
One of the programs OECOSL oversees is the Child Care Development Block Grant (CCDBG), a federal program operated by the Department of Health and Human Services Administration for Children and Families. CCDBG funds numerous initiatives designed to help qualifying parents pay for child care and to improve the quality of early care and education (ECE) and Out of School Time (OST) programs.  Through this federal partnership, the Office provides child care assistance to low-income families and parents in education or training programs through the Child Care Development Fund (CCDF) voucher program.  Quality initiatives funded by the CCDBG include Paths to QUALITY™ (PTQ), Indiana’s quality rating and improvement system, the T.E.A.C.H. Scholarship program, the Indiana Accreditation Project, Child Care Resource and Referral Services and the School Age Child Care (SACC) grants. 
OECOSL is also responsible under Indiana statute for the licensing, registration and CCDF certification of child care and early learning programs.  As such OECOSL inspects and monitors for compliance over 4,000 different programs, conducting over 6,000 annual visits. OECOSL also maintains a website, Carefinder, where families can view inspection reports and the compliance histories of regulated child care programs. 
Most recently, OECOSL has also taken on the responsibility of administering Indiana’s Pre-Kindergarten initiatives, the Early Education Matching Grants (EEMG) and On My Way Pre-K, Indiana’s Pre-K pilot program. These early learning initiatives are designed to serve low income four year olds to better prepare them for school and future academic success. 

For more information on the various programs and initiatives administered by OECOSL please visit http://www.in.gov/fssa/2552.htm.
III. [bookmark: _Toc406680621]Summary of Requested Services
The Respondent selected as a result of this RFP will perform the following functions:

· Provide maintenance and technical support for the Automated Intake System (AIS) including the associated scanning and monitoring application system.
· Maintain and support the Child Care Information System (CCIS).
· Maintain and support the Indiana Pre-K Information System (IPKIS).
· Support and implement enhancements to software that will allow field agents to remotely upload data.
· Host the above web-based systems, and maintain required servers and equipment for above systems.
· Maintain and support non-production environments for the above systems including development, System Test, User Acceptance Testing (UAT) and Training environments.
· Provide help desk support and ticketing system for tracking help desk requests for the above systems.
· Maintain and support interfaces between the above systems and external systems.
· Provide technical assistance to field staff.
· Provide in-house staff to provide technical assistance to Central Office.
· Support the Office by performing Quality Control functions including CCDF program monitoring, CCDF Fraud Coordination, processing Discrepancy claims and conducting Caregiver background checks.
· Monitor data for quality assurance purposes.
· Support and update the State’s CareFinder website.
· Produce regular and ad hoc reports as needed for a variety of audiences.
· Assist the State with Federal reporting requirements.
· Implement a Professional Development Registry (Registry) via new development or an interface with an existing Registry.
· Complete enhancements to the systems as needed to respond to legislative or policy mandates and to better serve clients and providers.

These functions are described more fully in the following pages.

IV. [bookmark: _Toc406680622]General Operational Requirements 

The Contractor shall furnish the following services and products during the term of the contract.
A. [bookmark: _Toc406680623]Responsibilities across All Contract Functions
This section presents general Contractor responsibilities for the contract to be executed as a result of this RFP.
1. Produce all required reports within required time frames, including any ad hoc reports as needed by the State.  Reports must be written for the target audience, which may include State staff, policymakers, federal partners, and the media.     
2. Ensure that business operations personnel are accessible to program stakeholders Monday through Friday from 8:00 am to 5:00 pm, Eastern Time, excluding State holidays.
3. Notify the State immediately via fax, telephone, or e-mail when problems that may affect contract performance are identified.  Within ten (10) business days following discovery of the problem, submit a thorough description of each problem and its expected impact on ongoing operations, produce a corrective action plan as necessary, describe the potential impact of the plan on program operations and other Contractors, and provide an estimate of the time required to resolve the problem.  
4. Develop, maintain, and provide access to records needed by the State to monitor the performance requirements and standards detailed in this RFP.
5. Establish and maintain a sufficient number of toll-free telephone lines to ensure ready access to Contractor staff. 
6. Draft thorough and accurate written responses to all inquiries, regardless of source, pertaining to Contractor operations or performance, as directed by the State.
7. Investigate new technology and techniques that will enhance the Contractor’s operations and advise the State of such developments.
8. For every year of the contract, provide a budget forecast that estimates the number of hours, by position, and any other costs necessary to fulfill contract requirements.  
9. Provide a monthly budget utilization report that compares actual costs with the projected costs in an annual budget forecast.  If the actual costs exceed the projected costs, propose a plan to more closely align actual and projected costs in future months.  
10. Approve any changes in the project work plan or costs with a designated State representative at or above the OECOSL Director level.  

B. [bookmark: _Toc406680624]Office Location and State Accessibility 
In order to satisfy the requirements set forth in this RFP, the Contractor will be required to have frequent contact with the State.  To minimize travel time, OECOSL recommends that the Contractor’s place of business be located within a reasonable driving distance of the OECOSL office in downtown Indianapolis.  

The State will monitor Contractor performance.  In support of this function, if the Contractor is located in Indiana, the Contractor shall provide the following at its local site, at no additional cost:
· Usable office space for one (1) State staff member 
· Access to a conference room with a capacity of at least fifteen (15) people
· Provide parking for a minimum of three (3) vehicles for State staff use 

Additionally, the following Contractor personnel will be located in OECOSL’s Indianapolis office:
· Service Delivery Manager
· Quality Assurance Coordinator
· Security Coordinator
· Fraud Coordinator
· Operations Support Specialist

C. [bookmark: _Toc406680625]Site Security
The Contractor must develop a plan for the physical security of its operating facility, including storage facilities.  This plan must explain the security procedures to be implemented at each facility.  The Contractor must submit the plan for OECOSL review and approval within twenty (20) business days of contract signature.  Security procedures shall limit access to these facilities.  The State reserves the right to perform physical security checks of the Contractor’s facilities at its sole discretion.

D. [bookmark: _Toc406680626]Data and Records Retention
The Contractor shall develop procedures, including schedules, to ensure that data to support operations is properly and routinely purged or archived and protected from loss, unauthorized access, or destruction.  These procedures must be submitted to the State for review and approval.  Purged data will be retained on a State-approved electronic storage medium and be available to State staff.  The Contractor shall retain files and records for a period of one (1) year after the date of case closure.  Following this time, the Contractor shall fill out State form 23628 (currently available at https://forms.in.gov/Download.aspx?id=7188) and submit it to the FSSA Forms and Records Manager for approval prior to record transfer.  

E. [bookmark: _Toc406680627]Staffing Requirements
In the technical proposal, all Respondents must submit a staffing plan that addresses the roles assigned to each function required in this RFP.  The staffing plan must include: 
· A list of all proposed staff positions to fulfill the requirements of this RFP, including the names and resumes of key personnel 
· A description of each staff position’s role and qualifications
· The full-time equivalent (FTE) of each staff position
· An organizational chart that shows the reporting structure and responsibilities of Contractor’s staff and any subcontractor staff

1. Key Personnel 
There are five key positions on this contract: 
· Project Director
· Software Deployment Manager
· Service Delivery Manager
· AIS/IPKIS Application Manager
· CCIS Application Manager 

Submit a resume and references for each proposed key person as part of your proposal.

Key personnel are subject to approval by the State.  The Contractor may not make any permanent or temporary changes to key personnel without the State’s prior written approval, unless the key staff member terminates employment with the Contractor.  In this case, the Contractor shall promptly submit the resume and references for a proposed replacement and obtain State approval prior to placing the replacement staff member on the Indiana project team.  This resume review and approval process will begin before the key staff member departs. 

During the course of the contract, the State reserves the right to require replacement of the key personnel or any Contractor employee or subcontractor employee found unacceptable to the State.  Reasons for unacceptability include, but are not limited to, the inability of the key person to carry out work assignments or unsatisfactory job performance as determined by the State.  The individual must be removed within two (2) weeks of the request for removal and be replaced within thirty (30) calendar days after the position is vacant, unless a longer period is approved by the State.

The Contractor shall replace the removed key person with personnel of equal or greater ability and qualifications, subject to approval by the State, regardless of the reason for replacement.  Replacement of Contractor personnel removed for any reason shall take place within thirty (30) calendar days of the removal, unless a longer period is approved by the State.  

The Contractor shall submit resumes and references for replacement key personnel for State review and approval prior to the Contractor making a job offer and no later than fifteen (15) business days from notification of a resignation or request for removal or within a time frame agreed upon by the State. 
 
Any redirection of the key person (e.g., to assist another client), either temporarily or permanently, requires written OECOSL approval.  

The Contractor shall provide staff to meet the following key position requirements:

a. Project Director
Minimum Qualifications
· Bachelor’s degree in information technology or related field
· At least four years of relevant experience in project management, preferably within the field of information technology
· PMP Certification preferred.
Duties and Responsibilities
i. Lead and manage the entire Contracted team;
ii. Direct progress toward performance objectives;
iii. Serve as the State’s primary point of contact for performance concerns;
iv. Create and execute communication plans for OECOSL and providers;
v. Revise processes as necessary changes arise;
vi. Direct the update of User’s Manuals and Policy and Procedures Manuals and associated material and submit them annually for approval by the State;
vii. Interface with OECOSL, other State departments, and other contractors as necessary;
viii. Coordinate modification of all policy, procedures, forms, and other related activities with the State as necessary;
ix. Prepare reports and work plans in a comprehensive, accurate, and timely fashion;
x. Submit reports to the State based upon contractual time lines and upon request;
xi. Evaluate contract compliance through an effective internal quality control system and a continuous quality improvement approach; 
xii. Participate in all State, provider, or member meetings as requested by OECOSL.
xiii. Facilitate and participate in meetings with State staff and external stakeholders relevant to the Contract that results from this RFP and the goals and duties described herein; 
xiv. Provide the State with weekly status reports on resource plans, schedules, and work plans.  Reports shall be due every Monday of the special project’s work plan;
xv. Research, initiate, develop, and maintain technologies that would increase efficiencies of OECOSL licensing, health, and CCDF policy and operations staff;
xvi. Initiate, develop, and maintain interfaces and processes that would increase child care health and safety accountability measures (e.g. interfaces with Indiana State Police, Indiana State Fire Marshal, Indiana State Board of Health); and
xvii. Travel as necessary and requested by the State
.
b. Software Deployment Manager
Minimum Qualifications
· Bachelor’s degree in information technology or related field
· At least three years of relevant experience in project management, preferably within the field of information technology
· PMP Certification preferred.
Duties and Responsibilities
i. Manage the deployment of software releases, expedited releases and upgrades for all systems covered in this RFP.
ii. Follow a System Development Life Cycle methodology to provide the Office with documentation for sign-off at key steps in the process and document Quality Assurance practices through development, system test and UAT. 
iii. Manage project plans for software releases and upgrades.
iv. Manage migration plans for each release.
v. Manage change control processes.
vi. Manage incident management processes.
vii. Manage monthly patch schedule.
viii. Maintain OECOSL-approved Disaster Recovery and software security plans.
c. Service Delivery Manager 
Minimum Qualifications
· Bachelor’s degree in information technology or related field
· At least three years of relevant experience in project management, preferably within the field of information technology
· PMP Certification preferred.
Duties and Responsibilities
i. Manage day-to-day maintenance and support of systems including help desk support, end user support, report requests and data changes.
ii. Manage administrative QA functions of contract including CCDF Program monitoring, Operations support and Fraud Coordination.
iii. Serve as project manager on special projects as assigned by OECOSL.  Special projects may include, but are not limited to, hardware upgrades for external grantees, new program initiatives, external communication projects, training initiatives, market rate studies, surveys and grantee support.
iv. Assist OECOSL in preparing biannual CCDF State Plan.
v. Support OECOSL in managing remote user and grantee hardware and software inventory, deployments, upgrades and maintenance. 
vi. Travel to grantee sites for support and training as required.
vii. Position will primarily be based at Central Office. 

d. AIS/IPKIS Application Manager 
Minimum Qualifications
· Bachelor’s degree in information technology or related field
· At least two years of relevant experience, preferably within the field of information technology
Duties and Responsibilities
i. Lead and manage AIS and IPKIS technical staff;
ii. Oversee maintenance and manage system upgrades;
iii. Direct progress toward performance objectives;
iv. Participate in AIS Software Steering Committee meetings; and
v. Provide feedback regarding implementation strategies and timelines of enhancements and change requests.

e. CCIS Application Manger
Minimum Qualifications
· Bachelor’s degree in information technology or related field
· At least two years of relevant experience, preferably within the field of information technology
Duties and Responsibilities
i. Lead and manage RCCS technical staff;
ii. Oversee the development of the professional development registry;
iii. Oversee maintenance and manage system upgrades;
iv. Direct progress toward performance objectives;
v. Participate in RCCS and PTQ Software Steering Committee meetings; and
vi. Provide feedback regarding implementation strategies and timelines of enhancements and change requests.

2. Supporting Positions
In addition to key personnel, the following supporting positions are required:
· Fraud Coordinator
· Operations QA Support Specialist
· Budget Allocations Manager
· Software QA Auditor
· Security Coordinator
· Data Analyst
· Monitoring Manager

Brief descriptions of the job duties for the above positions can be found below:

a. Fraud Coordinator  
Minimum Qualifications
· Bachelor’s degree in social work or related field
· Five years of experience as a caseworker, preferably in fraud investigation
Duties and Responsibilities
i. Support FSSA Compliance Division in collecting and documenting data involved in Fraud cases and provider recommendations to the State as to fraud prevention procedures.
ii. Along with the State, assist parties who have identified possible fraud in the CCDF program in the Fraud Referral process
iii. Support Inspector General’s office in understanding CCDF program policies and procedures
iv. Under the direction of the State and FSSA, collect and document data involved in active fraud cases
v. Provide recommendations to State as to fraud prevention procedures
vi. Research and provide OECOSL with suggestions as to software enhancements that may facilitate fraud prevention and program integrity
vii. Supply State with reports as requested, including but not limited to State and/or Federal reporting requirements
viii. Provide information to Intake Agents as requested with regard to developing repayment agreements
ix. Perform other duties as assigned by OECOSL or FSSA
x. Overnight travel as needed

b. Operations QA Support Specialist 
Minimum Qualifications
· Bachelor’s degree or at least two years of relevant experience in the field.
Duties and Responsibilities
i. Manage reporting processing for QA/Monitoring reports to intake agents.
ii. Serve as liaison between OECOSL and contractor for CCDF program monitoring.
iii. Manage communication to intake agents regarding CCDF program monitoring.
iv. Maintain OECOSL SharePoint site, managing user access, page content and communication related to site.
v. Perform quality assurance functions on CCDF program monitoring and other operations functions as assigned.

c. Budget Allocations Manager 
Minimum Qualifications
· Bachelor’s degree in accounting/business or related field 
· At least two years of relevant experience in project management, preferably within the field of accounting 
Duties and Responsibilities
i. Manage statewide direct service allocation as directed by the State for CCDF program, Pre-K program and CCDF Agreement Centers; 
ii. Provide reports to State personnel on obligations/budget utilization on a monthly basis;
iii. Manage allocations report for State personnel;
iv. Manage amounts allocated by the State to each region for direct service funding as directed by the State;
v. Manage funds applied toward TANF families as directed by the State;
vi. Re-allocate funds in a timely manner as directed and authorized by State personnel;
vii. Manage funds applied toward waitlist families as directed by the State;
viii. Participate in any audit-related activities of the AIS software;
ix. Participate in bi-weekly budget conference call with Intake Agents; 
x. Assist in development of child care market reimbursement rates as directed by the State – typically market surveys are conducted every two (2) years; and
xi. Provide recommendations to OECOSL on budget adjustments and changes to processes to maximize utilization of funding.

d. Software QA Auditor 
Minimum Qualifications
· Bachelor’s degree and at least two years of experience in a related field
Duties and Responsibilities
i. Coordinate process for matching AIS data with CLAMR delinquent repayment cases.
ii. Conduct Accreditation QA process.
iii. Conduct User Match QA process.
iv. Conduct TIN processing and report to OECOSL on status of invalid TINs.
v. Assist in documenting other OECOSL QA processes.
vi. Suggest, develop and implement new QA processes
vii. Produce weekly QC graph and circulate for sign-off
viii. Conduct QA on reports as requested.
ix. Suggest potential improvements to OECOSL software systems to improve data quality, reduce risk, and conduct data matches.
x. Document and maintain documentation on OECOSL QA processes
xi. Supply OECOSL with Statistics on QA processes
xii. Other duties as assigned

e. Security Coordinator 
Minimum Qualifications
· Bachelor’s degree 
· At least four years of relevant experience, in a related field 
· CSSI certification preferred 
Duties and Responsibilities
i. Identify applicable laws, regulations, and statutory requirements that might have an impact on the regulation of personal information
ii. Conduct an accurate and thorough assessment of the potential risks and vulnerabilities to the confidentiality, integrity, and availability of personal information:
iii. Develop ongoing procedures to ensure only authorized information is released  
iv. Develop and maintain policies, standards, processes and procedures to assess, monitor, report, escalate, and remediate personal information risk and compliance related issues
v. Identify and establishes PC enrollment processes and procedures to ensure only authorized access is allowed
vi. Consistently enforce the control environment through implementation of regular control monitoring and prevent/respond to incidents and gaps in controls
vii. Assess whether each implementation specification is a reasonable and appropriate safeguard in its environment
viii. Develop and execute security audit programs to determine organizational vulnerabilities
ix. Perform technical and non-technical security reviews
x. Conduct personal information security awareness and compliance trainings
xi. Advocate for information security and business continuance best practices
xii. Act as lead coordinator for external security audits
xiii. Establish internet connectivity protocols and business class IP addressing strategies.

f. Data Analyst
Minimum Qualifications
· Bachelor’s degree 
· At least four years of relevant experience in a related field 
· Knowledge of CCDF subsidy program and Indiana child care licensing practices 
Duties and Responsibilities
i. Provide analysis on Indiana child care data to assist OECOSL management in decision making.
ii. Utilize techniques in predictive analytics to assist OECOSL in identifying trends and anticipating the impact of policy decisions.
iii. Implement reporting that make critical data readily available to OECOSL management to assist in making timely and effective decisions.
iv. Recommend reporting and data mining tools that would best assist OECOSL in making data-driven decisions.
v. Conduct analysis on data from biannual market rate study to provide insight on reimbursement rates and impact of implementation of updated rates.
vi. Provide recommendations and assistance in integrating disparate systems and matching data between systems.

g. Monitoring Manager 
Minimum Qualifications
· Bachelor’s degree preferred.
· At least two years of management experience.	
       Duties and Responsibilities 
i. Manage at least three monitors by coordinating their schedule to ensure case files are reviewed as directed by the State.
ii. Review errors identified by monitors.
iii. Conduct QA on approved cases.
iv. Report on statistics and metrics on monitoring as directed by the State.
v. Ensure new monitors are trained on monitoring processes and monitors are trained on new processes as regulations are updated
vi. Maintain documentation on monitoring processes.

3. Other Required Personnel 
Other positions will be required to fulfill the duties of this contract.  The specific positions and number of individuals in each position will be for the bidder to propose based on support and maintenance requirements identified in this RFP.  

Additional positions that must be staffed and the minimum number of staff for each position that the Contractor would be expected to staff are listed below.  

The bidder may propose a higher number of positions than list here, as well as additional positions that are not listed here, should they determine they will be needed to fulfill the requirements of this RFP:

1.	CCDF/Pre-K Program Monitors (4)
2.	Operations Support Staff (1)
3.	Help Desk Technician(s) (1)
4.	Business Analyst(s) (1)
5.	Software Developer(s)/Engineer(s) (4)
6.	Network Operations Engineer(s) (2)
7.	Desktop Support Technician(s) (1)
8.	Software Tester(s) (1)
9.	Database Administrator(s) (1)

Brief descriptions of the job duties for the above positions can be found below:

a. CCDF/Pre-K Program Monitors 
Minimum Qualifications
· Bachelor’s degree, preferably in accounting
· Strong customer service skills
· Ability to work independently
· Detail Oriented 
Duties and Responsibilities
i. Monitoring scanned intake files for eligibility errors 
ii. Monitoring hard copy intake files for eligibility errors
iii. Complete detailed excel spreadsheets as required by TCC and complete summary reports as directed
iv. Assist with creation and documentation of policies and procedures related to this function. 

b. Operations Support Staff  
Minimum Qualifications
· High School degree
· Data entry skills
· Customer service skills
· Detail oriented 
Duties and Responsibilities
i. Logging and processing discrepancies
ii. Conduct CCDF Program Monitoring
iii. Processing consent forms and performing caregiver background checks
iv. Data entry and processing of Grantee claims
v. Data entry of scholarship data
vi. Attending operations team meetings to stay up-to-date on any new policies
vii. Any compliance issue work that may be requested
viii. Other duties as assigned 

c. Help Desk Technician 
Minimum Qualifications
· Bachelor’s degree
· At least three years of  relevant experience in a related field 
· Knowledge of  CCDF subsidy program and Indiana child care licensing practices preferred
Duties and Responsibilities
i. Maintain and support various software systems.
ii. Assist users through the phone, webinars, trainings or any other means necessary. 
iii. Additional support will be working through any software issues that may arise including enhancements, testing and quality assurance.

d. Business Analyst 
Minimum Qualifications
· Bachelor’s degree
· At least four years of  relevant experience in a related field 
· Knowledge of  CCDF subsidy program and Indiana child care licensing practices preferred
Duties and Responsibilities
i. Take a lead role in:
· Eliciting and writing software requirements.
· Requirements organization.
· Translating and simplifying requirements for technical and non-technical staff.
· Requirements management and communication.
· Requirements analysis
ii. Assist in developing test scripts, use cases and testing.
iii. System and user documentation.
iv. Assist in development of design documents.

e. Software Developer/Engineer 
Minimum Qualifications
· Bachelor’s degree in Computer Science or a comparable degree, or equivalent work experience 
· Senior:  6+ years of experience; Intermediate:  3-6 years; Junior:  0-3 years.
· Technical skills in Microsoft .Net development technologies.
Duties and Responsibilities
i. Design, development and maintenance of software projects.
ii. Ability to deploy software in a well-planned manner with complete coordination with all end users
iii. Coordinate and direct documentation and testing personnel
iv. Cognizant of time lines and schedules and able to meet those timelines
v. Ability to direct and mentor other technical resources
vi. Ability to interpret business technical and functional requirements and design client server and Internet based software solutions to meet those requirements
vii. Innovative problem solving, data analysis, design, coding and testing skills 
viii. Communicate successfully, both verbally and in writing, with coworkers, peers, senior staff, and internal or external customers 
ix. Demonstrate ability to work effectively in a team environment and to balance independent work as well as working with others.

f. Network Operations Engineer  
Minimum Qualifications
· Bachelor’s degree in Computer Science or a comparable technical degree.
· Senior:  6+ years of experience; Intermediate:  3-6 years; Junior:  0-3 years.
· Skilled in supporting Microsoft-based technologies and virtual server environments.
Duties and Responsibilities
i. Install hardware and configure servers, desktops, and network components
ii. Troubleshoot server, desktop, and network performance issues
iii. Recommend upgrades, patches, and new applications and equipment
iv. Work on projects relating to the maintenance of computer hardware and software
v. Provide technical support and guidance to users
vi. Document current procedures, network and server designs, and plans
vii. Plan and document new network and server design solutions with management guidance
viii. Participate in disaster-recovery planning and testing

g. Desktop Support Technician   
Minimum Qualifications
· High School degree or equivalency required
· Associates or Bachelor’s degree in a technical discipline or work toward a degree preferred
Duties and Responsibilities
i. Operate and monitor computer equipment and software
ii. Perform preventative maintenance and recurring duties related to software and hardware support
iii. Provide phone and email-based support for software to the end users
iv. Occasional onsite support for end users as needed for break/fix or installation work
v. Assist with writing and editing technical procedure documentation 
vi. All other duties as assigned

h. Software Tester  
Minimum Qualifications
· Bachelor’s degree in Computer Science or a comparable degree or equivalent work experience.
· 5+ years of experience as a tester for major application integration and/or major application product release.
· Proven experience in working independently overseeing the design, development, and implementation of software test solutions.
· Thorough understanding of and proficiency with system testing, system analysis and software quality assurance best practices and testing methodologies.
Duties and Responsibilities
i.  Ensure testing activities will allow applications to meet business requirements and systems goals, fulfill end-user requirements, and identify and resolve systems issues
ii. Collaborate with analysts, developers, project managers and system owners in the testing of software applications
iii. Prepare test plans, create test scripts and execute to test each software component and demonstrate the business condition accordingly to specifications under test and the expected results for each project and software release
iv. Conduct all types of application testing as needed, such as integration, feature, system, unit, regression, load, and acceptance testing methods
v. Coordinate and support all user acceptance testing for each software release 
vi. Coordinate and help develop a standardized method for automation testing   
vii. Analyze formal test results in order to discover and resolve defects, bugs, errors, configuration issues and interoperability flaws
viii. Effectively communicate with network administrators, project managers, lead tester and software engineers to assist with quality assurance, program logic, and data processing

i. Database Administrator   
Minimum Qualifications
· Microsoft SQL 2008/2012 MCITP or similar certification is preferred
· Bachelor’s degree in Computer Science or a comparable degree or equivalent work experience 
· 2 - 4 years of experience participating in collaborative development environment
· Experience with SSRS, SSIS, Data Warehousing and Data Archiving.
Duties and Responsibilities
i. The Database Administrator will oversee major aspects of the database environment. Primary focus will be Microsoft SQL on Windows Server.
ii. Planning, designing and administering mission-critical SQL database server in a highly available environment 
iii. Designing and documenting DBMS architecture 
iv. Administering  mission-critical development, test and production database servers 
v. Performance tuning indexes, stored procedures, functions and views.
vi. Capacity planning and monitoring database growth
vii. Designing disaster recovery strategies
viii. Backing up and restoring all databases in all environments and verifying that back-ups are working correctly
ix. Monitoring, analyzing and tuning DBMS for optimal performance
x. Identifying and evaluating industry trends in database systems to serve as a source of information and advice for upper management
xi. Upholding SQL standards and best practices


4. Supervisory Positions 
The Contractor shall notify the State in writing when personnel assigned to supervisory positions are moved to other positions within its organization.  The notification shall occur within five (5) business days of the Contractor’s decision to move the supervisory personnel.  In cases where the supervisory personnel resigns, the Contractor shall inform the State on the day the Contractor is notified of the employee’s intent to resign.

A vacant supervisory position shall be filled with a staff person of equal or greater ability and will be subject to approval of the State.  Vacant positions shall be filled within thirty (30) calendar days of the vacancy.  Positions that remain unfilled longer than thirty (30) calendar days will be subject to an invoice withhold, unless a longer timeframe is approved by the State.
F. [bookmark: _Toc406680628]Complaint Tracking and Reporting
The Contractor shall implement a comprehensive, accurate, efficient, and timely system and process for logging, tracking, and reporting to the State all verbal and written complaints received by, or referred to, the Contractor from any source.  This system shall also be used to facilitate and document timely follow-up by the Contractor in the resolution of complaints and to generate statistical reports on the complaints, complaint patterns, and their resolutions.  Submit a description and sample complaint tracking reports with your proposal.
G. [bookmark: _Toc406680629]Federal Reporting 
Contractor is responsible for maintaining the Federal Reporting System, Intake Reporting System, as directed by the Federal Guidelines.  
1. ACF-800/ACF-801 Federal Reporting Requirements
a. Manage the CCDF Federal and State Reporting requirements under the supervision of State staff.  Federal Reporting requirements may be found at http://www.acf.hhs.gov/programs/ccb/report/index.htm.
b. Maintain and administer the database that houses State data to ensure proper storage, accuracy, and compliance with Federal reporting requirements.
c. Compile data for quarterly ACF-801 reporting and annual ACF-800 reporting.
d. Conduct QA processes on Federal Reporting data to verify compliance with requirements and validity of data.
e. Transmit required reports electronically to IOT for transmission to the Administration for Children and Families in a timely and accurate manner.
f. Implement changes to resolve issues on Federal reports and re-submit reports as necessary.
g. Communicate with Federal agencies as needed regarding compliance with reporting requirements.
h. Communicate Federal reporting requirements to all ninety-two (92) Indiana counties to ensure compliance.
i. Update sampling plan on file with the Administration for Children and Families as needed per Federal and State requirements, under State direction.
j. Respond to the State's internal requests for CCDF Federal reporting data/reports and Coordinate requests with Office of Data Management.
k. Manage and produce all required reports within the required time frame.
l. Comply with any additional State or Federal reporting requirements, as directed by the State.

2. Improper Payments Initiative (ACF-404 Report)
a. Support OECOSL in meeting requirements of ACF’s Improper Payments Initiative.
b. Produce and maintain sampling plan for collecting improper payments sample in accordance with Federal guidelines for producing sample.
c. Provide OECOSL with sample data in accordance with sampling plan.
d. Provide supporting data as required, including payment data for sample cases, to support OECOSL in complying with improper payment requirements. 
e. Maintain data on sample cases in a database.

3. Quality Performance Review (QPR)
a. Support OECOSL in meeting the requirements for the ACF’s Quarterly Performance Review (QPR)
b. Ensure that the necessary data fields are tracked within the appropriate systems to complete the QPR or assist OECOSL in collecting required data from external sources for submitting in report.
c. Provide recommendations on system enhancements to collect QPR data and maintain compliance with QPR reporting requirements.
d. Develop and document methodology used to calculate data reported within the QPR.  

H. [bookmark: _Toc406680630]Development and Implementation of New Modules with AIS or CCIS 
The State must remain responsive to an ever changing environment that includes new legislation at both the State and Federal level, new funding streams, new projects and initiatives, changes in policy and procedures and changes in grant requirements.  In order to remain effective in the administration of all programs our software system must be nimble enough to meet the ever changing needs of the Office.  Contractor must be able to develop new modules and enhancements as needed.
Respondent should include the number of hours available for enhancements within the proposed cost and break out the cost for additional hours to complete enhancements if needed.  

I. [bookmark: _Toc406680631]Systems Development Lifecycle Approach and Methodology 
Respondent must fully detail their methodology for developing needed enhancements and additional modules for the systems described in this RFP. Contractor’s selected methodology must meet minimum industry standards. Respondent should include a detailed description of Respondent’s methods and process for using a systemic, documented approach for all software development activities and the environment in which this work will be completed. Respondent should also identify projects where the described methodology has been previously used successfully. 

J. [bookmark: _Toc406680632]Information Security Requirements 
The Contractor shall implement security controls and standards in accordance to those detailed in the FSSA Privacy & Security Policies. “Security controls” are the specific safeguards or countermeasures that protect the confidentiality, integrity, and availability of FSSA client data.

K. [bookmark: _Toc406680633] Implementation Phase
The implementation phase will begin following contract award announcement.  The approximate start date for the implementation phase is August 2015. Respondents must include a project plan that clearly indicates the steps necessary to be fully functional at this time. 
The State will actively monitor transition activities during this phase of the contract Monitoring activities will focus on progress made against the Contractor’s work plan, quality of deliverables submitted, and assessment of the Contractor’s readiness to begin operations.
1. System Information and Equipment
	The Contractor is responsible for providing all technology (hardware, software, communications links, etc.) for Contractor staff to meet the requirements set forth in this RFP.

2. Contractor Responsibilities
The Contractor is responsible for the timely and successful completion of each of the implementation phase tasks.  In addition, the Contractor is responsible for clearly specifying and requesting information needed from the State in a manner that does not delay the schedule or work to be performed.  General requirements for Contractor reporting and for obtaining State approvals include the following:
a. Report progress against the Contractor’s approved work plan for each task through weekly written status reports and at weekly status meetings with the State.
b. Update the project work plan on a weekly basis.
c. Deliver written status reports and updated work plans/schedules, including any changes in dates, by 9:00 am, Eastern Time, one (1) work day before the status meeting.
d. Submit for review and approval the proposed format, content, and distribution plan for each deliverable.
e. Submit deliverables on the schedule agreed to in the approved work plan.
f. Obtain written approval from the State on each deliverable submitted for review.
g. Revise deliverables, if requested, using State review findings to meet content and format requirements.

Project deliverables will be reviewed by, and require written approval from, the State.  The Contractor shall include a minimum of five (5) business days, per deliverable, in the work plan for the State to review each deliverable and document its findings.  Based on the review findings, the State may approve the document or specify conditional approval with a request that revisions be made.  

3. Implementation Phase Scope of Work
The implementation phase includes the following tasks:

· Contract Planning and Start Up
· System Connectivity and Testing
· Operations Preparedness
· Assessment and Demonstration of Operations Readiness
· Changeover
· Post-Start Up Support


1. Contract Planning and Start Up
The following activities are associated with contract implementation and planning:
a. Submit a site security plan to the State for approval.
b. Finalize the work plan for implementation activities and submit it to the State for approval.
c. Work with OECOSL to establish communication protocols between the Contractor and the State.
d. Lead weekly status meetings as requested by OECOSL.
e. Work with the State to establish project management and reporting standards.
f. Review current system and user documentation and request clarifications, if necessary.
g. Review OECOSL’s current report distribution documents.

2. System Connectivity and Testing
The Contractor shall be responsible for all costs associated with providing and testing connectivity from its location to the Automated Intake System (AIS) and the Indiana Client Eligibility System (ICES).  The Contractor is required to coordinate with the State’s electronic benefits transfer (EBT) Contractor to facilitate connectivity.  

3. Operations Preparedness
The Contractor will be responsible for all costs associated with ensuring that it is able to take over the requirements of the contract executed as a result of this RFP without disruption to the State, providers, or stakeholders.

4. Assessment and Demonstration of Operational Readiness
There will be a readiness review before service begins under this contract.  The State will work with the Contractor to define the structure and schedule of the operational readiness assessment.  The Contractor must demonstrate that all system processes and staffed functions are ready to assume responsibilities for operations.  The Contractor will be responsible for demonstrating physical plant security, data security, and fire/disaster prevention and recovery procedures, among other items.

5. Changeover
Contractor shall take all steps necessary to ensure a seamless transfer of operations to its staff no later than January 1, 2016, and work with the State to quickly resolve any issues that might arise during the transition.

6. Post Implementation Support
Contractor shall continue to work with the State to ensure operational integrity throughout the contract term.


L. [bookmark: _Toc406680634]Ongoing System Operations and Maintenance Phase 
During the Ongoing System Operations and Maintenance Phase, the Contractor will be expected to meet certain requirements for all OECOSL systems outlined in this RFP. Additional requirements for each system will be outline in the system-specific requirements sections below.  
1. Technical Support and Maintenance
a. General Requirements:
i. Develop and manage the systems in this RFP per the standards found in the Project Management Body of Knowledge (PMBOK®) Guide, Fifth Edition.  This includes, but is not limited to, the utilization of a structured methodology that is consistent with the Project Management Institute principles to ensure services provided meet requirements, are within budget, and are completed on time.
ii. Follow principles of Maturity Level 2 or higher of Capability Maturity Model Integration (CMMI).  Contractor that is approved for Maturity Level 2 or higher is preferred.
iii. Develop and manage project work plan for all deliverables.
iv. Maintain awareness of industry advancements and recommend possible proactive strategies to the State.
v. Attend and participate in all meetings related to services requested in this contract.  Contractor shall prepare materials or briefings for these meetings as requested by the State.  Meetings will include, but are not limited to:
· Monthly Software Steering Committee meetings
· Monthly meetings with home, centers, and registered ministry staff
· Weekly OECOSL staff meetings
· Biweekly budget meetings
vi. Create and maintain login accounts, roles, and security levels as approved by the State.
vii. Manage systems security as directed by the State, including routine disabling of user logins for inactive accounts.
viii. Resolve any technical issues that arise due to new database interface initiatives.
ix. Provide technical assistance on the use of software and systems to Child Care Unit staff, as needed.
x. Maintain a disaster recovery plan for the system, including file transfers to database backups.  Submit a sample plan with your response.
xi. Evaluate, review, and deploy Microsoft SQL Server patches and upgrades, as approved by the State.
xii. Schedule and monitor SQL Server integration and SQL Agent jobs.
xiii. Configure SQL Agent operators and notifications.
xiv. Maintain and update demonstration sites for non-production use.  Maintain the data, documentation, and infrastructure for these demonstration sites.
xv. Assist with development, maintenance, and performance tuning of stored procedures, views, triggers, jobs, and packages.
xvi. Develop plan and packaging of CRM and Scribe solutions for movement between environments. The State will perform actual movement of items into systems that the Contractor does not have administrative rights. 
xvii. [bookmark: _GoBack]Support the State in moving any developed system into production and roll out to users.
b. Software Maintenance
i. Implement enhancements as directed by the Software Steering Committees.
ii. Designate an AIS/IPKIS Application Manager to participate in AIS Software Steering Committee meetings and a CCIS Application Manager to participate in RCCS Software Steering Committee and Paths to Quality Software Steering Committee meetings. Application Managers will provide feedback on implementation strategies and timelines of enhancements and change requests.  Submit the Application Managers’ resumes with your technical proposal.
iii. Implement enhancements as directed by the Software Steering Committees with the approval and direction of the OECOSL Director.
iv. Document all requests for software updates from State personnel or other AIS stakeholders and complete a Software Change Control Form.  These requests are to be addressed at the AIS Software Steering Committee meeting following receipt of request.
v. Maintain software versions within one version of the most of the recently released version. For example, version 10 of PowerBuilder is the latest version employed by an FSSA system.  Version 11 is the latest release of the PowerBuilder software.  Version 11 is considered version “N.”  Version 10 is considered version “N-1.”  The Contractor is required to maintain systems at N-1 or better. 
vi. Ensure progress of software development, report on development status, assign technical team roles, and update the development schedule as necessary.  Communicate all changes to appropriate State personnel. 
vii. Develop and implement bug and defect severity schedules and procedures and follow them accordingly.  In handling bug fixes, the following steps are required:
1. Document the defect
2. Reproduce the defect in a test environment
3. Develop a fix for the software to prevent the defect from recurring
4. Review changes to ensure quality
5. Document all changes
6. Create system for user acceptance testing of both emergency and non-emergency bug fixes
7. Create and distribute release to communicate the change to users
8. Compile the change into the next software update
viii. Ensure all enhancements adhere to State IT policies.  These policies can be found online at http://www.in.gov/iot/2394.htm.  
ix. Keep systems updated with latest patches to ensure performance and security.  The most recent updates and patches must be retained as part of the backup and recovery plan required by the State.
c. Website Hosting
i. House, manage, and maintain web server(s) to maximize performance, ensure system security, provide failover and redundancy planning, and enable AIS and RCCS to handle traffic volume.  The State reserves the option to determine host location of the website.  If the State chooses to exercise this option, website hosting fees will be paid to Contractor on a pro-rated basis, in accordance with the timing of the hosting transfer.  The State also reserves the right to host the website at its own facilities.  If the State chooses to exercise this option, the amount paid to the Contractor will be reduced in accordance with the rates supplied by Contractor for hosting in Attachment E – Cost Proposal.  Technology infrastructure and environment guidelines can be found in the bidder’s library (Attachment K).
ii. Administer Dynamic Host Configuration Protocol, Data Name System, and Windows Internet Naming Service to maintain host configuration and naming.
iii. Maintain and monitor the application, database and web servers, as applicable.
iv. Maintain monthly patch release process to stay current with Microsoft patch releases.
v. Maintain web firewall and secure server as required by State security standards.
vi. Maintain router to ensure database and web server connections.
vii. Deploy and/or maintain all other State purchased and owned hardware and peripherals used to provide services required in this RFP.
viii. Ensure website is available to users at least ninety-nine percent (99%) of the time.
ix. Maintain OECOSL-approved Disaster Recovery plan.
d. Data Change Requests
i. Follow formal documented procedures, as approved by the State, to change data as requested by State or end-user with State approval.  Submit sample procedures with your response.
ii. Forward data change requests submitted by intake agents to appropriate State personnel for approval.
iii. Log and track all State-approved data changes for documented audit trail purposes.
iv. Verify that State approved requests comply with Indiana CCDF Policies and Procedures Manual.
v. Ensure data updates are performed by the appropriate software support individual.
vi. Supply the State with statistics regarding data changes.  Submit a sample report with your response.
e. Testing
i. Develop and implement testing processes prior to all major 
ii. version releases approved by the State or Software Steering Committees, all bug fixes, hardware changes, connectivity changes, interface changes.  Contractor shall assign one staff member to software testing. UAT scripts will be developed by the Contractor in partnership with the business SMEs.
iii. Perform unit testing on all developments. The Contractor QA team will unit test in accordance with test scripts. 
iv. Produce end to end scripts and tests.
v. Perform systems integration testing. 
vi. Perform regression testing.
vii. Create and maintain test scripts.
viii. Maintain user acceptance testing logs.
ix. Develop and implement user acceptance testing procedures prior to all major version releases approved by State or Software Steering Committees.
f.  Training 
i. Provide training to OECOSL staff and stakeholders to enable them to use system software effectively and in compliance with State requirements.  Utilize State-purchased web-based training tool as primary training vehicle.  On-site training may also be requested by the State.
ii. Operate a toll-free help desk as detailed in Section IV.A (Responsibilities across All Contract Functions) and help desk staff to assist systems users during normal State business hours.
iii. Maintain a user manual and online documentation that provides step-by-step instruction on routine business activities.
iv. Produce release notes for each major software release.
v. Travel as requested by the State.
g. Residential Licensing Application Support
i. The Residential Licensing Application is a client/server VB 6.0 application with a Microsoft SQL Server database that is used by OECOSL to track information on the Residential Licensing program.  The system has 5 users, all based at the State’s Central Office.  
ii. Support of this program includes:
1. User account management.
2. Installations on user desktops.
3. Troubleshooting.
4. End User support.
5. No enhancements to this system are anticipated.
h. Desktop Support
i. OECOSL will supply desktops to grantees to conduct OECOSL business utilizing the AIS, IPKIS and CCIS systems.  There will be approximately 200 OECOSL desktops in the field for this purpose.
ii. Contractor will assist OECOSL in determining specifications for desktop order, and associated software, and assist in placing order with State QPA vendor.
iii. Contractor will install required software, and set up desktops in accordance with requirements of OECOSL.
iv. Contractor will assist in deploying desktops to the field.  Travel may be required.
v. Contractor will support desktops in the field.
vi. Contractor will be responsible for conducting quarterly patch updates and keeping anti-virus updated on desktops via remote login software.
2. Reporting Requirements 
a. Contractor must develop and manage project work plan for all deliverables.
b. Maintain awareness of industry advancements and recommend possible proactive strategies to the State.
c. Attend and participate in all meetings related to services requested in this contract.  Contractor shall prepare materials or briefings for these meetings as requested by the State.  Meetings shall include, but are not limited to:
· Software Steering Committee meetings
· Quarterly meetings with licensing/registration consultants, quality team, Pre-K team, CCDF policy team
· Weekly OECOSL staff meetings
d. Resolve any technical issues that arise due to new database interface initiatives.
e. Provide State with monthly status reports on resource plan, project schedule, and project work areas.  These reports are due no later than the fifteenth (15th) calendar day of each month.  Submit a sample report with your response.
e. Submit a monthly status report outlining all OECOSL enhancement requests submitted, testing activities, bugs and defects, user acceptance testing, and State approved version releases no later than the fifteenth (15th) calendar day of each month.
f. Prepare and distribute a monthly report detailing all changes made to user accounts no later than the fifteenth (15th) calendar day of each month.
g. Submit a monthly status report detailing all updates and changes made to interfaces no later than the fifteenth (15th) calendar day of each month.
h. Prepare a monthly system availability report and a report detailing the trends in system traffic and use. These shall be submitted no later than the fifteenth (15th) calendar day of each month.
i. Detail all data change requests and their statuses in a monthly report to be submitted no later than the fifteenth (15th) calendar day of each month.
j. Submit a monthly report detailing functionality availability and related activities performed to maintain and support system enhancements to afford availability no later than the fifteenth (15th) calendar day of each month.

Respondents must submit samples of all required reports.

M. [bookmark: _Toc406680635]End of Contract Transition Phase
1. Transition Requirements
The State seeks to ensure that program stakeholders experience no adverse impact from the transfer of the OECOSL information systems from the Contractor to either the State or to a successor contractor.  Twelve (12) months prior to the end of the base contract period, or any extension thereof, the Contractor must develop and implement a State-approved Transition Plan covering the possible turnover of the system or operational activities to either the State or a successor contractor.  The Transition Plan must be a comprehensive document detailing the proposed schedule and activities associated with the turnover tasks outlined in the sections below.
The Plan shall describe the Contractor’s approach and schedule for transfer of inventories, correspondence, documentation of outstanding issues, and operational support information.  The information must be supplied on media specified by the State and according to the schedule approved by the State.
Transition task requirements and approximate time frames are provided in the sections below.  The dates and data requirements in the following sections are illustrative only and do not limit or restrict the State’s ability to require additional information from the Contractor or modify the transition schedule as necessary.
All Respondents must include a sample transition plan as part of their response to this RFP.
2. Transition Responsibilities
Nine (9) months prior to the end of the base contract period, or any extension thereof, the Contractor must transfer the following information to the State or its agent on a medium acceptable to the State:
· A copy of non-proprietary systems or database(s) used;
· Internal logs and balancing procedures used during the contract to ensure compliance with operational requirements; and
· Other documentation including, but not limited to, user, provider, and operations manuals, and documentation of any interfaces developed to support business activities between contractors.

Six (6) months prior to the end of the contract or any extension thereof, the Contractor must begin training State staff, or its designated agent’s staff, in the operations and procedures performed by Contractor staff.  Such training must be completed at least two (2) months prior to the end of the contract or any extension thereof.  Such training shall include, but is not limited to:
· AIS operations and maintenance
· CCIS operations and maintenance
· IPKIS operations and maintenance
· Scanning and monitoring application operations and maintenance
· CCDF fraud monitoring
· Systems interfaces
· Business rules
· Documentation requirements

The Contractor shall appoint, with State approval, a manager with at least one (1) year of recent information technology experience to manage and coordinate all transition activities.  The Contractor shall submit this manager’s qualifications as part of its Transition Plan.
The Contractor shall not reduce operational staffing levels during the transition period without prior approval by the State.
The Contractor shall not in any way restrict or prevent Contractor staff from accepting employment with any successor contractor.  The State will work with the incumbent and successor contractors on the timing of any transition of incumbent staff.
The Contractor shall provide to the State, or its agent, within fifteen (15) business days of request, all updated data and reference files, scripts, and all other documentation and records as required by the State or its agent.
3. Post-Transition Responsibilities
Following transition of operations, the Contractor must provide the State with a Transition Results report documenting the completion and results of each step of the Transition Plan.  The outline and format of the Transition Results report must be approved by the State in advance.  Transition will not be considered complete until this document is received by the State.

N. [bookmark: _Toc406680636]Hardware and Software Requirements 
1.  Hosting equipment and related software
a. State of Indiana owns the hosting equipment for production, UAT, system test and training sites for the systems listed in this RFP, including web servers, database servers, application servers, backup servers, firewall equipment and switches.  
b. State of Indiana acquires the licenses for server software to host the systems including Microsoft Windows Server, Microsoft SQL Server and Veeam Virtual Server licenses.
c. State of Indiana will continue to own equipment and software licenses as described in items 1 and 2 above, refreshing equipment and upgrading software in accordance with State guidelines.  State will determine an estimate per year to add to a contract line item to cover costs of the needed server equipment and licenses for the term of the contract.  Contractor does not need to bid an amount in their response for these costs.
d. Contractor is responsible for supporting the equipment, installing software, performing upgrades, installing patch, etc. as outlined in this Scope of Work.
e. Contractor is responsible for the Development environments for the systems listed in this RFP.
2.  Desktops, laptops and other user equipment.
a. The State of Indiana will provide computer equipment, software and workspace for contracted staff onsite at State of Indiana facilities.  Those positions identified in Key Personnel and Required Staff are as follows:
· Project Director
· Service Delivery Manager
· Security Coordinator
· Software QA Auditor
· Budget Allocations Manager
· Fraud Coordinator
· Operations QA Support Specialist
· Operations Support Staff

b. Contractor will be responsible for equipment, software and workspace for remainder of staff.

O. [bookmark: _Toc406680637]Travel
· Travel will be required for some of the key and required staff as noted in the job descriptions.
· State of Indiana will estimate the amount of travel costs to be incurred over the life of the contract and add a line item to the contract for the Contractor to be reimbursed for these costs.  The bidder does not need to include an estimate on the amount of travel costs in the cost estimate in their response.

V. [bookmark: _Toc406680638]Automated Intake System
A. [bookmark: _Toc406680639]General Overview
Client eligibility and intake functions are performed by intake agents in each county through the use of the Automated Intake System (AIS).  It is used to determine if families are eligible for the CCDF program and enroll them with child care providers who are eligible for CCDF payment.  AIS is a web-based application that is used to maintain data on approximately 55,000 children, 30,000 families, and 5,000 providers each year.  The data collected by AIS includes family demographics, information used to determine eligibility, and specific terms of family enrollment.  AIS is a State-owned, browser based web application.  The operating system is Windows Server 2012 with a Microsoft SQL 2012 Server database.  AIS is used by approximately 200 users at 100 sites.  
AIS integrates with a scanning system that consists of 15 scanning stations at intake agency sites.  Backup documentation is scanned for each case approved for CCDF vouchers by the intake agents and transferred via a secure http connection to a central database utilizing Kofax software.  Scanned images are viewable by case in AIS the day after scanning.
The scanned images are likewise viewable in the AIS CCDF Program Monitoring application. CCDF Program monitors utilize the Monitoring application to conduct program monitoring, record errors in the eligibility process and track error corrections.  This system enables OECOSL the capability, with sufficient State and contract staff, to monitor 100% of active CCDF cases.  AIS interfaces with the monitoring application to provide information to intake agents on the monitoring status of each active case.
AIS interfaces with several other systems including the Central Reimbursement Office (CRO), the Child Care Information System (CCIS), the Indiana Child Eligibility System (ICES), the CCDF Discrepancy Log and the FSSA data warehouse.
The enhancements included in each release are determined by the resources allocated to AIS development and the software updates that are prioritized by the AIS Software Steering Committee, with ultimate prioritization of enhancements at the discretion of the OECOSL Director.  Contractor shall participate in the AIS Software Steering Committee meetings.
B. [bookmark: _Toc406680640]Technical Support and Maintenance Responsibilities
1. Software Maintenance  
a. Maintain eligibility programs and database for CCDF clients and eligibility documentation.
b. Monitor AIS logs for data anomalies and report them to the State.
c. Monitor AIS data fields and reports to ensure business rules are being fulfilled and enforced by the system.
d. Deploy new versions of AIS following appropriate testing and sign-off by the State.
e. Ensure progress of software development, report on development status, assign technical team roles, and update the development schedule as necessary.  Communicate all changes to appropriate State personnel.
f. Monitor and maintain nightly file transfers of database backups to the State disaster recovery site and of data extracts to the Administration for Children and Families Federal reporting site.  Report to appropriate State personnel any nightly file transfer issues discovered.  Assist in the resolution of these issues.

2. Interface Support
a. Implement any and all necessary updates or changes to the interface.
b. Support and maintain interface with the Central Reimbursement Office (CRO) to allow payment to State-approved child care providers for authorized child care services.
c. Receive, import, and monitor data from the RCCS, ICES, Kofax scanning software, the CCDF Monitoring application, the FSSA Data Warehouse, the CCDF Discrepancy Log and the CRO, and report any data anomalies to the State.
d. Export and monitor data to ICES, CCDF Monitoring, the FSSA Data Warehouse, the CCDF Discrepancy Log and the CRO.
e. Meet with State and other designated vendor(s) as needed to define requirements for updates to interfaces.  Interface requirements must be approved by the State.
f. Create and distribute reports to the State that identify any data anomalies found in any AIS interface.  

3. Central Reimbursement Office Reconciliation
a. Balance processed payment files received from CRO and assist in reconciliation of any differences that arise due to system processes or manual processes.
b. Monitor and report all weekly payment activities sent in return files from interface to the State.
c. Run process to collect data weekly from payments made to child care providers as well as any exception reports.
d. Run reports weekly and annually to account for and reconcile all processed files.  Notify State of all reconciliation issues discovered in routine reports within three (3) business days of discovery.
e. Work with internal and external auditors to ensure accuracy of AIS/CRO interface requirements.

4. W9 Information
a. Provide maintenance and support to AIS functionality.
b. Maintain interface with CCIS to collect TIN information on CCDF providers.
c. Maintain and update system enhancements when necessary related to collecting TIN information.
d. Provide TIN data to the CRO to enable CRO to produce 1099s.

5.  Scanning
a. Use remote software to perform weekly checks on scanning hardware to ensure connectivity.
b. Train OECOSL staff and Intake Agents on scanning process and changes to scanning hardware and software.
c. Participate in scanning AIS Software Steering Committee.
d. Document all requests for software updates from State personnel or intake agents and complete a Software Change Control Form.  These requests are to be addressed at the scanning AIS Software Steering Committee meeting following receipt of request. 
e. Deploy new versions of scanning following appropriate sign-off by the State.
f. Travel as requested by State.
g. Maintain user login IDs.
h. Provide scanner support for intake agents as needed.

C. [bookmark: _Toc406680641]Administration and Documentation Responsibilities  
As the Lead Agency for the implementation of the CCDF program, FSSA is required to meet all Federal requirements related to the administrative, fiscal, and reporting components of 45 CFR 98.  Further, FSSA must submit a biannual CCDF State Plan to the Department of Health and Human Services’ Administration for Children and Families for approval.  The State Plan includes specific assurances that FSSA will implement CCDF client eligibility and enrollment policies in accordance with this plan.

In order to continue to meet current and future Federal administrative, fiscal, and reporting requirements, Contractor shall perform the following:

1. Budget/Allocations Management
a. Manage statewide direct service allocation as directed by the State and provide reports to State personnel on obligations/utilization weekly amounts.  Submit sample reports with your response.
b. Manage allocations report for State personnel on at least a biweekly basis to indicate utilization of direct service funds by region.  Report should make projections on utilization for remainder of fiscal year and incorporate wait list counts.  Submit a sample report with your response.
c. Manage amounts allocated by State to each region for direct service funding as directed by State.
d. Manage funds applied toward TANF families as directed by State.
e. Re-allocate funds in a timely manner as directed and authorized by State personnel.
f. Manage funds applied toward waitlist families as directed by State
g. Participate in any audit related activities of the AIS software.
h. Participate in bi-weekly budget conference call with Intake Agents. 
i. Assist in development of child care market reimbursement rates as directed by State – typically market surveys are conducted every two (2) years.

2. Documentation
a. Produce, maintain, and update complete documentation including, but not limited to, code, definitions, operations, and functions of AIS
b. Create and maintain an updated version of the Database Entity Relationship Diagram.  The current version of the Database Entity Relationship Diagram can be found in the bidder’s library (Attachment K). 
c. Document, maintain, and follow the disaster recovery plan.  Provide updates to the State as requested to ensure that the plan is current and appropriately followed.
d. Document and maintain AIS budgeting processes and procedures as approved by State.
e. Maintain and release an annual update of AIS software user’s manual.  Manual must be available for distribution in both hard copy and electronic forms and online.
f. Distribute separate release notes with each software update.
g. Maintain documentation regarding online help, software support issues, software enhancements and bug fixes, and quality assurance initiatives.  All system documentation developed, maintained, and approved by the State will be the property of the State.

3. Reports Management
a. Manage reporting functionality of AIS software to ensure routine user/management reports are accurate and consistent and are approved by State.
b. Manage and produce ad-hoc reports as requested by the State within ten (10) business days of receipt of written request. 
c. Maintain report inventory detailing available reports and the definition of each item in reports.
d. Maintain views on commonly requested data subsets (e.g. active children/families, waitlist children/families, partial applications, active providers).
e. Submit a monthly status report outlining all AIS enhancement requests submitted, testing activities, bugs and defects, user acceptance testing, and State-approved version releases no later than the fifteenth (15th) calendar day of each month.
f. Prepare and distribute a monthly report detailing all changes made to user accounts no later than the fifteenth (15th) calendar day of each month.
g. Submit a monthly status report detailing all updates and changes made to AIS interfaces and the AIS/CRO reconciliation status no later than the fifteenth (15th) calendar day of each month.
h. Prepare a monthly system availability report and a report detailing the trends in system traffic and use shall be submitted no later than the fifteenth (15th) calendar day of each month.
i. Detail all data change requests and their statuses in a monthly report to be submitted no later than the fifteenth (15th) calendar day of each month.
j. Submit a monthly report detailing functionality availability and related activities performed to maintain and support system enhancements to afford availability no later than the fifteenth (15th) calendar day of each month.

All Respondents must submit samples of all required reports with their response.  

D. [bookmark: _Toc406680642]Quality Assurance Responsibilities 
In order to accomplish the goals in the Technical Support and Maintenance and the Administration and Documentation Requirements sections, it is imperative that the Contractor demonstrate consistent efforts toward defining and measuring acceptable quality assurance standards.
The Contractor must perform the following duties so that the State may measure its success in meeting the Federal and State requirements of the CCDF program:
1. Eligibility Data Quality Assurance
a. Maintain quality assurance practices to ensure that data entered into AIS is in compliance with State requirements and with 45 CFR 98.11.
b. Produce and distribute automated and ad-hoc reports that reflect the data quality as it relates to data that is entered into AIS by Intake Agents each month.  Reports should quantify that data entered is in compliance with CCDF Policy and Procedures.  Based on the results and analysis of these reports, initiate reports or create automated “watches” as necessary.
c. Conduct monthly conference calls with each region’s Intake Agents.  Review quality assurance reports with each region, and refer policy issues to appropriate State staff.  Follow up on any remaining issues from previous call.  Provide summary reports of conference calls and appropriate State personnel.
d. Document any reported AIS user issues and their resolutions.
e. Monitor and report all requests on unresolved and pending issues.
f. Forward technical issues to the appropriate Contractor personnel for follow up.  Forward issues requiring State approval to the appropriate individual(s) as well.  Document the routing of issues.
g. Notify the Intake Agent and related parties once an issue is resolved.
h. [bookmark: _Toc236033355][bookmark: _Toc236033446][bookmark: _Toc236033365][bookmark: _Toc236033456][bookmark: _Toc236033373][bookmark: _Toc236033464]Document all requests for software updates from State personnel or intake agents and complete a Software Change Control Form.  These requests are to be addressed at the AIS Software Steering Committee meeting following receipt of request.
2. Quality Assurance Reporting Requirements 
a. Submit a monthly quality assurance report detailing all AIS critical data element metrics and quality assurance telephone calls with regional intake offices by region and week.  Reports shall be submitted no later than the fifteenth (15th) calendar day of each month.
b. Submit a monthly AIS dropdown report that identifies, by region, all providers added to and deleted from AIS.  This report must indicate that one hundred percent (100%) of providers added to the AIS dropdown were authorized by the State in nightly extracts and that one hundred percent (100%) of providers authorized by the State are added within twenty-four (24) hours of authorization.  This report shall be due no later than the fifteenth (15th) calendar day of each month.
c. Submit a monthly report that summarizes all help desk operations.  This report must include, at a minimum, the number and type of AIS user calls and the number of AIS users trained via training software.  This report shall be submitted no later than the fifteenth (15th) calendar day of each month.

Respondents must include samples of all required reports with their response.  These reports should be written for the target audience, which may include State staff, policymakers, and the media.   
E. [bookmark: _Toc406680643]CCDF Discrepancies Log 
It is anticipated that at the time this contract is executed, that the CCDF Discrepancy Log will no longer be in use.  However, if this system is still in use, the Contractor will be expected to support the application.
The CCDF Discrepancy Log is a client/server VB 6.0 application with a Microsoft SQL Server database that is used by OECOSL to process discrepancy payment to CCDF providers.  The system has 10-15 users, all based at the State’s Central Office.  The system imports voucher, provider, payment and applicant data from AIS weekly.
Support of this program includes:
· User account management.
· Installations on user desktops.
· Maintenance of weekly data import from AIS.
· Troubleshooting.
· End User support.

No enhancements are expected as the application is to be retired soon.

VI. [bookmark: _Toc406680644]Child Care Information System
A. [bookmark: _Toc406680645]General Overview
The Child Care Information System (CCIS) is a client web-based system that tracks the licensing and registration of regulated child care providers in the State.  It is used to collect and track data regarding program compliance including provider license status, provider inspection results, Paths to Quality information and grantee expenditures.  CCIS also tracks qualification requirements of staff and volunteers within regulated program. CCIS works in conjunction with AIS to ensure that CCDF eligible families are matched only with CCDF eligible providers.  Additionally CCIS enables administrative and field staff in the Licensing and Health sections to collect, track, and maintain accurate and timely data on all licensed child care homes, licensed child care centers, and unlicensed registered child care ministries, Head Starts and Pre-K Programs.  CCIS also includes unlicensed facilities which must be investigated as result of any complaint filed with the division.  
The State is required to follow all Federal regulations as the Lead Agency for the Indiana CCDF program as stipulated under 45 CFR 98.  Moreover, the State is committed to developing and managing automated systems as a way to increase efficiencies of the business and program operations of the CCDF program and to respond to audit findings from the State Board of Accounts.
There are approximately 200 users of the Child Care Information System. 
B. [bookmark: _Toc406680646]System Components 
CCIS currently consists of the following major components:
1. Regulated Child Care System (RCCS):  Provider licensing and registration data system.  Manages inspections, enforcements, complaints and other provider information in accordance with Indiana’s program and legislative rules.
RCCS also includes the following: 
· Caregiver Qualifications- Tracks history of background checks on each child care worker/volunteer at all licensed, registered and CCDF-eligible providers in the state.
· Head Start: Head Start is a federally funded program promoting school readiness for children under 5 from low-income families.  OECOSL is responsible for the collaboration of the Head Start program in Indiana.  The Head Start module tracks information about Head Start and Early Head Start programs throughout the state including both licensed and unlicensed Head Start programs.
· Pre-K:  OECOSL is responsible for the administration of the State’s first Pre-K Pilot program, On My Way Pre-K. Administration of this program requires the monitoring of the required eligibility standards of Pre-K providers under state law. This module tracks participating On My Way Pre-K providers of all types.

Additional Requested Functionality within RCCS: The respondent should include detailed proposals for providing the following additional functionality within RCCS.

a. The State is requesting the addition of logistics functionality to support the effective and efficient assignment of caseloads within the RCCS database.  Respondents should include details on their proposal for the addition of this functionality. 

b. The State is requesting the addition of functionality within RCCS that will conduct Provider Maintenance tasks to ensure that unique providers are not entered into RCCS more than once, particularly when switching provider types and/or relocating. This functionality should also allow for the tracking of providers that are prohibited from participating in the CCDF program due to a CCDF eligibility revocation. These Prohibited Providers should not be sent to AIS as a CCDF eligible provider. 

c. The State is requesting the development of online applications for prospective child care providers including homes, centers and ministries. 

d. The State is requesting automation of the criminal history check process including an online consent to release form, automated results letters to be sent to applicants and other recommended functionality that would streamline the criminal history check as well as Child Protection Index and Sex Offender Registry process. 

e. The State is also requesting the development of a data dictionary for the RCCS data system to ensure that all users are entering data consistently with the same definition and understanding of each data field.

f. The State is requesting the development of a real time “dashboard” and reporting system that would also give authorized users the ability to run key reports and pull certain frequently requested information from RCCS as needed. 

2. Paths to QUALITY (PTQ):  This is Indiana’s Quality Rating and Improvement System (QRIS).  It tracks data on providers participating in Indiana’s statewide QRIS system, including tracking on coaches, including multiple different assigned coaches, and coaching activities, technical assistance activities, the receipt of recognition and awards, rating requests and outcomes, appeal tracking and the automation of communications.  The PTQ system integrates with Wireless Webforms so it can support mobile coaching, technical assistance and rating efforts to ensure compliance with standards and inspections.

Additional requested functionality within Paths to QUALITY case management: The State is requesting enhancements to the PTQ case management system that include upgrading the appeal tracking functionality,  developing a data dictionary and including new data fields as needed for the longitudinal study of the effectiveness of interventions within the system. 

3. Provider Eligibility Standards (PES):  Provider Child Care Development Fund (CCDF) Eligibility data system. Providers that are not licensed or registered but wish to accept CCDF voucher funds must demonstrate that they are in compliance with the minimum health and safety standards as required under Indiana law. This database tracks applications, eligibility, onsite inspections, non-compliances, complaints and actions taken on CCDF eligible providers. This module tracks the inspection process by interfacing with the mobile Wireless Webform platform to collect inspection results from the field.  This module  also interfaces with Indiana's CCDF eligibility software (AIS) to enable vouchers to be assigned to eligible PES providers

4. Grantee Case Management (CCDF Quality):  Tracking of grantee expenditures and programs. The Office of Early Childhood and Out of School Learning maintains a number of contracts and grants with organizations to improve the quality of programs including training, mentoring, scholarships, accreditation supports and other key initiatives. The CCDF Quality module tracks information about these contracts and grants including budgets, expenditures, claims and selected program outcomes.

5. The Indiana Professional Development Registry (Future Module of CCIS):  The Professional Development Registry is not currently developed but is a future component of the CCIS system that will be added during this contract period and is described below. Respondents must include details on the proposed development and implementation of this new component. 

C. [bookmark: _Toc406680647]Technical Support and Maintenance Requirements
1. Software Maintenance
a. Maintain licensing programs and databases for licensed child care centers, licensed child care homes, and registered child care ministries.
b. Maintain certification programs and databases for unlicensed providers.  
c. Maintain and enhance existing State-owned licensing and residential licensing software to ensure compliance with licensing requirements, CCDF provider eligibility standards, and any other legislative/regulative child care changes.
d. Maintain Head Start and Pre-K databases to ensure compliance with state and federal regulations and policies.
e. Monitor CCIS logs for data anomalies and report them to the State.
f. Monitor CCIS data fields and reports to ensure business rules are being fulfilled and enforced by the system.
g. Deploy new versions of PTQ following appropriate sign-off by the State.
h. Monitor PTQ logs for data anomalies and report them to the State.
i. Ensure progress of software development, report on development status, assign technical team roles, and update the development schedule as necessary.  Communicate all changes to appropriate State personnel.
j. Monitor and maintain nightly file transfers of database backups to the State disaster recovery site and of data extracts to the Administration for Children and Families Federal reporting site.  Report to appropriate State personnel any nightly file transfer issues discovered.  Assist in the resolution of these issues.
k. Maintain a disaster recovery plan for the licensing software system, including file transfers to database backups.

2. Interface Support
a. Implement any and all necessary updates or changes to the interfaces.
b. Receive, import, and monitor data from Wireless Web Forms, Indiana State Fire Marshal and IRS interface in a timely manner and report any data anomalies to the State.
c. Develop, implement new interfaces as necessary including an interface between the NACCRRAware TTAM database and the Indiana State Policy.
d. Export and monitor data to AIS, IPKIS, Report Builder, CareFinder and Wireless Web Forms in a timely manner and report any data anomalies to the State.
e. Meet with State and other designated vendor(s) as needed to define requirements for updates to interfaces.  Interface requirements must be approved by the State.
f. Create and distribute reports to the State that identify any data anomalies found in any CCIS interfaces.  
g. Modify databases and applications as needed to maintain interface with AIS, IPKIS, WW, State Fire Marshal, IRS, Report Builder and CareFinder.  Maintain any other interfaces that may be developed.
    
3. Web Site Maintenance and Support
The Contractor, at the direction of the Office of Early Childhood and Out of School Learning (OECOSL) is responsible for managing content on the CareFinder web site located at http://www.in.gov/fssa/carefinder/.  Maintaining and hosting this application is the responsibility of the State of Indiana.

Internal and external users generate approximately 6,000 visits per month to the CareFinder website.

Given the descriptions and specifications, the Contractor shall:
a. Serve on technology or website-related committee(s) as directed by the State.
b. Facilitate communications between the Office of Early Childhood and Out of School Learning (OECOSL) and State technology agencies to ensure that information updates to OECOSL websites are completed in a timely manner.
c. Coordinate change control procedures when updating and/or enhancing OECOSL websites.
d. Coordinate maintenance, support, and enhancements of secure OECOSL/CCDF reporting website.
e. Attend all trainings regarding changes and updates to the in.gov website.
f. Make approved changes to the CareFinder website content.

4. [bookmark: _Toc236033381][bookmark: _Toc236033472][bookmark: _Toc236033384][bookmark: _Toc236033475][bookmark: _Toc236033386][bookmark: _Toc236033477][bookmark: _Toc236033387][bookmark: _Toc236033478][bookmark: _Toc236033388][bookmark: _Toc236033479][bookmark: _Toc236033390][bookmark: _Toc236033481][bookmark: _Toc236033392][bookmark: _Toc236033483][bookmark: _Toc236033393][bookmark: _Toc236033484][bookmark: _Toc236033394][bookmark: _Toc236033485][bookmark: _Toc236033395][bookmark: _Toc236033486][bookmark: _Toc236033396][bookmark: _Toc236033487][bookmark: _Toc236033397][bookmark: _Toc236033488][bookmark: _Toc236033398][bookmark: _Toc236033489][bookmark: _Toc236033400][bookmark: _Toc236033491][bookmark: _Toc236033401][bookmark: _Toc236033492][bookmark: _Toc236033404][bookmark: _Toc236033495][bookmark: _Toc236033406][bookmark: _Toc236033497][bookmark: _Toc399423583][bookmark: _Toc404341824]Technical Support and Maintenance Reporting Requirements
a. Contractor must develop and manage project work plan for all deliverables.
b. Maintain awareness of industry advancements and recommend possible proactive strategies to the State.
c. Attend and participate in all meetings related to services requested in this contract.  Contractor shall prepare materials or briefings for these meetings as requested by the State.  Meetings shall include, but are not limited to:
· Software Steering Committee meetings
· Quarterly meetings with licensing/registration consultants, quality team, Pre-K team, CCDF policy team
· Weekly OECOSL staff meetings
d. Resolve any technical issues that arise due to new database interface initiatives
e. Provide State with monthly status reports on resource plan, project schedule, and project work areas.  These reports are due no later than the fifteenth (15th) calendar day of each month.  Submit a sample report with your response.
f. Submit a monthly status report outlining all CCIS enhancement requests submitted, testing activities, bugs and defects, user acceptance testing, and State approved version releases no later than the fifteenth (15th) calendar day of each month.
g. Prepare and distribute a monthly report detailing all changes made to user accounts no later than the fifteenth (15th) calendar day of each month.
h. Submit a monthly status report detailing all updates and changes made to CCIS interfaces no later than the fifteenth (15th) calendar day of each month.
i. Prepare a monthly system availability report and a report detailing the trends in system traffic and use which shall be submitted no later than the fifteenth (15th) calendar day of each month.
j. Detail all data change requests and their statuses in a monthly report to be submitted no later than the fifteenth (15th) calendar day of each month.
k. Submit a monthly report detailing functionality, availability, and related activities performed to maintain and support system enhancements to afford availability no later than the fifteenth (15th) calendar day of each month.

Ensure that you submit samples of all required reports with your response.

5. Reports Management

Contractor is responsible for maintaining the reporting system and producing reports as directed by the State.  

a. Manage reporting functionality of CCIS software to ensure routine user/management reports are accurate and consistent and are approved by State.
b. Maintain, enhance, and monitor reporting system software.
c. Manage and produce all required reports within the timeframes set by the State.
d. Manage and produce ad-hoc reports as requested by the State within ten (10) business days of receipt of written request. 
e. Maintain report inventory detailing available reports and the definition of each item in reports.
f. Maintain views on commonly requested data subsets.
g. [bookmark: _Toc235267863][bookmark: _Toc235335338][bookmark: _Toc235934370][bookmark: _Toc235937950][bookmark: _Toc235956402][bookmark: _Toc236033411][bookmark: _Toc236033502]Maintain and enhance already established website for approved State staff to access published reports.  This website must be password protected.
7. Maintain and administer the database that houses State data to ensure proper storage and accuracy.
8. Document bug fixes and enhancements.
9. Implement changes to resolve issues on reports and re-submit reports as necessary.
10. Comply with any additional reporting requirements, as directed by the State. 

D. [bookmark: _Toc406680648]Professional Development Registry 
OECOSL constantly seeks to enhance the quality of early care and education and school age programs to improve children’s wellbeing and developmental outcomes.  Research indicates that a teacher or caregiver’s training and education has a significant impact on the quality of the program and the success of the child. OECOSL provides a significant amount of funding for a wide variety of professional development initiatives to increase the qualifications of professionals working with children. Some of these programs include: 
· The Indiana Accreditation Project
· Indiana Youth Development (IYD) Credential 
· Infant-Toddler Specialists of Indiana (ITSI) 
· Indiana Non-Formal CDA Project
· Online Child Care Learning (CCL)
· T.E.A.C.H. Early Childhood INDIANA Project

It is essential to the success of these and other initiatives that OECOSL has the data necessary to make informed policy decisions. Additionally this information is critical to the administration of the CCDF program, the Paths to QUALITY system and the Indiana Professional Development Network. Due to the priority areas, Indiana is seeking to expand our Professional Development Registry. 

This registry will be a component of CCIS and will share information between the Caregiver Qualifications, RCCS and Paths to QUALITY modules within CCIS. Additionally the Registry must interface with the Training and Technical Assistance Module (TTAM) of the NACCRRAware data system currently administered by the Indiana Association of Child Care Resource and Referral. 

The registry will included, at minimum, basic information about:
· Individual providers, such as demographic and contact information, work experience, education, credentials, and professional training
· Training organizations providing professional development courses, including class offerings, scheduled class events, core competencies related to classes, and registered attendees of class events
· Administrative review and approval of provider advancement on the Career Lattice

1. System Requirements: 
a. Receive information on new professionals through other modules of CCIS including CQ, RCCS, PTQ and CCDF quality and TTAM, as well as through the provider portal.
b. Paths to QUALITY coaches, technical assistance professionals, licensing and registration staff, Pre-K staff and others as authorized by OECOSL will have the ability to enter defined data fields and have access to defined reports. Some data fields will be restricted.
c. Associate each individual as appropriate with a ECE or OST program within the CCIS system including licensed centers, registered ministries, Head Starts, licensed family homes, unlicensed Pre-K programs, certified CCDF providers. 
d. Allow professionals to be associated with more than one program if needed. 
e. Allow users to terminate this association(s) and move the individual to an inactive or unassigned status.
f. Assign each professional a unique ID number. The unique ID number must be matched to the ID number used in the TTAM system.
g. Allow users to enter and update educational data including highest degree attained, any additional credentials or certifications, school(s) from which degree/certification was received, date received, any equivalencies authorized, participation in T.E.A.C.H. 
h. Additional data fields, at a minimum, will include start and end date at the current associated program, role of the individual in the program such as director, assistant director, lead teacher, and assistant teacher and the ages of the children in the classroom to which the professional is assigned. 
i. Clock hour or in-service training will be tracked and maintained in TTAM. Common data fields will be determined and shared between TTAM and the State’s Registry.
j. Training and education history will be available to licensing/registration/certification/coaches and raters as needed, including expiration dates if applicable for training, certifications and credentials.
k. There will be a provider portal that allows providers to register and create a unique profile and upload relevant documentation. The profiles will track historical data and will be easy to navigate for even novice users. Providers will be able to view the Indiana career lattice, identify their current position on the lattice and request career lattice placement approvals as applicable. Provider profiles created within the portal will be linked to the unique provider ID and records within CCIS.
l. Providers will also be able to view and register for available training opportunities through the portal. 
m. Extensive registry reporting will be available including information to assist with federal and state reporting requirements and ad hoc reporting. 
n. Data from the registry will be shared with the FSSA data warehouse as needed. This and other necessary interfaces will be maintained and upgraded as needed. 


VII. [bookmark: _Toc406680649]Wireless Webforms 
Office of Early Childhood and Out of School Learning, Child Care Unit inspects approximately 4,500 licensed childcare providers, homes, centers, and ministries each year.  Given the various inspection requirements for each category of provider and child care facility, the number of inspections performed each year exceeds 6,000 inspections within the State.  OECOSL currently maintains licenses for a disconnected field-based solution called Wireless Webforms for each of the 30 field-based child care consultants.  

The State and the Contractor will continue to support and maintain Wireless Webforms for secure, remote, field-based computing.  The Contractor shall also support and maintain a solution that will allow users to input, maintain, and manipulate data related to Indiana child care providers.  

The Contractor should ensure that the mobile device system:
· Is compatible with the Microsoft Suite of Operating Systems and enable, maintain, enhance, edit and add electronic forms to run on State purchased hardware devices.
· Provides a secure, centralized, web-based solution.
· Captures electronic signatures, pictures, and audio and allow the State user to search, send, and retrieve these items in a case-specific manner.
· Sends data to and receives data from the State.
· Provides for the pre-population of data fields, whenever possible, including provider-specific historical data (e.g. provider name, address, telephone).
· Provides a secure, electronic solution for immediate emergency inspection requests from central office to specific field staff.

To this end, Contractor shall: 
A. Provide telephone assistance via help desk services Monday through Friday 8:00 am – 5:00 pm, Eastern Time, excluding State holidays, for users of the wireless integration software.  Help desk technicians will work to solve issues regardless of the problem or area of responsibility and will coordinate efforts with the State’s help desk on hardware-related issues.  The goal of the client help desk is to serve as the sole resource to solve the user’s problem.  Call history will be tracked and State management will be provided with measurable results by category in an effort to identify process issues and ultimately assist State resources in reducing overall call and support issues.  Support shall be provided for:
· Wireless integration software
· All wireless integration client software feature usage
· Wireless replication services
· Internet based reporting
· Internet based configuration of departments
· Wireless integration software workflow of data

B. Provide a software instructor to perform regional training sessions as required and remedial training for OECOSL end-users on the wireless integration software.

C. Prepare and develop to State specifications forms for use in the wireless integration software.  All forms must be approved by the State prior to use.  Sample forms can be found in the bidder’s library (Attachment K).

D. Respond to all technical service issues within twenty-four (24) hours.

E. Maintenance and Support
Wireless Webforms maintenance shall include product upgrades, technical issue resolution, and enhancements that will be delivered automatically for client and web-based software.

The following software maintenance and support is required:
· SMS Messaging and MMS capabilities – ability to send and receive specific text messaging that controls the remote device.  The ability to send MMS photos and messages specifically linked to tasks.
· Database licenses and upgrades – database license.
· Web services and upgrades to Service Oriented Architecture – upgrades to custom code that enables remote database replication of the overall SOA
· Client core .Net system upgrades.
· Photograph support – upgrades or corrections to the data encryption algorithm.
· Electronic signature support – upgrades or corrections to the data encryption algorithm.
· Date encryption and compression module.

The State agrees to:
· Provide all mobile computer hardware, peripherals, and wireless services as required.
· Provide and support all other computer hardware and software applications in use on the tablet devices, excluding the Contractor provided wireless integration software and its related applications.

The State will not provide
· Work space for maintenance and support resources for the wireless web integration software or support services.
· Data center space for the ASP infrastructure.

VIII. [bookmark: _Toc406680650]Indiana Pre-K Information System 
In January 2015, OECOSL will launch Indiana’s first pilot pre-K program for low-income families.  At that time, OECOSL will launch the Indiana Pre-K Information System (IPKIS) to administer the program in the five pilot counties.  It is anticipated that 1,500-2,000 children and 400 providers will participate in the pilot program.  Contractor will be responsible for maintaining the IPKIS system.

IPKIS is a web-based system utilizing the .Net framework and a Microsoft SQL 2012 database.  Intake agents in the five pilot counties utilize the system to determine eligibility for families and enroll children.  The system interfaces with CCIS to collect data on eligible pre-K providers, and with FSSA’s PeopleSoft system to pay providers.

Contractor will be required to maintain and support the IPKIS system, including:
· Hosting of the system.
· Maintaining interfaces with CCIS and payment system
· Pre-K budget allocation, including matching funds,  and on-going utilization monitoring 
· Help desk support
· Data changes
· User account management
· Ad hoc reporting
· Enhancements within allocated hours as prioritized by OECOSL Director.

It is anticipated that the pilot program will expand to additional counties.  Contractor will support the system to enable expansion to additional counties.  This support will include training of new users, adding new user accounts, updating interfaces if needed to accommodate additional counties and management of rollout plan.

IX. [bookmark: _Toc406680651]OECOSL Administrative Quality Assurance Functions
A. [bookmark: _Toc406680652]CCDF Program Monitoring Responsibilities
The State is required to implement CCDF client eligibility and enrollment policies according to the State approved CCDF Policy and Procedure Manual and to implement assurance and monitoring functions to prevent, identify, and recoup improper CCDF payments.  Improper CCDF payments are child care payments made outside the scope of approved State policies and may include, but are not limited to:
1) Payments made for ineligible families;
2) Payments made to ineligible child care providers;
3) Payments made in excess of the approved market rate; or
4) Payments made because of intentional misrepresentation of facts by a family, provider, or grantee.

The Contractor shall perform the following functions and complete CCDF Program Monitoring duties as outlined below:
1. Employ at least four (4) monitors and one (1) Monitoring Manager who are responsible for monitoring scanned intake files for eligibility errors. Qualifications include a four year degree for the monitors, and past management experience is preferred for the manager position. 
2. Determine statistical sample size for all grantee monitoring based on State required methods or specified needs.
3. Monitor each documented, statistically valid sample size of scanned files within thirty (30) days.
4. Develop and maintain sampling plan.
5. Develop, communicate, and follow a monitoring schedule to ensure all grantees are monitored as directed by the State.  Complete and distribute monthly monitoring summary reports as directed by the State.  Include a sample schedule and report in your submission.
6. Complete and, upon approval, distribute year-end monitoring summary reports.  Submit a sample report with your response.
7. Maintain monitoring histories for each intake agency.
8. Create and maintain a "Monitoring Tracking Log" to document progress and completion of required activities.  Include a sample log with your response.
9. Prepare desk review reports at the end of each fiscal year of monitoring activities.  Report format and content must be approved by the State.  Reports are due no later than August 15th each year.  Include a sample report in your technical proposal.
10. Produce monitoring reports that include the percentage of files monitored, percentage of files still needing to be scanned, percentage of error rate, types of errors, and other statistical data as requested by State.
11. Produce standardized notification letters including notice of critical errors letters, notice of termination letters and notice of payback letters according to State schedule.
12. Meet with audit and OECOSL staff to assist State in coordinating the monitoring activities of both sections each month.
13. Assist with the creation and documentation of policies and procedures related to this function.
14. Ensure all activities conducted are in compliance with published and approved processes.
15. Conduct and coordinate training to ensure inter-monitor reliability by CCDF policy, CCDF operations and Monitor manager.
16. Maintain monitor history and individual statistics to review performance, error rates, and reliability.
17. Maintain a strict segregation of duties for monitors as it relates to user access between monitors and AIS.
18. Travel as requested by the State.

B. [bookmark: _Toc406680653]Fraud Coordination Responsibilities 
The Contractor shall perform the following functions and Fraud Coordination and data collection duties as outlined below:
1. Employ at least one (1) Fraud Monitoring Coordinator.  The Fraud Monitoring Coordinator must have a Bachelor’s degree in social work or a related field and five years of experience as a case worker, preferably in fraud investigation.  See Staffing Requirements section for more detail on this position. Include the Fraud Monitoring Coordinator’s resume in your response.
2. Assist parties who have identified possible fraud of the CCDF program in the fraud referral process.
3. Support FSSA Compliance Division in understanding CCDF program policies and procedures.
4. Collect and document data involved in active fraud cases under the direction of the State and Compliance Division.
5. Provide recommendations to State as to fraud prevention procedures.
6. Research and provide suggestions for software enhancements that may facilitate fraud prevention and program integrity.
7. Supply State with reports as requested including, but not limited to, State and Federal reporting requirements.
8. Collect and file repayment agreements that are signed by parents with the local intake agent.
9. Provide information regarding developing repayment agreements to intake agents as requested.
10. Perform other duties as assigned by OECOSL or Compliance Division.

C. [bookmark: _Toc406680654]Operations Supports
OECOSL, at times, is in need of Operational Support staff to perform Operational functions including:
· Processing discrepancy claims on child care payments.
· Processing background checks on child care workers.
· Grantee claims data entry and processing.
· Scholarship data entry.
· Other operations processes and data entry functions.
Contractor will support these functions with one full-time staff member onsite, and at additional times as needed and if the budget permits.

D. [bookmark: _Toc406680655]Ad Hoc Reporting 
In addition to the regularly submitted reports that have been detailed, OECOSL will, at times, request reports for a variety of audiences on an ad hoc basis. These audiences could include:
· State staff
· Policymakers
· Federal partners
· Media outlets
· Other parties
Contractor shall anticipate the need to have staff available to compile these reports and provide them in the required time frame. 
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