ATTACHMENT F
RFP-14-067
SECTION 2.4
REGISTRY/REGISTRATION SERVICES FOR SEX AND VIOLENT OFFENDERS
TECHNICAL PROPOSAL


2.4.01 Format of Technical Proposal and General Guidelines 

All bids must include a proposal with the content and in the format described within this RFP. Failure to provide the requested information and failure to include language indicating that the Respondent agrees to a specification where requested will likely result in a disqualification of the proposal without further consideration.

Given the nature of the system for which proposals are being requested, it is anticipated that requirements will be further defined in discovery once an award is made and thus discovery and specification efforts should be built into the proposal.

The Respondent must provide a written response to each numbered specification in this technical proposal, with each numbered paragraph requiring at a minimum, a response to the requirements in bold and italic font.  Respondent should respond to each specification in the order and format given.  Respondent should provide an affirmative statement when requested in addition to any other requested information.  The Respondent must provide additional detail or documentation where requested in the specification.  The Respondent may place materials it references for a response into an Appendix.  If doing so, the location of the Appendix and the location of the material in the Appendix must be indicated in the response to the numbered specification. 

Each proposal must be reviewed by the recipient agency to determine if it is complete prior to the evaluation. The Indiana Department of Correction (IDOC) reserves the right to eliminate from further consideration any proposal deemed to be substantially or materially unresponsive to the specifications contained herein. 

The totality of services requested in this RFP may be referred to in this Technical Proposal as the “SVOR” or “SVOR solution,” with SVOR being the acronym for “Sex and Violent Offender Registry.”  

All specifications shall be considered mandatory unless clearly stated as otherwise.

Respondent’s proposal must comply with these general requirements.






2.4.01  Sex and Violent Offender Registry Solution (SVOR).

Respondent’s proposal shall include a complete turn key solution for a sex and violent offender registry solution (SVOR) as specified in this Technical Proposal, with all services being inclusive of the cost proposed.  
MANDATORY  

Respondent should provide an affirmative statement that it will provide the services specified in this Technical Proposal, and indicating its cost proposal shall be inclusive of all services proposed.  If any costs are to be outside Respondent’s cost proposal, then Respondent should clearly identify those costs.  If any of the services specified in this Technical Proposal will not be provided, Respondent should clearly indicate those services it will not provide.  

2.4.02 Choice of Sex and Violent Offender Registry (SVOR) Tool 

Vendor shall provide a sex and violent offender registry tool using either the model made available to States by the United States Department of Justice, or other tool of the Respondent’s selection.  MANDATORY 
The United States Department of Justice (USDOJ) has released a tool specifically for sex offender registration activities.  This tool, Sex Offender Registry Tool (SORT), is free to states to use in compliance with state and federal sex offender registration requirements.  The SORT tool contains both a public and an administrative portal and various interfaces required in this solicitation.  The SORT tool may be used in response to this solicitation, but the State does not believe the tool “out of the box” meets all requirements presented herein.  Respondents can submit proposals using the SORT Tool in its entirety or proposals that leverage elements of the Tool.  Respondents are encouraged to base their proposed solution on the SORT tool and necessary enhancements, or are free to propose their own unique solutions.  The State does not make one tool over the other mandatory or preferable for purposes of this RFP; however, if a respondent chooses not to use the SORT Tool, it shall present details on why its own solution is a more cost effective and better programmatic tool for the State to use.   Details on the SORT tool can be found in Attachment H - Implementing and Configuring SORT; Attachment I - SORT 1.0 User Manual; and Attachment J - SORT Fact Sheet).
Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  If using the SORT tool, Respondent should provide a narrative of whether it will be using all or a portion of the SORT tool, and describe how it will be used.  If using another tool, Respondent should provide a narrative describing the tool it will be using, including in the narrative why it believes the other tool is a more cost effective and better programmatic tool for the State to use than the SORT tool.  In order to obtain the code for the SORT tool or other tools provided by the USDOJ, Respondent will be required to sign an agreement, that as a condition of being provided the SORT tool Code or other tools provided by the USDOJ, Respondent will not use the Code for any other purpose, unless first obtaining approval from the USDOJ, other than in formulating a response to this RFP or in a subsequent contract resulting from it.

	





2.4.03 IOT Standards 

Vendor must comply with the State of Indiana Information of Office and Technology standards including the (“IOT”) Technology Roadmap, Technology Standards, and Information Security Framework.  These specifications may be found at the following links:
1. Technology Roadmap - http://www.in.gov/iot/2466.htm) MANDATORY
2. Technology Standards (Section 508 Compliance) - http://www.in.gov/iot/files/AssistiveTechnologyStandards.pdf) MANDATORY
3. Information Security Framework - (http://www.in.gov/iot/files/Information_Security_Framework.pdf) MANDATORY

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  Respondent should provide a narrative of how its proposed solution will comply with the above specifications.  

	



2.4.04 Accessibility

Any information technology related products or services purchased, used or maintained by the State shall be compatible with the principles and goals contained in the Electronic and Information Technology Accessibility Standards adopted by the Architectural and Transportation Barriers Compliance Board under Section 508 of the federal Rehabilitation Act of 1973 (29 U.S.C. 794d), as amended (“Section 508”) (http://www.in.gov/iot/files/AssistiveTechnologyStandards.pdf). MANDATORY

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  Respondent should provide a narrative of how its proposed solution will comply with the above requirements. 

	



 

2.4.05 Public Portal Design

Vendor shall provide a public website portal with its tool, the portal shall be capable of being used by the public and other interested parties to identify and locate individuals that are required to register as sex or violent offenders in the State of Indiana. MANDATORY
1. There are no specific mandates for look and feel of the portal, but an acceptable design can be found on the Dru Sjodin National Sex Offender Public Website (See www.nsopr.gov).  
a. It is HIGHLY PREFERRED that the Respondent work with a marketing/web design company to facilitate design, development, and usability of the proposed site.  Usability and visual appeal are extremely important to a successful web design. 
b. It is MANDATORY that Respondents should provide an explanation of marketing web design efforts that they have been involved in; partnerships with marketing/web design companies that are planned for use in response to this solicitation; and plans for overall look and feel of the site. Respondents should explain how the design approach will attract users and encourage users to continue using the site, promote usability, and provide visual appeal.  Respondents are encouraged to provide examples of web pages consistent with their look and feel approach. If the design has yet to be finalized, Respondents should provide a textual description of the proposed solution.  
2. The Portal shall be extensible. MANDATORY
a. Respondents should provide details on how the proposed solution is extensible (i.e., how will the solution take future growth into consideration). MANDATORY
3. The Portal shall be web-based. MANDATORY
4. The Portal shall present data to the public in real-time. MANDATORY
5. The Portal shall be available in English. MANDATORY 
6. The Portal shall be available in Spanish and other commonly used languages. HIGHLY PREFERRED
a. Respondents should explain their approach for making the site available in Spanish and other commonly used languages.  Will multiple sites be developed?  Will users have the ability to select a preferred language via their user account?  Will users have the ability to select a language in real-time similar to the approach provided on the Dru Sjodin National Sex Offender Registry Website (e.g., English or Spanish)?
7. The Portal shall be available in a mobile site format (i.e., mobile website). MANDATORY
a. Respondents should provide details on their approach.  Respondents should explain any limitations for users of the mobile website (e.g., will the mobile site only work with certain browsers on mobile phones and tablets). MANDATORY
8. The Portal shall have a disclaimer page for users to acknowledge before accessing the site. MANDATORY
9. The Portal shall allow users to maintain an account that allows them to set and maintain notification settings (e.g., email), picture display, etc. MANDATORY
a. Respondents should explain their approach for user accounts.  How will accounts be created, maintained, accessed, etc? MANDATORY
10. The Portal shall include Captcha or similar functionality.  There should be an ability to exclude certain IP addresses from this feature. MANDATORY
a. Respondents should describe their approach for Captcha or similar functionality (i.e., what tool will be used) and whether there will be an administrative ability to exclude IP addresses from this feature. MANDATORY
11. The Portal shall have a utility for live chat.  The live chat feature will be operated and maintained by staff within the Indiana Department of Correction. HIGHLY PREFERRED
a. Respondents should explain their offering for live chat, whether the service will be integrated directly into the Public Portal and Administrative Tool, and whether live chat history (i.e., communications between site visitors and staff) will be kept electronically (and where).  In addition, respondents should discuss whether licensing fees will apply and whether these costs are built into the proposal.  If licensing costs are not built into the proposal, estimates for ongoing licensing should be submitted.
12. The Portal shall allow for concurrent users who can access the same offender record at the same time. MANDATORY
a. It is anticipated that a large number of users at any given time may be accessing the Portal.  Respondents should indicate total acceptable users and specific hardware requirements (in combination with 2.4.010). MANDATORY
13. On input and display screens, input shall be supported with selectable data wherever possible to assist with usability. MANDATORY
14. The Portal shall use prompts and error messages to assure that all required fields are completed. MANDATORY
15. Fields shall be searchable using simple selection criteria methods to include exact, partial, or Soundex matches. MANDATORY
16. The Portal shall provide online help and tutorial features. MANDATORY
a. Respondents should explain and give examples of their offering for online help and tutorial features.  How will these features be accessed by users and maintained by staff?  Will online help and tutorial features be maintained in the SVOR Administrative Tool? MANDATORY
17. A print feature to print initial and detailed search results shall be available. MANDATORY
a. Respondents should provide examples of printed initial and detailed search results and/or provide the details on what will appear on these reports if sample reports are not available when a proposal is submitted. MANDATORY
18. Searchable fields/search screen. MANDATORY
a. The Portal shall allow users to search at a minimum the following fields. Fields should be able to be searched independently. 
i. First name MANDATORY
ii. Last name MANDATORY
iii. Address MANDATORY
1. Street address
2. City
3. State
4. Zip
iv. Phone number HIGHLY PREFERRED
v. County HIGHLY PREFERRED
vi. Electronic/Internet HIGHLY PREFERRED
1. Screen name
2. Internet moniker
3. Chat name
4. Email address
b. Additional search fields may be added in discovery.
c. Respondents should provide an example of the initial search page in response to this solicitation. MANDATORY
19. Initial search results page. MANDATORY
a. The Portal shall have an initial search results page and it should include the following. 
i. Picture (thumbnail) MANDATORY
ii. First name MANDATORY
iii. Middle name (or initial) MANDATORY
iv. Last name MANDATORY
v. Age MANDATORY
vi. Alias(es) MANDATORY
vii. Address(es) MANDATORY
viii. Compliance (e.g., compliant, failed to register) MANDATORY
b. Additional results fields may be added in discovery.
c. An offender's entry on the initial search results page shall be hyperlinked to a detailed offender record page. MANDATORY
d. Respondents should provide an example of the initial search results page in response to this solicitation. MANDATORY
20. Detailed offender record page. MANDATORY
a. At minimum, the data fields listed under – Attachment K - IC 36-2-13-5.5 shall be displayed on this page. (See Attachment K - IC 36-2-13-5.5) MANDATORY
b. In addition, the following data fields should be listed.
i. Whether the offender is a sexually violent predator, offender against children, violent offender, sex offender, and/or sex or violent offender MANDATORY
ii. Offender status (e.g., active, non-compliant) MANDATORY
iii. Registration start and end date MANDATORY
iv. Length of registration MANDATORY
c. Additional data fields may be added in discovery.
d. Pictures selected in the SVOR Administrative Tool for publication should be presented. MANDATORY
e. Addresses selected in the SVOR Administrative Tool for publication should be presented. MANDATORY
f. Offenses selected in the SVOR Administrative Tool for publication should be presented. MANDATORY
g. Offense codes (crimes committed by registered offenders) shall link to detailed offense information maintained in the SVOR Administrative Tool.  This detailed information will be entered and maintained by the Indiana Department of Correction. MANDATORY
i. The USDOJ has provided historical offense information for various jurisdictions around the county that can be used as a basis for this requirement.  This information will be maintained (and entered and updated) in the SVOR Administrative Tool.  See Section 2.4.02 for requirements on accessing this information. MANDATORY
ii. Provide an explanation for how this will be accomplished. MANDATORY
h. Allow for investigative tips from Portal users. MANDATORY
i. Tips shall be retained as a part of the offender record within the SVOR Administrative Tool. MANDATORY
ii. Notification for who receives the tip information shall be managed from the SVOR Administrative Tool. MANDATORY
iii. Provide an explanation for how investigative tips will be received, retained, and transmitted to appropriate authorities. MANDATORY
i. Respondents should provide an example of the detailed offender record page in response to this solicitation. MANDATORY
21. Mapping feature for the Public Portal.
a. When an address is searched, a map will be returned with a default radius.  The map will show offenders and their addresses. MANDATORY
b. Users shall be able to select a default radius based on account settings and then be able to select other distances dynamically.  MANDATORY 
c. These settings will be maintained within a user’s account. MANDATORY
d. Maps shall provide the following functionality. 
i. Satellite or similar view HIGHLY PREFERRED
ii. Street or similar view HIGHLY PREFERRED
iii. Address type presentation (i.e., home, work, school, etc.). This refers to where offenders live, work, or attend school. MANDATORY
iv. Restricted zone presentation (e.g., schools, parks, etc.). This refers to schools, parks, etc., close to where offenders live, work, or attend school.  MANDATORY 
1. Data supporting restricted zones will be managed in the SVOR Administrative Tool. MANDATORY
a. NOTE – restricted zone data will likely include address and parcel (property line) information.
e. Respondents should indicate the mapping tool that will be used.  Provide examples/screenshots of the proposed mapping tool as a part of the response to this solicitation.  Explain how addresses that cannot be mapped will be handled (e.g., entering geocodes).  MANDATORY
22. Safety information MANDATORY
a. The Public Portal shall include pages for the following information. MANDATORY
i. Current Issues
ii. Safety tips
iii. Helpful links
iv. Educational videos
v. Contact information
vi. FAQs
vii. About
b. Safety information will be provided by the Indiana Department of Correction.
23. General requirements for the Public Portal. MANDATORY
a. Allow sharing of search results, general information, etc., available on the Portal via social media (e.g., Google +, Facebook, Twitter, etc.). MANDATORY
b. Link to the Dru Sjodin National Sex Offender Public Website. MANDATORY
c. Link to limited criminal histories available through the Indiana State Police. MANDATORY
d. Link to the Indiana Department of Correction Offender Locator. MANDATORY
e. Link to the Indiana SAVIN. MANDATORY
f. Provide a download section for marketing/promotional/informational materials. MANDATORY
24. Email and other forms of notification.
a. The Public Portal shall interface with Indiana SAVIN, the State’s automated victim information and notification system for delivery of email and other types of notification to users when an offender moves within a predefined radius, fails to register, etc.  Notification requests will be received through the Public Portal and provided electronically to Indiana SAVIN (see general API connectivity under Data Exchange Requirements). MANDATORY
i. Users will be able to select a notification radius and their preferred notification method from within the Public Portal (e.g., email).  This information will be maintained in the user’s account and then transmitted electronically to Indiana SAVIN for notification. Notification text (e.g., templates, content) will be managed directly within Indiana SAVIN and thus is outside the scope of this solicitation. MANDATORY
ii. Additional details will be defined in discovery.  
iii. NOTE – all management of content and costs associated with sending emails, SMS, and other forms of communication (i.e., the text going to users updating them on offender relocations, failures to register, etc.) associated with notification shall be managed and provided through Indiana SAVIN.  Thus, efforts and costs for notification once data is provided to Indiana SAVIN are outside the scope of this solicitation.

25. Since a web-based system is dependent on bandwidth, the Public Portal must be developed using best software practices to ensure small file/page sizes for each screen in the system.  The State’s requirement is for a two second screen access time.  MANDATORY
Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification. Respondent should provide a narrative of how its proposed solution will comply with mandatory requirements.  

If a specification is indicated as highly preferred, Respondent still must indicate in their response whether or not the highly preferred item will be provided in the respondent’s solution.  If a Respondent is providing a highly preferred item, Respondent should provide a narrative of how its proposed solution will include the highly preferred item. 

	



2.4.06 Data Exchange Requirements

1. The system shall encrypt data during all facets of data transmission. MANDATORY
a. Respondents should explain how proposed encryption shall be ensured and any limitations the State of Indiana should be aware of. MANDATORY
2. The following data exchanges shall be incorporated into the proposed solution.  
a. Dru Sjodin National Sex Offender Public Registry (see 2.4.02 on how to obtain materials provided by the USDOJ). The data exchange created must allow for full radius searches and thus take advantage of the full USDOJ interface. MANDATORY
b. SORNA Exchange Portal (see 2.4.02 on how to obtain materials provided by the USDOJ) including USDOJ’s efforts with SIRS (SORNA Interjurisdictional Relocation Service).  See Attachment S or SORNA Exchange Portal Information. MANDATORY
i. SIRS allows information (offender name, details on the offender’s offense(s), etc.) to be transmitted between jurisdictions via the interface when relocation occurs.
c. Indiana State Police NCIC Single Point of Entry MANDATORY
i. NOTE – the respondent shall meet the established data transmission protocols and designs currently in use for this service (i.e., transmit information to the Indiana State Police using the methods they currently have approved and designed). MANDATORY
d. Bureau of Motor Vehicles Sex Offender Compliance Checks MANDATORY
i. NOTE – the respondent shall meet the established data transmission protocols and designs currently in use for this service (i.e., transmit information to the Indiana Bureau of Motor Vehicles using the methods they currently have approved and designed). MANDATORY
e. Specifications for the Indiana State Police NCIC Single Point of Entry and Bureau of Motor Vehicles Sex Offender Compliance Checks are included in Attachment L.
f. Additional details will be provided in discovery.
3. [bookmark: _GoBack]The system shall include an API for connectivity between the SVOR solution and outside data sources.  Likely users of this connectivity include Indiana SAVIN, the Indiana Department of Correction, courts, prosecutors, court document providers, legal research tool providers, schools and universities, government agencies, etc. Each of these entities may have data essential to an effective sex and violent offender registration system or need information from a sex and violent offender registration system to meet statutory mandates. The interface should allow data transmission to and from the SVOR solution. MANDATORY
a. It is anticipated the API will be a web service.
i. Respondents should explain their approach and selected tool for the API. MANDATORY
b. This will be the tool used by the Public Portal to provide information to Indiana SAVIN. MANDATORY
c. API standards, specifications, and likely users will be identified in discovery.
d. Outside entities that would like to provide data for use in the SVOR Solution or receive data from the SVOR Solution will be expected to comply with the standards and specifications established by the State and vendor chosen as a result of this solicitation.
i. Standards and specifications required in the API will be reviewed and agreed to by the Indiana Department of Correction. MANDATORY
ii. Outside entity connectivity costs and internal connectivity costs that result from approved external connectivity to the API are outside the scope of this proposal.
4. The following national standards for data integration are to be used: MANDATORY
a. NIEM:  National Information Exchange Model
b. GRA: Global Reference Architecture
c. GJXDM: Global Justice Extensible Markup Language Data Model
d. GFIPM: Security
e. Respondents should explain their previous experiences with the above standards and specifically any experiences they have with developing IEPDs.

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  Respondent should provide a narrative of how its proposed solution will comply with the above specifications.  

	





2.4.07 Data Conversion

1. The vendor and IDOC representatives will work together to develop and document the protocols for data conversion.  The vendor, with assistance understanding the data from the Indiana Department of Correction, will be responsible for extracting data from the existing system and incorporating it into the new SVOR Solution. MANDATORY
2. All existing historical offender data, pictures, stored documents, user email registration information, settings, etc., from the current system shall be migrated to the new system. MANDATORY

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  Respondent should provide a narrative of how its proposed solution will comply with the above specifications.  

	



2.4.08 System Training
 
1. The vendor must provide onsite training sessions on the system for the Indiana Department of Correction, local sheriff staff, and other selected users. MANDATORY
2. Through a secure website, the Contractor shall provide an eLearning solution for all aspects within the system.  Training content shall be a blend of text and multimedia with an emphasis on system usage.  A post-session test shall be provided to assure proficiency. MANDATORY
a. The eLearning solution shall generate usage and statistical training reports. MANDATORY
b. Training content is the responsibility of the Contractor, but the Indiana Department of Correction retains the right to revise or modify training content after the Contractor completes the delivery of the eLearning module. MANDATORY
c. Demographic information shall be captured for each user. Users shall be given their own login to the courses. Users shall be able to bookmark their progress and return to specific content upon their next login. MANDATORY

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  Respondent should provide a narrative of how its proposed solution will comply with the above specifications.  

Respondent should provide system training examples, if available, from previous work.  In addition, Respondents should extensively describe their approach for training and eLearning.
	




2.4.09 Ownership of Data

1. The Indiana Department of Correction shall own the data in the SVOR solution.  MANDATORY.
a. Respondents will not have any use rights to the data in the SVOR solution outside of the contractual agreement that results from this RFP unless specifically approved in writing by the Indiana Department of Correction. MANDATORY
b. Respondents should affirmatively state ownership and use parameters in their response. MANDATORY

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  Respondent should state ownership parameters in its response. 

	




2.4.010 Hardware Requirements

1. Costs associated with services and rates from the Indiana Office of Technology can be found at www.in.gov/iot and at http://www.in.gov/iot/files/FY2014_IOT_Services_Descriptions_and_Rates.pdf. 

Respondents should provide an itemized product and cost listing of any hardware, software, and licensing requirements proposed in connection with this RFP.  These costs should include initial development, licensing, ongoing maintenance, and other applicable items. MANDATORY

	



2.4.011 Ownership of Solution

1. The Indiana Department of Correction shall own the SVOR solution and have exclusive ongoing ownership to the solution that is developed.  MANDATORY
a. The software solution that is developed will become the property of the State of Indiana. MANDATORY
b. Respondents should affirmatively state ownership parameters in their response. MANDATORY
c. NOTE – The SORT Tool is free for states to own, use, and modify as they see fit.  Respondents, with the appropriate approval (see 2.4.02), can use the SORT Tool in their development.  Since the state already has been granted use of the SORT Tool by the USDOJ, no transfer of ownership to the state from the vendor is necessary for SORT Tool related components.

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  Respondent should state ownership parameters in its response. 

	



2.4.012 Location of Solution

1. The SVOR solution (Public Portal, Administrative Tool, and all other components of the solution) shall be housed on servers maintained by the Indiana Office of Technology.  MANDATORY
a. Cloud services are acceptable to achieve compliance with this RFP but the core of the application and data must reside on state servers.      

Respondent should provide a statement as to where its solution will be housed and if any components leverage cloud services.  If cloud services are leveraged, the Respondent should explain these components in detail. 

	


   
2.4.013 Administrative Tool Design
 
The Tool will be used by Indiana Department of Correction staff and local sheriff’s department staff to track and manage sex and violent offender registration related activities (i.e., case management), meet requirements found under Indiana Code 11-8-8, and manage information that appears on the SVOR Public Portal.  The Indiana Department of Correction is interested in an application designed specific for Indiana requirements.  While additional value added components may be approved, the application should primarily be Indiana specific.  The Indiana Department of Correction will be the final approving authority for all design and layout elements. MANDATORY

1. The Tool shall be extensible. MANDATORY
a. Respondents should provide details on how the proposed solution is extensible (i.e., how will the solution take future growth into consideration). MANDATORY

2. The Tool shall be web-based. MANDATORY
3. The Tool shall be real-time. MANDATORY
4. The Tool shall have business-rule architecture that maximizes system efficiency, resulting in minimal user response times during transaction processing. MANDATORY
5. Accessing records
a. The Tool shall use a single electronic record for each offender. MANDATORY
b. The Tool shall allow for record ownership (e.g., a local sheriff’s department may own a record because an offender lives in their county...if the offender moves to a new county or becomes incarcerated in the Indiana Department of Correction, record ownership should change to the new responsible entity). MANDATORY  
i. Respondents should provide an explanation of how their solution will handle record ownership. MANDATORY  
ii. Additional details will be provided in discovery.
c. The Tool shall allow for concurrent users, who can access the same offender record at the same time. MANDATORY
i. Respondents should provide information indicating how users will know whether they can or cannot make changes to a record (i.e., a record is being edited by another user). MANDATORY  
6. Data fields and entry, reviews, and appeals
a. Data fields and entry
i. The Tool shall include data fields identified under IC 11-8-8 (Attachment M and IC 11-8-8).  MANDATORY
1. In addition, the Tool shall allow for the designation of the following...
a. Whether the offender is a sexually violent predator, offender against children, violent offender, sex offender, and/or sex or violent offender MANDATORY
i. NOTE – these are unique data points and cannot be presented in one field.  An offender can have more than one designation and thus each will require a unique field in the Administrative Tool.
b. Offender status (e.g., active, non-compliant) MANDATORY
c. Length of registration MANDATORY
d. Registration start and end date MANDATORY
2. While additional entry fields beyond what is listed in Indiana Code and what is presented above may be acceptable, Respondents should assume that the State of Indiana is only interested in data points relevant to Indiana sex and violent offender registration obligations.  The Indiana Department of Correction will have final approval for all included fields. Additional fields may be identified in discovery. MANDATORY
ii. The Tool shall include data fields identified under Adam Walsh Act Title 1 SORNA (US Code, Guidelines, and Checklist), and defined in discovery.  For a detail of offenses, see US Public Law 109-248 and Attachment N  and O - SORNA Guidelines and Supplemental Guidelines; Attachment P- SORNA Compliance Checklist.  HIGHLY PREFERRED 
1. While additional entry fields beyond what is listed in SORNA may be acceptable, Respondents should assume that the State of Indiana is only interested in data points relevant to Indiana sex and violent offender registration obligations and its relation to SORNA.  The Indiana Department of Correction will have final approval for all included fields. Additional fields may be identified in discovery. MANDATORY
2. NOTE – the SORT Tool is completely SORNA compliant in regards to required data fields.
iii. An administrator will have the ability to designate required fields needed for entry. HIGHLY PREFERRED
iv. An administrator shall be able to populate all fields when more than one selectable option is available (i.e., dropdowns, lookups, etc.). MANDATORY
1. On input and display screens, input shall be supported with selectable data wherever possible to ensure data integrity. MANDATORY
2. Additional requirements will be identified in discovery specifically requirements related to NCIC compliance.
v. An administrator shall be able to prevent (lock) data entry or changes in data entry in fields based on user permissions (i.e., Role Based Security – see 2.4.013 9(b)).  MANDATORY
1. Local users may only be able to edit certain fields while state users may be able to edit these and other fields (e.g., state users would be able to change an offender’s registration status [register as a sexually violent predator] while local users would not).
2. Additional details will be defined in discovery.
vi. Users shall be able to control whether certain data points within a field are to be made public (e.g., one photo or all photos, one address or all addresses, one registerable offense or all registerable offenses).  MANDATORY 
1. Pictures will be able to be selected within the Tool for inclusion on the SVOR Public Portal. MANDATORY
2. Addresses will be able to be selected within the Tool for inclusion on the SVOR Public Portal. MANDATORY 
3. Offenses will be able to be selected within the Tool for inclusion on the SVOR Public Portal. MANDATORY
4. Further details will be provided in discovery.
vii. The Tool shall allow for the collection and maintenance of Indiana and other jurisdiction offense codes.  These offense codes will be entered and maintained by the Indiana Department of Correction. MANDATORY
1. The USDOJ has provided historical offense information for various jurisdictions around the county that can be used as a basis for this requirement.  This information will be maintained in the SVOR Administrative Tool.  See Section 2.4.02 for requirements on accessing this information. MANDATORY
2. Provide an explanation for how this will be accomplished. MANDATORY
viii. The Tool shall have a "wizard" function that steps a user through the registration entry process. HIGHLY PREFERRED
1. The “wizard” should only include the items necessary to complete a registration for an offender.  The Indiana Department of Correction will identify required registration fields that should be included in a “wizard” function.
2. Respondents should provide an example of their proposed wizard feature.  If the feature has yet to be designed, Respondents should provide a textual description of the proposed solution.  
ix. The Tool shall minimize the risk of data entry errors by including field level data validation and embedding cross-references throughout the application. MANDATORY
1. Field level validations will be identified in discovery.
x. The Tool shall use prompts and error messages to ensure that all required fields are completed. MANDATORY
xi. All fields and records shall be searchable using simple selection criteria methods. MANDATORY
xii. The Tool shall have views/queues/designations/etc., to show offenders under various statuses (e.g., incarcerated, compliant, out of compliance). MANDATORY
1. Respondents should explain their approach to providing views/queues/designations/etc., to show offenders under various statuses. MANDATORY
b. Registration determinations
i. The Tool shall allow users to enter, store, and maintain multiple determinations (e.g., is the offender required to register, designated as a sexually violent predator, required to register for life or some other amount of time, etc.) for an offender over time. MANDATORY
1. Offender registration requirements can change based on Indiana Code, case law, etc.  As a result, there may be many reviews conducted on an offender over a period of time.  Each of these reviews should be unique, connected to the offender’s record, identified uniquely, but stored independently (i.e., a one to many relationship).  These reviews form the basis of why an individual has been required to register over time. MANDATORY
2. Registration determinations should be viewed from an offender’s record. MANDATORY
3. This requirement will be further defined in discovery.
4. Respondents should explain their approach to providing a registration review component and how multiple reviews will be tied to one offender record and shown in the system. MANDATORY
c. Appeals
i. The Tool shall have an appeals tracking module that will be used by Indiana Department of Correction staff and local sheriff staff during Schepers related activities.  Appeal efforts for a particular offender should be associated and viewed from an offender’s record and determination record(s).  MANDATORY 
1. One to many relationship (i.e., the appeal could be on a review or multiple reviews, offender demographic data, offenses, etc.)
2. Copies of the state and local procedures for Schepers are included in Attachment Q (Sex and Violent Offender Registry Appeal Process [00-03-301] and Attachment Q -Indiana Registration Appeal Procedure for Non-Incarcerated Registrants).
3. This requirement will be further defined in discovery.
4. Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY
7. Ease of use
a. It is HIGHLY PREFERRED that the Respondent work with a web design or similar company to facilitate design, development, and usability of the proposed Administrative Tool.  Usability is extremely important to a successful tool design.
i. It is MANDATORY that a Respondent includes an explanation of how these efforts are included in the Respondents proposal.  Respondents should explain how the design approach will promote usability.  Respondents are encouraged to provide examples of web pages consistent with their look and feel approach. If the design has yet to be finalized, Respondents should provide a textual description of the proposed solution.  
b. The Tool shall provide help and tutorial features for the software application. MANDATORY
i. Respondents should explain and give examples of their offering for help and tutorial features. MANDATORY
c. The Tool must incorporate ‘help boxes’ throughout the application that assist users in entering data. MANDATORY
i. Respondents should explain and give examples of their offering for help and tutorial features. MANDATORY
d. The Tool must include spell check functionality for all free form text fields. MANDATORY
8. Accountability
a. The Tool shall provide workflow management capabilities, designed to increase accountability and promote efficiency.  MANDATORY 
i. For example, offender records may not be published directly in the system.  A designated user or user group will be notified when a record has been submitted for publication.  The designated user or user group will be able to approve the publication or remand for additional review.
1. Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY
ii. Additional details will be provided in discovery.
b. The Tool shall alert users of pending work and other significant events (e.g., an offender’s change of address...release from prison) by sending email notifications and system messages to appropriate system users in real time. MANDATORY
i. Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY
c. The Tool shall have reminder tasks and notification messages available via internal application communications and email.  MANDATORY  
i. Examples of these communications include but are not limited to...
1. Reminders that an 
a. Offender is expected for a registration
b. Officer is supposed to validate an address
c. Offender is approaching release
d. Offender's registration is ending
2. Respondents should provide an explanation and examples of how this will work in the proposed solution. MANDATORY
ii. Additional requirements will be identified in discovery.
iii. Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY
d. The system shall have the ability to assign specific offenders or groups of offenders to users of the system.  Users would then be sent via email and system messages updates on the offender’s registration status, location; required work to be completed; etc. MANDATORY
e. Communications within the Tool shall be tracked automatically (see 2.4.013 10d).  Users should have the ability to track and connect outside communications (e.g., email) directly as well.  Communications (by staff or system) related to an offender should be tracked directly to an offender’s record.  MANDATORY 
i. Integration will allow users to be fully informed of previous communication in regards to an individual maintained in the system.  
ii. Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY
f. The Tool shall have field level auditing where a designated user or user group can see who changed particular values, when changes occurred, what the previous and new values are, etc.  MANDATORY 
i. A full list of requirements for auditing will be identified in discovery.    
g. The Tool shall provide a mechanism for retrieving audit information. MANDATORY
i. The mechanism for auditing system information should be natively available in the Tool (i.e., no need to access an external application or tool to access auditing data) MANDATORY
ii. The mechanism for auditing should allow for retrieval of auditing information via an offender’s record (i.e., be able to access auditing information from the offender’s record directly). MANDATORY
iii. The mechanism for retrieving auditing information should be record based (i.e., the mechanism should allow users to audit an offender from the offender’s record and thus see only auditing information on the offender).  This should be natively available within the application from an offender record.  MANDATORY
iv. Respondents should provide an explanation of how auditing information will be accessed and retrieved. MANDATORY
h. The Tool shall support dashboard functionality that allows end users, based on role-based security, to access dashboard presented metrics applicable to their duties and for supervisory purposes. HIGHLY PREFERRED
i. Dashboards should be able to be created by system users. 
1. Respondents should indicate whether dashboards will be able to be created by users.
2. Respondents should provide an explanation on how this will work in the proposed solution.
9. Data security and integrity
a. The Tool shall ensure that each staff member has a unique ID and password combination.  MANDATORY 
i. The system shall allow user IDs and passwords to be managed by a system administrator within the SVOR Administrative Tool. MANDATORY
b. The Tool shall use Role Based Security. MANDATORY
c. The Tool shall support Role Based Access Control for identification/authentication, requiring a single login. MANDATORY
d. An administrator must be able to approve, create, and disable user accounts at all levels and manage account privileges within the Tool. MANDATORY
e. User accounts at minimum shall be administration, read/write, read only.  MANDATORY 
i. Additional details and clarifications will be provided during discovery. 
10. Photographs, documents, and notes
a. The Tool shall allow for the inclusion of unlimited photographs.  Photographs will include but not be limited to profile, front, regions of body (e.g., tattoos, scars, etc.), etc.  Photos will be designated separately (e.g., front; profile; scars, marks, tattoos, etc.) and further defined during discovery.  Photos will open directly and will not have to be saved to an external location to be viewed at a later time. MANDATORY
i. Respondents should explain how photographs will be stored (e.g., separate application that is accessible via the Administrative Tool, integrated directly into the Administrative Tool, etc.). MANDATORY
b. Pictures will be able to be selected within the Tool for inclusion on the SVOR Public Portal. MANDATORY
c. The Tool shall allow for the inclusion of unlimited documents.  Documents will include court documentation, registration forms, criminal histories, etc.  Documents will be designated separately (e.g., legal documents, registration forms, court orders, etc.) and further defined during discovery.  Documents will open directly and not have to be saved to an external location to be viewed at a later time. MANDATORY
i. Respondents should explain how documents will be stored (e.g., separate application that is accessible via the Administrative Tool, integrated directly into the Administrative Tool, etc.). MANDATORY
d. The Tool shall have a "notes" taking section.  "Notes" shall track important information on offenders, registration obligations, etc., and can either be created by the SVOR Solution itself or a user of the solution.  Notes shall be specific to records (i.e., offenders, determinations, and appeals) in the SVOR Administrative Tool.  MANDATORY 
i. Data points available in the notes shall include…
1. The date and time the note was added MANDATORY
2. The date and time the note was modified MANDATORY
3. Who created the note MANDATORY
4. A text box for the note MANDATORY
5. Additional requirements will be identified in discovery
ii. Required notes shall be identified in discovery but Respondents should anticipate a high volume of system tracked items in addition to allowing user selected tracked items. MANDATORY
iii. Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY
e. The Tool shall support storage of images and media, such as photographs, audio and video recordings, etc., to the offender record, which conform with existing compression standards. HIGHLY PREFERRED
i. Respondents should provide an explanation on how this will work in the proposed solution.
11. Reporting and data export requirements
a. The Tool shall contain pre-defined reports. MANDATORY
i. Respondents should plan to create at least seven pre-defined reports as a result of this solicitation. MANDATORY
ii. Reports must quantify and display data based on user-specified criteria, including begin and end dates.  MANDATORY
iii. Reports will be further defined in discovery.
b. The Tool should allow for the production of ad hoc reports.  HIGHLY PREFERRED
i. Reports will be further defined in discovery.
ii. Respondents should provide an explanation on how this will work in the proposed solution.
c. Reports shall be able to be viewed online, printed, saved and/or exported in multiple formats, such as any of the Microsoft Office applications, Adobe (PDF) and/ or HTML.  MANDATORY  
i. Report formats shall be subject to final approval by the Indiana Department of Correction.
d. Reports shall be available to users based on user-defined security access levels. MANDATORY
e. The Tool shall allow for extraction of data at a minimum in a flat-file format, compatible with but not limited to, Microsoft Excel. MANDATORY
12. Investigative tips received from the SVOR Public Portal shall be associated with an offender record and be kept and managed within the Tool.  The Tool administrator will be able to determine which user should receive each tip or type of tip (e.g., a specific user or type of user [e.g., user from a county where the offender is registered]). MANDATORY
Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY

	




13. The Tool will contain restricted zone data used to populate the mapping component of the SVOR Public Portal.  Restricted zone data will be stored within the Tool. MANDATORY
a. NOTE – restricted zone data will likely include address and parcel (property line) information.

Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY

	




14. The system shall have the ability to store and track offender registration fees.  MANDATORY  
a. See Attachment R for a copy of Indiana Code 36-2-13-5.6 which establishes the authority for a local registration fee.
b. Registration fees shall be connected to individual offender records. MANDATORY  
Respondents should provide an explanation on how this will work in the proposed solution. MANDATORY                                

	




                
15. The Tool shall allow for electronic signatures. HIGHLY PREFERRED
16. The Tool shall interface with Indiana SAVIN, the State’s automated victim information and notification system for delivery of reminder phone calls prior to when an offender is required to register.  Data (i.e., offender phone number, reason for call [e.g., yearly registration date], offender name, date to report, and reporting department(s) [where the offender is required to register]) to make phone calls will be provided to Indiana SAVIN via the general API connectivity under Data Exchange Requirements (see 2.4.06). MANDATORY
a. Additional details will be defined in discovery.  
b. NOTE – all management of content and costs associated with these calls once the data is provided to Indiana SAVIN shall be managed and provided through Indiana SAVIN and is thus outside the scope of this solicitation.
17. The Tool shall allow for the collection and maintaining of user contact information (e.g., names, titles, contact numbers, email addresses, US postal addresses, etc).  This contact information will be used as a basis for communication within the system and likely used in external communications as well.  
a. Additional details will be defined in discovery.

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification. Respondent should provide a narrative of how its proposed solution will comply with mandatory requirements.  

If a specification is indicated as highly preferred, Respondent still must indicate in their response whether or not the highly preferred item will be provided in the respondent’s solution.  If a Respondent is providing a highly preferred item, Respondent should provide a narrative of how its proposed solution will include the highly preferred item. 

	



  
2.4.014 Availability

1. The SVOR Solution shall operate on a twenty-four hours per day, seven days per week, 365 days per year basis (24 x 7 x 365).  Outside of routine monthly system maintenance/downtime, the system should meet 99.99% availability. MANDATORY

Respondent should provide an affirmative statement that it will comply with the Mandatory sections of this specification.  Respondent should provide a narrative of how its proposed solution will comply with the above specifications.  

	




