TECHNICAL PROPOSAL TEMPLATE

RFP-14-066

ATTACHMENT F

2.4.1 - PROJECT MANAGEMENT
The Vendor must provide one regular, full-time employee to serve as the primary Project Manager for the IDNR Contract.  The Vendor's Project Manager will be dedicated to the IDNR Contract, and will also serve as an expert in the software application and IDNR properties. The term "dedicated" implies that the Project Manager will be the primary point of contact to administer the contract, but does not necessarily mean that he/she may have no other responsibilities, as long as the needs of the IDNR are being met, or exceeded.
The Vendor’s choice in Project Manager must be approved by the IDNR. IDNR reserves the right to request and receive a new Vendor Project Manager at any time throughout the term of this Contract.

The State will provide oversight for the CRS with POS System, however, the Vendor must provide overall management of the tasks under this RFP and Contract, including the day-to-day management of its staff, the Call Center, Field Site Support, and all other operations related to the contract, set forth in this RFP.

The Vendor must provide a knowledgeable back-up Project Manager, to serve as the point of contact between the Vendor and IDNR, should the primary Vendor Project Manager become unavailable for more than 24 hours at a time (i.e. vacation, illness, or otherwise.)

The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
	

	


2.4.2 - KICK-OFF MEETING
A kick-off meeting will be held between IDNR and the Vendor within fourteen (14) days of the award of this Contract.

The CRS with POS System Implementation plan and schedule (as outlined in this RFP), that are submitted with the Vendor’s Proposal will be discussed at the Kick-Off meeting, and subsequently must be updated and submitted in electronic form by the Vendor to IDNR for approval within seven (7) business days after the Kick-Off meeting.  

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.3 - TRANSITION

The Vendor must be prepared to start operations as set forth in the RFP and Contract, no later than October 31, 2014.  The transition to the CRS with POS System must include installation of necessary hardware, IDNR employee training, data conversion from the existing reservation system and functional connectivity at all IDNR locations.  It is expected that the transition from the expiring Contract to the new Contract will appear seamless to the general public.  

IDNR reserves the right to delay the Implementation and execution of new software, or software components, and/or charge damage fees if it is deemed necessary due to the Vendor’s inability to meet the requirements set forth in this RFP.

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.4 -WEEKLY MEETINGS

A weekly meeting will be held between the IDNR Project Manager and the Vendor’s Project Manager. It may be necessary, from week to week, to include other individuals in the meeting. These meetings may take place in person or via conference call.  

The Vendor’s Project Manager must provide email status reports about Project Implementation, Installation and other pertinent topics, which are due to the IDNR Project Manager at least 24 hours before the start of each weekly meeting.  These pre-meeting email status reports must contain, at a minimum, descriptions of the following:

· Any issues encountered and their current disposition

· The results of any tests

· Whether deadlines were met

· Any issues that need to be addressed before proceeding to the next task

· Anticipated tasks to be completed in the next week

· Tasks percentage completed between 0% and 100%

· Updated project schedule

· Any updated risk and mitigation planning

· Status of open issues

A follow up email with the meeting results and summarized notes from each weekly meeting will be created and sent by the Vendor’s Project Manager to the IDNR Project Manager within forty-eight (48) hours of the conclusion of each weekly meeting.

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.5 -TECHNICAL REQUIREMENTS & DESIGN OF THE SYSTEM

The Vendor must perform a detailed review of the technical and functional requirements of the new CRS with POS System.  IDNR will provide an overview of the existing reservation system and history files including reference files and payment processes.  The Vendor must thoroughly review, confirm, and update if necessary, all the technical and functional requirements specified in this RFP.  In addition, the Vendor must work with IDNR to fully understand the scope, purpose, and implications of each requirement by holding discussion sessions, site visits or interviews with the stakeholders and IDNR subject matter experts.  
In addition to, and in conjunction with, other requirements or deliverables outlined in the RFP, the Vendor must provide the following fully integrated components:
· A CRS component of the application that seamlessly processes registrations, reservations, cancellations, and transfers within all three sales channels:  Field, Web (online) and Call Center

· A POS component of the application that seamlessly processes the sale, return and exchange of trackable inventory within all three sales channels: Field, Web (online) and Call Center
· The POS component of the application will also include the Vendor’s fulfillment of all Web and Call Center POS orders (i.e. gift card sales, annual entrance permits, lake permits, and other revenue sources.)  

· IDNR properties will fulfill all POS orders made in the Field.
· A component, or multiple components, of the application that allows for efficiencies in other operational processes that IDNR may choose to include in the System. Examples include, but are not limited to: processing seasonal lottery facilities, booking tours, boat dock management, special event registrations, managing dog park vaccination records, and other functionality as outlined by IDNR.

· All reports or report tools necessary to IDNR

· Real-time data management and immediate reporting capabilities for both CRS and POS transactions, current and historical

· Comprehensive reporting for tracking operational, financial and informational pieces of the CRS with POS (all types of transactions)

· A customer rewards / loyalty program that automatically applies discounts and / or free items when requirements have been met (no manual input or reports to implement this feature)

· A promotional code program, where IDNR can advertise promotions such as discounted pricing, buy-one-get-one options, and other opportunities based on occupancy, time of year or other factor deemed important by IDNR
· Ability to automatically integrate or share information on social media outlets such as Twitter, Facebook, etc.
· Each CRS and POS transaction must have a unique identifier for the entire IDNR contract.  Unique identifiers must not be duplicated in any manner.  All changes to the original transaction will be tracked using the same unique identifier to maintain historical perspective
· The system must contain an electronic format for notifying internal system-wide users, based on permission levels, of important information, emergencies or other information.  This can be a notation or a bulletin that pops up, but it must be clearly visible and readily accessible for information that is deemed important to IDNR.   
The Vendor must perform a detailed gap analysis of the technical and functional requirements in the RFP, against their proposed system, and develop detailed specifications required to customize and implement the new CRS with POS system.  The Vendor must provide the results of the gap analysis to the IDNR Project Manager in matrix or spreadsheet format.

The Vendor must track all requirements through each stage of the development life cycle from requirement specification through production deployment of the CRS with POS System.  In addition, the Vendor must provide the following to IDNR: 

· A flow diagram of each module and interface, identifying all major inputs, processes and outputs found within the CRS with POS System

· General and detailed narratives describing each customized function, process and feature found within the CRS with POS System

· Final network configuration with graphic layout of all network lines, switches and all hardware/software detail

· A detailed comprehensive dictionary of terms that are used by the Vendor as they relate to IDNR’s CRS with POS System

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.6 - SECURITY PLAN

The Vendor must provide an Information Security Plan detailing how the Vendor will maintain confidentiality of customer data.  This plan must include a comprehensive risk analysis. The security plan must be in compliance with any Indiana Office of Technology (IOT) rules and guidelines.

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.7 - CUSTOMIZATION & TESTING

The Vendor must customize the CRS with POS System to meet the needs of IDNR, as defined in this RFP.  The Vendor must be responsible for providing, maintaining and supporting the environments necessary to customize and test the system.  The Vendor must develop any bridges and integration code necessary for the CRS with POS system to interface with any other third-party software and external systems, including, but not limited to; credit card processing, the State’s Financial System, etc.  The Vendor will pay for all credit card processing fees up front, and the State will reimburse the Vendor in arrears on a monthly basis, as invoiced by the Vendor. Supporting documentation will be provided with each invoice that is submitted to the State.
The Vendor must develop a Master Test Plan that addresses each of the following testing types; Unit or Module Testing, System and Integration Testing, Regression Testing, Load and Stress Testing, User Acceptance Testing (UAT), Parallel Testing and Field Testing, as defined within this RFP.

With the exception of UAT, all other testing must be performed by the Vendor.  The Vendor must document and compare all results to the expected outcomes for each test.  Test results must be provided to the IDNR Project Manager through reports and meetings.  At a minimum, the Master Test Plan must ensure:

· Stability of the hardware and software

· Capacity and scalability of the hardware and software

· Functionality of the software

· Reliability and correctness of the software

· The accuracy of the input and output provided by the hardware and software at each of the IDNR properties and the IDNR Central Office

· Confidentiality of customer information
· Adherence to statewide security policies
· Test data, test case scenarios and scripts are thorough and complete
· Secure transfer protocols for data exchange, and
· Ability of the proposed solution to handle power outages or interruptions in service, or other loss to the system including the ability to recover data.
The Vendor must track and correct any defects that arise during testing. The Vendor must resolve all defects prior to the CRS with POS System implementation, installation and operation. All defects and their resolutions must be documented in writing to the IDNR Project Manager as soon as they are determined.
The Vendor must perform testing activities that will include the following: 

Unit or Module Test:  The Vendor must conduct unit testing of the CRS with POS system.  Unit testing must include a description of the test procedure, expected results, and actual results of each unit or module customized or built for the system.

System and Integration Test: The Vendor must conduct system and integration testing of the CRS with POS system.  System and integration testing must ensure that the system functions as designed and exchanges data correctly.  Additionally, integration testing must verify that each software unit or module implemented will operate seamlessly as part of the CRS with POS system.

Regression Test:  The Vendor must conduct regression testing of the CRS with POS system.  Regression testing must ensure that the system functions as designed and that any regression flaws are uncovered.  The System must continue to function as designed after any modifications have occurred.

Load and Stress Test:  The Vendor must conduct load and stress testing to determine performance levels under expected system loading conditions with production-sized databases.  Load and stress testing must also be conducted to evaluate how the system performs under maximum stress conditions and to determine the maximum capacity within specified performance levels.  The results of the load test may also result in re-work and system tuning if specified performance levels are not met.

User Acceptance Test (UAT): The UAT demonstrates that the Vendor is ready to provide the system to the State for testing. The primary purpose of UAT is to validate that the user requirements, as defined in this RFP, are met.  IDNR users will verify the operability of the system, all functional areas and output data.  System performance will also be evaluated against the performance requirements specified in the RFP and Contract.  The entire system must be tested before the start of operations.  The State must approve any modifications to the system.  The Vendor must support and assist IDNR during execution of UAT.  All available transaction types must be tested for, at a minimum, ten (10) properties prior to final Implementation of the CRS with POS System.

Parallel Testing (Optional):  The Vendor may conduct parallel testing to ensure that the new system is ready to perform.  This must be executed by operating the existing (or legacy) and the new (or replacement) system concurrently, in order to test the new system.  Both systems operating concurrently will support the same function, process the same data and are expected to produce the same outcome.

Field Testing:  The Vendor must test the accessibility and functionality of all functions, screens, reports and other components of the application.  They must also test the aspects of the new POS functionality, including new product set up, pricing, credit card processing, bar code scanning, inventory entry, report functionality and other tests as defined by IDNR.  At properties with boat docks, the Vendor must test the dock management module.  At a minimum, six (6) IDNR property locations (to be determined by IDNR) and two (2) additional work stations in the IDNR Central Office must be fully installed by no later than 12 weeks prior to implementation.  A representative of IDNR must be present at all field tests.

The Vendor must provide detailed written documentation of results of each type of testing, issues that arose, and the resolution to each issue.

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.8 - DATA CONVERSION

The Vendor must provide a written plan that outlines the process and strategy for converting historical data from the legacy system into the new CRS with POS System.  Any data issues that can be foreseen must be outlined in the written plan, along with appropriate methods to correct the issue(s).

The Vendor must convert the historical data to the new CRS with POS System and ensure minimal disruption to the work efforts of IDNR.  The conversion effort must include, but might not be limited to: extracting and cleansing data from any legacy system, mapping to and populating the data store and verifying that the data is imported completely and accurately reflects the source data.  

The Vendor must convert any legacy system data electronically.  Where legacy system data cannot be electronically converted, the Vendor must provide manual entry.

The Vendor must load the entire customer history file (including, but not limited to, all reservations, gift card balances and customer data) into its CRS with POS System prior to the system being ready for operation.  Additionally, the Vendor must enter the current IDNR fee structure, Indiana sales tax, various County Innkeepers’ taxes where applicable, current discount programs, property information, all Business Rules, maps, photographs and other required data into the CRS with POS System prior to the system being ready for operation.  
All historical transaction data, specific to each customer, must be kept and readily available for IDNR’s use, including all data captured back to the inception of IDNR’s first CRS system in 2002. 
The Vendor must provide IDNR with a data conversion document that contains statistics and outcomes from converting IDNR legacy system data.  The format of this, and all other, document(s) must be mutually agreed upon by the Contractor and IDNR during the data conversion planning effort.

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.9 -TRAINING

The Vendor must create, maintain and update a training plan for the life of the Contract, along with developing and providing all training services and materials necessary to successfully operate the CRS with POS System.  Training must be coordinated between the Vendor and IDNR to ensure that it meets the objectives of IDNR.  All training materials must be written and applied to the specific IDNR Business Rules and operational processes, as agreed upon by the IDNR staff.  

The Vendor must provide comprehensive training services for all levels of management and field personnel, as designated by the IDNR Project Manager. Training services and materials will include, but are not limited to:

· No less than one-hundred (100) copies of an interactive training CD with tutorials, that include interactive quizzes or tests for users, updated annually, to be utilized by IDNR staff in field locations

· No less than one-hundred (100) hard copy printouts of an IDNR CRS with POS System training manual

· A training web link that can be used from any remote location to practice features of the CRS with POS

· Virtual training through webinar capabilities and other training as requested by IDNR

· No less than six (6) regional instructor-led hands-on training sessions for field staff in the spring of each year. At these sessions, the Vendor will provide, or make arrangements for connectivity, hardware, software, physical locations for training and all training materials for up to 30 people per regional training session. The Vendor will be responsible for any rental or use fees associated with training locations or sessions

· Ongoing performance support for the CRS with POS System for IDNR employees once training has been completed

· Evaluation of all training format types and sessions, with results and feedback provided to IDNR

The Vendor must complete all training sessions, as outlined in this RFP, prior to Implementation, Installation and operation of the CRS with POS System.  

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.10 - IMPLEMENTATION

The Vendor will implement the CRS with POS System no later than October 31, 2014. The System presented for final acceptance by IDNR must account for all required functionality, training, conversion, documentation and any other requirements of this RFP prior to implementation.  IDNR reserves the right to delay any implementation whereby the required components of this RFP have not been met.

A detailed Implementation Plan must be provided to IDNR by the Vendor within 30 days of Contract Award.  The Implementation Plan must outline the key dates and details for coordinating the following:

· Final testing, training and data conversion activities;

· Technical preparation and system changeover activities;

· Development of an implementation activities check list;

· Implementation schedule;

· The process for developing a contingency plan for identifying, communicating, and resolving risks during implementation; 

· Activities required, in order to, effectively implement, operate and maintain the system;

· Document resolution of issues and associated dates; and

· Document plans for installation of lines and workstations.

The Vendor must not only provide an Implementation plan, but also, update the plan as necessary to reflect all Project changes that directly impact Implementation.  

The most critical update to the plan during this task is the development of a contingency plan for mitigating and resolving those risks that have been identified as impacting Implementation.  It must address the strategies for business and system continuity planning as a result of Implementation issues. The contingency plan must include one or more alternate solutions for each risk that are acceptable to the State.  The Vendor must execute the contingency plan as issues arise during Implementation, upon approval of IDNR.  The Vendor, upon approval by IDNR, must implement the CRS with POS in accordance with the approved Implementation plan.

	

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.11 - INSTALLATION

The Vendor must provide all hardware, software, data storage capacity, connectivity, installation and technical support necessary to run the CRS with POS System, as set forth in this RFP.
The Vendor must provide and install all hardware and software at all IDNR or Vendor sites, including the IDNR Central Office, all property field locations, the Call Center, the Support Hotline or Help Desk and all hosting and disaster recovery facilities.  At any given time over the term of the Contract, the Vendor must have a minimum of ten (10) complete spare hardware and software systems (also called “workstations”) for property field locations for emergency replacement purposes.  The replacement workstations should include all necessary peripherals needed to run the CRS with POS System (i.e. printers, keyboards, mouse, battery back-up components, scanners, and any other related items.) At the request of IDNR, the Vendor must immediately replace any hardware item as needed.  Emergency replacements, as defined by IDNR on a case by case basis, must be shipped overnight, and received by the property no later than the following business day.  

There are currently one-hundred eight (108) CRS workstations at thirty-seven (37) properties (containing multiple locations within each property) throughout the state.  Current CRS workstation locations and connectivity types at each location are listed in Attachment J: “IDNR CRS Property Locations & Connectivity Types for 2013 RFP”. 

The Vendor will provide all necessary updates and hardware to upgrade the system from CRS only to CRS with POS, for both existing and new workstations.

In addition to the existing one-hundred eight (108) CRS workstations listed in Attachment J: “IDNR CRS Property Locations & Connectivity Types for 2013 RFP”, the Vendor will also provide up to fifty (50) additional new workstations to operate CRS with POS at additional newly established locations, based on the operational needs of IDNR, at no additional cost to IDNR. The total number of workstations may be one-hundred fifty-eight (158) over the term of the Contract. The fifty (50) new workstations are in addition to any IDNR replacements that are needed through the life of the Contract.  IDNR may also require the Vendor to move workstations from one property to another property or from one location to another location within the same property. At all locations, both existing and new, the Vendor must install and maintain any necessary hardware, software and connectivity needed to operate the workstations and CRS with POS successfully.  DNR's expectation is that the fifty (50) additional new workstations are a part of the base cost to the bid.  Additional revenue to the Vendor is a possibility, but not guaranteed, because the new workstations will correlate to new properties and new inventory being added by IDNR.  This could effectively create a possibility for new/additional realized stays, over and above what IDNR has experienced in the past.
In addition to the fifty (50) new workstations for CRS with POS, the Vendor must set up and provide the ability for IDNR Gift Cards to be redeemed at non-park-operated concession locations, as payment for goods or services at these facilities (i.e. camp stores, gift stores, boat rentals, etc).  This may include hardware, software, reports or other means to successfully allow Gift Card transactions at non-IDNR concessions.
Non-IDNR locations refer to on-site concessionaire operations at camp stores, gift stores, pool vending, and other various locations.  Most of these locations do not currently have access to a computer that could be used to access a web interface, but instead, they utilize a basic cash register at this time.
IDNR will supply electrical power, connectivity and a physical structure at the IDNR Central Office.  IDNR will also supply electrical power at all property field locations.  All other components of the CRS with POS System must be provided by the Vendor.

At a minimum, the hardware that the Vendor provides each IDNR location that operates the CRS with POS System must include, but is not limited to: a 17” or larger flat screen monitor, CPU, cash drawer, battery back-up, credit card scanner, bar code scanner, thermal receipt printer, laser report printer, and any other items deemed necessary to operate the System.  

Over the term of the Contract, the Vendor must furnish all consumable supplies, including, but not limited to, all hardware, toner, ink cartridges and paper for every receipt and report printer.  The Vendor, with the approval of IDNR, will develop procedures for managing, ordering and distributing needed supplies to various IDNR locations.  The supplies will be delivered to the property that requested them within ten (10) days of making the request. The Vendor will keep extra supply of paper, toner, ink, etc on hand, if necessary, to meet this ten (10) day requirement.

The Vendor must provide and support a primary source of internet connectivity for each CRS with POS workstation.  The connectivity may include DSL, T1, or better service, but will not include satellite or dial up as a main source of connectivity, unless otherwise approved by IDNR.  Final connectivity for each location will be approved by IDNR.

The Vendor must provide a secondary redundant connectivity type (i.e. backup dial up) at each location in case the primary source of connectivity fails.  The Vendor must pay for all installation and maintenance costs as well as any monthly fees associated with the primary and secondary (or back-up) connectivity types.  Any backup dial-up connections must have the capacity for all locations to utilize the dial-up simultaneously.  A secondary connectivity type is not required at the IDNR Central Office. 

Connectivity may be provided by IDNR, if agreed upon by IDNR and the Vendor, however, the Vendor must reimburse the IDNR for all fees associated with connectivity. Subsequently, if it is less expensive for the State to obtain connectivity than it is for the Vendor to do so, the IDNR and the Vendor may work out an agreement whereby the Vendor reimburses the State for all connectivity costs that the State incurs up front.  Please see Attachment J: “IDNR CRS Property Locations & Connectivity Types for 2013 RFP”.  Attachment J is considered "approved by IDNR".  Please note that there are still a few locations where satellite is the only available connectivity.  The intent is to ensure that IDNR does not take a step backward in connectivity.  The equivalent of "equal to or better than" the existing connection will receive IDNR approval.
The Vendor must provide IDNR with guidelines and procedures for storing Vendor-owned hardware over the winter months when some IDNR facilities are closed.  These guidelines and procedures should also include information on how to restart the equipment in the spring and install any necessary updates.  It is up to the Vendor to insure that each location is properly set up, and is able to successfully operate the CRS with POS System as each IDNR property needs it.  

The Vendor must cooperate with the Incumbent during the installation of all hardware and software at the Central Office and field location sites.

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.12 - CALL CENTER ESTABLISHMENT, FUNCTION AND AVAILABILITY

The Vendor must provide a Call Center located within the State of Indiana, managed and staffed by the Vendor, with agents that are dedicated to the IDNR Contract, and are required to visit at least 2 IDNR properties each year.  Indiana agents must be able to pass knowledge-based tests regarding IDNR properties, Business Rules, customer service and other pertinent information related to the CRS with POS System

Prior to Implementation, the Vendor must establish a physical Call Center that is geographically located within the State of Indiana.  The hours of operation for the Call Center will be, at a minimum, from 12:00pm through 8:00pm, five (5) days per week, Monday through Friday, and from 12:00pm through 5:00pm on Saturdays and Sundays.  All times are considered Eastern Standard Time (EST).

The Call Center phone system must have an opening message that is no longer than 30 seconds prior to placing a customer in the holding queue to speak to a live person.  The Call Center agents are expected to answer the calls in the order in which they arrived into the holding queue. A customer should not be in the holding queue for longer than two (2) minutes before speaking to a live Call Center agent.  Overall, it must take no longer than two (2) minutes and thirty (30) seconds from the time a customer’s call is connected to the Call Center phone system and when a live Call Center agent is connected to the customer.
 The average speed of answer for a customer to speak with a live agent should be no more than one-hundred-fifty (150) seconds.  This would account for no more than thirty (30) seconds for an automated opening message when the call is first connected, and no more than one-hundred-twenty (120) seconds or two (2) minutes on hold before a live agent connects with the customer.
The Call Center may be closed on Thanksgiving Day, Christmas Day, and New Year’s Day ONLY each year.  On Christmas Eve and New Year’s Eve, the Call Center may close at 4:00pm.  The Call Center will be available all other days of the year.  All times are considered Eastern Standard Time (EST).

On days that the Call Center is closed, and after designated hours of operation, an automated voice message will be placed on the toll free number, directing customers to call back when the Call Center opens or visit the website which is available 24/7.

All Call Center issues must be thoroughly documented and tracked by the Vendor. The IDNR must have access to historical Call Center records and any current issues or tickets that are open.  The open tickets will be a topic of discussion for the weekly meeting between the IDNR Project Manager and the Vendor Project Manager.

In case of a major system failure that impacts the entire Call Center system, the Vendor must place a recording on the toll free line briefly explaining the situation and provide an estimated time when the problem will be resolved for IDNR.

All connected phone calls between Call Center agents and IDNR customers must be recorded for review purposes.  All recorded phone calls must be kept for no less than sixty (60) days from the time that the call was taken.  When the IDNR Project Manager requests a copy of a recorded phone call, the Vendor must send it electronically within forty-eight (48) hours of the request.

The IDNR Project Manager and other IDNR staff must be given unlimited dial-in access to review and listen to live incoming phone calls to the Call Center for review and quality control purposes.

The Vendor must maintain toll-free telephone access for the Call Center, and a Call Center access number for TDD/TTY devices.  IDNR will provide the toll-free telephone number for the Call Center and will retain the rights to this number at the expiration of the Contract.  The Vendor must provide the toll-free telephone number for the Call Center TDD/TTY. The Vendors must pay all fees associated with use of all Call Center phone numbers.

The Call Center must appear to the general public as being operated exclusively for and by IDNR.  
The Call Center must be able to accept credit or debit cards, gift cards, cashier’s checks, corporate checks and money orders.  The Vendor must supply a sufficient number of fully trained operators knowledgeable about IDNR facilities, rules and regulations, fees, customer types, use patterns, Indiana geography, and routes to parks. The Vendor must supply all required information systems and telecommunications to perform these Call Center operations.  All Call Center operations must be physically located within the State of Indiana.

Agents that field phone calls for the IDNR CRS with POS Contract may not work on another similar system or contract.  These Agents will be dedicated to IDNR only, with the exception that these Agents may be allowed to field phone calls for a system or contract that is not related in nature to CRS or POS services.  For example, an Agent may field phone calls for IDNR’s CRS with POS System, but may not field CRS or POS calls for Ohio State Parks.  That same Agent could, however, field phone calls for IDNR’s CRS with POS System, and also for another Vendor contract that does not deliver the same or similar services to those outlined in this RFP.  This step is a preventative measure being taken by IDNR, to help eliminate the confusion that comes from Agents learning and trying to understand multiple versions of similar rules for different States.

All Call Center Agents who work on the IDNR CRS with POS system Contract must be current and permanent residents of Indiana," further clarification includes:  1) the call agent lives in the State of Indiana at least six months out of the year, and 2) the call agent holds a valid Indiana ID or Drivers' License to show proof of residency.  Not only those agents that work in the physical call center, but any that work outside of the call center (i.e. at home) must be current and permanent residents of Indiana also.
The Vendor must staff the Call Center each day with the appropriate number of Agents to meet the performance expectations and other criteria outlined in this RFP.  

Calls to the Call Center must be answered within the third ring or within thirty (30) seconds of ringing into the phone system.  If an automated voice response system or IVR is used, an option must exist that allows the caller to speak with an operator.  Total wait time to speak with an operator must not exceed two (2) minutes.

The Vendor must produce, and update as necessary, a Call Center Procedural Manual that may be used to address all customer calls.  IDNR will assist with developing training materials for the Call Center operators (i.e. providing park specific information and general information about IDNR).  IDNR may provide additional input to the content of the Call Center Procedural Manual. The procedures must include protocols for managing and responding to incoming phone calls, etc.  The Vendor must make the Call Center Procedural Manual available for review by IDNR.

The Vendor must provide weekly and monthly statistics on all Call Center activities.  The Call Center Reports must include performance statistics as approved by the IDNR Project Manager and in accordance with this RFP.  Reports of Call Center activity must be delivered to IDNR electronically by the 10th of each month for the previous month.

Every month, the Vendor must send an electronic survey (via email or telephone) to a sample of Call Center customers from the previous month to determine the level of satisfaction IDNR customers are displaying.  The survey must contain questions that are created and/or approved by the IDNR Project Manager, and must be measurable or quantifiable in nature.  The survey will also contain an open-ended section (if electronic) or the ability to leave a message (if done by phone), whereby the IDNR customers can leave comments.  The survey will be sent to twenty percent (20%) of all Call Center customers from the previous month. The survey will be deemed valid if at least three (10%) of the survey recipients respond to the survey questions.  Customers that respond to the survey must meet a level of customer satisfaction.  For each month, the overall satisfaction of survey respondents must be at least ninety (90%) satisfied or very satisfied.  If the survey results drop below this threshold, damage fees may be assessed as outlined in this RFP.

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.13 - FIELD SITE SUPPORT (HELP DESK) ESTABLISHMENT, FUNCTION AND AVAILABILITY

The Vendor must provide a support hotline or help desk, known as Field Site Support (FSS), managed and staffed by the Vendor, whereby the IDNR employees can call to obtain answers to questions regarding technical and operational issues related to CRS with POS System. FSS must be staffed by the Vendor, with agents that possess a high level of knowledge regarding the Indiana contract, the software units or modules and all hardware components

Prior to Implementation, the Vendor must establish a Field Site Support (FSS) Support Hotline or Help Desk.  The hours of operation for the FSS will be, at a minimum, from 9:00am through 10:00pm Monday through Saturday, six (6) days per week, and from 12:00pm through 7:00pm on Sundays. All times are considered Eastern Standard Time (EST).

During FSS hours of operation, calls to FSS must be answered within the third ring or thirty (30) seconds.  If an automated voice response system or IVR is used, an option must exist that allows the caller to speak with an operator.  Total wait time to speak with an operator must not exceed two (2) minutes.

FSS must initially respond to all system and user questions within thirty (30) minutes of the initiation of an issue by IDNR.  

FSS may be closed on Thanksgiving Day, Christmas Day, and New Year’s Day ONLY each year.  On Christmas Eve and New Year’s Eve, FSS may close at 4:00pm.  FSS will be available all other days of the year.  All times are considered Eastern Standard Time (EST).

All Support issues must be documented and tracked by the Vendor. The IDNR must have access to historical support records and any current issues or tickets that are open.  The open tickets will be a topic of discussion for the weekly meeting between the IDNR Project Manager and the Vendor Project Manager.

The Vendor must maintain toll-free telephone access for FSS, and an access number for TDD/TTY devices.  The Vendor must provide the toll-free telephone numbers for FSS and the TDD/TTY.  The Vendor must pay all fees associated with use of all phone numbers.

The Vendor must keep a log of all calls that come into FSS, which outlines a summary of each issue, question or problem, the time and date of the call, steps for resolving the issues and the time of resolution.  The Vendor must send an electronic copy of the FSS call log to a designated IDNR employee on a monthly basis.  The Vendor must maintain telephone access to FSS Operations, and supply all required information systems, telecommunications and personnel to perform these Help Desk operations.  All FSS operations must be located within the Continental United States.
The Vendor must produce, and update as necessary, a FSS Manual that may be used to address all system and user questions, including problem identification, initial diagnosis and checklist, problem resolution/referral procedures and a list of frequently asked questions.  The procedures must include protocols for managing and responding to incoming phone calls, voice mail, and e-mail options, etc.  The Vendor must make the FSS Manual available for review by IDNR.

FSS must also provide access to technical resources to answer inquiries relating to the CRS with POS System. Inquiries are questions about troubleshooting issues with the functionality and operability of the CRS with POS System, including but not limited to: 

· Application availability;

· Hardware and system software issues;

· Connectivity issues;

· System issues and their expected time of resolution;

· Problems with application screens; and

· Role-based security issues.

The Vendor must staff FSS each day, with the number of operators appropriate to meet the performance specifications defined in this RFP.

As related to the role of FSS, the Vendor must also:

· Receive inquiries from IDNR staff and provide an automated response for any known problems through the following means at a minimum:

· IDNR Web Site;

· Toll-free phone number; 

· E-mail; and 

· Any alternative methods proposed by the Vendor.

· Within eight business hours of notification, the Vendor must provide the expected resolution date; 

· Provide weekly and monthly reports about FSS activities. The FSS reports must include performance statistics as approved by the IDNR Project Manager, and in accordance with this RFP;

· In case of a major system failure that impacts the entire system, place a recording on the toll free FSS phone line briefly explaining the situation and provide an estimated time when the problem will be resolved;

· Classify inquiries that cannot be resolved immediately upon receipt into low, medium, or high priority, defined as follows:

· Low: the problem prevents the User from performing some tasks, but a workaround is available;

· Medium: the problem prevents the User from performing some tasks; and

· High:  the problem prevents the User from performing their duties.

· Classify inquiries that cannot be resolved immediately upon receipt into simple, medium and complex levels of complexity, defined as follows:

· Simple: the problem is a known issue or an immediate solution is available;

· Medium:  the problem appears to be a bug or data problem; and

· Complex: the problem is hard to trace and is likely to need extensive troubleshooting.

· Regardless of the level of complexity, report all system inquiries/problems to the IDNR Project Manager (or designated back-up manager) according to the following schedule based on the priority assigned to the inquiry/problem:

· Low Priority: Report via email within three (3) business hours

· Medium  Priority:  Report via phone and email within one (1) business hour 
· High Priority: Report via phone and email immediately
If it is unclear as to which category a particular issue falls under, either by priority or by complexity, the Vendor must err on the side of severity and let IDNR know of the issue immediately.

Each month, the Vendor must send an electronic survey (via email or phone) to FSS customers (IDNR staff) from the previous month to determine the level of satisfaction IDNR field staff is displaying.  The survey must contain questions that are created and/or approved by the IDNR Project Manager, and must be measurable or quantifiable in nature.  The survey will also contain an open-ended section (if electronic) or the ability to leave a message (if done by phone), whereby the IDNR customers can leave comments.  The survey will be sent to twenty percent (20%) of all FSS customers from the previous month. The survey will be deemed valid if at least three (10%) of the survey recipients respond to the survey questions.  The Performance Expectations section of this RFP outlines the expectations for satisfactory FSS survey results, and any damage fees assessed if those requirements are not met. Every month, the overall satisfaction of survey respondents must be at least ninety (90%) satisfied or very satisfied. If the survey results drop below this threshold, damage fees may be assessed as outlined in this RFP.

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.14 - OPERATIONS OF THE CRS WITH POS SYSTEM

The Vendor and IDNR will assess the operational readiness of all required system components including interfaces and required communications links.  This will result in the establishment of the operational production environment in which all reservation-related functions and POS transactions will be accurately and reliably processed.  

Throughout operations, the Vendor must ensure that the CRS with POS System is a reliable and dependable system that meets the needs of IDNR and its stakeholders.  The Vendor must be responsible for providing, maintaining and supporting the environments necessary to operate the system.

· Present the CRS with POS to the State for Final Acceptance.  When the CRS with POS system is presented by the Vendor to the State for final acceptance, it must account for all required functionality outlined within this RFP.


If the CRS with POS does not account for all required functionality that is outlined in the RFP, the State will not accept the System and will delay the Implementation timeline.  Depending on the timing of non-acceptance, damage fees may be assessed to the Vendor.  
Once IDNR accepts the final CRS with POS System, the Vendor must provide maintenance and support coverage for the system throughout the entire life of the Contract.

· Hosting.  The Vendor must host the CRS with POS System and provide all components necessary to full operate the System. 

· Backup and Recovery.  The Vendor must make a complete backup of the CRS with POS System at least once per day, preferably in the overnight hours.  The Vendor must provide storage of the data backup files at a secure offsite location.  The Vendor must ensure that the system immediately recovers any data lost due to system or network failure.  The Vendor must notify IDNR immediately in the event of data recovery.
· Disaster Recovery.  The Vendor must provide a Business Resumption Plan for the CRS with POS System, describing how critical business operations will continue in the event of disruption or complete system failure.  If requested, test results of the plan must be made available to IDNR.  The plan must meet the Disaster Recovery (DR) requirements of the State.  The Vendor must apply recognized industry standards governing disaster preparedness and recovery including the ability to continue processing in the event that the primary hosting facility is rendered inoperable.  The Plan must include but not be limited to:

· Critical lines of business and supporting functions;

· A process for reporting system disruption / failure;

· Emergency procedures;

· Transition from failure to restart; and

· A timeframe for updates to the plan.


The Vendor is responsible for the creation of a DR environment such that the CRS with POS System operations can be seamlessly transferred to a separate hosting facility in a separate geographic location.  This DR environment must be activated upon complete failure of the primary and secondary systems at the primary hosting facility due to disaster.  This DR environment must fully replicate the environment at the primary hosting facility.  The Contractor must notify IDNR immediately in the event of system fail-over to the DR environment.

· Server Logs.  On the first day of every month, and at any other time as reasonably requested by IDNR, the Vendor must deliver an electronic form of the Server Logs of the CRS with POS to IDNR.
· Availability.  The CRS with POS must be publicly available to users a minimum of 99.5% of the time during any thirty (30) day period, and a minimum of an average of 99.5% of the time during any twelve (12) month period.  There must be no period of interruption in public accessibility to the CRS with POS that exceeds thirty (30) continuous minutes.  Agreed upon times for scheduled maintenance is excluded from this time standard.  The Vendor must notify IDNR of system problem occurrences (i.e. system performance issues impacting reservations) immediately after gaining knowledge of the system issue. Failure to do so could result in damage fee assessment(s) to the Vendor.

· Response Time.  An internal (IDNR) or external (public) customer’s average response time for any functionality within the CRS with POS System may not exceed more than 5 seconds per function during any given one-hour time period (except during scheduled maintenance down times.)

· Browser Capability.  The CRS with POS System accessed by customers utilizing commonly accepted browsers including but not limited to Microsoft Internet Explorer, Lynx, Firefox, Google Chrome, etc.  The CRS with POS System must also have the option to navigate with or without maps.
· Mobile Application(s).  The CRS with POS System must contain a mobile application component to allow users to easily utilize the system from smart phones, tablets or other devices.
· Cookies.  The Vendor must not use for its benefit, or the benefit of any third party, the contents of any cookies collected via the CRS with POS system.

· Refreshing Hardware and Software.  The Vendor will provide all new hardware at the onset of the Contract prior to the Implementation of the CRS with POS System. Upon IDNR approval, the Vendor must update, refresh and replace all outdated or damaged hardware and software throughout the life of the Contract as needed.  Additionally, if over the life of the contract, the Vendor upgrades its CRS with POS System, IDNR may request the Vendor to upgrade to the new software at no additional charge.
· Hardware and Software Maintenance and Support.  The Vendor must provide maintenance and support for the CRS with POS, which includes identifying and developing standard maintenance requirements; updates; patches and repairs; correction of application defects; system tuning; performing modifications; content changes; and on-site technical support.  The Maintenance and Support must be performed to achieve optimal system performance.  

The Vendor must not supplement, modify or alter the CRS with POS System, without IDNR’s prior written approval.  

The Vendor must correct any material programming errors that are attributable to the Vendor within a reasonable period of time.  However, the State must notify the Vendor, either verbally or in writing, of a problem with the software and provide sufficient information for the Vendor to identify the problem.

The Vendor’s response to an application defect will depend upon the severity of the problem.  For programming errors that slow the processing of data by a small degree, render minor and non-mandatory functions of the System inoperable or unstable, or require users or administrators to employ workarounds to fully use the software, Vendor will respond to the request for resolution within three (3) business hours. Furthermore, the Vendor must begin working on a proper solution for the problem within one business day, dedicating the resources required to fix the problem.  

For any defects with more significant consequences, including those that render key functions of the system inoperable or significantly slow processing of data, the Vendor will respond within one (1) business hour of notice. The Vendor also must begin working on a proper solution for the problem immediately after responding and, if requested, provide on-site assistance and dedicate all available resources to resolving the problem.  The Vendor shall provide IDNR with updates on the progress of the solution and an estimated time when the problem will be resolved will be corrected.

Hardware maintenance must include preventative and remedial maintenance, installation of safety and security changes/updates, and installation of engineering changes based upon the specific needs of the individual item of Equipment.  This maintenance must include the repair, replacement, or exchange deemed necessary to keep the Equipment in good working condition.  For purposes of this Contract, Equipment restored to good working condition means Equipment that performs in accordance with the manufacturer's published specifications and the RFP.

The Vendor must complete all remedial Equipment maintenance within twelve (12) business hours after notification by the State that maintenance is required.  In the case of preventative maintenance, the Vendor must perform such in accordance with the manufacturer's published schedule and specifications.  If maintenance is not completed or replacement equipment is not delivered by the next business day after notification by the State, the Vendor may be assessed damages.

The Vendor must provide adequate staff to provide the maintenance required by this Contract.

· Performance Expectations.  The Vendor must adhere to the performance level requirements provided in the “Performance Expectations” section of this RFP. The Contractor must document and provide the results of all performance expectations in a monthly Performance Report, or as requested, to IDNR.

· System Security.  The Contractor must prevent unauthorized access to the CRS with POS System. The Vendor must apply recognized industry standards to address system vulnerability to theft, mischief and efforts at tampering.  Such security measures must be in compliance with the State’s current security policy and procedures.  As determined by the State to be appropriate, the following specific security measures must be addressed:
· Computer hardware and software controls that ensure acceptance of data from authorized networks only;

· Placement of software controls that establish separate files for lists of authorized user access and identification codes;

· At IDNR’s request, the Vendor must also enact security access measures to prevent access to the CRS with POS System parties identified by IDNR;
In the event that someone leaves employment with IDNR, the State wants to make sure that this person no longer has access to the CRS with POS system.  We are requesting confirmation that the Vendor can shut off a person's access very easily when requested by IDNR.
· Manual procedures that provide secure access to the system with minimal risk; and

· Multi-character alphanumeric passwords, unique user names, identification codes or other security procedures that must be used by State agency or Vendor personnel.


IDNR may require the Vendor to conduct security risk analyses and periodic license verification of all security software; results must be provided to the State as required.  DNR is requesting a risk analysis of the system's user password strength, virus protection, operating system update and patches, and related software or equipment.  If Virus software is installed on each computer, license verification (ownership) should be provided also.

The Vendor must immediately notify IDNR of any known or possible security breaches immediately after discovery, followed by written notice within one business day.

· Physical Security of Facility.  The Vendor must be responsible for controlling personnel access to the Call Center, FSS hotline or help desk and other Vendor Facilities that are a part of, in any way, the CRS with POS System for IDNR.  Preventive measures against catastrophic damage (fire, flood, etc.) must also be provided.  Physical security for each facility must include the following measures: camera surveillance; lockable areas (gates, doorways, server racks, etc.); and other security measures as necessary.  Staff and visitors must be immediately discernable by identification badges.  In addition to wearing a discernable badge, all visitors must be required to sign in and out of any facility that houses any part of the CRS with POS System for IDNR.

The Vendor must adhere to all Statewide Website Policies.

· Escalation and Resolution.  The Vendor must provide IDNR with a Detailed Escalation and Resolution Plan.  The Vendor must agree to notify IDNR immediately upon identification of system-related problems, programming problems, and data transfer problems or performance problems.  The Vendor must make every effort necessary to correct such problems within 24 hours, regardless of the time or date, in order to minimize any negative impact on customers and stakeholders.  The Vendor must correct all application defects within 24 hours.  If a problem cannot be fixed in this time frame, the Vendor shall provide IDNR with an update on the progress of the correction and an estimated time when it will be corrected.  The Vendor must exchange 24/7 “on-call” contact information (i.e. email address and mobile numbers) with IDNR in order to facilitate timely resolutions.  All resolutions must be provided in writing to IDNR.

Over the term of the Contract, the Vendor may also be asked to provide additional services to IDNR on an as needed basis.  Such services will include, but not be limited to:  electronic and phone based emergency notifications to customers, IDNR initiated site changes or changes in fees for a facility, and other unpredictable situations that may arise. 

In addition to the customizations needed to meet the requirements and scope of work of this RFP, IDNR will require the Vendor to provide up to 1000 hours of programming for additional customizations over the life of the contract, at no additional cost to IDNR.   These hours will be utilized to make customizations outside the requirements of this Contract that are requested by IDNR to enhance the system.

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.15 - VENDOR SITE VISITS

The Vendor’s Project Manager must make site visits to a minimum of four (4) IDNR properties that are using the CRS with POS System each year.  These visits must be pre-arranged and coordinated with IDNR.  These visits must include conversation   with IDNR property management and staff about system operations or issues and a tour of the property and facilities (campsites, cabins, recreation buildings, etc.)

The Call Center staff must make site visits to a minimum of two (2) IDNR properties that are using the CRS with POS System each year.  These visits must be pre-arranged and coordinated with IDNR. It is expected that the Vendor's designated Project Manager will perform four (4) IDNR property site visits per year.  It is expected that all agents who take IDNR phone calls will perform two (2) IDNR property site visits per year. Supervisors of said agents will also perform two (2) IDNR property site visits per year.
All travel expenses incurred by the Vendor’s staff during site visits will be the responsibility of the Vendor.

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.16 - CUSTOMER CONFIRMATIONS

The Vendor is responsible for sending out confirmation notices for all reservations, cancellations, transfers or other changes made to an order.  In all possible instances, the Vendor will obtain and verify the customer’s email address and send email notification, within twenty-four (24) hours of the completion of the specific transaction(s).  If the customer does not have an email address, the Vendor will send a letter in the mail, within forty-eight (48) hours of the completion of the specific transaction(s).  

For those customers that do not provide an email address, who make a reservation, cancellation, transfer or other change, within seven (7) or fewer days of arrival, a confirmation letter will not be mailed.  For those customers that do provide an email address, a confirmation email will still be sent, even when a transaction is made within seven (7) or fewer days of arrival.  It is in the best interest of the Vendor, IDNR and the customer(s) to provide an email address for correspondence.

The Vendor must make sure that all mailed letters have an Indiana return mailing address, and that all correspondence in the way of confirmations, appears as if it is coming directly from IDNR and not a third-party name or the Vendor’s name.

IDNR will approve all Confirmation verbiage for emails and letters, prior to Implementation.

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.17 - RESPONDING TO CUSTOMER EMAIL OR PHONE INQUIRIES

The Vendor will provide an online “contact us” option for all web customers, whereby they are able to send a message or inquiry to a specific mailbox that will be answered by the Vendor within twenty-four (24) hours of receiving the inquiry.  The Vendor will also include the IDNR Project Manager on all email inquiry responses.  IDNR reserves the right to approve any templates used for generic responses, but also expects that each customer’s email will be responded to accurately, timely, individually and personally by the Vendor.  Failure to respond to these inquiries in a timely manner may result in fees assessed to the Vendor under the Performance Expectation section of this RFP.

In addition, the Vendor will provide an option for customers to speak with a customer service manager immediately upon request.  A customer should not have to call back, or wait for a call back, to speak to a manager or supervisor.

If the Vendor does not know how to respond to a customer’s email or phone question(s) or inquiry, the Vendor will engage the IDNR Project Manager for assistance, prior to responding to the customer, within twenty-four (24) hours of receiving the customer’s inquiry. 

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.18 - WIFI IN CAMPGROUNDS

IDNR does not currently provide recreational WiFi service to campers, except for a few hotspots located throughout the State properties.  IDNR plans to implement WiFi capability for its customers within the life of this Contract.

The Vendor must assist in whatever capacity necessary to ensure that the CRS with POS System does not conflict with any third-party WiFi services that may be installed. 
	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.19 - REVENUE PROCESSING

The Vendor will collect all revenue that is associated with the CRS with POS automatically via the System, and distribute it directly to a central bank account that is in the name of IDNR.  The exception to this is that IDNR properties will deposit any cash or check transactions made in the Field into their own local bank, per the standard operating procedures for IDNR. The cash and check sales deposited into the local bank accounts will be swept by IDNR central office staff and distributed appropriately.  

The Vendor will use the established chart of accounts information that the State has implemented for revenue sources, and any account conversion from the Vendor’s end to the State’s Financial System will be done behind the scenes, automatically, and without any manual manipulation needed by IDNR.
The Vendor will ensure that the CRS with POS is able to seamlessly transition revenue to the State’s Financial System. The application must have the ability to integrate or easily upload the CRS with POS revenue information with the State’s Financial System in order to minimize or eliminate manual spreadsheet processes currently used in the field and by central office staff.

The Vendor’s application must have the ability to sell gift cards by any payment method, redeem gift cards and refund to gift cards within all three sales channels: field, web and call center.  This will include the ability to capture revenue of gift card transactions upon the redemption of the card (not the sale) and appropriating funds to the right account. (For example, when the field sells a gift card by cash or check payment, we need AFT ability to automatically capture that from their local bank account and place it in a holding account until the card gets redeemed).
	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification.  
2.4.20 - INVOICING

There will be no fees assessed out of IDNR’s revenue account or dollars.  Instead, the Vendor will invoice IDNR on a monthly basis for any fees associated with payment due to the Vendor, as outlined within the Contract.  The details of the template used for monthly invoices must be approved by IDNR before the first payment will be made.  Invoices will be sent electronically to IDNR.

The invoice will be paid monthly, and will be delivered to IDNR by the seventh (7th) day of each month, reflecting all transaction fees in arrears for the previous month, as outlined in the final Contract.

	


The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification. 
2.4.21 - PERFORMANCE EXPECTATIONS

The State will hold the Vendor to the expectation of delivering the highest level of service and satisfaction to its customers, both internal (IDNR) and external (the public).  As pertaining to the Contract Deliverables and measurable items found throughout the RFP, this section outlines any potential damage fees that may be assessed by the State, to the Vendor, if the Performance Expectations are not met by the Vendor.

Any damage fees assessed by the State will be invoiced separately by the State, and must be paid by the Vendor within thirty (30) days of the date of invoice, and paid separately from any other fees, invoices, charges or other Contract dollars.  Payment by the Vendor will be in the form of a corporate check made out to IDNR.

· Call Center - Abandon Rate.  The Vendor must ensure that no more than two percent (2%) of calls to the Call Center be abandoned, either by the customer or by the Vendor, as measured at the Call Center phone switch and averaged over a calendar month.  Damage fees equal to one-hundred dollars ($100) times each percentage point of calls in excess of two percent (2%) that are abandoned may be assessed each month.  This standard will be measured and paid monthly.

· Call Center - Hold Time in Queue.  The Vendor must ensure that no more than five percent (5%) of calls to the Call Center be held in queue more than two (2) minutes on average over a calendar month.  Time held in queue does not include time using the automated voice response system as measured at the call center phone switch.  Damage fees equal to one-hundred dollars ($100) times each percentage point of calls in excess of five percent (5%) that are held in queue more than two (2) minutes may be assessed each month.  This standard will be measured and paid monthly.

· Call Center and Field Site Support (FSS) Closed or After Hours Message.  The Vendor must ensure that a message is available for all customers and IDNR staff, including TDD, who calls the Call Center or FSS outside of the designated Hours of Operation.  Damage fees equal to fifty dollars ($50) for each hour or partial hour that the standard is not met may be assessed monthly.  This standard will be measured and paid monthly.

· Call Center and Field Site Support (FSS) Customer Satisfaction Surveys.  Call Center and FSS survey respondents must meet a minimum ninety percent (90%) satisfaction level.    Damage fees equal to one-hundred dollars ($100) times each percentage point that Call Center and FSS survey respondents falls below the ninety percent (90%) satisfied or (very satisfied level) may be assessed each month. These two standards will be measured separately from each other, and each paid monthly. 

· Call Center and Field Site Support (FSS) Hours of Operation.  The Vendor must ensure that the Call Center and FSS operate at least the minimum required days and hours each year as stated in the RFP.  Also, TDD Service must be available during all hours of operation.  Mutually agreed upon time for scheduled maintenance is excluded from this time standard.  Damage fees equal to fifty dollars ($50) for each hour or partial hour that the standard is not met may be assessed monthly.  These two standards will be measured separately from each other, and paid monthly.

· Customer Confirmations.  The vendor must ensure that all emailed confirmations are sent with in twenty-four (24) hours, and all mailed confirmations are sent within forty-eight (48) hours, of the completed transaction.  Damage fees equal to twenty-five dollars ($25) times the number of confirmations that are not delivered as outlined in the RFP may be assessed each month.  If a dispute occurs between the Vendor and the IDNR customer over whether or not a confirmation was sent and received, after verifying that the email and mailing address are accurate in the system, the customer’s concern will prevail and a twenty-five dollar ($25) damage fee may be assessed to the Vendor for each occurrence.  This standard will be measured and paid monthly.

· Data Conversion.  The Vendor must ensure that, in converting data from the existing (legacy) system to the new CRS with POS System, no reservation, gift card or customer data will be lost or misplaced. The Vendor must refund all fees to any customers affected if there is lost or misplaced information.  Damage fees equal to the same amount of the reservation that was affected may be assessed monthly.  This standard will be measured and paid monthly.

· Data Security.  The Vendor must ensure that there are no breaches of security that result in personal information of customers being shared with any entity other than IDNR or those approved by IDNR.  Damage fees equal to five-thousand dollars ($5000) will be assessed and paid to IDNR per incident. Any costs associated with recovering the data and/or protecting the individuals who are at risk from having personal information disseminated without permission may also be assessed per occurrence.  This standard will be measured and paid as each occurrence takes place.

· Double-booking.  The Vendor must ensure that there are no double-bookings of any facility at any time.  This includes more than one reservation for a specific facility with overlapping stays, regardless of the sales channel used. If a double-booking occurs, the Vendor must refund all fees to customers affected by the double-booking, and provide additional compensation for other inconveniences (i.e. gas money, overnight accommodations, etc), as determined by IDNR.  Damages equal to the dollar amount paid by the Vendor to cover the customer’s refund and additional compensation, may be assessed to the Vendor a second time and paid to IDNR immediately.  This standard will be measured and paid immediately upon occurrence. 

· Implementation.  The Vendor must guarantee an on-time implementation of the CRS with POS System. If the Vendor fails to meet the implementation deadline and requirements set forth by this RFP, damage fees in the amount of fifty-thousand dollars ($50,000) per day may be assessed after the scheduled Implementation date has passed. 

· Missing Reservation, POS Sale or other Transaction.  The Vendor must ensure that there are no missing reservations or POS transactions during a calendar month.  This includes any reservation or POS transaction that could not be found in the CRS with POS system, and can be substantiated by evidence such as a confirmation email / letter, a reservation number, a POS receipt or other documentation. The Vendor must refund all fees to affected customer(s).  Damage fees equal to the same amount of the reservation, or point-of-sale transaction that was affected may be assessed.  This standard will be measured and paid monthly.

· Problem Resolution / Escalation Process.  The Vendor must resolve all CRS with POS System problem occurrences (i.e., system performance issues impacting transactions) within twenty-four (24) hours of the Vendor’s knowledge of the system issue. System issues that require more than twenty-four (24) hours to correct, regardless of time or date, will be considered a standard not met. Measurement will include problems on the primary system that are temporarily resolved by the Vendor’s backup system. If the Vendor fails to resolve the System issue within the specified time, damage fees of five-thousand dollars ($5,000) per occurrence may be assessed. This standard will be measured and paid monthly.

· Reservation Quality.  The Vendor must ensure that documented and verified agent errors of omission, misinformation, inappropriate reservations and data entry occur no more than 5 times per 1,000 reservations each calendar month.  Verification will be completed through investigation of customer complaints and/or specific discovery during periodic monitoring by IDNR.  Damage fees in the amount of fifty dollars ($50) per error in excess of the total allowed by the standard may be assessed monthly.  This standard will be measured and paid monthly.

· Revenue Delivery to IDNR.  The Vendor must ensure that there are no late deposits to IDNR each calendar month.  Over the course of a calendar year, if the standard is not met, damage fees equal to one-hundred dollars ($100) for the first occurrence; five-hundred dollars ($500) for the second occurrence and one-thousand dollars ($1000) for any subsequent occurrences may be assessed immediately.  This standard will be measured and paid as each occurrence takes place.

· System Downtime.  The Vendor must ensure that CRS with POS System downtime, which prevents the ability to complete transactions in one or more of any of the three sales channels (call center, web or field), must not total more than thirty (30) total minutes per calendar month.  Mutually agreed upon time for scheduled maintenance is excluded from this time standard.  An exception will be made for natural disasters or other acts out of the control of the Vendor, as determined by IDNR.  A damage fee equal to fifty dollars ($50) per minute that the standard is not met may be assessed monthly.  This standard will be measured and paid monthly.

	


 The Respondent shall respond to this specification with a statement that it agrees to meet and comply with the specification. 
2.4.22 - Please describe in detail your company’s proposed account management team structure for IDNR, including names and contact information where possible, and the services that each individual or group will perform.  In your response, please include at least two potential names for the proposed Project Manager for IDNR, along with a descriptive paragraph about each person’s experience, explaining what factors make each person the most qualified person to serve IDNR.
	


2.4.23 - What is your company's standard process for problem resolution, including standard response times? What is the escalation process if the standard resolution process cannot resolve an issue?  Include all steps and details in your response, especially, the mode of communication (via email, telephone, etc) for each step.
	


2.4.24 - What are the standard CRS or POS reports that your company provides to your existing customers that currently already exist in your System?  Please provide a list of your company's existing CRS and POS standard reports, including examples, as an attachment to your RFP response.  In addition, describe the ability, or a limitation, your reporting system has with sorting or filtering data in the field (i.e. by site number, by customer, by arrival date, by order date, by site type, etc).  Please provide examples of at least five (5) of your standard reports, each of them sorted by three (3) different types of data, relevant to a CRS or POS system.
	


2.4.25 - Please detail your company’s customized and ad hoc reporting capabilities, including how long the State will wait to receive new requests for information.  Please include the level of access the IDNR Project Manager, the field managers, and others will have at preparing ad hoc reports themselves, as they currently exist in your System.  Explain any limitations with the amount of data or date span that may be reflected in any of the ad hoc reports.
	


2.4.26 - Please describe in detail your company’s proposed process for administering a CRS with POS functionality from start to finish to a State agency that is not currently using a POS System.  Include in your response, a detailed checklist all items and steps that must be completed by IDNR prior to the implementation of the new CRS with POS system, along with a rough timeline for the turn-around of each item (i.e. does it take a week, a month, etc. to complete each item).  

	


2.4.27 - Please describe in detail how your CRS with POS system reacts to  a large number of transactions that are weather dependant (i.e. flood event, mass draught, tornado closure, etc.) by showing examples of the refund, void, cancellation, and other processes that pertain to a mass closure.  Include your company’s plan for mass notification to a large amount of customers in the event that IDNR needs to broadcast a message in a short period of time (as few as 4 hours from the time of request).  Please include screen shots, or other information needed for IDNR to follow along in the process, as an attachment to your response.

	


2.4.28 - Please describe in detail the ability of your system, or conversely the limitations of the system, to change a facility type based on the booking window date.  In addition, does your system have the ability to automatically apply a discount if all of the individual facilities are reserved by one group (thereby putting it back into a group facility status)?  For example, IDNR has a property that reserves a group camp with a booking window of one year.  Within six (6) months, the property breaks apart the group facility and books the buildings as individual facilities.  If a customer happens to book all of those individual facilities within the six (6) month window, IDNR would like to be able to charge the reduced group camp price, rather than the individual facility fees. Explain how your system would handle this right now, as it is currently built.
	


2.4.29 - Please show in detail (screen shots preferred) how many steps your system will take to register a new camper in the field, and how many steps it takes to register an existing camper?  Include these as a separate attachment to your RFP response.
	


2.4.30 - Describe how your company will accommodate the need for allowing gift card transactions to occur at non-park-operated-concession locations.  Include details about whether or not this would involve specific software, hardware, or if it would be managed by reporting mechanisms.  Understand that non-IDNR operations typically do not operate with the same operating procedures that IDNR locations do, and these are private individuals or companies, so there is the potential for resistance from this change.  Please describe how you would address these circumstances.  Please also note that many of these locations may not have existing connectivity.  
	


2.4.31 - List and describe any and all requests within this RFP that your company is unable to currently meet with your existing system, as it stands today, including any CRS Business Rules for IDNR.  If there is functionality that is requested in this RFP, that your company is in the process of building, or is considering for future releases, please list those functions separately.  
	


2.4.32 - Explain in detail your company’s plan of action to reduce the number of duplicate, mistyped, redundant, and/or erroneous customer records that may accumulate in the System over time.  Include in your response, the timeframe used to implement your plan.  In other words, will the record clean-up occur on an ongoing basis, be handled monthly, or annually, or other proposed timeframe?
	


2.4.33 – Describe, in detail, your company’s proposal for call center operations.  Please include the general location of your proposed call center (city or town, and state), and what percentage of call agents will physically be working from the call center premises.  Please also include your company’s plan for recruiting agent efforts (i.e. temp-hire agencies, universities, job fairs, etc) in the proposed call center operation details.  If you plan to run IDNR calls longer than the minimum required hours of operation, please include details about your proposed call center hours.  Include any other details about call center operations that you wish to share with IDNR at this time.
	


2.4.34 - Describe, in detail, your company’s proposal for field site support (FSS) operations.  Please include the general location of your proposed call center (city or town, and state). If you plan to run support for IDNR longer than the minimum required hours of operation, please include details about your proposed FSS hours.  Include any other details about FSS operations that you wish to share with IDNR at this time.
	


2.4.35 – In simplistic terms, describe the flow of revenue through the system, from the moment a customer pays for a transaction, to the point where IDNR receives the funds.  In addition, please describe the reverse flow when a refund is issued to a customer, from the time the transaction occurs, to the point that the customer receives his or her refund.  Please describe these two processes by payment method/type (i.e. if a customer pays with credit card vs. cash vs. gift card, etc.)  If the flow is the same for all payment methods, then please indicate this in your response.  
	


2.4.36 – Attach physical samples of a confirmation letter (both email and postal mail, if they differ) and describe the level at which IDNR can tailor the confirmations to its needs for its customers.  In other words, which parts of the confirmation are customizable?  Please also attach physical samples of receipts for the following transactions done in the field:  transfer a reservation, register a camper, cancellation, early departure, early arrival.  Again, please identify which parts of the receipts are customizable for IDNR.

	


