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1.0 Overview
The purpose of this RFP is to increase efficiency, flexibility and accountability in the Child Care Development Fund (CCDF) voucher program through effective and innovative technology. The desired outcome of this RFP is to have a fully automated and integrated eligibility, attendance capture, payment tracking and fiscal service delivery system.

The following Scope of Work (SOW) provides background information on the Solicitation sponsoring agency, an overview of the time and attendance data processing and provider payment functions (Central Reimbursement Office (CRO), a detailed description of the services required from the Contractor(s) selected to provide CRO services, and lists conditions that must be met for Respondent(s) to be considered for recommendation for award.

The Family and Social Services Administration, Division of Family Resources, Bureau of Child Care encourages all Respondents to display comprehensive and innovative techniques that would enhance quality of system delivery, increase the effectiveness of systems operation, and provide the best outcomes for all stakeholders.

2.0 Organizational Background
The Indiana Bureau of Child Care (BCC) is part of the Division of Family Resources (DFR), a division of the Family and Social Services Agency (FSSA). As the lead agency for the administration of the Child Care Development Block Grant (CCDBG), the Bureau of Child Care is responsible for the following:

· The administration of the CCDF voucher program to support low income families with child care subsidies to aid with the cost of child care while parents are working, attending school, or participating in TANF Impact activities. 
· The implementation and monitoring of child care health and safety standards through the licensing, registration, and Provider Eligibility Standards (PES) process.
· The promotion of parental choice through the provision of a wide variety of quality child care programs. 
· The provision of consumer education information that allows families to make informed child care choices.  
· The supply building of high quality child care options, including before and after care programs for school age children through initiatives, such as Paths to QUALITY™, Indiana’s child care rating and improvement system, that are designed to enhance the quality of care offered. 

The vision of the Bureau of Child Care is that every family will have access to affordable high quality child care that allows the family to thrive and their children to be healthy, safe and learning while in care. In order to obtain this vision, every aspect of the BCC must utilize resources in the most efficient, accurate, and effective method.  To this end, this RFP seeks a vendor that can efficiently and accurately, through automation and technology, capture real time attendance data for CCDF children, provide payments to providers based on this attendance, and facilitate agency operation through software interfacing, communication, and reporting. 

The CCDF voucher program supports approximately 35,000 children per month. This number can fluctuate and volume is not guaranteed. 

The State of Indiana recognizes four types of child care providers: licensed child care centers, licensed child care homes, unlicensed registered child care ministries, and legally licensed exempt providers.  Licensed child care centers are nonresidential buildings in which at least one child receives care for regular compensation for more than four hours but less than twenty-four hours in each of ten consecutive business days.  Licensed child care homes are residential structures in which not more than 16 children, depending on the type of Licensed Home, receive care for regular compensation within the same time parameters of licensed child care centers.  Unlicensed child care ministries are operated by a church or other religious organization that is exempt from federal taxes.  Additionally, the State allows Legally Licensed-Exempt Providers (LLEPs) to participate in the CCDF program.  These providers, as well as Unlicensed Registered Child Care Ministries, must meet criteria defined in IC 12-17.2-2-8.  Each of these provider types is eligible to participate in the CCDF voucher program after they have passed an on-site inspection. There are approximately 5,000 unique providers participating in the CCDF program at any one time. This number fluctuates and volume is not guaranteed. 

For more information on the Bureau of Child Care and the CCDF program please see www.childcarefinder.in.gov. A copy of the CCDF policy and procedure manual and the CCDF Provider manual is included in the bidders’ library and can be downloaded at http://www.in.gov/fssa/files/CCDFPolicyProcedureManual.pdf  and http://www.in.gov/fssa/files/ProviderManualUpdate-2-1-11Revision2.pdf respectively.         

3.0 Purpose
The CCDF voucher program provides child care assistance for TANF-IMPACT families as well as TANF families and low-income families who are employed or enrolled in an educational or training program.  CCDF families are authorized for a specific number of child care hours per week. CCDF families must choose a CCDF eligible provider. CCDF providers are compensated for the care provided based on the current CCDF county reimbursement rate, family co-pay and the number of hours that the child attends the child care facility. 

The CRO plays a critical role in the successful administration of the CCDF voucher program in the State of Indiana by providing an automated, real time method for families to record the time that their children receive care and by making accurate, timely payment to providers for this care. 

Contractor duties include, but are not limited to: 

· Enrollment of CCDF eligible providers into the electronic time and attendance/provider payment system, including the collection of bank account information, the delivery and installation of the necessary hardware (remote web based device that allows for the secure capture of attendance data), training on the system, and the assignment of a password that allows for providers and clients to view their pertinent information on a website designed and maintained by the vendor;
· Provide the swipe or Identification cards compatible with the hardware and assign the Personal Identification Numbers (PIN) numbers to the authorized users of the card. Families must be able to obtain and change their PIN number through the help desk and/or online through a web based parent portal to the system;
· Real time electronic tracking of time and attendance of CCDF eligible children using the remote web based device. Each device must be assigned to a unique location and only children that have been verified through the States eligibility system as assigned to that specific location are able to enter attendance data.  Parents and authorized CCDF users are the main initiators of the attendance times by recording check in and checkout times through the remote device;
·  Delivery, maintenance, and recovery of the hardware;
· The provision of a system that allows for the capability to adjust time and attendance initiated by CCDF eligible applicant, CCDF eligible child care provider, or authorized state personnel, through a web portal, and according to State business rules. This system must eliminate the need for a paper based process to adjust attendance time and/or payments;
· Process payments to eligible CCDF child care providers electronically, through direct deposit including adjustments as necessary and authorized by the State. Unsuccessful direct deposits must be processed in accordance with State guidelines;
· The maintenance of detailed payment data, including co-pay tracking and historic data, per State requirements;
· Generate annual IRS tax form 1099, based on validated Tax Payer Identification Numbers (TIN), for each child care provider paid during the tax year;
· The development and maintenance of a web portal available to eligible child care providers for the purpose of attendance review and payment reconciliation, as well as other supportive services needed for the effective operation of the child care business;
· The development and maintenance of a web portal available to CCDF families for the purpose of voucher detail review, attendance review and adjustment, payment review and other relevant information; 
· The development and maintenance of an administrative system available to state authorized users for the purpose of real time access to all aspects of the system;
· The availability of a toll free help desk to assist CCDF families, child care providers, CCDF Intake Agents, and FSSA / DFR-BCC for all relevant questions;
· The ability to provide and maintain real time and batch interface capabilities with the State; Automated Intake System (AIS), the Child Care Information System (CCIS) and other systems as necessary;
· The development and implementation of system enhancements as required; and
· The production of required reports, including assistance with required Federal reporting and ad hoc reporting as required by the State.

4.0 Current Method

The CCDF voucher program has automated business processes that segregate and separate eligibility   and payment processing functions. 

The CCDF voucher program has three major components: 

1. CCDF Provider Eligibility
The State requires all child care providers to be either licensed by the State of Indiana or demonstrate compliance with CCDF Provider Eligibility Standards as defined in IC 12-17.2-3.5 to become an eligible child care provider. Once BCC or its contractor determines a child care provider to be eligible, an eligible child care record is created and maintained in the Child Care Information System (CCIS). This information is interfaced with the Automated Intake System.
2. CCDF Applicant Intake
The State contracts with regional Intake Agents to provide eligibility determination services in each county. The Intake Agent will create an electronic voucher / authorization to expend funds for child care services delivered by a CCDF eligible child care provider. The information is interfaced with the Central Reimbursement Office (CRO). 
3. CCDF Eligible Child Care Provider Payment 
The CRO provides and maintains point of service (POS) devices which eligible families utilize to document the attendance of CCDF eligible children at their chosen CCDF eligible provider. The CRO tracks and processes attendance data to determine appropriate payment utilizing CCDF business rules. The CRO provides electronic billing information to the State and makes direct deposit payments to appropriate child care providers. The CRO maintains all payment detail as required by the State.  The CRO maintains a provider and State web portal (www.HoosierChildCare.com) and a toll free help desk. 

Please see the diagram on next page for additional details on the current process. 

Overview of Current Provider Payment Process: 

[image: ]

1. Family goes to Intake Agent to determine eligibility for CCDF program.  Each county has at least one intake agency location.
2. Intake Agent completes an Application (Form 805) in the Automated Intake System (AIS) for each family when applying and reauthorizing for the CCDF program.  Applicant provides required backup documentation to verify eligibility.
3.  If determined eligible, client selects a CCDF eligible provider, is issued a voucher and all authorized users are issued Hoosier Works Swipe Card(s).  
4. Voucher, Family and Provider data is sent to CCDF CRO database multiple times a day.
5. Authorized users drop off children at provider, swipe child in using Hoosier Works swipe card on POS device.  Authorized user picks up child at provider and swipes child out.  
6. Eligible CCDF providers that have children assigned to their facility have POS machines. POS machines are assigned to the specific location. Only CCDF children that have been assigned to that location have the ability to swipe in at that POS machine.  Providers receive training from CCDF CRO when issued a POS device.
7. POS machines communicate with CCDF CRO to verify that the authorized user swiping in or out have a valid voucher for the selected timeframe at that location.  
8. CCDF CRO collects real time swipe data from POS devices.  Families may adjust entries or enter back-swipes for up to thirteen (13) days after each two week service period.  CCDF CRO applies payment rules and calculates payment for each CCDF provider every two weeks.
9. State of Indiana deposits funds into CCDF CRO account to pay CCDF providers based on report from CCDF CRO.
10. CCDF CRO pays providers via direct bank deposit.
11. CCDF CRO sends payment data to AIS


5.0 General Contract Requirements

Applicants serving as the CCDF Intake Agent or providing child care services are not eligible to respond to this Solicitation.  Respondents must disclose any potential or perceived conflicts of interest in their responses, and if necessary, submit a conflict of interest mitigation plan to the State for approval upon contract award.   

In order to be considered a qualified applicant for the CRO services funding, Respondents must satisfy each of the requirements listed below.  

· Maintain an office located in Indianapolis, Indiana;
· Be familiar with the Child Care Development Block Grant and the CCDF subsidy program; Follow all established CCDF policy, procedures, and business rules and meet all contractual obligations in the management of the program;
· Be able to accommodate culturally diverse populations, including child care providers and clients with language barriers and persons with disabilities;
· Have extensive software development and project management experience and must have the ability to maintain a nimble software system that can accommodate complicated and rapidly changing business practice;  
· Maintain adequate accounting practices to ensure appropriate utilization of contract funds including an independent audit which meets federal guidelines;
· Have the ability to adhere to all applicable GAAP & OMB circulars;
· Have the ability to provide general liability insurance unless an entity of state, county or municipal government;
· Have the ability to begin all system development upon the execution of an awarded contract and must begin all responsibilities as the statewide Central Reimbursement Office no later than February 28, 2014;and
· Understands and agrees that failure to meet all contractual obligations in the management of the program may result in financial consequences.
5.1 Office Location and State Accessibility

In order to satisfy the requirements set forth in this Solicitation, the Contractor will be required to have at least one office in Indianapolis, Indiana. To minimize travel time, BCC recommends the Contractor’s place of business be located within a reasonable driving distance of BCC office in downtown Indianapolis.   

The State will monitor Contractor performance. In support of this function, if the Contractor is located in Indiana, the Contractor shall provide the following at its local site, at no additional cost:
· Usable office space for one (1) State staff member;
· Access to a conference room with a capacity of at least fifteen (15) people; and
· Provide parking for a minimum of three (3) vehicles for State staff use.
5.2 Site Security

The Contractor must develop a written plan for the physical security of its operating facility, including storage facilities.  This written plan must explain the security procedures to be implemented at each facility.  The Contractor must submit the plan to the BCC for review and approval within twenty (20) business days after contract execution.  Security procedures shall limit access to these facilities.  The State reserves the right to perform physical security checks of the Contractor’s facilities at its discretion.
5.3 Technological Requirements

The Contractor is responsible for remaining compliant with all of the State of Indiana Office of Technology (IOT) guidelines for system architecture security and system performance. 

Contractor shall utilize State terminology and agreed upon definitions of terms. 

The Contractor’s system will interface with the State’s existing software systems, including Indiana’s Automated Intake System (AIS), the Child Care Information System (CCIS), the Data Warehouse and the State Auditor’s Office, as needed. The Respondents must minimize any modifications to the existing systems in order to establish the interface. The interface must have the ability to send and receive batch files weekly, daily and hourly on a schedule determined by the State. Any costs associated with the maintenance of this interface(s) are the responsibility of the Contractor.

The State prefers a real time interface, but at a minimum, the Contractor’s interface with AIS must include at a minimum hourly batch transfers from the CRO to AIS and twice daily batch transfers from AIS to the CRO database on a schedule approved by the State. Batch Processing Reports will also be exchanged.  The files to be included in this batch transfer must at a minimum include: 
· Provider Record 
· Applicant Record 
· Voucher Record 
· Batch Processing Return 
· Voucher Activity 
· County Balance
· Provider Payment Record

Details of the files including data elements, data attributes, processing rules, errors and edits shall be defined by the State.  Current batch file details are contained in the bidder’s library. 

The Contractor is responsible for developing and implementing a Data Conversion Plan to convert required data from the current vendor to the Contractor’s system, including but not limited to three (3) years of attendance and payment history and account status information available online and an additional two (2) years of data available offline and accessible by the State through ad hoc report requests. 

Contractor is responsible for the development and implementation of a complete security plan for ensuring a secure environment for all aspects of the system including the remote devices, website and database.  Contractors are responsible for ensuring that unauthorized access to the system is prevented and that State confidentiality requirements are followed.

Contractors are responsible for ensuring operations in the event of failure of the system. Contractors are required to test their backup system annually. 

The Contractor shall keep the web based system updated with latest patches to ensure performance and security.  The most recent updates and patches must be retained as part of the backup and recovery plan required by the State.


5.4 Business Requirements

Business operations personnel must be accessible to program stakeholders Monday through Friday from 8:00 am to 5:00 pm, Eastern Time, excluding State holidays.

The Contractor must provide a high level of customer service to the program stakeholders who interface with and rely on information, reports, and processes of the financial management system and conduct an annual customer service evaluation. 

The Contractor must have a customer service plan that includes responding to phone calls and emails within one (1) business day. Additionally, this plan must provide for meeting the needs of families and providers with communication issues such as lack of proficiency in English or hearing impairment.

The Contractor shall develop, document and implement internal quality assurance controls to review and monitor service delivery to ensure contract compliance. The contractor shall develop, maintain, and provide access to records needed by the State to monitor the performance requirements and standards detailed in this Solicitation.

The Contractor must notify the State immediately via fax, telephone, or e-mail when problems that may affect contract performance are identified.  Within one (1) business day following discovery of the problem, Contractor must submit a thorough description of each problem and its expected impact on ongoing operations, produce a corrective action plan as necessary, describe the potential impact of the plan on program operations and other Contractors, and provide an estimate of the time required to resolve the problem;

The Contractor will stay apprised of new technology and techniques that may enhance operations, and periodically inform the State of opportunities to apply the new technologies and techniques.

The Contractor shall assure that funds provided through this Contract will only be used to implement and support the administration of the CRO and not other programs.

The Contractor must provide an independent auditor to conduct all necessary audits including a SAS-70 audit of the fiduciary responsibility of the Contractor. The Contractor will assume responsibility for all costs of the audit and make all audit reports available to the State in a timely fashion. The State reserves the right to amend or terminate this contract based on the audit findings. 

5.5 Data Retention and Integrity

The Contractor shall develop procedures, including schedules, to ensure data are properly and routinely, scanned, purged, archived, and protected from loss, unauthorized access, or destruction.  These procedures must be submitted to the State for review and approval.  Purged data shall be retained on a State-approved electronic storage medium and be available to State staff.  The Contractor shall retain files and records, including, but not limited to, claim vouchers and invoices for a period contractually defined. 

The Contractor must provide a plan and execute on a routine basis necessary steps for complete database back-up and disaster recovery of the CRO/CCDF system. The database back-up must occur daily, at a minimum and procedures should ensure recovery within a twenty-four hour period.

5.6 Complaint Tracking and Reporting

The Contractor shall implement a comprehensive, accurate, efficient, and timely system and process for logging, tracking, and reporting to the State all verbal and written complaints received by, or referred to, the Contractor from any source.  This system shall also be used to facilitate and document timely follow-up by the Contractor in the resolution of complaints and to generate statistical reports on the complaints, complaint patterns, and their resolution. Submit a description and sample of a complaint tracking report with your proposal.
6.0 Detailed Contract Requirements
6.1 Gathering and Tracking Real Time Child Care Time and Attendance

The Contractor must provide for an electronic method for capturing and tracking of real time attendance data using a remote web based device. Attendance capture must include actual check in and checkout times.  Check in and checkout times should be initiated by parents or authorized users unless under specific circumstances authorized by the State. Authorized users will access the system through the use of swipe cards and a PIN and/or manual entry of the identification card number and PIN. The method of entering attendance must be user friendly and processing time per transaction should not exceed 30 seconds. System must address methods of capturing time and attendance when hard wired connectivity is unavailable including when transportation is offered by the child care program and families may need to swipe on a bus or other vehicle. 

Time and Attendance data must be tracked through the web based system and used for calculating provider payment based on State business rules. 

Contractor must provide any necessary swipe/identification cards and an effective and timely method of activating and deactivating these cards to families. Contractors must allow for up to four (4) authorized users per CCDF child.  Contractor must supply a mechanism for authorized users to create their own unique Personal Identification Number (PIN).  Cards shall be ordered from the Contractor by the State quarterly at no cost and shipped to the local Intake Agent locations within five (5) business days of the receipt of the order. 

Contractor is responsible for the activation and deactivation of the remote devices. Activation and deactivation should occur immediately upon State notification.  

Contractor must provide data as requested to support State investigations and in response to subpoenas, court hearings and similar proceedings. 

6.2 Equipment and Supplies

The Contractor will be responsible for the enrollment into the CRO of each CCDF location.  Enrollment forms shall be delivered by the Contractor in a method approved by the State to the provider within one (1) business day of the State notification of the assignment of the first CCDF authorized child.  Enrollment shall include the completion of necessary bank account information to enable direct deposit, the selection of provider holidays, the completion of provider agreements, the information necessary to access the secure provider website, and other forms and required by the State. Enrollment forms are current for twelve (12) months. Enrollment forms must be completed and signed by the provider before installation of the devices. Dormant providers with current enrollment forms do not need to complete a new enrollment form.


Remote devices must include the following minimum functionality:
· Collect real time attendance data;
· Store and forward capabilities for times when connectivity is interrupted;
· Devices must receive updates from the database at regularly scheduled intervals;
· Device must seamlessly adjust to daylight saving time;
· Ability to process attendance transactions within 30 seconds;
· Ability to show broadcast and individualized messages;
· Secure sign in by the authorized user through either a card swipe or manual entry of an identification number and PIN;
· Secure sign in by the provider by the entry of an identification number and PIN;
· Separate and secure user roles for providers and authorized users;
· Ability to show an error message and error definitions;
· Authorized User has the ability to select for which child, or multiple children, time is being entered;
· Authorized User is provided detail information on a previous check in without a corresponding check out and the ability to enter in a previous check out time according to State business rules;
· Authorized User has the ability to enter in previous time in or time out (back swipe) including entry of personal days according to State business rules;
· Authorized User has the ability to correct a previous entry according to State business rules;
· Authorized User is provided detailed information on the balance of their personal days;
· Authorized User is provided detailed information on their child’s attendance during the current pay period;
· Authorized User has the ability to see the subsidy end date;
· At a minimum, Providers have the ability to run reports showing daily, weekly and bi-weekly child level attendance data for the current pay period, the previous pay period, and the second previous pay period; 
· Providers have the ability to run a report showing a summary of payment detail for current, previous and second previous pay period;
· Providers have the ability to run a report showing voucher expiration dates for children assigned to that location; and
· Providers have the ability to run a report showing daily and weekly check ins without corresponding check outs for the current, previous, and second previous pay periods.

The Contractor must furnish a minimum of one remote device to every eligible provider caring for authorized CCDF children. The State requires that there be a sufficient number of devices to ensure a smooth flow of families at pick up and drop off times.  The ratio of children to devices shall not exceed an agreed upon level depending on the capacity of the device.  The Contractor will be responsible for delivering the appropriate number of devices at no charge to the provider. 

The Contractor will be responsible for the delivery, installation and maintenance of the remote devices. Delivery and installation of the device(s) will be made to a new CCDF provider location within ten (10) calendar days of the receipt of the Provider’s signed enrollment forms.  Repair or replacement as necessary, is the responsibility of the Contractor and must be completed within five (5) calendar days.  .  Requests for device reconfiguration must be completed with one (1) business day. Delivery, installation and repair of equipment that fails to meet this standard is subject to damages.

The Contractor will be responsible for training each user on the system, including State users, Intake Agents, CCDF Providers, and CCDF Families. Training content and delivery methods must be approved by the State and will be updated by the Contractor at least every three years or as needed. The Contractor shall be responsible for the drafting and updating as needed of user manuals that detail both the use of the devices and the website for State users, CCDF Providers and CCDF Families.  The Contractor will be responsible for making these manuals available to users.  The user manuals are to be maintained on-line; however, users must be provided with a hard copy manual upon request. 

If supplies, such as rolls of paper, are required by the remote device, the Contractor shall reimburse providers for the purchase of these supplies according to a schedule and rate approved by the State. 

Recovery of the devices and any costs associated with failure to recover the equipment are the sole responsibility of the Contractor. Contractual agreements between the Contractor and the child care provider shall be approved by the State prior to the implementation of the system. 

The Contractor must provide and execute quality assurance procedures which ensure attendance data is accurately captured and documented.  

Monthly reporting relevant to the devices is required, including delivery, installation, repairs, and attendance processing times.

The contractor is responsible for providing a fully staffed help desk available to answer questions about the use of the device. This help desk shall meet the requirements detailed in section 6.8.

6.3 Provider/ CCDF Client Website

The Contractor shall house, manage, and maintain a website according to State Office of Technology standards. This website(s) will have protected access and secure passwords assigned to all users. Secure user roles are assigned.  The website(s) must be compatible with a variety of platforms. 

This website must be available to users 98% of the scheduled up time. Scheduled up time means that the website is available 24 hours per day, 7 days a week, 52 weeks a year, except for routine maintenance. Routine maintenance must be scheduled during non-peak transaction times as defined by the State.  The State shall be notified 48 hours in advance scheduled down time and this down time must be approved by the State.  Failure to maintain these standards is subject to damages. 

Contractor shall update the attendance and payment data on the website on State approved regularly scheduled intervals. 

Web content must be approved by the State prior to posting.

State Users must have full access to provider and family pages. 

For CCDF families the website must provide at a minimum the following: 
· The ability to update preferred contact information (phone number, email);
· The ability to reset or change a password based on State directives;
· To ability to view historic voucher/attendance/payment data by either child or case;
· The ability to view detailed voucher information including reauthorization date;
· The ability to view balance and usage of personal days including anniversary date;
· The ability to correct attendance information in accordance with State business rules;
· The ability to view historic payment information, including an annual summary of benefits paid per child;
· The ability to view messages and updates from the State;
· The ability to view the contact information of their local Intake Agent and Child Care Resource and Referral Office;
· Download and print pertinent forms as defined by the State;
· Ability to view training and user manuals on how to use the remote device and the website;
· The ability to print in a user friendly format the information displayed on the screen; and 
· Access to appropriate links to State approved outside web sources per State directives.


For CCDF providers the website must provide at a minimum the following functionality: 
· Request attendance/payment adjustments per State directives;
· View all CCDF children assigned to their facility, including reauthorization dates and voucher details, both current and historic;
· View all data at provider and/or voucher level;
· View current and historic attendance data; 
· View current and historic payment history;
· View personal day balances and usage for vouchers assigned to their location;
· Download all relevant CCDF documents per State directives;
· Update direct deposit information; 
· Enter provider holiday dates; 
· Update mailing address, phone number and email;
· Reset or change a password per State directives;
· Request repairs on hardware or new equipment as needed for program operation;
· View available training and user manuals on the remote device and website usage;
· View reports per State directives;
· Print in a user friendly format the information displayed on the screen;
· Access to appropriate links to State approved outside web sources per State directives;
· Print completed IRS tax form 1099 for the current and previous tax years per State directives; and
· Request a written IRS tax form 1099 to be mailed for the current and previous tax years per State directives.

Option website functionality includes the ability to chat with CRO help desk during help desk hours and other functionality that improves the system for users. 

6.4 Administrative System Access for State Users


The State must be able to define and assign secure user roles, create user names and passwords. State Users shall have full access to the system as defined by the user roles. 

State users must have the ability to search by the following criteria: 
· Provider name (first and last)
· Provider address, including county
· State issued Provider ID number
· Provider EIN/SSN number
· Client name (first and last)
· Card number
· Client RID number
· AIS Case number
· Child name (first and last)

The State must have the following minimum functionality: 
· View current real time and historical system, provider, and child level data including attendance and payment;
· Make adjustments to attendance and payments at the system, provider and child level;
· Approve provider/authorized user attendance adjustments as needed;
· View provider level status updates on Contractor requirements including but not limited to provider enrollment packet delivery and completion, device delivery, device functionality, device activation and deactivation, service request and resolutions;
·  Download and print in a user friendly, State approved format the information displayed on the screen;
· Sort and filter reports;
· The system will include hyperlinks as needed by the State to simplify data retrieval and drill down to detailed information;
· Create electronic messaging, both broadcast and individual, that is available to families and providers on both the website and the remote devices. Such messaging must be posted no later than 24 hours after the creation of a message; and
· Authorized State users may request policy and procedure updates and other pertinent client and/or provider information to be posted on the home page of the provider/client website(s). Such requests shall be posted on the website within 48 hours of the request. 

6.5 Data Change Request Process. 

The contractor shall develop documented procedures to change data as requested by State or approved State approved users. Procedures should include a method of logging change data requests for audit purposes.  These procedures must be approved by the State prior to the completion of implementation. 


6.6 System Availability

The Contractor’s time and attendance host system shall be available 99.9% of the scheduled up time. All other aspects of the total system including any networks, intermediate processing facilities and the website, must be available 98% of the schedule up time. Scheduled up time means that the database is available for all system transactions 24 hours per day, 7 days a week, 52 weeks a year, except for routine maintenance. Routine maintenance must be scheduled during non-peak transaction times as defined by the State.  The State shall be notified 48 hours in advance scheduled down town and this down time must be approved by the State.  Failure to meet this standard is subject to damages. 

6.7 User-friendliness

The child care time and attendance tracking system, including the system website, should not create obstacles for CCDF clients to enter attendance times and for providers to receive payment. The system should:
· Minimize the number of steps necessary to complete a transaction
· Make available clear and comprehensive identification of authorized children and providers
· Provide training and instructions for all users including those with disabilities, limited education and language barriers
· Make prompts available on the devices used to collect time and attendance data
· Comply with the Americans with Disabilities Act of 1990 and all subsequent amendments


6.8 Help Desk

The purpose of this toll free Help Desk is to provide customer service to users of the system. Callers to the Help Desk should be offered assistance related to general system information, assistance with use of the website and remote device, including passwords and swipe card concerns, payment inquiries, and problem resolution including equipment issues. 

All costs associated with the help desk are the responsibility of the Contractor. 

This help desk must be available Monday through Saturday excluding the following holidays: New Years Day, Memorial Day, Fourth of July, Labor Day, Thanksgiving Day and Christmas Day,  between the hours of 5:00 am and 10:00 pm Eastern Standard Time with a voice mail option after 10:00 pm EST.  Help Desk assistance must be offered in English and Spanish and must be adequately staffed with trained personnel to handle fluctuating call volumes.  This is especially important during disaster events as call volumes greatly increase at these times. 

To ensure that all calls are answered in a time sensitive and cost effective manner, the Contractor must provide an Automated Response Unit (ARU) or Interactive Voice Response (IVR) system to answer initial calls to the help desk. The ARU/IVR must be responsive to keyed commands from callers using touch tone telephones. If the caller is not using a touch tone phone, the call shall be routed to a Customer Service Representative (CSR).  Callers who are unsuccessful at entering an ARU/IVR prompt or whose issue cannot be resolved by use of the prompts shall be routed to a CSR within an appropriate amount of time. 

All calls shall be handled according to a State approved call procedures. The Contractor shall submit a Help Desk Procedures Manual for State approval no later than 90 business days from the contract execution. A Frequently Asked Questions (FAQ) section and scripts should be included. This manual must be kept updated annually and as needed. All updates must be approved by the State. 

Callers will be required to give identifying information as defined by the State before transaction details are released. 

All calls received by the Help Desk shall be documented.  All efforts at problem resolution must be tracked and the State must be notified of any unresolved issues according to State guidelines. Contractor shall provide a monthly report to the State on the following:
· Number of calls received
· Average response times
· Average wait times for calls placed on hold
· Number of abandoned calls
· Number of calls that go to voice mail
· Number of voice mail messages returned and response time

Target response and wait times must be approved by the State. If the call center fails to meet the required service delivery metrics additional call center staff will be hired and trained within a schedule approved by the State. 

The Contractor must develop and implement scripted responses approved by the State in response to commonly asked questions.  These scripts must be available to the Help Desk Customer Service Representative and other staff with regular contact with CCDF providers and/or clients. These responses must be updated on a regular basis and as needed in response to changes in the system or policy and procedure changes. 


6.9 Provider Payment

The Contractor is responsible for calculating provider payment and making payment to providers via ACH transfer. Payments shall be calculated according to State business rules, including voucher authorizations, maximum CCDF county reimbursement rates based on child’s age, provider type, and county of residence and amount of attendance time recorded through the remote device.  Payment calculation must also consider co-payments and must allow for payment exceptions as authorized by the State. 

The system must have the ability to accurately process overnight vouchers and parallel vouchers. Parallel vouchers are multiple vouchers for the same child during the same time period. The child with a parallel voucher may be assigned to one or more providers.

The system must have the ability to track provider holidays and child personal days, consider these days in payment calculation and communicate the use and balance of these days to CCDF families, providers and the State. 

The system must provide a mechanism for an eligible CCDF child care provider or Authorized User to initiate an electronic request for payment adjustment per State directives.

The payment system must have the ability to process attendance errors that are identified and corrected according to State policy and procedures after payment has been issued to the provider but within the timeframe allowed. Payments must be recalculated with the attendance adjustment entered and payment must be adjusted as necessary. 

The system must have the ability to make State requested adjustments to the payments including repayments owed, levies, garnishments, or other State ordered monies owed. Reporting of these offsets must be maintained and available to the State and to the provider impacted by an adjustment. 

The system must have the ability to notify the State and providers of the outstanding claim balance.  The system must have functionality that allows the State to enter payments received by providers through the State’s Financial Management Division. These payments must be reflected in the outstanding claim balance. The Contractor must follow and monitor compliance with written procedures to meet State and Federal guidelines for identifying overpayments, sending proper notification, collecting outstanding accounts receivable including manual intervention, and calculating interest on overpayments and select account receivables as directed by the State. 

Payments will be made to providers via direct deposit on a schedule approved by the State and according to State business rules. 

The Contractor must regularly communicate with the State any updates and issues which affect reimbursements to providers.

The State must be notified within 24 hours of any rejected ACH payment. Payments that cannot be successfully deposited in the provider’s account must be retained by the Contractor in a unique account and Contractor must make sufficient efforts to contact the provider and issue the payment. If these attempts are unsuccessful after a period of time, payment shall be returned to the Indiana Attorney General’s office according to the State escheat laws.  All accounting and attempts to make payment must be adequately documented for audit purposes. 

Detailed payment data must be reported and maintained according the State requirements. The payment system must provide a process to reconcile invoices against authorized care and child’s attendance and to reconcile when paid.  Reporting must include, but is not limited to, claim and payment history at the system, provider and child level.

The Contractor must generate and provide an IRS tax form 1099 annually for each child care provider paid during the tax year according to Federal and State regulations, no later than January 31st of each year.  The Contractor must also provide a mechanism for the provider to submit an alternate mailing address and an online 1099 print option. Data to complete the 1099 must be compiled using the provider’s validated EIN number. The Contractor must research and respond to Federal and child care provider inquiries concerning 1099 information. 

Contractors must create an invoice for FSSA Financial Management for child care provider payment by 3:00 pm on the day following each payment cycle and no later than 8:00 am on the day prior to making payments, submit to the State a settlement report detailing, by county, the payments to be made. This report shall be the basis for the wire transfer of funds from the State to the Contractor in order to make payment. Contractor must have the ability to receive direct deposit from the State to a Zero Balance Transfer (ZBT) account and produce reports that meet the requirements of the Cash Management Improvement Act of 1990. Payment must be made to providers within 24 hours of the receipt of these funds.  Contractor shall report all reconciliation issues between obligations and payments to the State within 24 hours. Failure to meet these standards is subject to damages. 

The Contractor must provide monthly bank statements and online access to financial information for the State monitoring purposes to include the provider disbursement bank account. CCDF funds must be kept in a separate, unique account.

Contractor must have the ability to set up multiple fund accounts as required by the State.  

The Contractor must develop and implement comprehensive written procedures including the documentation of all aspects of the financial management system and specific procedures followed by Contractor’s staff and management team.

The Contractor must execute and perform mass adjustment processing within ten (10) business days of receipt of the request or on the schedule agreed to by the State. 

The Contractor must supply an emergency plan for State approval within 60 days of contract execution to ensure timely payment to providers, including alternate forms of invoice and payments with a paper check. 

The Contractor must provide and execute quality assurance procedures to ensure that the system calculates, disburses, tracks, and accounts for CCDF payments accurately. 



6.10 Reporting

The Contractor is responsible for the production of reports as required by the State, including ad hoc reporting and as needed by the State to complete Federal reporting requirements. All reports should be made available both on line and electronically in the format required by the State.  

The Contractor must be able to produce batch summary reports of attendance and payment data and transfer to AIS hourly. 

The Contractor must provide a system for on-line real time reports of CCDF program participation at the system, provider and child level. 

The Contractor must have the ability to provide data and trend reports to State as needed to maximize the integrity and performance of the CCDF program including monthly reports that include system, provider and child level data including percentage of authorized hours used, percentage of attendance data entries completed through the remote device at the time of check in and checkout versus time entered through back swipes or adjustment, and other detailed time and attendance data as required by the State. 

The Contractor shall provide weekly payment detail reports at the system, provider and child level in a format that meets State needs. The Contractor must report monthly billing and payable information.

The Contractor must provide detailed weekly remittance advices (electronic and/or hard copy if requested) to providers that include child level detail. The Contractor must produce a monthly summary, by provider, detailing provider payment adjustments made during the month. 

The Contractor must produce provider payment accounts receivable balance reports after each pay cycle and make these reports available to the State.  Contractor must also provide a monthly statement of individual and aggregate accounts receivable. 

The Contractor must produce and provide to the State a monthly report of rejected electronic payments, including the resolution of said rejection. 

The Contractor must have the ability to generate reports using multiple variables, including date of service, eligible CCDF child’s name. 

The Contractor must produce status reports related to the production and delivery of annual IRS tax form 1099s according to a schedule approved by the State. 

The Contractor must provide the State with an annual year-end closeout report within State guidelines

The Contractor must provide monthly reports on performance metrics including system availability reports, help desk requirements, equipment installation and repair reports, and payment timeliness and accuracy reporting. 

Specific required reports include:
· Provider Payment Inquiry searchable by EIN/SSN, provider name and settlement date
· Under-utilized voucher 
· Void, previous and manual transaction reports at the voucher and provider level
· Monthly Accounts Receivable reports at provider and system level
· Provider Authorized Vouchers 
· Administrative Terminal Activity 
· 50 day Voucher Inactivity
· System, Provider and Voucher Level Adjustments
· Remote Device Activate/Deactivate 
· Remote Device Delivery 
· Swipe Card or ID Number Denial
· Active Voucher Usage 
· Active Payments
· County and State Funding Utilization 
· Provider Payment Detail by voucher and provider level
· Provider Payment History by voucher and provider level
· Invoice reporting
· Voucher Zero Activity 
· Settlement Accounting
· Provider ACH history 
· Voucher Level Payment History 


6.11 Staffing 

The Contractor must provide adequate personnel who are accessible to adequately administer the duties of the Central Reimbursement Office. Staff must be knowledgeable in policy and procedures as they pertain to the tracking of time and attendance and financial management requirements of the CCDF program and must be adequately trained to perform their job function.
 
The Contractor must provide a current staffing plan that identifies the personnel who will be used to fulfill the services described in this Solicitation. Staffing plans must address the following:

· Job title, qualifications, and descriptions for each CRO staff position
· Subcontractor staff and responsibilities, if necessary
· Contractor performance evaluation and progressive disciplinary policies for CRO staff
· Plans for the replacement of departing temporary and permanent CRO staff
· Updated organizational chart that shows the reporting structure and responsibilities of Contractor’s staff and any Subcontractor staff.

The Project Manager for this project must have at least three (3) years of project management experience and has successfully managed within the last five (5) years a project in similar scope and complexity as the CCDF time and attendance/CRO project. Project manager must have obtained PMP certification from the Project Management Institute, or can demonstrate equivalent experience. Please note that throughout the implementation and roll out phase the CCDF CRO Project Manager assigned to the Indiana account must be exclusively assigned to this project and is not permitted to manage, oversee, or participate in other projects, contracts, etc.  Any redirection of the CCDF CRO Project Manager either temporarily or permanently, requires written BCC approval.  

The Contractor shall notify the State, in writing, when personnel designated for CRO duties depart the organization, is replaced, or moved to other positions within its organization.  The Contractor’s decision to move key personnel must occur at least 30 calendar days prior to the individual’s move. In cases where the individual resigns, the Contractor shall inform the State on the day the Contractor is notified of the employee’s intent to resign.  

A vacant key personnel position shall be filled with a staff person of equal or greater ability and will be subject to approval of the State.  Key positions that become vacant during the implementation and roll out phases shall be filled immediately.  After the implementation and roll out phases all vacancies shall be filled within thirty (30) calendar days and an interim staff person shall be assigned until the vacancy is filled.  If one or more positions remain unfilled for more than thirty (30) calendar days, the State reserves the right to cease payment of Contractor invoices until the position(s) is filled, or to take additional corrective action.  

During the course of the contract, the State reserves the right to require replacement of any key personnel or any other Contractor employee or subcontractor employee whose work is unacceptable to the State.  Reasons for unacceptable work performance include, but are not limited to, the inability of the person to carry out work assignments or unsatisfactory job performance as determined by the State.  The individual must be removed within two (2) weeks of the request for removal and be replaced within thirty (30) calendar days after the position is vacant, unless a longer period is approved by the State.

6.12 Additional Requirements

The Contractor must provide for the selection, acquisition and installation of all hardware needed to support the system solution approved by the State. Any replacements to hardware will be with equipment that meets or exceeds the functionality of the replaced equipment. 

The Contractor must, if necessary, maintain the appropriate inventory and distribution records for any specialized equipment needed for the operation of the system. 

The Contractor must investigate new technology and techniques which would enhance the Contractor’s operation and improve service delivery, advising the State of such developments, the possible implementation and any additional cost of such technology. 
7.0 Project Schedule

The CRO system design and development must begin immediately following the execution of the contract. The approximate start date is January 1, 2013. Full transition from the current vendor must be completed no later than February 28, 2014. This is a key date and subject to damages.  The vendor must be able and willing to partner with all necessary stakeholders to accomplish full implementation on an incremental basis within the given timelines. Contractor must conduct a pilot phase during implementation. Pilot plan and schedule must be approved by the State. 

The State will actively monitor implementation activities during this phase of the contract.  Monitoring activities will focus on progress made against the Contractor’s work plan, quality of deliverables submitted, and assessment of the Contractor’s readiness to begin operations. The project schedule must clearly identify a due date for each deliverable identified in this scope of work. Final project schedule must be approved by the State within thirty days of contract execution. 

All documentation and deliverables for each phase of the project must be submitted in State approved formats. All documentation and deliverables submitted must be submitted with sufficient time to allow for State review and approval. All deliverables must include a revision history and be continually updated through the life of the Contract for all program modifications (system, policy, and business processes) and system enhancements. 

The Project will be divided into the following phases: 
· Project Initiation
· Design
· Development
· Transition-In
· Operations
· End of Contract

During each project phase, the Contractor must meet with the State and provide written status reports weekly or as otherwise negotiated. Written status reports are due to the State two (2) business days prior to the status update meetings, and must provide status information on all planned, ongoing, and completed Project activities. At a minimum status reports must include: 
· Minutes from the previous status meeting; 
· Updated project plan; 
· Status reports of currently planned tasks, specifically identifying tasks which may have fallen behind schedule, as well as a plan to get these tasks back on schedule;
· Issues encountered, proposed resolutions, and actual resolutions; 
· Test results, when applicable; 
· A Problem Tracking Report; 
· Identification of risks and mitigation; 
· Anticipated tasks to be completed during the next reporting period; 
· Tasks and deliverable status, with a percentage of completed tasks; as well as an “ahead-behind” schedule for remaining tasks and milestones;
· Identification of Contractor project staff assigned to specific activities; 
· Planned absence of key personnel and their anticipated return date; 
· Modification of any known key staffing changes; and 
· System integration activities. 

The Contractor’s proposed format and level of detail for the status report is subject to State approval. 


	
7.1 Project Initiation

A project kick off meeting shall be conducted within five (5) business days after contract execution. During this meeting, the Contractor and the Bureau of Child Care will discuss the details of the project plan including the project schedule. 

The Contractor must develop a Communications Plan that ensures timely and appropriate generation, collection, and dissemination of project information. The Communication Plan must include, at a minimum, the following: 
· Project team roles and responsibilities;
· A diagram of communication channels;
· Communication protocols and procedures for reporting issues to BCC stakeholders; and
· Communication deliverables.

The Contractor must work with BCC to develop a Change Management Plan that establishes the change management roles and responsibilities, policies, guidelines, processes, and procedures necessary for controlling and managing the changes during the life of the project. The Change Management Plan must include the use of a change management tool for changes made to the existing system during project implementation, thus ensuring that the system incorporates all of the changes during the time of deployment. 

The Contractor must work with BCC to provide a Change Control Process within the Change Management Plan. Change control is the formal process for identifying the impact of any change or correction that modifies scope, deliverables, timeframes, or resource allocation. It also determines the disposition of the requested change or correction. The Change Control Process would be initiated by events such as the following: 
· Legislative changes in State or Federal legislation
· BCC changes in business processes or policies; 
· New business requirements; 
· Project Plan modifications. 

The Contractor must follow a State approved Change Control Process that: 
· Spans the entire Project life cycle; 
· Provides a clear scope of what is included and excluded from each change order request;
· Delineates the system downtime required to implement any change when applicable; 
· Requires the successful completion of regression testing before implementation of the change; 
· Incorporates multiple levels of priority for change orders (must have, critical, desired, ect);
· Supports the change control process by estimating impacts, investigating solutions and alternatives, updating information in Project tracking tools, participating in decisions, and implementing the agreed upon solution. 

The Contractor must provide a minimum of 2500 hours of system changes over the life of this contract at no additional cost to the State. The Change Control Process must be used to define and track effort applicable to the 2,500 hours. Effort exceeding the agreed upon hours provided with this proposal will be negotiated as part of the Change Order process and must be priced as indicated in attachment C.

The Contractor must develop a Configuration Control Plan that addresses the proposed methodology and tools for managing configuration control throughout the Project. At a minimum, the methodology must include: 
· Decision and communication processes required before configuration changes can be made;
· Technical and security architecture, including: 
1. Server-physical and logical hardware, environments, capacities, and performance specifications;
2. Networking equipment and schema;
3. Software, including system/operational/utility/diagnostic, and application; and
4. Database.
· Version/release numbers of all proposed software and schedules for the implementation of all architecture components. 
The Contractor must execute the Configuration Control Plan throughout the project. Any deviation in this plan must be approved in writing by the State, prior to the change. 


7.2 Design Phase
The Design Phase is based on the requirements specified in the RFP. During the Design Phase the contractor is responsible for preparation of the project deliverables listed below. Development Phase may be performed concurrently with the Design Phase. 

The Contractor must thoroughly review, validate and refine all requirements specified in this RFP as necessary. In addition, the Contractor must work with the State staff to fully understand the scope, purpose, and implications of each requirement. 

The Contractor must conduct Joint Application Design (JAD) sessions to finalize requirements and to ensure that responses to all RFP requirements are acceptable to BCC.  The Contractor must thoroughly review all applicable State and Federal regulations and policies.  Additionally, the Contractor must ensure that the system adheres to all applicable State of Indiana, FSSA, and Information Technology (IT) Policy and Security Standards. 

The Contractor must develop and maintain a System Requirements Specification Document (RSD). This document must include system functional and non-functional requirements (such as quality attributes, legal and regulatory requirements, standards, performance requirements and design constraints).  The requirements covered in the RFP are the base requirements which must be further refined to arrive at the detailed design. RSD requirements must be tracked throughout the system development life cycle. Detailed requirements must be traceable back to the requirements specified in this RFP. 

The specification for each requirement should include a means of measuring to demonstrate that the requirement has been satisfied. The Contractor will review RFP requirements, validate them, and identify how and where the requirements are met. Additionally the RSD must include: 
· A cross-walk or map of each RFP requirement;
· A listing of any open change orders;
· Any requirements subsequently identified in JAD sessions related to all functions and processes; and 
· Identification of all internal and external interfaces. 

The Contractors shall develop and maintain an Interface Control Document (ICD).  The ICD must describe all internal and external interfaces and define the business rules for data exchange between the State and the Contractor, telecommunications and security for the exchanging data, transmission schedules, file formats and data content. 

The Contractor must develop a traceability matrix to track all requirements specified in the Detailed System Design Document. Requirements must be tracked through each stage of the development life cycle from specification through production deployment. Requirements must be stored in a requirements management repository, which must report each specific requirement based on its type or attribute. A detailed listing of all requirements must also be included. The matrix and repository must be contained in one tracking tool. This tool will be used throughout the project to ensure that the design, development, test and final production system meet the specified requirements. 

The Contractor shall develop a Functional System Design Document that provides a general description of the system design components required to address the system’s functional requirements. This document must have a high level description of the Contractor’s system and services. 

The Contractor shall develop a Detailed System Design Document that provides detailed descriptions of the total system configuration including; hardware, functionality, data elements, file layouts, process flows, interfaces, reporting, transaction processing, the Administrative system, settlement and reconciliation, customer service, CCDF client and provider account maintenance, card/PIN issuance, and complete system security. 

The Contractor must develop a System Test Plan to define the test purpose, test scripts, methodology and environment.  The System Test Plan must include plans for a functional demonstration, Interface test, System Acceptance Test, Performance (stress) Test, Network Performance Test, Regression Test, Transition Test, and Interactive Voice Response or Automated Voice Response Test for the Help Desk. The Test Plans must include a Life Cycle Testing component to ensure that proper testing is conducted prior to changes being introduced into an interoperable production environment over the life of the Contract. 

The Test Plan must include problem resolution and escalation procedures that define how BCC will report system and operational problems to the Contractor during Acceptance Testing and on-going operations, how these problems are resolved, and how the resolution is reported to BCC. The procedures must include a priority scheme for identifying the relevant severity of the problem and the anticipated timeframe for resolution. 

The Contractor must provide draft and final acceptance test plans with accompanying scripts for use in System Acceptance testing. State staff will complete System Acceptance testing prior to conversion to the new system.  The plan must address all system components described in the Detailed Design Document including: 
· Remote device equipment operation and functionality  including use of the swipe card and manual entry;
· Attendance data capture, including voids, back swipes, and corrections; 
· Attendance data transfer; 
· Provider payment calculations including processing holiday, personal days, overnight and parallel vouchers; 
· Provider and client website functionality; 
· Help Desk operations including AVR/IVR system; 
· Provider payment process, including settlement and reconciliation; 
· Data conversion; 
· Internal and external interfaces;
· State Administrative System application and functionality; and 
· Reporting. 

The State requires quality assurance (QA) and regression testing be performed on any and all changes made to coding and programs during acceptance testing and throughout the life of the contract. The Contractor must ensure that the changes are thoroughly tested end to end for impact on other system components, applications, and functionality prior to deployment. The test environment will operate under the same system requirements as the production system. The test plan must address the nature and extent of integration testing that is to occur to ensure that all systems properly interface with each other and operate as designed. QA and regression testing results must be provided to the State prior to deployment. 

The Contractor must create a conversion plan that establishes the conversion environment and outlines strategies for the automated conversion of data. At a minimum, the data conversion plan must:
· Identify how the conversion requirements will be confirmed and refined; 
· Map the data elements in the current system; 
· Identify the Contractor’s approach to data conversion; 
· Create a schedule for conversion activities; 
· Keep the data conversion consistent with the implementation schedule; and 
· Describe the process for data protection, integrity and confidentiality throughout the conversion process. 

The Contractor will not be permitted to take or transmit any real data for off-site testing, cleansing, or any other processing. 



Transition Plan

Contractors will draft a transition plan that includes detailed steps and procedures necessary to prepare for, transition and provide all services required in this RFP with minimal disruption to CCDF clients, providers, State users and other stakeholders.  This plan must include details on how the Contractor plans to interface with the current CRO to transfer data and responsibilities during the transition. 
The plan must provide a detailed time line for coordination and completion of the system conversion, testing, and services transition including: 

· A description of the overall approach; 
· The order in which transition activities will occur; 
· Tasks to be performed; 
· Parties responsible for the completion of each task; 
· A backup plan if any or all of the transition activities are delayed; 
· Swipe Card and PIN replacement and reissuance; 
· State, CCDF provider, CCDF client and CCDF Intake training;
· Customer service plan including communication plan for CCDF client and providers;
· Timeline of CCDF client and provider roll out, including a pilot phase; 
· Equipment delivery and installation; 
· Timeframe for database conversion, including a backup date; 
· Testing procedures, verification and validation of the migration process; 
· Quality assurance checkpoints and critical paths; 
· Plan for securing office space and equipment
· Plan for hiring staff
· Organizational chart and narrative descriptions of organization structure and workflow
· Staffing plan including job descriptions, temporary or permanent, full or part time
· Plan for the implementation of the Help Desk including office space, office equipment, ARU/IVR system, staffing, hardware, and software

.  
7.3 Development Phase:

During the development Phase the Contractor must configure and test the system according the system and services specifications defined in this RFP and the JAD sessions.  The Contractor and BCC will agree on the format and contents to be included in each deliverable of this phase prior to the Contractor’s submittal of the first draft of any document. 

Unit Testing

The Contractor must test all components as stand-alone entities. Unit testing ensures that a single component is resilient and will function correctly on a stand-alone basis (e.g. the modified component can take inputs and produce expected outputs). 

System Testing

System and integration testing must be performed and validated on all components and functional areas of the system before delivery. 

Functional Demonstration

The Contractor will conduct a Functional Demonstration to allow State representative the opportunity to observe and analyze CCDF attendance and provider payment operations. The Contractor must prepare a report of the demonstration results including any system modifications that were identified. The Functional Demonstration must occur as early as possible, but no later than six (6) weeks prior to the System Acceptance Test to ensure the design is proceeding according to the requirements of this RFP. 

Interface Testing

Interface Tests must be conducted between all State interfaces and the Contractor’s system, as applicable, to ensure that all files transmitted are properly formatted, transmitted, received, edited, accepted, confirmed, and processed according to design. 

System Acceptance Testing

The Contractor shall provider the State an opportunity to test system functionality and ensure compliance with the system design requirements through System Acceptance Testing. During System Acceptance Testing, test participants will follow detailed test scripts developed by the Contractor and reviewed and approved by BCC. The tests and test scripts must cover all facets of the system’s operations and test all of the system processing options and environmental conditions (e.g. POS hardware and communications failure, entry of erroneous data). The test must include security, recovery, system controls, interoperability, interfaces, settlement, POS transition processing, attendance tracking including back swipes and corrections, CCDF provider and client web portal functionality, provider payment calculation, settlement and reconciliation, State Administrative System functionality , reporting, and “what-if” testing. 

The ad hoc or “what if” portion of the acceptance testing provides State representatives the opportunity to include various transaction sets and sequences that were not included in the test scripts and to challenge the system’s operation and design. 

The test environment, to the extent practical, must begin with a clean test database. 

Regression Testing

Any changes to the application architecture/code as a result of “bug” fixes, enhancements or requirement changes must trigger regression tests at the Unit as well as Integration/system levels. This must include running existing tests as well as writing and running new tests as required.  The Contractor must work with the State to ensure that testing is adequate but not excessive in order to avoid a negative impact on the Project schedules, time lines or budgets. 

Performance/Stress Testing

The Contractor will conduct a Performance/Stress test to ensure that there is sufficient capacity within the Contractor’s system to accommodate the projected transaction volumes. Test results from the stress test must be used by the Contractor to formulate a system capacity model to determine the appropriate hardware and software requirements and configuration. 

The Performance Test may be included as part of the System Acceptance Test. The Contractor may use current production data to develop a system capacity model for the anticipated transaction volumes. Any data modeling must be approved by BCC. The Contractor must provide a detailed description of the data to be used, how the modeling will be performed, a comparison of the modeling method to be used with live production data, and how tests will be documented and reported to BCC, If this method is to be used testing must be completed before or at the same time as Acceptance Testing. 

Network Performance Testing

A network performance test must be conducted on the Contractor’s system communication networks to ensure that the network is capable of handling the projected transaction volume within the required response times and error thresholds. Additionally, the test validated the secure transmission of the data files, reporting, and user access to the Contractor’s system environment. 

Interactive Voice Response Testing

The Contractor’s IVR/AVR system for the Help Desk must be tested to ensure that the system properly accepts, processes, and transfers calls per requirements. The test must be conduction in the production environment. 

Data Conversion Testing

The Contractor must complete the conversion process from the current system to the new system. The Data Conversion Test validates the conversion results, and the ability to perform test transactions against the converted database. The conversion test must include at least two (2) mock conversions of production data.  Additionally, the data conversion test is used to obtain timings for conversion and validation of the operational conversion checklist. Test transactions performed against the converted data base must include attendance data entry including adjustments, holidays, and personal days, through the remote device and the web portal, attendance time calculations, provider payment calculations, attendance and payment reporting. This test is to ensure that the converted database can perform all transactions prior to conversion. The Contractor must fully cooperate with the current vendor to successful convert required data, including but not limited to three (3) years of transaction history and account status information from the current vendor to the new system. 

Test Results Reporting

The Contractor must provide a report describing the results of each test performed, as well as any additional testing required. These reports must describe the intended scope and results from the tests, any necessary system modifications and a timeframe for these modifications. The Contractor must submit test reports no later than two (2) weeks following the completion of each test being performed. Upon the completion and acceptance of all tests, the test results must be incorporated into the approved test plan. 

Updates to the Detail System Design
The Contractor must revise the Detailed System Design documents to reflect any modifications identified and made as a result of testing. If revisions are required, the Contractor must submit the updated Detailed System Design no later than fourteen (14) calendar days following the completion of the modification. All updates to the Detailed System Design will be completed at no additional cost to the State. 

Reports Manual
A reports manual describing all standard and State specific reports generated by the Contractor must be provided. The Reports Manual must also provide a description of the data files provided to DFR for internal report generation. At a minimum the Contractor must provide the reports described in section 6.10.

Administrative System Documentation

The Contractor must provide a separate Administrative Operations Manual that includes screen images, a full description of system functionality and complete instructions for use.  In addition the Contractor must provide a separate Training Manual that encompasses complete Administrative System functionality for use in training of select State staff. 

Provider/Client Web Portal

The Contractor must provide two separate Web Portal Operations Manuals, one for CCDF Clients and one for CCDF Providers, that includes screen images, a full description of system functionality and complete instructions for use. 

CCDF Provider/Client Training Materials

The Contractor must also provide written materials for use in the training of CCDF Clients and CCDF Providers.  These training materials must be written in easy to understand language at a fifth grade reading level. All written materials must be provided in English and Spanish. The production of training materials is an ongoing task throughout the life of the contract and the Contractor must produce adequate training materials.  The Contractor must design, develop, produce and distribute the training materials described below. All materials and method of distribution must be approved by the State. 

Training Manual

A separate training manual must be designed, developed, produced and made available; one for providers and one for clients.  This manual must provide all the necessary information required by the user to fully understand how to use the system, including the remote device, the web portal and the Help Desk. This training manual will be posted on-line and must be made available in hard copy upon request. 

Remote Device Training Pamphlet
 
Two separate remote device training pamphlets must be designed, developed, produced and distributed: one for CCDF Clients and one for CCDF Providers. These training pamphlets must include the information necessary to conduct basic transactions through the remote device as well as instructions on how to access the web portal.  Help Desk information must also be included in these pamphlets. 

Remote Device Tip Sheet

A tip sheet for using the remote device, printed in both English and Spanish (combined in the same document) must be designed, developed, produced and distributed with all remote devices. The tip sheet will be designed to help users complete common transactions and to troubleshoot common errors.  The Help Desk information must also be printed on this tip sheet. 

Swipe Card Tip Sheet
A tip sheet for the swipe card users will be designed, developed, produced and distributed. This tip sheet will provide directions for accessing the web portal, retrieving/changing the PIN number, how to obtain a new card, and information about the Help Desk. 


Security Document

The Contractor must provide a Security Document that identifies any perceived or real risk to the CCDF Time and Attendance/CRO system. This analysis of the system must include: 
· Vulnerability to fraud through unauthorized attendance data entry and misuse of the remote devices;
· Accuracy and timeliness of provider payment;
· Capability of monitoring system abuses through the remote device and the web portal; 
· Availability of a complete audit trail of all transaction activity that provides at a minimum a complete transaction history of each individual system activity that impacts attendance capture and provider payment.

This Security Document must include details of the Contractor’s comprehensive security program including administrative, physical, technical, and system controls.

The Security Plan must also include a description of security practices and policies regarding the control of the swipe cards.

7.4 Transition-In Phase

The Transition-In Phase consists of the activities required to convert Indiana’s current Time and Attendance/CRO system to the Contractor’s system.  The Transition-In phase must limit the interruptions to all users of the system.  Transition should be scheduled at times that reduce the impact, when transaction processing is lowest and during non-peak hours. Transition dates and times must be approved by the State. 

During transition from the current system to the Contractor’s system, the length of time during which authorized users are not able to enter attendance data shall not exceed 24 hours. Additionally, CCDF provider shall not experience any disruption to their normal biweekly payments.  Failure to meet these performance standards is subject to damages. 

During the Transition-In Phase the Contractor will complete the following activities: 
· Convert from the current system to the new system. For providers and clients this conversion must be seamless and include a reconciliation of current attendance and payment data;
· Complete the training of all necessary stakeholders; 
· Generate new card stock, supply local intake agents with the new cards and all necessary equipment to activate the cards, and issue new cards, if necessary, to existing CCDF authorized users; 
· Deliver and install the required remote devices to providers in sufficient time to ensure that the equipment is operating prior to the conversion; 
· Ensure that the Help Desk is fully functional and ready to handle large call volumes during the transition;  
· Define a plan of cooperation to be developed jointly with the current vendor for the timely and accurate exchange of data and files. 

The Contractor must also do the following: 
· Accept all outstanding attendance data, including outstanding paper claims transferred from the current vendor; 
· Provide for the conversion of at least three (3) years of transaction history into the new system. An additional two years of history must be stored offline and be available by ad hoc report; 
· Build checkpoints and reconciliation procedures into the conversion process to ensure that conversion is being completed in a timely manner and that data is not being lost; and
· Have a contingency plan in case the conversion cannot be completed in a timely manner. 

The activities taking place during the Transition-In phase must follow the process defined in the approved Transition Plan and Data Conversion Plan submitted during the Design Phase. It is anticipated that some of the Transition-In Phase activities must begin prior to the end of the Development Phase; however, the database conversion activities must not occur until all development activities, specifically the Transition Testing, have been completed and written acceptance of the process has been received from BCC. 

System Documentation Library

The Contractor must provide BCC with the following library of the final system documentation in an electronic format on a CD/DVD within fourteen (14) days of the end of the Transition-In Phase:
· General System Design;
· Detail System Design;
· Business Continuation and Recovery Plan, including Escalation Procedures; 
· Training materials; 
· IVR scripts and call flows; 
· Reports Manual;
· Settlement and Reconciliation Procedure Manual; 
· Interface Control Design, including Record and Batch formats; 
· Problem Reporting, escalation procedures, and resolution tracking; 
· Administrative System Documentation/User Manuals; 
· Provider Web Portal User Manual; 
· Client Web Portal User Manual; 
· Data Conversion Plan; 
· Traceability Matrix; 
· Security Document; 
· Disaster Plan; 
· Backup and Recovery Plan; 
· System Test Results; and 
· All documentation related to system design and functionality. 

The Contractor is responsible for maintaining and updating all system documentation listed above. 

7.5 Operations Phase

The Operations Phase begins when all transition activities are completed. During the Operations Phase the Contractor shall continue to meet all of the requirements outlined in this RFP and the resulting contract. The Contractor operations manager will continue ongoing communications with BCC on all operations and must immediately notify BCC of any issues or problems. 

Required on-going communications included periodic status reports and status meetings with the Contractor’s operations manager, and other project staff as needed, and the State. Other reports and meetings will be requested by BCC as needed. Of particular importance is the advance notification from the Contractor of scheduled system downtime to BCC. 

The Contractor must maintain key design and operational manuals and plans as needed.  This requirement applies to all documents contained in the System Document Library. 

The Contractor must provide system operations, including, updates, patches and repairs, defect resolution, software upgrades, enhancements, and technical support throughout the life of this contract. 
Contractor shall continue to work with the State to ensure operational integrity throughout the length of the contract.

Updates, Patches, and Repairs

The Contractor must update, patch and repair the related hardware and software in appropriate Contractor environments and package software changes for promotion to production. All updates, patches, and repairs must be fully and successfully testing including regression testing before migration to production. The Contractor must work with BCC to coordinate implementation, release and regularly scheduled maintenance of updates, patches, and repairs. 

Defect or Performance Issue Resolution

The Contractor must correct system defects such as malfunctions or functional deviations from approved system requirements. Additionally, the Contractor must correct system performance issues identified by providers, clients, or State representatives. 

The Contractor must take corrective action and ensure that the system performs as designed and required by the RFP. 

The Contractor must fix all system defects and system performance issues unless BCC does not authorize the fix. All system defect and performance issue repairs must be fully and successfully tested, including regression testing, before migration to production. For implementation of system repairs the Contractor must work with the State to coordinate the release of the repairs. 

The Contractor must notify the State upon correction of the problem, and submit a written report of the defect or performance issue analysis and resolution implemented within five (5) business days unless an extension is granted by BCC. 

The Contractor and BCC will jointly develop a classification plan for identified system problems or defects. The plan will include severity ratings as well as action rating. An integral element of the action ratings must be an agreed upon timeframe for resolution. If BCC and the Contractor disagree on the severity or action rating, BCC will prevail. 

Software Upgrades

When evaluating software upgrades, the Contractor must determine the impact on current configurations. The Contractor is expected to keep software current by implementing upgrades when available. All upgrades must be fully and successfully tested, including regression testing, before migration to production. For the implementation of software upgrades, the Contractor will work with the State to coordinate the release of the upgrades with the regularly scheduled maintenance. 

Enhancements

Throughout the contract period, the Contractor will be responsible for application enhancements approved by the State. These enhancements may be caused by changes in State or Federal regulations and requirements or by request from the State. All enhancements that are required by Federal regulations or policies must be implemented at no additional cost to the State. All enhancements must be fully and successfully tested, including regression testing prior to migration to production.  For the implementation of enhancements, the Contractor will work with the State to coordinate the release of the enhancements with regularly scheduled maintenance.  The costs associated with enhancements will be priced as indicated in attachment C.

Business Continuation and Disaster Recovery

The Contractor must develop a Business Continuation and Recovery Plan that includes a State notification process as well as disaster criteria and time frames. Specific severity levels relating to disaster recovery activities by the Contractor will be mutually agreed to as part of the plan approval. 

Business Continuation

BCC requires the Contractor to continue attendance data processing and provider payment in the event of adverse situations related to systems and telecommunications failures and in natural disasters. Business continuation must be provided by the Contractor in accordance with the approved Business Continuation Plan. 

In the event of an outage or disaster impacting the availability of the Contractor’s primary data processing site, the Contractor must have a fully redundant back up site for host processing, telecommunications and network services. The Contractor must notify BCC immediately of any outages. If the outage is expected to exceed one (1) hour in duration, and upon the evaluation of the program and the time required for resolution, transaction processing may be switched to the host back-up system or site. 

The Contractor must provide the following system configuration at the primary site: 
· Mission Critical Servers: All mission critical functions must be supported by a protectively redundant configuration. At the primary site, there must reside at least two physically separate systems, networked for high availability processing. Failure in one primary site system must not cause failure of the other system(s). 
· Fault Tolerance: As well as providing a fault tolerant transaction server environment, the Contractor’s other central system components, such as administrative servers, the storage solution, and the network devices (routers, firewalls, switches, ect.) must all exhibit fault tolerance, such that the failure of a single device will not put a site out of service. 
· Failover: The remaining devices and system(s) will immediately assume the load in case of failure in one device or system, without loss or corruption of any data and transactions received prior to the time of the failure. 
· Operations Procedures: Procedures for computer operations staff, especially regarding failure situations, must be straightforward. In addition to operator-prompted failover the system must be able to recover from failures without operator intervention (“auto-failover”).
· Secure Connections: Connections into any system component from a remote terminal must not occur without State approval. Any such capability must employ stringent security mechanisms. This would include remote monitoring or diagnosis of equipment or software. Connections to other remote systems and terminals must be protected at a minimum by firewalls and encryption. Routers must route traffic only to addresses defined as valid for this application. The acceptability of any such security approach will be subject to State approval. 
· Time-Synchronizing: Multiple systems in the configurations must have a time-synchronizing mechanism to ensure consistent time recording and reporting for events and transactions.  Synchronizations with an external time standards is required. 
· Disaster Recovery: In the event of irreparable damages to the primary site, or of an unplanned, extended abandonment of the primary site, the Contractor must provide, at no additional cost, those servers, facilities, and other components necessary to resume operation under a two-site operational scenario. The Contractor must provide the following Remote backup site configuration. 

· Remote Backup Servers: The Contractor must provide two or more remote backup systems (separate from those referenced in “Mission Critical Servers” above) that will take over for the primary site systems if necessary. Data transferred to and recorded at the remote site will always contain the most recent transactions, allowing a takeover. The wide area network must have a routing independent of the primary site so that the backup site can be reached without the primary in place. Administrative functions must be available at the backup site, and be available remotely by communications from the primary site. The Contractor must demonstrate on a scheduled basis that the remote site is fully functional by operating in production from that site upon request of the State. 
· Backup Mirror Configuration: The remote backup systems must be of the same processing capacity and architecture as the primary site system. 
· Secure Connections: These systems have the same specifications as the primary site systems. 

Disaster Recovery

The Contractor must provide an alternate means of processing attendance data and making provider payments during short-term outages when switching over to the back-up system is not considered appropriate. 

The response to this requirement must include a methodology by which the Contractor will notify BCC, CCDF clients and providers about the outage and provide an alternate means of reporting attendance data, calculating and issuing provider payments. 

The Contractor must notify BCC immediately upon recognition that a switch to the back-up site is required. If the Contractor is providing services to multiple States or other processing services, the disaster recovery plan must address the timing and order or recovery for Indiana’s system as compared with the other entities being processed. The recovery of Indiana’s system must not be delayed because the Contractor is recovering other customer’s systems. 

The Business Continuation and Recovery Plan must identify: 
· Critical Contractor staff that have a skill set necessary for the resumptions of key business operations; 
· Critical business functions and supporting tasks; 
· Processes for reporting system disruption/failure; 
· Transitions from failure to system re-start; 
· Alternate processing sites; 
· Timeframe for updates to the plan; and 
· Customer Service Staffing Capacity Plan that identifies how the Contractor will add additional staff to handle Help Desk calls to cover increased call volumes. 

The disaster back-up site and alternate communications routing must be tested annually. The Contractor must provide BCC with copies of these test results within 30 days of testing completion. 

7.6 End of Contract Phase 

At the expiration of this Contract, or if at any time prior the State should terminate this Contract, the Contractor must cooperate with any subsequent vendor who might assume operations of the CCDF time and attendance/CRO system. BCC will withhold final payment to the Contractor until transition to the subsequent vendor is complete. The Contractor must coordinate the transition of all program components to the subsequent vendor or back to the State upon notice of contract termination. 

In the event that a subsequent vendor is unable to assume operations on the planned date for transfer, the Contractor must be able to continue to perform the operations on a month to month basis for up to six months beyond the planned transfer date. 

At the end of the Contractor’s contract term, the Contractor must provide the following transition services: 

· Work with the State and any other organization designated by the State to facilitate an orderly transition of services;
· Continue to provide swipe cards until the agreed upon transition date; 
· Work in a professional manner with the State’s subsequent vendor to execute a smooth and timely transition at the end of the Contract; 
· Coordinate with the subsequent vendor on migration of customer service functions during database conversion. This may require the development of special IVR messages approved by the State for use during database conversion;
· Transfer ownership to the state of all toll free numbers used in conjunction with customer service functions; 
· Provide the Sate the right to serve as mediator between the Contractor and the subsequent vendor, subcontractors, providers and clients; 
· Allow for fallback in case of database conversion failure; 
· Provide remaining audit reports on their due dates as required for the contract period; and
· Fully comply with all applicable laws, regulations, rules, guidelines, or policies. 



1.0 Contract Remedies

1.1  Non-compliance Remedies.    

It is the State’s primary goal to ensure that the Contractor is delivering Electronic Time and Attendance Tracking and Central Reimbursement Office for Child Care services. Through routine monitoring, the State may identify contract non-compliance issues.  

In the event that the Contractor fails to meet performance requirements or reporting standards set forth in the RFS, any Attachment to the RFS, the contract or other standards established by the State, the State will provide the Contractor with a written notice of non-compliance and may require any of the corrective actions or remedies discussed below. The State will provide written notice of non-compliance to the Contractor within 60 calendar days of the State's discovery of such non-compliance. The State will establish a reasonable period of time, but not more than 10 business days, during which the Contractor must provide a written response to the notification.  

If the State elects not to exercise a corrective action clause contained anywhere in the RFS, any Attachment to the RFS or the contract in a particular instance, this decision must not be construed as a waiver of the State's right to pursue future assessment of that performance requirement and associated damages that, under the terms of the RFS, any Attachment to the RFS or the Contract, may be retroactively assessed.

1.2 Corrective Actions

The State may require corrective action(s) when the Contractor has failed to provide the requested services.  The nature of the corrective action(s) will depend upon the nature, severity and duration of the deficiency and repeated nature of the non-compliance.  The written notice of non-compliance corrective actions may be instituted in any sequence and include, but are not limited to, any of the following:
		
Written Warning: The State may issue a written warning and solicit a response regarding the Contractor’s corrective action. 

Formal Corrective Action Plan: The State may require the Contractor to develop a formal corrective action plan to remedy the breach.  The corrective action plan must be submitted under the signature of the Contractor’s chief executive and must be approved by the State.  If the corrective action plan is not acceptable, the State may provide suggestions and direction to bring the Contractor into compliance.   

Contract Termination: The State reserves the right to terminate the contract, in whole or in part, due to the failure of the Contractor to comply with any term or condition of this contract, or failure to take corrective action as required by the State to comply with the terms of this contract.   The State must provide 30 calendar days written notice and must set forth the grounds for termination.

1.3 Liquidated Damages Performance Standards

In addition to the above remedies, the State reserves the right to withholds and/or adjustments liquidated damages as outlined in Appendix H Attachment L. 
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