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4 Foundation Requirements

The Foundation Requirements section of this RFP presents the elements that set the overall standards and methods to be employed throughout the duration of the project. A complete set of all requirements and key performance measures is presented in Attachment E - Requirements and Key Performance Measures Matrix.

System Solutions

The DW/DSS/BI vendor should strive to reengineer business processes and, as requested by the State, assist Indiana in reengineering State operated business processes utilizing the technology and tools resulting from this procurement.  As such, the vendor must have the necessary knowledge and experience in implementing and operating systems and services that fully meet the goals and objectives of the MITA business process model.  The State expects that the chosen vendor will know and articulate explicitly how best to implement its processes to support this objective.

An Enterprise Service Bus (ESB) infrastructure will be developed, maintained and supported by the State or other vendor and the Data Warehouse (DW/DSS/BI) vendor will be required to integrate into the ESB, where appropriate. The DW/DSS/BI vendor must establish and maintain all hardware, software, tools, services and personnel necessary to meet the requirements for which it is responsible.
The Vendor must comply with all state and federal laws and regulations, including but not limited to the Americans with Disabilities Act (ADA), the Balanced Budget Act (BBA) of 1997 Subtitle H, and the Medicaid Managed Care rules, 42 CFR 438.

Data Warehouse/Decision Support System/Business Intelligence (DW/DSS/BI)

The Data Warehouse/Decision Support System/Business Intelligence (DW/DSS/BI) is generally comprised of the following systems and services:

a. Data Governance Plan development and execution, approved by the State

b. Medicaid data warehouse and decision support and business intelligence tools

c. Federal reports and Management and Administrative Reporting (MAR)

d. Operational reports (program performance measurement, including but not limited to trending and forecasting)

e. Business Intelligence tools and support staff addressing program monitoring and analysis

f. Program Management Reporting using health care data as available through the advancement of Health Information Technology (HIT) in the State

g. Clearinghouse, functioning as the staging, ETL (extract, transform and load) and cleansing clearinghouse for data conversion

h. Provide Medicaid Data Analytic Subject Matter Experts to serve as consultants to Medicaid and liaisons to the technical data analytics team
It is the State’s goal to select a vendor that demonstrates a thorough understanding of the Social Services data warehouse, decision support and business intelligence business, particularly in relation to the Medicaid program and its associated State and Federal reporting and data analytic needs. It is the State’s desire that the envisioned DW/DSS/BI will meet the goals and objectives outlined by the Centers for Medicare and Medicaid Service’s (CMS’) Medicaid Information Technology Architecture (MITA) and the CMS Enhanced Funding Requirements: Seven Conditions and Standards Medicaid IT Supplement (MITS-11-01-v1.0).
Data Warehouse Vision

The Family and Social Services Administration (FSSA) envisions its end-state information landscape as an integration of data sources to provide unified analytical capabilities across the organization. The EMS DW/DSS/BI solution is one of the fundamental elements bringing the agency closer to that vision.  Therefore, the DW/DSS/BI solution proposed by the Respondent must be configurable, scalable, robust and adaptable enough to accommodate growth and changes in information exchange requirements rapidly and cost effectively.  
The DW/DSS/BI vendor must work with FSSA to develop a common business model to address business information stored and managed by the Data Warehouse solution. The common business model will ensure consistency in the use of data names and business definitions across the agency’s warehousing projects. 
FSSA operates a data warehouse known as the Temporary Assistance to Needy Families (TANF) Data Warehouse (TANF Data Warehouse Overview provided in the Bidders Library). Among other functions, data standardization, data cleansing and matching are performed within the TANF DWH solution. During the Requirements Validation phase, Respondents are expected to assess and determine the benefits of reusing or repurposing components of the TANF DWH for standardizing, cleansing and matching. 
It is the intent of FSSA to develop an overarching governance model to address the control and interaction of data among and between data warehouses and data bases and to address change control and other governance issues. The DW/DSS/BI vendor must participate jointly with FSSA in the planning for the overarching governance model.

Premise Based or Remotely Based Solution
Either a premise based DW/DSS/BI solution located at the State of Indiana’s Office of Technology (IOT) or a remotely based solution is acceptable. Regardless of location, the solution must interact appropriately with other State systems and utilize the planned State Enterprise Service Bus. The solution must be an open system such that State designated staff may develop BI reports to run against the Data Warehouse.
Medicaid Enterprise Stakeholders

The primary stakeholders of this procurement are:

a. State staff who manage and operate business processes of the Indiana Health Coverage Programs (IHCP) 
b. Providers of covered services to Medicaid members

c. Members who are recipients of Title XIX and XXI services

d. Centers for Medicare & Medicaid Services (CMS)

Project Management

The project will follow the Project Management Institute’s (PMI) Project Management Standards as published in the Project Management Body of Knowledge (PMBOK), as much as practicable.  Respondent’s project management and review policy must adhere to the Indiana Office of Technology Project Review Policy, found in the Bidder’s Library.  The proposal must conform to the applicable IOT policies, procedures and standards found at: http://www.in.gov/iot/2394.htm. Compliance with the IOT Assistive Technology Policy (Section 508) must be done by submitting a Voluntary Product Accessibility Template (VPAT) if already available or completing the Assistive Technology Compliance Evaluation Form, found in the Bidder’s Library.
Project Management Office (PMO)
The State has established an Enterprise Medicaid System (EMS) Project Management Office (PMO) responsible for managing and coordinating Enterprise Medicaid System projects in order to improve organizational performance.  The DW/DSS/BI project will report to the EMS PMO. 

Project Management Approach

The PMO is responsible for developing, administering and maintaining the Project Management approach as recorded in the Project Control Documents (PCDs).  The DW/DSS/BI vendor must establish an overall Project Management approach to govern its DW/DSS/BI project team. The approach must follow the guidelines established by the PMO.

Requirements
The requirements listed below apply throughout the RFP.  

Additional requirements may be presented as they apply to a specific task or subject.  

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40000
	Work collaboratively to prepare, submit and obtain approval for individual Project Management approaches and plans

	40005
	Work collaboratively to execute and maintain individual Project Management approaches and plans

	40010
	Address all PMBOK knowledge areas, including Integration, Scope, Time, Cost, Quality, Human Resources, Communication, Risk, and Procurement, throughout all System Development Life Cycle phases, and throughout the implementation and operational phases 

	40015
	Prepare and submit the draft deliverables for State review and comment in accordance with the Project Work Plan

	40020
	Prepare and submit the final deliverables for State review and approval in accordance with the Project Work Plan

	40025
	Prepare for and conduct requirements confirmation sessions with all necessary State Management, SMEs and other vendors

	40030
	Prepare and deliver for approval the Requirements Traceability Matrix and the Basis for Decision Document to support confirmed requirements

	40035
	Prepare and submit to the State for approval the project management plans for meeting the goals and objectives of the Data Warehouse

	40040
	Manage all activities to the approved project management plans

	40045
	Submit for review and approval all changes to the approved project management plans

	40050
	Participate with other designated vendors (such as the existing claims processing vendor, the MCE’s, enrollment broker), State management and SMES in the creation of the Data Warehouse integrated project management plan

	40055
	Prepare and document the business processes that requirements dictate are owned by the vendor

	40060
	Submit for approval the business processes that requirements dictate are owned by the vendor

	40065
	Prepare the infrastructure requirements to support the DW/DSS/BI in each business process, as applicable

	40070
	Submit for approval the infrastructure requirements that the vendor has in order to support the business processes they own and participate in

	40075
	Collaborate with the State and other designated vendors to define quality measures to include the required service level objectives, the process of measuring them, and the process to be carried out in the event that they are not met

	40080
	Manage all business processes using a continual improvement approach and submit improvements to the State for review and approval

	40085
	Comply with all laws, policies, procedures, and standards dictated by the State in meeting the goals and objectives of the Data Warehouse


Integration Management

Integration Management deals with processes that integrate different aspects of project management. This knowledge area deals with developing the project charter and project management plan. It also deals with directing and managing project execution, monitoring and controlling project work, performing integrated change control, and closing the project.

The State will oversee the development of:

a. Integrated Configuration Management Plan to manage change, mitigate the impacts of uncontrolled change, and communicate approved changes.  

b. Integrated Issue Management Process

c. Integrated Change Management Process
Vendor Requirements

The vendor shall:

	ID
	Requirement

	40090
	Develop, administer and maintain a project plan

	40095
	Demonstrate the ability to administer the project management plan, monitor and control project work, change control,  and close the project

	40100
	Prepare and submit the Detailed Project Work Plan which addresses each phase of the System Development Life Cycle (SDLC) and must identify all integration points between all vendors and the State including but not limited to interfaces, inputs, and outputs that the vendor requires from other vendors, the State, or other entities

	40105
	Execute and obtain approval for the Detailed Project Work Plan which addresses each phase of the System Development Life Cycle (SDLC) and must identify all integration points between all vendors and the State including but not limited to interfaces, inputs, and outputs that the vendor requires from other vendors, the State, or other entities

	40110
	Prepare and submit weekly updates to the Project Work Plan

	40115
	Provide necessary resources to the State to assist in the coordination of the Integrated Project Work Plan,  Issue Management, Change Management, and Integration Management Change Control

	40120
	Collaborate with vendors and the PMO to build an integrated Configuration Management Plan which must define the processes the team will use to identify and control the configuration of items, and the groups and people involved in monitoring and controlling changes; and is developed based on the Systems Environment


Issue Management

Issue Identification, Tracking, and Resolution is a key activity that must be maintained throughout the life cycle of the project.

Vendors will follow an approach to identify and track all issues, using an automated issue tracking system.  

The Issue Tracking System must provide, at a minimum, the following: 

a. Description of the issue

b. Priority of the issue

c. Dependencies and plans for resolution

d. Staff responsibility assignments

e. Impacts, if appropriate

f. Targeted plan and actual resolution dates

g. Resolution action summary

Reports generated by this protocol will become a part of the Weekly Status Report. This issue tracking protocol will be developed by the vendor, in collaboration with the PMO and will be monitored by the State.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40125
	Adhere to the Issue Management process and requirements 

	40130
	Provide an automated issue tracking system to identify and track all issues

	40135
	Document the discovery of any issue within one (1) calendar day of discovery

	40140
	Track all issues in the issue tracking system 

	40145
	Provide resources adequate to resolve issues timely based upon State priorities and schedule

	40150
	Provide necessary resources to the State to assist in the coordination and resolution of the issues

	40155
	Prepare and submit weekly issue management reports as part of the Weekly Status Report or on a frequency requested by the State


Integration Management Change Control

Performing integrated change control is the process of reviewing all change requests, and approving and managing changes to evaluate the impact to time, cost and quality.

The Integrated Change Control process includes the following change management activities:

a. Review, analyze and approve change requests or orders promptly

b. Update Project Control Documents

c. Communicate status to stakeholders

d. Monitor outcomes

The DW/DSS/BI is expected to respond efficiently and effectively to the ever increasing complexity of the health care environment brought about by policy changes at the local, state and federal level. 

To stimulate and support innovative responses to the demand for change, the vendors are required to participate in the change evaluation process.

Change Triggers

Change can be initiated or triggered by:

a. The state or federal government through policy or rule changes

b.  Vendor or state to reduce time, reduce cost or improve quality 

c. Other entities or external drivers

Change Requests

Vendor requests for change to approved deliverables, software, processing, procedures, manuals, forms, reports and other approved project artifacts will follow the change management process described below. 

The  vendor must participate actively in the PMO change management process and ensure that it analyzes and understands the impact of all changes regardless of the originating party.

Change Management Process

The purpose of this change management process is to ensure that standardized methods and procedures are used for efficient and prompt handling of all changes to the systems, services and IT infrastructure, in order to minimize the number and impact of any related incidents upon service.

  Vendor compensation for changes will only be considered at the State’s discretion, when the change management process is followed.  
The change management process will apply to all proposed changes and will address the following concepts:

a. All proposals for change must be initiated through a change request 

b. Any document resulting from the change  request shall be binding upon agreement and signature of all associated parties

c. The State expects that the DW/DSS/BI will maintain continual federal and state compliance. 

d. Routine changes made in the ordinary course of the vendor’s provision of services defined within the scope of its contract, such as changes to operating procedures, schedules, equipment configurations, must be made at no additional cost to the State.  

e. Examples of routine changes that are included in the routine maintenance of the DW/DSS/BI solution and are to be performed at no additional cost to the State are: 

1. Activities necessary for the DW/DSS/BI to function in compliance with federal and/or state law, federal and/or state administrative rules, the State Plan, state waivers, state policies, or the operating manuals in affect at the time of proposal submission or to correct deficiencies found after implementation of modifications. .

2.  Activities necessary to comply with new industry standards and operating rules associated with those standards.

3.  Activities necessary for the system to meet the performance requirements detailed in this RFP.

4.  Activities necessary to ensure that data, tables, programs, and documentation are current and that errors are found and corrected.

5.  Data maintenance activities for updates to tables, including database support activities.

6.  Changes to scripts or system parameters concerning the frequency, number, sorting, and media of reports.

f.  Changes approved for vendor compensation are subject to the provisions of the contract.

g. All change requests are defaulted to no cost maintenance change requests until the State approves changing the status to a non-maintenance change through the change control process.  Determination of such status including vendor dispute of status shall not delay the implementation of the change request.

h. For changes that are non-maintenance changes, and therefore will incur an additional cost, the vendor shall provide an initial firm fixed price estimate for the completion of requirements and design.  At the completion of requirements and design, the vendor shall provide a firm fixed price estimate, which includes the positions responsible for the change and the hourly rate for those identified positions for the completion of the change.  The estimates shall include the staffing level by position and other appropriate detail supporting the estimate, as requested by the State. 

i. If  services are to be provided in exchange for fixed or not-to-exceed compensation, the vendor is solely responsible for any costs in excess of the specified compensation.  

The State is dependent on the vendor for providing products and services that fully comply with the requirements and deliverables set forth in this RFP and subsequent contract.  State approval of vendor work product associated with the responsibilities, requirements and deliverables does not in any way relieve the vendor from full financial responsibility for vendor work product that does not meet the State requirements, as set out in the RFP and the subsequent contract.  

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40160
	Adhere to the change management process and requirements including but not limited to review and approval of change requests being released into production, including post-implementation review changes

	40165
	Adhere to the Information Technology Infrastructure Library (ITIL) standards associated with change management activities – Request for Change

	40170
	Document change requests utilizing a format and process approved by the State

	40175
	Complete all applicable fields on the State approved change request template accurately within a timeframe defined by the State 

	40180
	Submit a change request for any identified deficiency within three (3) business days or within a timeframe defined by the State

	40185
	Analyze change requests

	40190
	Develop a Deliverable Expectation Document or an Impact Analysis Document, in response to change requests, that includes estimates for effort, resources, cost and impacts to system

	40195
	Maintain the change request process and ensure that the process and testing results complies with specified quality and timeliness standards

	40200
	Assist the State in identifying policy changes at the local, state, and federal level

	40205
	Identify and execute changes required in response to  changes in state and federal rules and regulations

	40210
	Develop recommendations to suggest best practices enhancements, accompanied by a written cost/benefit analysis, on a scheduled determined by the State

	40215
	Provide necessary resources to the State to assist in the coordination of the changes, including but not limited to presenting the proposed change to the State and other designated vendors for review and planning purposes

	40220
	Ensure that there is adequate forward scheduling of change to accommodate the State and any impacted vendors

	40225
	Notify the State of any requirements gathering, design, and walk-through meetings and allow authorized State staff to participate

	40230
	Maintain a change process that produces weekly reports as required by the State

	40235
	Provide a weekly report that includes a listing of each outstanding change request along with State requested documentation


Scope Management

Scope Management encompasses the processes that are responsible for verifying and controlling project scope that include collecting requirements, scope definition and creating Work Breakdown Structures (WBS) in accordance with PMBOK.

Throughout the DW/DSS/BI project the vendor must: 

a. Demonstrate its understanding of the key components of this knowledge area

b. Develop, administer and maintain a scope management plan 

c. Demonstrate its ability to manage the scope of its project

Scope Management- Requirements Management Plan

A major component of the Scope Management Plan will be the Requirements Management Plan.  A key component of the Requirements Management Plan is the Requirements Traceability Matrix. The vendor must maintain a Requirements Traceability Matrix that addresses:

a. Assumption definition, tracking, and traceability

b. Business requirement definition, tracking, traceability, and test verification

c. Technical and functional requirement definition, tracking, traceability, and test verification

d. Tracing and analysis of deliverables to requirements

This requirements traceability system(s) will serve as the central repository for all requirements and will be considered part of the infrastructure requirements defined in Section 4.5, Technical Standards.   

This Requirements Traceability Matrix will be maintained and updated throughout the System Development Life Cycle as described in Section 4.3, System Development Life Cycle (SDLC).

Requirements Traceability Matrix Overview

The Requirements Traceability Matrix maintains linkage from the source of each requirement through its decomposition to implementation and verification.  It is produced and maintained during the System Development Life Cycle (SDLC). 

The Requirements Traceability Matrix is built during the Requirements Validation phase of the SDLC and is a deliverable of this phase. 

Traceability is an essential activity of the project and ensures that the correct product is being built during each phase of the SDLC.

Requirements Traceability Matrix Outline

This outline specifies the minimum content elements for the Requirements Traceability Matrix document.
	Revision History
	Provide a revision history table with column titles: Revision Number, Date of Release, Owner and Summary of Changes

	Responsibilities
	Provide information regarding the responsibilities for the Requirements Traceability Matrix, such as who is responsible for maintaining the matrix

	List of Sources for Requirements
	Document all sources for the requirements to be traced in the matrix

	
	 Contract Requirements


	Document the source for all contractual requirements that were specifically defined in the contract and all supporting documents, including but not limited to the RFP. The specific requirements can be listed in this section, or the section of the contract containing the requirements noted. Include any contract requirement identifiers. Note any abbreviation that will be used to signify a contract requirement source in the physical matrix, i.e. Contract Requirement=CR

	
	System Requirements


	Document the sources from the system requirements specification (SyRS) created for the project, include the SyRS identifier. Note any abbreviation that will be used to signify a system requirement source in the physical matrix, i.e. System Requirement= SyRS

	
	Software Requirements


	Document the sources from the software requirements specification (SRS) created for the project, include the SRS identifier. Note any abbreviation that will be used to signify a software requirement source in the physical matrix, i.e. Software Requirement=SRS

	
	Detailed Design Requirements
	Document the sources from the detailed design specification (DDS) created for the project, include the DDS identifier. Note any abbreviation that will be used to signify a contract requirement in the physical matrix, i.e. Detailed Design Requirement=DDS

	Requirements Traceability Matrix
	Create a matrix table or spreadsheet containing the following information

	
	Requirement Source
	Document the requirement source by name or abbreviation

	
	Requirement Description
	Insert the requirement description from the source

	
	Contract Reference
	Document the contract reference or identifier

	
	SyRS Reference
	Document the SyRS reference or identifier

	
	SRS Reference
	Document the SRS reference or identifier

	
	DDS Reference
	Document the DDS reference or identifier

	
	Test Case Reference
	Document the test case reference or identifier

	
	Test Log Reference
	Document the test log reference or identifier

	
	Requirement Satisfied
	Note if the requirement was or has been satisfied

	
	Comments
	Record any notes related to the requirement

	References 
	Provide any references used in the creation of the Requirements Traceability Matrix


Vendor Requirements

The vendor shall:

	ID
	Requirement

	40240
	Demonstrate an understanding of the key components of this knowledge area

	40245
	Maintain and collaborate with the State in populating the Requirements Traceability Matrix

	40250
	Manage project schedule

	40255
	Regularly report progress on key milestone and deliverable progress for project schedule


Refer to additional requirements related to the Requirements Traceability Matrix maintenance in Section 4.3, System Development Life Cycle (SDLC).
Time Management

Time Management includes processes concerning the time constraints of the project. It deals with: 

a. Activity definition

b. Sequencing

c. Resource estimating

d. Duration estimating

e. Schedule development

f. Control

Project management reporting requirements are defined as part of the Communication Management Plan in Section 4.2.11.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40260
	Demonstrate an understanding of the key components of this knowledge area

	40265
	Develop, maintain and administer a time management plan throughout the DW/DSS/BI project

	40270
	Demonstrate the ability to manage the time constraints of the project


Cost Management

Cost Management includes processes related to the cost constraints of the project. Some of the processes included in this knowledge area are: 

a. Cost estimating

b. Budgeting 

c. Control

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40275
	Demonstrate an understanding of the key components of this knowledge area

	40280
	Administer and develop a cost management plan for the DW/DSS/BI project

	40285
	Maintain a cost management plan for the DW/DSS/BI project

	40290
	Demonstrate the ability to manage costs of the DW/DSS/BI project


Quality Management

Quality Management describes the processes used by the vendor in ensuring that deliverables are of satisfactory quality to the State. Quality assumes the ability of the deliverable to fully satisfy stated and implied needs. It is the State’s requirement that all deliverables will be of a quality that is acceptable to the State.  It is the responsibility of the vendor to clarify with the State if uncertainty exists on the part of the vendor with regard to applicable quality standards.  It is required that quality will not be compromised in the interest of timeliness.  

Quality Planning

Quality planning involves ensuring that the proper project management principles have been applied. These principles include resource management, cost management, and project planning.  Another aspect of project quality planning involves planning for the quality of the deliverables.

Quality Assurance

Quality management also includes quality assurance tests. These tests use a system of metrics to determine whether a quality plan is proceeding in an acceptable manner. Quality assurance tests measure both project quality and customer satisfaction with product quality.
 The Key Performance Measures presented in this RFP should be used for the purpose of developing proposal responses.  However, these measurements will be used to guide discussions and requirements gathering sessions between the State and the vendor. 
The DW/DSS/BI vendor shall develop the methods for measuring and monitoring quality.  The State shall have final approval over quality measures and thresholds.
The vendor shall also suggest the methods used to evaluate its performance as well as the method it suggests be used for communicating its performance to the State.  The State retains approval authority over suggested methods. The State favors methods that provide “dashboard”-like reporting capabilities and online access to trend analysis.  In addition, the vendor will provide the State with significant visibility into ongoing operations.

Quality Control

Quality control involves operational techniques meant to ensure quality standards. Quality control steps include problem identification, problem analysis and correction. 

Throughout the lifecycle of the project, the State and vendor will institute the Shewhart Cycle or Deming Circle four step processes for Continual Improvement (Plan, Do, Check and Act).

When a measure is not met, the responsible vendor(s) must:

a. Document the issue

b. Assess the issue

c. Complete Root Cause Analysis (RCA)

d. Prepare a plan for remediation

e. Submit the plan to the State and other designated vendors for approval

f. Execute the plan

g. Assess the results of the plan 

Quality management is an integral part of the EMS and as such must be integrated into all activities.  A collaborative approach to quality will:
· Ensure input and recommendations are promoted and documented in a timely manner

· Promote early identification and prevention of problems

· Share solutions and institute process improvement to avoid similar issues in the future

· Communicate changes that affect general work procedures or standards  

The vendor must ensure that it has an ongoing quality management process and that this process is designed to fully integrate with the efforts of the State and the other designated vendors.  This will take the form of information sharing, regular meetings to review quality data feedback and establishing of common continual improvement goals and objectives.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40295
	Demonstrate an understanding of the key components of this knowledge area

	40300
	Develop an approved Quality Management Plan that focuses on being proactive and preventing problems rather than allowing problems to occur

	40305
	Ensure that the Quality Management Plan covers all aspects of achieving quality, including but not limited to specified objectives/methods for developing and ensuring quality, quality planning, quality assurance, quality control

	40310
	Establish cooperative working relationships between the project team, including but not limited to the other vendors

	40315
	Review to identify and correct errors in  work products and deliverables

	40320
	Ensure that work products and deliverables meet business objectives, end-user expectations and defined requirements

	40325
	Employ quality methods and controls

	40330
	Initiate quality improvement recommendations

	40335
	Provide information about impact of a system deficiency, the proposed action plan, and describe any appropriate workaround

	40340
	Provide a well-researched and clearly-explained root-cause analysis (RCA) for any issue including, but not limited to, a description of problem, action plan to be taken, and measures that will be taken to prevent such a problem in the future

	40345
	Provide required written root-cause analysis (RCA) within seven (7) calendar days of the resolution of the situation addressed by the RCA

	40350
	Monitor quality continually and audit operations to ensure accuracy throughout the life cycle of the project

	40355
	Develop quality assurance (QA) functions to monitor performance and compliance of each business process managed by the vendor 

	40360
	Assign staff to conduct the quality assurance (QA) process who are independent of those performing the work

	40365
	Conduct a regular and ongoing quality assurance (QA) process to include comprehensive reviews of a statistically valid sample of business process outputs 

	40370
	Develop a Quality Management progress report to monitor progress achieved relative to the Quality Management Plan, in a format and delivery schedule approved by the State  

	40375
	Develop a quality assurance (QA) monthly report  that summarizes the quality assurance activities performed during the month to include but not be limited to a description of the activities performed, a detailed analysis of the QA review findings, statistics summarizing the findings, a discussion of problems identified and how and when the vendor plans to correct problems, steps the vendor has taken to prevent the problem from recurring, and recommendations to improve the overall process

	40380
	Implement continual quality improvement activities that include corrective action plans for identified deficiencies

	40385
	Contract for a SAS-70 audit (or its successor) every two (2) contract years and such other audits as are appropriate to comply with federal laws and guidelines, such as the HIPAA Security Rule, at the vendor's expense

	40390
	Report results of any State required audit such as the SAS-70 audit (or its successor) within thirty (30) calendar days of the audit, providing the vendor's detailed response including actions to be taken by the vendor to effectively correct any negative findings

	40395
	Implement Corrective Action Plans (CAPs) as needed to correct quality concerns

	40400
	Complete all necessary corrective measures within ninety (90) calendar days of receipt of the audit findings or on a schedule agreed to by the State

	40405
	Provide a report within ninety (90) calendar days of receipt of the audit or on a schedule agreed to by the State detailing the corrective measures undertaken to respond to audit findings


Key Performance Measures

	ID
	Key Performance Measure
	Threshold

	40410
	Compliant with key federal legislation (e.g. ADA, OSHA, etc) in all activities
	100% compliance             

	40415
	Compliant with Indiana Law in all activities
	100% compliance             

	40420
	Compliant with all HIPAA requirements for privacy and security in all activities
	100% compliance with HIPAA privacy and security regulations

	40425
	Breaches in data access 
	No data access breaches

	40430
	Breaches in data access regulations shall be made known to the State
	Within one (1) hour of the breach

	40435
	Develop business and technical impact analysis and a remediation plan for all information breaches
	Within eight (8) hours of identification



Human Resource Management

Human Resource Management includes the processes that deal with obtaining and managing the project team and includes:

a. Human resource planning and acquiring

b. Developing and managing the project team  

The vendor must provide qualified and adequate staff to fulfill all of its contractual responsibilities.

Key Personnel Requirements

The term “Key Personnel”, for purposes of this RFP, means vendor personnel deemed by the State as being both instrumental and essential to the vendor’s satisfactory performance of all requirements contained in this RFP.  All “key personnel” positions are to be full-time, dedicated solely to the Indiana Medicaid account and have their primary workplace location within the Indianapolis DW/DSS/BI location.
The following general provisions apply to “key personnel”: 

a. All key personnel shall be employed full-time and dedicated solely to the Indiana Medicaid account, from start date and throughout the Operational phase of the project.  

b. Each key personnel position is to be staffed by one and only one specific individual at any given point in time. That is, it is not permissible to have multiple vendor staff perform one key personnel position’s responsibilities unless approved by the State.

c. All key personnel must be confirmed by the vendor as having exceptional writing and presentation skills. The ability to communicate clearly and concisely in both written and spoken modes is essential for all key personnel positions and the vendor is fully responsible for ensuring that key personnel have those abilities.

d. The vendor shall supply the State with the resumes of proposed key personnel as part of its proposal. The vendor shall seek and receive state approval before replacing any key personnel.  All replacements for key personnel shall have qualifications that meet or exceed those specified in this section. In the event that any of the key personnel are, for whatever reason(s), no longer employed by the vendor, the vendor shall immediately notify the State accordingly.  The vendor shall provide the State with status update reports every 30 days on the progress of the replacement candidate recruiting process until a qualified candidate is hired.  The vendor shall have in place a qualified replacement within ninety (90) calendar days of the last day of employment of the departing key personnel. 

e. The vendor shall not furlough any key personnel without prior written permission from the State.

f. The vendor shall remove key personnel, if requested by the State, within two (2) weeks of the request for removal and the key personnel shall be replaced within ninety (90) calendar days after the position is vacant, unless a longer period is approved by the State.

g. The vendor shall replace key personnel with personnel of equal or greater ability and qualifications, subject to approval by the State, regardless of the reason for replacement.
The positions and responsibilities listed below are considered essential.  The general responsibilities and minimum qualifications cover the State’s minimum expectations.  To accommodate differences in vendor organizational structures, the State will consider suggestions for alternative alignment of duties within the submitted bid offerings.  Changes to the positions and responsibilities will only be allowed with written permission from the State.  If the vendor believes that an alternative organizational design could improve service levels or decrease costs; such as combining key personnel positions while fulfilling the general responsibilities of those positions with one individual, please offer those suggestions.

The Project Manager position is to be full time through conclusion of Implementation. It is expected that those duties will be fulfilled by the account Manager during the Operations Phase.

Please note: Regardless of vendor's proposed combining of duties of Key Personnel under single or multiple individuals, if, in the State's determination, vendor's performance is adversely affected; the vendor shall remediate its performance expeditiously, to the State's satisfaction.
The following table shows Key Personnel positions and the requirements for the individual positions:

Data Warehouse/Decision Support System/Business Intelligence– Implementation and Operations
	Title
	General Responsibilities
	Minimum Qualifications

	Data Warehouse/Decision Support System/Business Intelligence Project Manager
	· Perform contract administration 

· Project management scheduling and provision of resources

· Communicate with the State through formal correspondence 

· Perform quality assurance 

· Plan and direct Data Warehouse/Decision Support System/Business Intelligence work tasks  

· Work in conjunction with other project components to define data, storage and retrieval requirements

· Escalate issues timely within the Vendor organization 
	Required:

· Five (5) years of successful (on time, within budget) project management experience for government or private sector health care data warehouses projects of this size and complexity

· Bachelor’s degree 

Preferred:

· PMP Certification

· Previous experience with Medicaid, MMIS development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity desirable

· Experience in Relational Database Management Systems and structured query tools

	Data Architect
	· Create and maintain appropriate data architecture, data modeling, and reporting capability of the Medicaid Management Information System (MMIS)

· Maintain appropriate documentation of data architecture, data modeling, and reporting capabilities as well as providing oversight 
· Provide leadership and supervision on all data exchanges 

· Ensure HIPAA compliance is maintained, and that standards such as minimum necessary, and appropriate file formats such as HL7 are utilized
	Required:

· Five (5) years of successful data architecture experience for government or private sector health care data warehouses projects of this size and complexity 

· Bachelor’s degree 

Preferred: 

· Previous experience with Medicaid, MMIS development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity desirable 

	Database Administrator
	· Perform Database Administration

· Ensure compliance with all technical specification

· Project management scheduling and provision of resources 

· Communicate with the State through formal correspondence 

· Perform quality assurance 

· Plan and direct Data Warehouse/Decision Support System/Business Intelligence work tasks 

· Work in conjunction with other project components to define data, storage and retrieval requirements
	Required:

· Five (5) years of successful database administration experience for government or private sector health care data warehouses projects of this size and complexity 

· Bachelor’s degree 

Preferred: 

· Previous experience with Medicaid, MMIS development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity desirable 

	System Administrator
	· Perform System Administration

· Ensure compliance with all system specifications

· Project management scheduling and provision of resources 

· Communicate with the State through formal correspondence 

· Perform quality assurance 

· Plan and direct Data Warehouse/Decision Support System/Business Intelligence work tasks 

· Work in conjunction with other project components to define data, storage and retrieval requirements
	Required:

· Five (5) years of successful system administration experience for government or private sector health care data warehouses projects of this size and complexity 

· Bachelor’s degree 

Preferred: 

· Previous experience with Medicaid, MMIS development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity desirable 

	Quality Coordinator
	· Ensure data integrity

· Ensure compliance with all data and information specifications

· Ensure quality of reporting

· Provide context and meaning to data and information

· Provide recommendations for the management and utilization of data and information
	Required:

· Five (5) years of successful data quality experience for government or private sector health care data warehouses projects of this size and complexity 

· Bachelor’s degree 

Preferred: 

· Previous experience with Medicaid, MMIS development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity desirable 

	Federal Reporting Manager
	· Provide Federal Reporting Expertise

· Certify Federal Reports

· Project management scheduling and provision of resources 

· Communicate with the State through formal correspondence 

· Perform quality assurance 

· Plan and direct Data Warehouse/Decision Support System/Business Intelligence work tasks 

· Work in conjunction with other project components to define data, storage and retrieval requirements
	Required:

· Five (5) years of successful federal reporting experience for government or private sector health care data warehouses projects of this size and complexity 

· Bachelor’s degree 

Preferred: 

· Previous experience with Medicaid, MMIS development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity desirable

	Reporting Manager
	· Review for quality assurance all new reports

· Effectively use resources to generate a variety of reports, listings and quality control metrics along with ad hoc reports

· Manage the creation of feasibility studies, time and cost estimates, caseload reports and economic forecasts

· Manage and promulgate information reports and statistics policy and procedures
	Required:

· Five (5) years of successful management reporting experience for government or private sector health care data warehouses projects of this size and complexity 

· Bachelor’s degree 

Preferred: 

· Previous experience with Medicaid, MMIS development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity desirable

	Data and Report Analyst 


	· Provide daily support to State staff in developing reports 

· Advise the State staff of Medicaid and Health Care industry trends 
	Required: 

· Two (2) years experience with health care data analysis and Medicaid Federal and management reports 

· Bachelor’s degree 

· Effective communication and writing skills 


Other Essential Personnel Requirements
The State requires that the DW/DSS/BI vendor maintain other essential personnel who assist and support the Key Personnel.   Duties of other essential personnel will largely be left to the determination of the DW/DSS/BI vendor, as the DW/DSS/BI vendor is best situated to make this determination. Other essential personnel need not be full time, and are not required to be dedicated solely to the Indiana Medicaid account, nor are they required to be based in the vendor’s Indianapolis office.

Project Resource Staffing Plan

The Project Resource Staffing Plan will address the vendor’s resource plans during all phases of implementation as well as the resource plans to support the operations to include:

a. Number, type and categories of staff proposed

b. Staff qualifications

c. Staff work location

d. Ongoing training requirements

e. Plan for new or reassigned staff to include:

1. Recruitment

2. Transition

3. Training

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40440
	Demonstrate an understanding of the key components of project resource staffing

	40445
	Develop and adhere to an approved Project Resource Staffing Plan

	40450
	Administer and maintain the approved project staffing, including but not limited to provision of adequate staffing during every phase of the contract

	40455
	Update the Project Resource Staffing Plan annually for approval by the State

	40460
	Maintain responsibility for all costs related to providing all the staff necessary to meet the requirements in this RFP, including but not limited to staff, staff expenses, staff overhead, staff travel, or any related staff expenses, except as specifically provided in the contract

	40465
	Demonstrate the ability to recruit skilled and highly qualified staff and to implement all aspects of the work

	40470
	Perform criminal background checks for vendor staff

	40475
	Submit for review results of criminal background checks for vendor staff to the State

	40480
	Identify and immediately dismiss any employee with a background unacceptable to the State

	40485
	Ensure that all staff clearly understand the initial and ongoing roles and responsibilities

	40490
	Identify, report and resolve performance issues for its entire staff including but not limited to employees and subcontractors

	40495
	Minimize the impact to project progress resulting from staff turnover

	40500
	Propose a replacement of key positions that meets state approval within 7 (seven) calendar days of the termination date of employment of any given key staff member

	40505
	Provide written notification to the State of any vacancies of key positions within five (5) business days of receiving the key staff person's notice to terminate employment or five (5) business days before the vacancy occurs, whichever occurs first

	40510
	Provide notification to the State of a candidate’s acceptance to fill a key staff position within five (5) business days or five (5) business days prior to the candidate’s start date, whichever occurs first

	40515
	Provide sufficient support staff to carry out quality assurance (QA) functions


Key Performance Measures

	ID
	Key Performance Measure
	Threshold

	40520
	Timely replacement of vacant key staff positions
	Propose a replacement of key staff positions within 30 (thirty) calendar days of vacancy


Communication Management

Communication Management describes communication vehicles of a project, identifying and managing stakeholder expectations, communication planning, performance reporting, and information distribution.

The project approach to communication is open, accurate, direct, and promotes coordination and cooperation.  
The State will establish an electronic project library using Microsoft SharePoint.  All deliverables and documents related to this project must be managed in this electronic library.  

Communication Management Plan

The State requires that a Communication Management Plan be developed.  The purpose of the Communication Management Plan is to document and guide the approach to project communication throughout the project life cycle.  

The Communication Management Plan will be developed primarily by the DW/DSS/BI vendor, in coordination with the State and will address the following:

a. Project status reporting

b. Inter-project communication among other designated vendors and project staff identified in the project organization chart

c. State stakeholder communication with the State and the other staff members in FSSA, other applicable State agencies and legislators

d. Focused and timed communication to external stakeholders including but not limited to providers, members, the Indiana business community and others

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40525
	Demonstrate an understanding of the key components of Communication Management

	40530
	Develop an approved Communication Management Plan for communication needs and expectations 

	40535
	Ensure that the Communication Management Plan covers all aspects of how and in what format information will be communicated, when and where each communication will be made, and who is responsible for the communication

	40540
	Execute approved Communication Management Plan

	40545
	Provide monthly operations status reports for each business process managed by the vendor addressing operations, outstanding issues and action items  and other content specified by the State

	40550
	Conduct meetings as directed by the State in order to share information and updates on program and vendor-related issues and to report on current action items

	40555
	Establish and distribute an agenda for meetings as directed by the State

	40560
	Coordinate activities necessary for the scheduling and management of ad hoc meetings as directed by the State

	40565
	Require key personnel participation in meetings as directed by the State


Risk Management

Risk Management describes the processes concerning: 

a. Planning for risk management

b. Identifying risks

c. Performing qualitative and quantitative risk analysis

d. Planning risk responses  

Over time, risk management is responsible for managing and controlling risks.  

The Risk Management Plan is a key tool in managing risks.  It must address risk monitoring and control.    

At the initiation of the DW/DSS/BI project, the vendor will implement a Risk Management Plan that will include:

a. Process and timing for risk identification

b. Process for tracking and monitoring risks 

c. Tools and techniques that will be used in risk identification and analysis

d. Methods for quantifying and qualifying risks

e. Instructions for performing risk response planning

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40570
	Develop a Risk Management Plan based on the standard established and approved by the State

	40575
	Continually use the approved Risk Management Plan


Procurement Planning Management

Procurement Planning Management includes all processes that deal with obtaining services needed to complete a project.  It consists of planning, conducting, administering and closing procurements.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40580
	Demonstrate an understanding of the key components of procurement planning

	40585
	Maintain and manage any procurement planning required within the scope of the contract


System Development Life Cycle (SDLC)
The Systems Development Life Cycle (SDLC) is designed to create a high quality system(s) that:

a. Meets or exceeds customer expectations 

b. Reaches completion within time and cost estimates

c. Works effectively and efficiently in the current and planned Information Technology (IT) infrastructure

d. Is Cost-effective to enhance and inexpensive to maintain 

The SDLC phases serve as a programmatic guide to project activity and provide a flexible but consistent way to conduct projects to a depth matching the scope of the project. 

However, vendors may propose an alternate approach to meeting the objectives of the SDLC phases identified below, including approaches such as Rapid Application Development (RAD), Rational Unified Process (RUP), Agile development.

Each of the SDLC phase objectives is described in this section with key deliverables, a description of recommended tasks, and a summary of related control objectives for effective management. 
Respondents are encouraged to propose an SDLC which provides early benefit to the State through a phased implementation of various functions, features and Federal and State reporting outputs of the solution. Respondents should suggest, based upon experience, which functions, features and reporting outputs should be phased in at various points during the SDLC. The proposed SDLC may depict an iterative process to reflect such a phased implementation.
At the State’s discretion, the SDLC will be modified to ensure the development process is as effective and efficient as possible while still meeting the stated project goals and objectives.

Phases
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Figure 2 - Phases Diagram
Vendor Requirements

The vendor shall:

	ID
	Requirement

	40590
	Meet all responsibilities in all SDLC phases to ensure successful completion of each phase

	40595
	Participate in all specified activities 

	40600
	Obtain State's approval at the conclusion of the each SDLC phase before proceeding to the next phase


Project Planning Phase Overview

The Planning Phase establishes the basic project structure, evaluates feasibility and risks associated with the project, and describes appropriate management and technical approaches. 
The Work Plan developed in response to this proposal will be the High Level Work Plan that will be finalized during the DDI phase of the project.
Project Planning Outputs

The outputs of the Project Planning Phase are the:

a. Configuration Management Plan

b. Quality Management Plan

c. Project Work Plan 

d. Project Schedule, including a detailed listing of scheduled activities for the upcoming Requirements Validation phase, and high level estimates of effort for the remaining phases

Project Planning Phase Diagram
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Figure 3 - Project Planning Phase Diagram
Vendor Requirements

The vendor shall: 

	ID
	Requirement

	40605
	Execute the activities of this phase and assess the results s of this phase to provide recommendation to the State that the project is ready to proceed to the next phase


Requirements Validation Phase Overview

In the Requirements Validation Phase, requirements are formally validated in terms of data, system performance, security, and maintainability requirements for the system. 

a. All requirements are defined to a level of detail sufficient for systems design to proceed

b. All requirements need to be measurable and testable and relate to a business need

Requirements Validation Sessions

Sessions will be conducted to ensure that validation of requirements is carried out in a collaborative manner. 

Requirements Validation Diagram
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Figure 4 - Requirements Validation Phase Diagram
Requirements Traceability Matrix

The Requirements Traceability Matrix maintains the linkage from the source of each requirement through its decomposition to implementation and verification. This traceability is required to ensure that all requirements are addressed, and that only what is required is developed. A Requirements Traceability Matrix is also useful when conducting impact assessments of requirements, design or other configured item changes.

Basis for Decision Documents

A Basis for Decision document must be utilized that will document the activities required to implement a requirement.   A sample is available in the Bidder’s Library.

Requirements Validation Outputs

The output of the requirements validation sessions will be:

a. Updated Requirements Database

b. Updated Requirements Traceability Matrix that documents the discussion related to each requirement and the decisions made

c. Updated Project Work Plan

d. Completed Basis for Decision documents Completed test plans with case scenarios and test cases

 Vendor Requirements

The vendor shall:

	ID
	Requirement

	40610
	Establish procedures for developing and maintaining the updated Requirements Traceability Matrix that documents the discussion related to each requirement and the decisions made 

	40615
	Develop and update the Requirements Traceability Matrix

	40620
	Establish procedures and develop the Basis for Decision document that record the activities required to implement a requirement in cooperation with other designated vendors and the State

	40625
	Update and complete Basis for Decision documents for the requirements of the vendor

	40630
	Attend all requirements validation sessions

	40635
	Analyze requirements to provide the best approach to meet the project objectives 

	40640
	Assist in the maintenance of the Project Work Plan 

	40645
	Assess the activities of this phase to provide recommendation to the State that the project  is ready to proceed to the next phase


Design Phase Overview

The Design Phase will take its initial input from the Requirements Traceability Matrix as well as the Requirements Database. 

Design documentation will describe the desired software features in detail, and should include artifacts such as:  

a. Functional hierarchy diagrams

b. Screen layout diagrams 

c. Tables of business rules 

d. Business process diagrams 

e. Pseudo code

f. A complete entity-relationship diagram with a full data dictionary 

These design documents will describe the software in sufficient detail that programmers are able to develop the software with minimal additional input.

Design Phase Diagram
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Figure 5 - Design Phase Diagram
Design Outputs

a. General System Design (GSD) documents that outline the activities required up to an interface; a GSD example is available in the Bidder’s Library

b. Detailed System Design (DSD) document; a DSD example is available in the Bidder’s Library

c. GSD and DSD

d. System Interfaces

e. Updated Requirements Traceability Matrix

f. Updated Basis for Decision document

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40650
	Design solutions to satisfy all requirements assigned to the vendor

	40655
	Provide completed GSD, DSD and System Interfaces

	40660
	Update the Requirements Traceability Matrix and Basis for Decision documents

	40665
	Assist in the maintenance of the  Project Work Plan 

	40670
	Assess the activities of this phase

	40675
	Provide recommendation to the State that the project is ready to proceed to the next phase based on assessment of the activities of this phase


Development Phase Overview

The primary input for the Development Phase is the approved design documents (GSD, DSD and System Interfaces).

For each design element, a set of one or more software artifacts will be produced. Software artifacts include but are not limited to:

a. Menus

b. Dialogs

c. Data management forms

d. Data reporting formats

e. Specialized procedures and functions

Appropriate test cases must be developed for each set of functionally related software artifacts, and system documentation will be developed to guide users in their interactions with the software.

Development Phase Diagram
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Figure 6 - Development Phase Diagram
Development Outputs

The outputs of the Development Phase will be:

a. Fully functional set of software that satisfies the requirements and design elements previously documented

b. Documentation that describes the operation of the software 

c. Implementation map that identifies the primary code entry points for all major system functions

d. Test Plan that describes the test cases to be used to validate the correctness and completeness of the software 

e. Updated Requirements Traceability Matrix

f. Updated Project Work Plan

g. Update the Basis for Decision document

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40680
	Develop software

	40685
	Complete the Implementation Map and Test Plan

	40690
	Update the Requirements Traceability Matrix, Project Work Plan and Basis for Decision documents

	40695
	Assess the activities of this phase

	40700
	Provide recommendation to the State that the project is ready to proceed to the next phase based on assessment of the activities of this phase


Integration & Testing Phase Overview

During the Integration and Testing Phase, the software artifacts, system documentation, and test data are migrated from the development environment to a separate test environment. 

The activities related to Testing are described in Section 4.6, Testing.

At this point, the vendor must execute all test cases to verify the correctness and completeness of the software. Successful execution of the test plan confirms a robust and complete migration capability.

During this phase, reference data is finalized for production use and production users are identified and linked to appropriate roles. The final reference data (or links to reference data source files) and production user list are compiled into the Production Implementation Plan.

Integration & Testing Outputs

The outputs of the Integration & Testing phase will be:

a. Integrated software

b. System documentation

c. Implementation Map

d. Production Implementation Plan

e. Acceptance Plan which contains a complete set of the final test cases

f. Updated Project Work Plan

g. Updated Requirements Traceability Matrix

h. Updated Basis for Decision document

Integration & Testing Phase Diagram
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Figure 7 - Integration & Testing Phase Diagram
Vendor Requirements

The vendor shall:

	ID
	Requirement

	40705
	Produce System Documentation

	40710
	Develop the Implementation Map and Production Implementation Plan

	40715
	Develop an Acceptance Plan

	40720
	Provide necessary resources to the  PMO to assist with the Acceptance Plan

	40725
	Perform the  activities of this phase

	40730
	Provide recommendation to the State that the project is ready to proceed to the next phase based on assessment of the activities of this phase


Installation & Acceptance Phase Overview

During the Installation & Acceptance Phase, the software, system documentation, and initial production data are loaded into the Quality Assurance environment. 

All test cases are executed to verify the correctness and completeness of the software. 

Successful execution of the tests is a prerequisite to acceptance of the software.

After verification that the initial production data load is correct and all tests have been executed and approved, the software is formally accepted.

Installation & Acceptance Outputs

The primary outputs of the Installation & Acceptance Phase include: 

a. Production software

b. Completed acceptance tests

c. A memorandum of customer acceptance of the software

d. Updated Requirements Traceability Matrix

d. Updated Basis for Decision document

e. Updated project work plan

Installation & Acceptance Diagram
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Figure 8 - Installation & Acceptance Diagram
Vendor Requirements

The vendor shall:

	ID
	Requirement

	40735
	Install and maintain Production Software in appropriate environments

	40740
	Archive software artifacts

	40745
	Update Requirements Traceability Matrix and Basis for Decision documents

	40750
	Provide necessary resources to the  State to assist with Acceptance testing

	40755
	Assess the activities of this phase to provide recommendation to the State that the project is ready to proceed to the next phase


Operations & Maintenance Phase Overview

During the Operations & Maintenance Phase, the system is in production for the State.

During this phase: 

a. The DW/DSS/BI is monitored for continuous performance in accordance with user requirements

b. Needed system modifications are incorporated according to Change Management protocols defined in the Project Management of the RFP

Operations and Maintenance continue as specified in the contracts between the State and the vendor. Specific requirements related to the operations and maintenance of the DW/DSS/BI Functions and operations and maintenance related to the Business Processes are presented in Section 5, Function Requirements, and Section 6, Business Process Requirements, of this RFP.
Operations & Maintenance Outputs

a. In-Process Review Report

b. Customer Satisfaction Survey Results and Report

DW/DSS/BI CMS Certification

Post implementation, the State will conduct a comprehensive evaluation of the DW/DSS/BI to validate operations are ready for CMS certification.  The Medicaid Enterprise Certification Toolkit will be the basis for certification preparation.   The DW/DSS/BI will not be considered completed until the Indiana MMIS is certified by CMS.

The vendor will assist in preparing for and will participate in the certification of the DW/DSS/BI including:

a. Preparation of certification documents

b. Generating required reports

c. Ensuring that all CMS certification requirements are met

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40760
	Provide CMS certification support to compile reports and data required for the preliminary letter submission to CMS

	40765
	Provide CMS certification support to prepare required certification manuals, reports, forms, and documentation

	40770
	Provide CMS certification support to provide vendor staff to assist State personnel in certification procedures, DW/DSS/BI operations, and information needed for the State to make certification presentations

	40775
	Provide CMS certification support to participate in CMS site visits including vendor’s operational facilities

	40780
	Provide CMS certification support to provide the expertise to answer questions, locate and provide additional materials needed by the CMS review team

	40785
	Provide additional certification assistance as needed by the State


Systems Environment

The environment will follow the standards identified by the State. Vendors may recommend alternate approaches to the environments prescribed below while still meeting the intent of the requirements; however; the State retains sole authority to approve or deny such variation. 
Production Environment

Production contains all of the sub-environments required to serve different types of users including, but not limited to, end-users, developers, and trainers. Given its broad reach, availability of each sub-environment (Delivery, Staging, Control, or Project) is essential and each needs to be amply supported and carefully managed.
Below are the details of each production sub-environment.

Delivery Sub-Environment (Go-Live)

Delivery is the main user environment. It is what most people will see and is called the “Production” environment. However, actual “Production” includes all three environments (Delivery, Staging and Project). Barring unforeseen circumstances, all of the work done by users will be accomplished in this environment.

Staging Sub-Environment (Disaster Recovery)

a. The Staging sub-environment is considered a “Production” environment because it must always be ready to act as the Delivery environment, as necessary.  For this reason, Staging must be an exact duplicate of the Delivery environment, i.e. all hardware and software must be duplicated

b. With the use of Staging as a disaster recovery solution, it must be located in a different geographic location than Delivery

c. Staging must be cloned regularly from Delivery and used as the final test environment before a change goes into effect on Delivery

d. Any change must be rigorously tested in either or both the Project and Validation environments prior to being applied to Staging
 Control Sub-Environment

The Control sub-environment holds the out-of-the-box solution, the latest FSSA specific solution, and all history of that solution. This information is captured in the three types of environments listed and described in detail below:

a. Commercial Off-the-Shelf Environment (COTS Only): This will contain an unmodified version of the base technology used in the solution (out-of-the-box). The purpose of this environment is to determine, in certain cases, the root cause of a problem. Often, this may be the only way to distinguish between a problem in the root product and a problem with an extension to that “out-of-the-box” functionality.  This environment also allows comparison of how different the FSSA solution is from the base product.

b. Gold Environment: This is the latest version of the solution excluding all business data. It will be built as the major areas of the solution are tested and validated. Once all major areas of the solution have been added, Gold will be the environment cloned to create new environment instances.

c. Orchestration/Management Environment: This is used for

1. Requirements management

2. Issue/incident/process management

3. Version control

4. Test management

5. Testing

6. Build management

7. Release management

It supports the creation and management of every other environment instance as well as the revisions, both past and present, of the solution itself. This includes all Production and Validation environment instances and all aspects of the solution as it relates to configuration and extension of the base tools.

Project Sub-Environment (Maintained after Go-Live)

Several sub-environments are included under the main project environment. These environments are set up and dismantled based on the plan put together by the project team. 

It is essential that these environments stay operational during the project to facilitate the development of the solutions that will reside on this infrastructure. Thus they are considered Production sub-environments along with Staging, Delivery, and Control.

Development Environment

This will support the development of the solutions. As such two basic types of Development environments are required:

a. Individual Development Environment: These environments are necessary for developers to experiment and regression test solutions. These solutions can and will require the developers to control much if not all of the environments. In order to support these developers adequately, a very personalized version of the base environment must be developed and updated as the solution evolves. These environments must be supported by the developer at least at a basic level (start/stop instances, minor configuration changes, etc.). Help must be available for these individuals in the case of a large problem. There must be a means and methodology of recreating the developer’s environment in short order without major work disruption to the developer or the support representative.

b. Development Integration Environment: These environments are used to initiate the integration of the individual team members’ solutions. All solutions for a given set of functionality must work together as well as separately or the solution as a whole fails.

Test Environment

This supports the testing of the solution. As such there are two basic types of environments that are required:  

a. Business System Test Environment: These environments are used to test the entire solution from start to finish, focusing on the success of the developers in adhering to stated requirements. These test environments are very similar in nature to a large Development Integration environment that encompasses all functionality of the solution. However, the difference between Business System and Development Integration is in the number and nature of the tests and testers.

The Business System Test environment encompasses the whole solution and will utilize a number of testers to focus on testing the solution. These tests will cover all major scenarios of the solution. Subsequent rounds of testing will be initiated in quick succession with changes implemented based on previous test results of both the Business System and Performance tests. These environments will be rebuilt several times and in some cases several environments may need to overlap.

b. Performance Test Environment: This should be set up to emulate the planned Delivery environment. This may be accomplished by setting up the Delivery or Staging environment early and using it to accomplish the performance testing.

Several iterations of these tests are expected and they will involve the utilization of an automated testing tool to simulate high volume or “load” testing. The test results will be evaluated, changes made by developers, and the same tests run again. As Business System testing changes become available they will also be included in the Performance environment.

Once the initial go-live has been completed, the Validation environment will be used to emulate the conditions of the Delivery environment in order to complete follow-up projects that require performance testing.

Training Environment

This will support the training of both users and support personnel in the solution. As these are widely diverse areas of training, two types of environment are required:

a. User Training Environment: This environment has the same requirements as the Business System Testing environment with the latest copy of the solution and any training data loaded. However, the training environment will be re-built periodically and after each round of classes. It will be one of the environments to survive after go-live. Training should be available during the life of the entire solution.

b. Support Training Environment: This environment should be set up to closely resemble Delivery without replicating all the hardware of Delivery. Support personnel only require information on the hardware and software setup work and actions to be taken in case of difficulties.

Like the User Training environment, the Support Training environment will be re-built periodically and maintained after go-live.

Data Conversion Environment

This environment will support the conversion and migration of all legacy system data into the DW/DSS/BI. It will also support the transition testing (Mock Testing) of which data conversion and migration are a part.  

a. Data Validation Environment: This environment supports the conversion and migration of all legacy system data. It is the environment that will be used to ensure that the legacy data has been mapped to the new solution correctly and accurately using a massive sampling effort. It will also serve as the data migration development environment.

b. Mock Environment (Transition Testing):  This environment supports the testing of both data migration and all other transition efforts large and small. The early Mock environments can be a virtual representation of the Delivery environment. However, during the later Mock tests, the Mock and Delivery environments must both be as close to identical as possible.  This environment will also be used to conduct “what if” analysis in the development of policies and procedures.

Production Environment Interactions

The building of environments and management of environment changes are vitally important to the continued success of the project. 

Special regard must be paid to version control, management of tests and change implementation. For this reason, release management software will be considered part of the infrastructure requirements defined in Section 4.5, Technical Standards.   Details of the proposed approach should be provided in the Configuration Management Plans of the response.  However, the environment specific areas are covered in the following diagram and sections.

a. Building Environments: The first environment to be built should be the Control environment (Out-of-the-Box, Orchestration /Management, and Gold).  It will be the source of all other environments. All changes intended for an environment should first go through the standard build and change process. This is vital for version control.

b. Change Process by Environment: The first environment to see any given change will be the Individual Development environments. Once the change has been unit tested, it will be packaged and added to the Control environment. From the Control environment it will be applied to the Development Integration environment.  

After successful integration testing, the change will be moved to the current Test environment. Subsequently, when all testing has been successful, the change will be moved to the Gold and Training environments and all developers will be notified that individual development environments need to be updated. 

From there it will be moved to the Staging and Delivery environments. The Staging and Delivery environments should not be involved until the initial go-live has been accomplished.

Validation Environment (Maintained after Go-Live)

This environment will contain a scaled down, less complex version of the Delivery environment. This environment is used primarily to make and test major hardware and software infrastructure changes to the solution.

Validation will support a much smaller group of users than Production and will be accorded a lower priority. Management of this environment must still occur but it can be much more flexible.

Environment Building Approach

The FSSA preferred basic environments and interconnections are illustrated in the figure below:
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Figure 9 - Diagram of Environments Building Approach

Change Process by Environment

See the change process diagram below.  
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The building of environments and management of environment changes are
important to the continued success of projects. Without a controlled approach, the
sheer number of environments will overwhelm even the largest support team,
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Figure 10 - Change Process Diagram

Technical Gap Analysis

The Technical Gap Analysis was conducted to identify areas where the Enterprise believed improvements could be made. It is provided for information, but is not to be considered as requirements to be met by the bidders. Refer to the Technical Gap document in the Bidder’s Library.  

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40790
	Utilize the environments as specified in Section 4.4, Systems Environment

	40795
	Provide environments to facilitate all requirements identified in this RFP, including but not limited to testing cycles and testing needs 

	40800
	Provide the State, its designees, and vendors access to the appropriate environments to support all testing cycles and testing needs identified in this RFP


Technical Standards

This section describes the guidelines and technical standards that should govern the development of new software and systems under the Enterprise Medicaid System.  These guidelines and standards are typically what new systems embrace.  
These standards relate to:

a. Application Architecture

b. Infrastructure Architecture

c. Information/Data Architecture Requirements

d. Data Interchange & Common Infrastructure Architecture

Application Architecture

The following describes application architecture standards and guidelines which are appropriate for work being performed under the DW/DSS/BI contract.  The standards and guidelines will apply to all new application development and rewriting of applications required to meet the DW/DSS/BI RFP Business requirements. The State has a strong preference for solutions which are based upon Service Oriented Architecture (SOA) and commercial-off-the-shelf (COTS) products integrated via an enterprise Service Bus (ESB) platform. The DW/DSS/BI solution must adhere to the standards and guidelines as much as is feasible, within the constraints of the RFP. Requests for exemption from standards and guidelines must be presented for State review. Deviation from standards and guidelines requires State prior approval.  

The Indiana Office of Technology (IOT) application architecture vision for future web-based applications is based on Service Oriented Architecture (SOA).  This architecture vision involves a SOA framework comprised of business and technical services that are either custom developed or procured as commercial off-the-shelf (COTS) products that are integrated via an Enterprise Service Bus (ESB) platform. The intent of promoting SOA in the organization is to build loosely coupled services that improve interoperability and support a “plug-and-play” design.

The key components of IOT’s vision of a SOA-based system are:

a. Business Services: A business service is software that implements a basic business capability of a business process. A business service contains a defined interface, performs defined functions, and returns defined results. The business services are designed as platform independent services allowing them to be ported across different technology platforms.

b. Technical Services: Technical services consist of a detailed set of technical functions that collectively define the IOT technology infrastructure. Similar to a Business Service, each Technical Service has a defined interface for its invocation, performs a defined function that corresponds to the capability, and returns defined results. Examples of Technical Services include security and privacy, data access, logging, presentation, and device-specific services.

It is IOT’s expectation that these services will interact via messages. These messages (XML based) have defined contracts that encapsulate the underlying implementation technologies of the services allowing maximum reusability and interoperability among various organizations (state, federal, or private enterprises). The technical services are designed as platform independent services allowing them to be ported across different technology platforms.

c. Enterprise Service Bus (ESB): The State implemented BizTalk Server 2009 application integration platform as its Enterprise Service Bus. This ESB provides broad connectivity for developers building enterprise services that integrate various program offices. Even though the State has leveraged BizTalk Server as the default Enterprise Service Bus (ESB) infrastructure, it will consider implementing and supporting other recognized ESB environments for its large-scale applications such as the DW/DSS/BI as long as the additional ESB infrastructure is not cost prohibitive and seamlessly integrates with the State’s current infrastructure and future IT roadmap.

At this time the following ESB alternatives are acceptable:

· Microsoft BizTalk Server

· IBM Web Sphere

· Oracle Enterprise Service Bus

During 2011, IOT will be implementing a State-wide ESB and this will be available for use as a managed service.  At this time, no pricing or technical details are available and vendors should propose its own solution and indicate if they are interested in exploring this option when it becomes available.

d. N-Tier Architecture: IOT also proposes that the application/service design should follow the N-Tiered architectural patterns with clear separation of user interface, business logic, and data access layers. IOT promotes a judicious mix of COTS software and custom developed components for each of these layers based on cost-effectiveness and maintainability.

Application Architecture Standards

a. Use available Application Architecture assets in constructing solution, unless otherwise specified.  These assets are presented in the Technical Gap Analysis in the Bidder’s Library.

b. Develop and maintain solution design based on SOA.

c. Develop and maintain conceptual system design that includes a definition of business and technical services. 

d. Develop and maintain conceptual design that includes a definition of the messages to be used by these services to interact with other services.

e. Design application services as an N-Tier architecture with N greater than or equal to 3. The different tiers must interface with each other and include at a minimum:  

1. Database tier: must include an abstraction layer that separates the application/service tier from the physical database. This abstraction will help future upgrades to underlying databases without significant impact to the rest of the application.

2. Application tier: must host most of the application logic/business rules for the services.

3. Presentation Tier: must house the User Interface components of the service/application.

f. Design most of the processing in a real-time and interactive fashion.

g. Provide judicious mix of custom developed services and recognized COTS products that could substitute development of certain components.

h. Assure COTS integration follows the basic architectural principles defined for the DW/DSS/BI and Enterprise Medicaid System.

i. Develop and maintain scalable system design (horizontally or vertically) without having to modify any components, to accommodate growing user and member populations, without performance degradation, by the addition of processing resources.

j. Develop and maintain fault tolerant system design that includes robust error handling capabilities. The application must log all events and all internal parameters when an error occurs so that the error can be debugged properly and a corrective action can be taken.

k. Develop and maintain redundant infrastructure such as server farms and load balancers upon which it will be deployed with automatic failure capabilities.

l. Meet the necessary performance requirements for the State and all vendors in areas such as online transaction response time, batch throughput, resource consumption.  Must perform stress testing of the application under normal and peak load conditions to capture performance metrics prior to implementation.  Performance measures should be developed collaboratively with vendors, based on industry standards and the needs of each business process to most appropriately meet customer needs.

m. Non-programmatically modify and create business rules that are then propagated throughout the data/system.  This provides the application with the level of agility needed to sustain it.

n. Integrate applications into Indiana’s current default ESB infrastructure (BizTalk Server 2009) or equivalent.

o. Develop and maintain server based application architecture which avoids utilization of thin or thick client topologies, as such, application updates and modifications must be centrally loaded and not require any additional software loaded remotely on each of the clients.

p. Utilize business process modeling technology to maintain all State business processes.

q. Ensure the use of capabilities such as online help screens and tutorials that can decode information using tools such as hover over code.

r. Demonstrate through its design that it is capable of leveraging scalable hardware architecture through the use of good multi-threading techniques; which ensures continued growth over the lifespan of the solution.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40805
	Document any planned deviations from the guidelines and application architecture standards

	40810
	Document and submit software architecture, deployment environment, and architectural patterns as deliverables

	40815
	Document all Applications Services including but not limited to expected inputs, data types expected, possible alternate flows, outputs

	40820
	Provide Service Classes that can be serialized and instantiated to simplify integration for all Applications Services that require larger more complex inputs


Infrastructure Architecture

Current Infrastructure Overview

The State maintains two datacenters for production and disaster recovery (DR) purposes: 

· The Indianapolis datacenter supports the majority of all production applications for the State and is staffed on a 24x7 basis.

· The Bloomington, IN datacenter, residing within the Indiana University enterprise datacenter, hosts server, storage, network, and infrastructure to support the disaster recovery initiative for the State of Indiana.  The Bloomington, IN datacenter is maintained remotely by Indiana Office of Technology staff.

There is an initiative underway to move most of the development, testing, quality assurance, and training efforts of the State’s enterprise application to the Bloomington datacenter (in many cases utilizing the same hardware, software, and infrastructure used to support application disaster recovery capabilities).  This effort is currently 40% to 50% complete.
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Figure 11 - IN Datacenter & Network Diagram

Server Infrastructure: 

a. The Indianapolis datacenter currently hosts approximately 900 physical servers and 300 vmWare-hosted virtual servers in approximately 10,000 square feet of raised floor space.  This includes (2) mainframes, 40-50 Unix servers, and 1,150+ Windows 2003/2008 servers.

b. The Bloomington datacenter currently hosts approximately 125 physical servers and 150 vmWare-hosted virtual servers in approximately 1,500 square feet of raised floor space in the Indiana University enterprise datacenter.  

Network Infrastructure

The network infrastructure primarily utilizes Cisco hardware, and has access-level switches in each server row connected to the distribution switches discussed in the diagram above.  Virtually all server connections are maintained at 1GB.

Storage Area Network Infrastructure

The storage area network (SAN) infrastructure is hosted on a redundant Cisco MDS SAN fabric and EMC storage array.  IOT currently operates EMC Symmetrix, EMC Clarion, and EMC Centera arrays for storage of State data.  In support of the disaster recovery initiative, IOT utilizes EMC SRDF and EMC RecoverPoint for data replication down to the Bloomington datacenter.  

Operations

IOT maintains a 24x7 staff in the datacenter operations center to perform system functions and system maintenance.  That staff is the FSSA’s first level of support for equipment in both the Indianapolis and Bloomington datacenters.  IOT utilizes a variety of homegrown and vendor tools to support the equipment.  It uses an incident management tool to escalate issues, and provide the security and management interface for State staff, vendors, and other personnel to enter the datacenter.

Details of existing MMIS Infrastructure

The MMIS application is hosted in a separate data center from the IOT data center.  The MMIS data center has been designed and maintained by the current MMIS vendor.

LAN Configuration

There are two Cisco layer 3 devices installed internally on the vendor account for local area network (LAN) access. Point-to-point circuits are established between State Government Center and several of its vendors. All connections terminate in the Indiana HP Title XIX Extranet network. This network is set up to receive traffic sourced from non-Indiana HP personnel and customers for the purpose of accessing applications and services that are managed by Indiana HP.

Data traffic is received via Frame Relay circuits. The VANS maintain router to router control. The traffic is received on the Extranet Network setup at the Indiana HP Title XIX location, and then routed through to the SUN servers for processing.

The DMZ network accepts traffic initiating from the Internet and is split out into two sub networks. One network is for all unknown, or untrusted traffic sourced from the Internet, this network is known as the Public DMZ. The second network is setup for Indiana HP, customer, and vendor access; this network is known as the Extranet DMZ. All networks are separated with firewalls.

Network Overview

a. Statewide Network:  The various State agencies such as Family and Social Services Administration (FSSA) and Children’s Special Health Care Services (CSHCS) are connected to the MMIS via point-to-point DS1 circuits provided by Time Warner. 

These circuits are monitored by personnel at Time Warner to guard against any break in service. In the event a break is detected, the proper vendor personnel are notified immediately.

b. Account Network:  The Indiana HP Title XIX Account has three networks; Private, DMZ, and Extranet. The private networks consist of sub networks for users and servers, while the Extranet is set up to receive traffic sourced from non-Indiana HP personnel and customers directly connected over point to point circuits. The DMZ network accepts traffic initiating from the Internet. All networks are separated with firewalls. The account is connected to Indiana HP *LINK via a Cisco router and to the State agencies via the Title XIX extranet. A T1 link to Indiana HP Corporate provides global Indiana HP*LINK access. 

c. Sun Server Network:  The Sun servers are connected by two separate backbones. The first backbone is a 1 GB Ethernet segment. This segment is isolated from account LAN traffic, reducing the network overhead on this segment. User applications and HP’s System Engineers (SEs) interact with the MMIS and servers via this segment. The second network segment is also a 1 GB Ethernet segment.  This segment is used for communication and file transfer between the Sun servers.

d. POS IP Network:  Point of Service (POS) transactions occur over an IP connection between one of the Sun Servers and the current MMIS vendor’s Auburn Hills Datacenter. The physical connection is made by a partial Frame Relay circuit to a Cisco Router. An ISDN line is in place to support the dial backup capability. In order to use the POS system, a provider needs either the Indiana HP National Electronic Claims Submission (NECS) or Provider Electronic Solutions (PES) software for the local PC or the GNU C Compiler (GCC) or Envoy (other service providers) software. 

This software uses a modem attached to the provider's PC to dialup a connection to the Auburn Hills delivery and support system (DASS) system. The DASS system sends the transaction through the Cisco routers to the Sun server. The normal transmission route is through the frame relay circuit. However, if there is ever a problem with the frame relay, the routers will automatically initiate the dial backup circuit and continue to send transactions through.

Therefore, unless the entire trunk line from Auburn Hills to the Michigan telephone central office or a similar circumstance in Indianapolis occurs, the frame relay circuit should always be up. On the Sun server, the translator processes the transactions, and routes the POS transactions to the Indiana claims engine service.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	40825
	Develop and maintain a capacity plan

	40830
	Submit an initial capacity plan at the time of project planning

	40835
	Begin the execution of the capacity plan leading to the infrastructure sizing effort at least three (3) months prior to “Go-Live”

	40840
	Perform two (2) rounds of performance (stress) testing of the DW/DSS/BI application with production load (preferably converted data) prior to execution of the capacity plan

	40845
	Submit an annual report to the State IOT to ensure that future growth in caseload and demands for additional infrastructure capacity have been fully addressed

	40850
	Prevent unauthorized access to transmission lines and communications services and linkages between system and service operations and the State local area network (LAN)

	40855
	Provide its own solutions including the integration into the ESB and the maintenance and support of its solution for the duration of the contract.  This support should ensure that there is adequate business process, application and infrastructure monitoring and management in order to fully comply with the availability, performance, and capacity requirements of the DW/DSS/BI project throughout the duration of the contract, and provide auditable reports to support this compliance

	40860
	Provide the hardware and software and services that are needed to deliver its solution and services and to integrate into the ESB and participate fully in developing, implementing and maintaining a cohesive and workable plan that ensures availability to the solutions and services to support the business operations

	40865
	Share access to its solutions with all other designated vendors, the State and any other authorized users designated by the State at no additional cost to the users.  As applicable, vendors should propose and provide sufficient licenses accordingly

	40870
	Provide, for licensed software required to properly operate and maintain the application or other infrastructure, appropriate licenses which must be transferrable to the State upon ninety (90) days notice from the State or contract termination

	40875
	Utilize available Infrastructure Architecture assets, available in the Technical Gap Analysis in the Bidder’s Library, in constructing a solution, as appropriate, unless otherwise specified  

	40880
	Negotiate rates for licenses that do not exceed the State’s negotiated Quantity Purchase Agreement (QPA) rates with the software/hardware vendor for existing products that are in State inventory or for new products that are used in the development and operations of the new DW/DSS/BI

	40885
	Develop and maintain a  fault tolerant solution that includes the consideration of redundancies for production and disaster recovery environments

	40890
	Provide plans for regular backup and maintenance schedule for network and server, specifying the tools/techniques for performing this scheduled maintenance of the servers and network equipment.  Note: Coordination with IOT staff will be required 

	40895
	Provide 24 x 7 support for the infrastructure acquired and maintained

	40900
	Develop and follow a clear escalation procedure through the appropriate chain of command to ensure that the production issue is getting the appropriate attention to meet the level of urgency

	40905
	Perform regular capacity planning to ensure that proposed infrastructure is sized appropriately for the State workload

	40910
	Track and report on the capacity and utilization of the infrastructure

	40915
	Architect the software or hardware infrastructure, in such a way, as to be technically and effectively usable from the data center in which it is hosted


Information and Data Architecture

The current Data Architecture vision of the State’s IOT and FSSA Departments is presented below.
Data Management Strategy

Data Management Strategy (DMS) are the State’s data management initiatives and best practices that provide the techniques, processes, and products to meet the State’s need for timely and accurate information. DMS provides a framework for the development and sharing of information across the State information systems and with partner (private sector or federal government) information systems. 

DMS includes architecture, modeling, standards, metadata management, interoperability, security and privacy, access methods, quality, and performance measurement. DMS defines the policies for data management in business areas by identifying the following:

a. The data that should be stored

b. The parties responsible for data collection and data quality

c. The parties responsible for controlling and administering the data

d. The data retention period, data disposal methods, and data archival methods

e. The data access requirements of different users

The key aspects of the State of Indiana’s Data Management Strategy include both data architecture and data sharing architecture.  These are discussed in the following two sections.

Data Architecture

While the standards for the Enterprise Data Architecture are in the formation stage at the State, there is limited definition and documentation of the data standards available for use by system designers and developers. The Data Documentation Standards, located in the Bidder’s Library, should be used for software development.
Data Sharing Architecture

Throughout the FSSA enterprise, a wide variety of data is exchanged between intradepartmental applications, between state and federal systems, and between government and private enterprise (e.g. healthcare providers). 

The lack of strong data definition poses a serious challenge to the State today with respect to interoperability. It impacts the Departmental operations (including Medicaid operations) in many ways such as:

a. Necessitates data conversion

b. Constrains automated processes

c. Requires data to be duplicated

d. Increases paperwork and data collection burdens

e. Reduces analytical potential for data

f. Increases error in processing as a result of data duplication and conversion needs

The long term vision of the FSSA and IOT organizations is to have strong logical and physical data definition and standards enforcement to improve data sharing. 

The various data types that are exchanged within the State organization include:

a. Legacy Mainframe based data (EBCDIC)

b. Legacy ASCII text-based data

c. XML-based data

d. EDI data for Medicaid

e. HL-7 data for Pharmaceutical and Medicaid

f. HIPAA Transactions

g. Large data objects such as images, faxes, voice recordings, geo-coding data

Information and Data Architecture Standards

The following section presents the Information and Data Architecture Standards as requirements to be met by the vendor.
Vendor Requirements

The vendor shall:

	ID
	Requirement

	40920
	Develop and maintain, as applicable, a data architecture plan that includes creation/maintenance of a logical data model, data definition/dictionary, data sharing standards, and data security standards

	40925
	Use available Infrastructure/Data Architecture assets in constructing solution, unless otherwise specified; presented in the Technical Gap Analysis in the Bidder’s Library

	40930
	Develop and maintain a logical data model that includes an Entity Relationship 

	40935
	Develop and maintain a logical data model that provides an accurate business definition of data, and enterprise-wide business views of shared data

	40940
	Diagram defining the entities, attributes (key and non-key), and relationships; wherever applicable, apply data normalization standards, wherever applicable, for reducing data redundancies across the application. It also must be referentially intact

	40945
	Ensure use of relational databases to allow storage of large data types such as images, video, Binary Large Objects (BLOBs), etc., and geo-encoded address data and geo-data coordinates (latitude and longitude)

	40950
	Develop and maintain data access infrastructure designed in a manner to support the transparency of the location and access of data by each application. This means the design of an N-Tier architecture with a Data Access Layer that interacts with the physical database. This design allows databases to be relocated, re-structured or “re-platformed” with minimal changes to the DW/DSS/BI application. The vendor may “custom develop” its Data Access Layer or use a configured commercial product (e.g. Hibernate)

	40955
	Standardize shared data wherever possible. The State encourages the usage of industry standards data types such as XML, HL-7, EDI, or other well-known data standards wherever possible. However, the DW/DSS/BI application system design must be flexible to share data outside these well known standards with legacy applications in the State, or with the private health enterprises, or at the federal level wherever applicable

	40960
	Develop and maintain fault tolerant physical database design with automatic failover functionality

	40965
	Develop and maintain a relational database management system (RDBMS) with ability to scale servers (“vertically” and “horizontally”) across multiple servers

	40970
	Develop and maintain RDBMS with data replication capabilities

	40975
	Develop a design that prevents analytical processing of information from directly influencing the production application. Any data mart(s) or warehouse(s) containing analytical MMIS and other enterprise-wide historical information must be developed using an industry standard scheme (star, snow flake, hybrid, etc.) that facilitates efficient usage of Business Intelligence tools to generate analytical reports


Data Interchange and Common Infrastructure Architecture

Overview of Current Data Interchange and Common Infrastructure Architecture 

The current Indiana MMIS is a complex system with interfaces to a myriad of State and private enterprise systems. Many transactions are real time and require instantaneous response while others are batch transactions that may not require instantaneous responses. Moreover, the transactions may be based on modern data exchange standards such as XML-based data or may be legacy file-based information sharing.

Below are existing Indiana Standards and Platform for Data Interchange / Common Infrastructure Architecture.
XML Based Data Interchange

The current MMIS system supports XML-based data interchange for its web-based components of the application. Examples of such web based transactions include:

· Eligibility verification

· Claim submission 

· Claim status inquiry

· Prior authorization (PA) submission and inquiry

· Check inquiry

· Provider profile inquiry

· Birth expenditure inquiry

Secure File based data changes

File exchange is designed to safely and securely collect, store, manage, and distribute sensitive information between MMIS and its trading partners. 

The MOVEit DMZ product from Standard Networks is installed on a Windows 2003 platform to facilitate the transfers. A web browser, batch script, or low-cost secure FTP client can be used to connect with the server and exchange files. Once the data is received from users, files are copied to the core MMIS system for processing. After being processed, response files are posted back to the submitting user for download. 

Transaction types include claim submission, remittance advice, and eligibility transactions although the service can be used to securely transfer almost any type of file necessary. 

Data Interchange and Common Infrastructure Architecture Standards

The following section presents the Data Interchange and Common Infrastructure Architecture Standards as requirements to be met by the vendor.
Vendor Requirements

The vendor shall:

	ID
	Requirement

	40980
	Develop and deploy systems and functionality that utilizes HL7 and HIPAA transaction sets wherever possible.  Any deviation from this must be discussed and approved in advance with the State

	40985
	Deliver all data interchanges from the source system to the target system in a reliable and secured manner and comply with HIPAA and other applicable State Standards, regardless of the nature of the transaction (interactive or batch) and the technology protocol

	40990
	Exchange data with other applications using standard formats such as XML (on the web), CSV, and ASCII. The new DW/DSS/BI solution must also support secured File Transfer Protocols (FTP) and transfer over the web (HTTPS)

	40995
	Technology environment (application and infrastructure) must accept batch and online (real-time – either web based or via dialup) EDI transactions and process them based on business requirements

	41000
	Accept and process multiple electronic transaction files concurrently

	41005
	Send an acknowledgement of successful receipt of the transaction to the sender

	41010
	Trace HIPAA transactions from the receipt of the transaction through final disposition and response delivery

	41015
	Accept electronic transaction files 24 x 7

	41020
	Track an EDI transaction from receipt through final disposition. It must record appropriate error information if the transmission fails format verifications or other mandatory system validations


Testing

Master Test Plan

The State requires that a comprehensive Master Test Plan be developed for the DW/DSS/BI.  The purpose of the Master Test Plan is to document and guide the approach to testing throughout the life cycle of the project.  The plan must document all aspects of testing and the approach that will be used.

The Master Test Plan covers the approach and methodology for all aspects of testing and must include:

a. Definition of test philosophy (including objectives, required levels or types of testing, and basic strategy)

b. Strategy for maintaining testing environments to facilitate all testing cycles and testing needs identified in this RFP

c. Strategy for assisting the State in conducting “what if” analysis testing

d. Strategy for reporting impacts resulting from changes implemented through the change management process.  Include a strategy to provide a comparison of the expected edits, audits and pricing changes against actual processing results.

e. Strategy to be used for creating and populating the test database and maintaining the files during the iterative testing

f. Strategy for collaboration and sharing of test cases with the State, its designated vendors to support applicable testing cycles

g. Description of testing, including:

1. How the testing will satisfy specific objectives and demonstrate that the requirements are met

2. What design modules shall undergo control or data flow analysis

3. How each phase of the testing is determined to be complete, including the formal reports/debriefings conducted

4. The testing facilities, environment and specific testing tools to be used

5. Processes and procedures that will be used for releasing testing results, data reduction and analysis, and review of test results

6. Pass-fail criteria and testing timeframes, and a method for tracking pass-fail test results

h. Identification, for each testing cycle, of:

1. Facilities/tools to be used

2. Staff/resources

3. Method for review of test case and procedures

4. Configuration management

5. Procedures for releasing test results

6. Test data refreshing

7. Planned testing environment

i. Acceptance criteria that determines whether a phase of testing has been completed to include criteria such as number and types (severity/priority) of defect. 

j. Testing cycles to include:

1. Construction & Unit Test

2. Conversion Test

3. System Test

4. Integration Test

5. User Acceptance Test (UAT)

6. Parallel Test

7. Operational Readiness Review (ORR)

k. Pilot Operations

Construction and Unit Test

The State plans to monitor the vendor’s activities during the Construction and Unit Testing task using technical reviews and audits of the DW/DSS/BI solution.  The purpose of the technical reviews and audits will be to demonstrate that completed applications perform as desired by the State. Technical reviews and audits will be scheduled as necessary throughout the Construction and Unit Testing task. 

Construction and Unit Test Activities and Deliverables

a. Master Test Plan

b. Test Materials Packet 

c. Construction and Unit Test Results:

1. Test results from the complete test tracking system for each requirement

2. Identification and classification of all defects

3. Defect resolution

4. Retest results

5. Requirements that could not be tested due to failure or unavailability of precursors

6. Implications to next cycle of testing
d. Construction and Unit Test Summary Report

e. System ready for promotion to next cycle of testing

Conversion Testing

The Conversion Testing task or Mock Conversion requires the vendor to prepare a comprehensive set of test scenarios, with applicable test cases and expected test results to test the migration, and conversion of all data and files required to support the operation of the DW/DSS/BI.  The objective of the conversion testing is to demonstrate that all data required to support DW/DSS/BI processing is available, accurate, and ready for operations.

Conversion Testing Activities and Deliverables

a. Updated Master Test Plan 

b. Test Materials Packet to include Converted Test Data Sets

c. Conversion Test Results:

1. Test results from the complete test tracking system for each requirement

2. Identification and classification of all defects

3. Defect resolution

4. Retest results

5. Requirements that could not be tested due to failure or unavailability of precursors

6. Implications to next cycle of testing

d. Weekly reports of testing status that covers the status of testing scheduled for that week, including metrics on number of tests completed, number deferred or cancelled, results of the tests executed, defects identified, by level and corrections undertaken

e. Confirmation that data is ready to support DW/DSS/BI processing in operations

System Testing

The Systems Testing task requires the vendor to prepare a comprehensive set of test scenarios, with applicable test cases and expected test results.  The objective of the System Test task is to demonstrate that applications function correctly on vendor’s hardware in a production-type environment.

System Testing Activities and Deliverable

a. Updated Master Test Plan 

b. Test Materials Packet as to include Converted Test Data Sets

c. System Test Results: 

1. Test results from the complete test tracking system for each requirement

2. Identification and classification of all defects

3. Defect resolution

4. Retest results

5. Requirements that could not be tested due to failure or unavailability of precursors

6. Implications to next cycle of testing
d. Weekly reports of testing status that covers the status of testing scheduled for that week, including metrics on number of tests completed, number deferred or cancelled, results of the tests executed, defects identified, by level and corrections undertaken

e. System ready for promotion to Integration Testing

Integration Testing

The Integration Testing task requires the vendor to prepare a comprehensive set of test scenarios, with applicable test cases and expected test results.  Authentic data from Reference Files and authentic converted data is to be included as appropriate, during Integration Testing and all subsequent testing phases.

Integration Testing Activities and Deliverables:

a. Updated Master Test Plan 

b. Test Materials Packet to include Converted Test Data Sets

c. Integration Test Results: 

1. Test results from the complete test tracking system for each requirement

2. Identification and classification of all defects

3. Defect resolution

4. Retest results

5. Requirements that could not be tested due to failure or unavailability of precursors

6. Implications to next cycle of testing
d. Weekly reports of testing status that covers the status of testing scheduled for that week, including metrics on number of tests completed, number deferred or cancelled, results of the tests executed, defects identified, by level and corrections undertaken

e. System that functions in compliance with DW/DSS/BI requirements, ready for promotion and User Acceptance Testing

f. Updated MMIS User Documentation for use during User Acceptance Testing.  Refer to Section  4.12, Documentation

User Acceptance Testing (UAT)

User Acceptance Testing (UAT) provides an opportunity for State system users and vendor staff to determine the adequacy of the system design and functionality.  

a. UAT will be conducted only on a fully tested and operations-ready DW/DSS/BI, to include all software features such as online systems and financial processing

b. It will be conducted in a controlled environment separate from all other environments using cycle times determined mutually between the vendor and the State

User Acceptance Testing Activities and Deliverables

a. Updated Master Test Plan 

b. Test Materials Packet to include Converted Test Data Sets

c. UAT Results: 

1. Test results from the complete test tracking system for each requirement

2. Identification and classification of all defects

3. Defect resolution

4. Retest results

5. Requirements that could not be tested due to failure or unavailability of precursors

6. Implications to next cycle of testing
d. Weekly reports of testing status that covers the status of testing scheduled for that week, including metrics on number of tests completed, number deferred or cancelled, results of the tests executed, defects identified, by level and corrections undertaken

e. System that functions in compliance with DW/DSS/BI requirements, ready for promotion and Parallel Testing

f. Finalized Documentation for use in Production.  Refer to Section 4.12, Documentation

Parallel Testing

The Parallel Testing task is the final step prior to the implementation of any phase of the DW/DSS/BI Solution. Parallel testing will commence at the completion of the UAT.

Parallel Testing Activities and Deliverables

a. Updated Master Test Plan 

b. Test Materials Packet to include Converted Test Data Sets

c. Parallel Test Results: 

1. Test results from the complete test tracking system for each requirement

2. Identification and classification of all defects

3. Defect resolution

4. Retest results

5. Requirements that could not be tested due to failure or unavailability of precursors

6. Implications to next cycle of testing
d. Weekly reports of testing status that covers the status of testing scheduled for that week, including metrics on number of tests completed, number deferred or cancelled, results of the tests executed, defects identified, by level and corrections undertaken

e. System that functions in compliance with DW/DSS/BI requirements, ready for promotion to production

f. Finalized Documentation for use in production

 Operational Readiness Review (ORR)

Operational Readiness Review (ORR) involves validating all the operations and hardware/ software/ telecommunications aspects of the system. This review will involve comparing all operational components of the system against the ORR checklists.  An ORR Plan should be in place to ensure operational readiness.

The ORR task is designed to ensure that the vendor and the DW/DSS/BI are ready to perform the basic functions such as processing all inputs, pricing claims correctly, meeting all reporting requirements, using a properly functioning data communications network, meeting system performance requirements, and having a demonstrated backup capacity.  

ORR testing will include a volume test of thirty (30) calendar days of production capacity volumes to demonstrate that the DW/DSS/BI and the vendor staff is prepared for full production.

Operational Readiness Review Activities and Deliverables
a. Operational Readiness Review Plan

b. Completed Operational Readiness Review checklists, Operational Readiness Review (ORR) Checklists 

c. Completed ORR Corrective Action Plan for all DW/DSS/BI outstanding issues and problems with a plan to correct or resolve these issues

d. Updated user manuals or other such documentation and operational procedures documentation as needed 

e. ORR Report that demonstrates the vendor and DW/DSS/BI are ready to begin operations 

f. Completed Post Implementation Plan

Operational Readiness Review (ORR) Checklists
The ORR Plan must include extensive checklists for each functional area containing items related to the preparedness of that function for a successful implementation.  ORR checklists must be developed focusing on the additions, changes and omissions that result during the transition from the legacy system to the new system.

Many of the following functional areas may not be exposed to any change from the transition to the new system but must be included in the ORR process to validate this fact. 

Examples of checklist functional areas include but are not limited to the following: 

a. Facility

b. System security 

c. System access 

d. Building security 

e. System backup and recovery procedures

f. Hardware and software installation 

g. Hardware operation 

h. Telecommunications 

i. Toll free and other phone lines

j. Interfaces 

k. Vendor staff hiring

l. Vendor staff training 

m. Provider training

n. State staff training 

o. All system user and operations documentation including procedure manuals 

p. Claim forms distribution

q. Mail room operations 

r. Imaging operations

s. Confidentiality of data

t. Report generation and distribution processes

u. IVRS readiness

Pilot Operations

Pilot Operations will include end-to-end DW/DSS/BI functionality testing. 

An additional component of the Pilot Operations task is the demonstration and verification of physical security, data security, and fire and disaster prevention and recovery procedures. 

The Pilot Operations task will be conducted to validate the capacity and processing of the DW/DSS/BI in a tightly controlled production environment.  
Pilot Operations Activities and Deliverables
a. Pilot Operations Test Result

b. A fully functional DW/DSS/BI

c. Official vendor notification to the State of completion of Pilot Operations indicating readiness for full production operations

 Quality Assurance and IV&V Review 

The QA IV&V Review will focus upon:

· Measures to determine vendor’s results during each of the testing phases

· Risk management associated to the problems identified during any of the testing phases

The QA IV&V activities will be performed in concert with the testing phases listed above.

Test Documentation Requirements
For each phase of testing vendor must prepare and deliver the following documentation: 

a. Test Materials Packet 
b. Updated Requirements Traceability Matrix with test results
c. Test Results Packet 
d. Vendor Certification of Successful Test Completion

Test Materials Packets
The Test Materials Packet must include, but not be limited to, the following: 

a. Test Cases, in accordance with IEEE Standard 829-1998

b. Expected Results

c. Test Procedures, in accordance with IEEE 12207.1-1997. In addition to all IEEE content, test scripts must include, at a minimum: 

1. Roles and responsibilities of both the vendor and State personnel

2. Application scripts and operating system scripts 

3. Constraints 

4. Initialization 

5. Termination 

6. Actions to perform in case of error 

7. Data analysis procedures 

8. Interfaces exercised 

d. The vendor must refine the test procedures and scripts throughout the life of the system to reflect the as-built design and current requirements

Test Results
The Test Results Packet must include the following: 

a. Transmittal Report based on IEEE 829-1998

b. Test Log based on IEEE 829-1998 

c. Incident Report based on IEEE 829-1998

d. Summary Results Report based on IEEE 829-1998. In addition to all IEEE content, the Summary Results Report must Include: 

1. Identification of the items, features, and operations tested 

2. Summary of all features and operations tested and the test steps taken

3. Summary of the results of testing for each operation and feature tested including any limitations of the testing strategy

4. Variances from expected results, including recommendations for corrective action or alternative solutions for each variance noted

e. Comprehensive Assessment of Readiness for subsequent test phases or for statewide Operation.
Vendor Requirements
The vendor shall:

	ID
	Requirement

	41025
	Produce Master Test Plan covering approach and methodology for all testing cycles

	41030
	Produce all deliverables specified in each testing cycle

	41035
	Address defects identified in testing cycles

	41040
	Resolve system abends during the execution of the cycle

	41045
	Coordinate all testing activities as directed by the State

	41050
	Assist the State users with User Acceptance, Parallel, ORR, and Pilot testing cycles

	41055
	Provide the State, its designees, and State designated vendors access to test cases and test data to facilitate execution of applicable testing cycles

	41060
	Accept test claims data submitted by the State on hard copy or electronic media

	41065
	Execute test claim data submitted by the State in the testing cycle specified by the State

	41070
	Perform system testing for all change requests to include regression testing, before changes are promoted to the production environment

	41075
	Conduct walk-throughs of system changes that are ready to be moved into the production environment  including but not limited to an online demonstration and a discussion of programs that are impacted by the system change, as specified by the State

	41080
	Include, as part of the weekly testing status report, an impact analysis presenting the financial impacts of edit, audit, reference and pricing changes, as applicable 


Business Continuity and Disaster Recovery
As the State moves toward higher levels of MITA maturity, the goal is to replace more manual business processes with automated business processes that are completed in a real time environment.  The demand will continue to be for systems and solutions that provide instant responses 24 hours a day, 7 days a week.  

For this reason, it is imperative that the DW/DSS/BI vendors place the highest priority on business continuity.  Business continuity refers to those activities performed daily to maintain service, consistency and recoverability. 

Each vendor is required to develop and maintain its own Business Continuity Plan (BCP) and demonstrate its ability to execute that plan. In addition, each vendor must collaborate to develop, maintain and execute the integrated BCP.  

The integrated BCP must provide adequate backup and recovery for all operations, both manual and automated, including all functions required to meet the backup and recovery standards: Recovery Time Objective (RTO) and Recovery Point Objective (RPO).

Business Continuity Plan

The Business Continuity Plan (BCP) is created to:

Prevent interruptions to normal business

Protect critical business processes from natural or manmade disasters

Provide a strategy to allow for the resumption of normal business activity

At a minimum, the vendor must demonstrate its ability to develop and execute a Business Continuity Plan (BCP) that documents the following:

	Overview
	· Identify all critical information areas

· LAN/WAN

· Telecommunication

· Applications and data

· Identify potential disruptive events

· Staff duties

· Manmade events

	Scope and Plan Initiation
	· Describe operations (vendor, State)

· Create detailed account of work

· List resources

· Define management practices

· Define roles and responsibilities

· BCP Committee

· Senior Management

	Business Impact Analysis (BIA)
	· Address three primary goals

1. Criticality prioritization

2. Downtime estimation (maximum tolerable downtime) not to exceed thirty (30) calendar days in the event of a catastrophic or natural disaster; not to exceed ten (10) calendar days in the event of other disasters caused by such things including but not limited to criminal acts, human error, malfunctioning equipment or electrical supply

3. Resource requirements

· BIA Results

· Assessment materials gathering

· Vulnerability assessment

· Quantitative loss criteria

· Qualitative loss criteria

· Information Analysis

· Results and recommendation

	BCP Development
	· Recovery Plan

· Continuity Strategy


Disaster Recovery Plan
The Disaster Recovery Plan (DRP) must present:

a. Statement of actions taken before, during and after a disruptive event

b. Procedures required to respond to an emergency, providing back up operations during a disaster

The vendor must demonstrate its ability to provide the most appropriate backup systems and facilities to address the recommendations of the business impact analysis.  Testing of the DRP must be conducted on a regular basis.  The State will not acknowledge that recoverability exists until the plan is tested and it is able to verify the accuracy of the plan.

At a minimum, the Disaster Recovery Plan (DRP) must include the following:

	Overview
	Goals and Objectives

	Data Processing Continuity
	Describe the consideration and ultimate selection of the following backup systems and facilities:

· Reciprocal (mutual aid agreements)

· Subscription services

· Hot site

· Warm site

· Cold site

· Mobile site

· Multiple centers

· Transaction redundancy

· Electronic vaulting

· Remote journaling

· Database shadowing

· Backup and maintenance schedule

	Testing
	Describe the consideration and ultimate selection of the following:

· Testing checklist:  how you will distribute the DRP for review

· Structured walkthrough:  how you will walk all business managers through the test plan review

· Simulation:  all involved people conduct practice session

· Parallel:  primary processing does not stop

· Full interruption:  cease normal operations

	Recovery Procedures
	· Describe Recovery Team duties

· Implement the recovery procedures in a disaster

· Assure critical functions operating at backup site

· Retrieve materials from offsite storage

· Install critical systems and applications

· Describe Salvage Team duties separate from recovery team

· Return primary site to normal operating conditions

· Clear and repair primary processing facility

· Describe Normal Operations Team, returning production from disaster recovery to primary

· Address other recovery issues

· External groups

· Employee relations

· Fraud and crime

· Financial disbursement


Vendor Requirements

The vendor shall:

	ID
	Requirement

	41085
	Develop a Business Continuity Plan (BCP) specified in the BCP section of this RFP

	41090
	Develop a Disaster Recovery Plan (DRP) specified in the DRP section of this RFP

	41095
	Continually ensure that the  Business Continuity Plan (BCP) and Disaster Recovery Plan (DRP) meet applicable state and federal requirements for Business Continuity and Disaster Recovery

	41100
	Establish the approved  Business Continuity Plan (BCP) and Disaster Recovery Plan (DRP)

	41105
	Ensure adherence to the approved BCP and DRP through quarterly desktop exercises as well as full recovery drills once a year

	41110
	Execute a live demonstration of the operation of the Business Continuity Plan (BCP) that will be tested as part of Acceptance Testing, to be completed prior to assumption of DW/DSS/BI operations

	41115
	Provide a monthly report following the review of data processing continuity activities to ensure maintenance of Selected Disaster Recovery Site and Transaction Redundancy processes

	41120
	Generate and provide a report of the backup site review

	41125
	Submit backup site review report to the State within thirty (30) days of completion of the review

	41130
	Provide continual progress reports every fifteen (15) minutes updating the service desk and key staff, identified by the State of failure resolution 


Data Conversion

Data Conversion entails the planning and development, testing, migration, and conversion of all data and files required to support the implementation and operation of the DW/DSS/BI solution.  It will include claims and payment system data and provider and member data, as deemed appropriate by the State, as well as, other data required for accurately managing IHCP benefits.     

Data Conversion Plan

The Data Conversion Plan (DCP) will consist of the planning, development, testing, and coordination of all data and file conversions required to support the operation to include the following: 

a. Identification of all data elements and sources of data for all DW/DSS/BI and non-Medicaid files that must be converted or migrated to support DW/DSS/BI processes
b. Identification of the source of the data (manual file, automated file, and/or primary data collection)

c. Identification of all imaged data, including but not limited to include claim data, provider data, attachments, correspondence, and any related support documentation necessary to carry on DW/DSS/BI operations

d. Plan to secure the data

e. Plan to develop data conversion requirements to include:

1. Data cleansing activities, as appropriate

2. Changes needed to convert existing automated processing 
3. Coordination with the current vendors to address data conversion issues

4. Identification of all interfaces and coordination points with vendors

5. Identification of all vendor data needs and a plan to meet those needs

f. Testing plan that includes: 
1. Coordination with all vendors and interfaces
2. Conducting technical reviews and audits of conversion tests with the State and vendors to validate content, identify, document, and resolve any issues or questions, and facilitate the acceptance process
3. Conducting technical reviews of all data conversion processes including errors, methods of correction, and success and failure metrics
g. Development of  conversion software and/or manual procedures, testing of conversion programs and procedures, and preliminary conversion of all files 

h. Development of data conversion documentation to include

1.  Detailed Data Mapping document:

i. Mapping of existing DW/DSS/BI data to new DW/DSS/BI data repositories at the table and attribute level

ii. Crosswalks for standardization of values

iii. Data initially identified to be converted

iv. Actions taken

v. Problems encountered

vi. Problem resolution

vii. Before and after versions of all manually and automated data conversions

viii. Dependencies

ix. Outstanding issues and final results

2. Metadata on all converted data structured in a manner that can be transformed into “rules” for backwards conversion.  For example, metadata that is suitably coded (XML output)

3. Conversion Roll Back plan identifying strategies for dealing with delays to the conversion effort
Conversion Test Results
The vendor shall submit conversion test results.  The report must include results of the complete final data conversion process in a State approved format and contain the following information: 

a. Test results including issues encountered and the impact upon other table or file conversions 
b. Methods used to resolve issues or an action plan for resolving outstanding issues
c. Pre-conversion and post-conversion versions of each table or file converted, including default values
d. Pre-conversion and post-conversion versions of all interface partner files
e. Auto-generated reports as required by FSSA to validate converted data at detail and summary record levels, which include run dates and times, and are retrievable for a series of conversion activities 

f. A summary and metrics for the status of the conversions, including the number of problems identified by type of problem, number of problems corrected any outstanding issues, and the effect of any findings on the implementation schedule

Vendor Requirements

The vendor shall:

	ID
	Requirement

	41135
	Develop, maintain and successfully execute the Data Conversion Plan (DCP)

	41140
	Provide full support to the Data Warehouse/Decision Support System/Business Intelligence vendor to ensure successful data conversion

	41145
	Provide all necessary support, both technical and programmatic, to effect the correct conversion of all required data

	41150
	Assist in identifying sources of data for conversion

	41155
	Provide data requirements

	41160
	Evaluate current data fields and data inherent to the current vendor’s DW/DSS/BI to convert to current industry standard data fields and data, minimizing the need for translators or interface engines.  An example is the current provider identification numbers and the use of provider types to National Provider Identifier (NPI) and provider taxonomy codes

	41165
	Align Data Conversion schedule to the System Development Life Cycle (SDLC) phases 

	41170
	Ensure that data conversion be completed within an agreed upon timeframe, in full accordance with defined quality standards, and prior to user acceptance testing

	41175
	Submit Conversion Test Results which include results of the complete final data conversion process in a State approved format

	41180
	Submit Conversion Test Results which detail issues encountered and the impact upon other table or file conversions; methods used to resolve issues or an action plan for resolving outstanding issues; pre-conversion and post-conversion versions of each table or file converted, including default values; pre-conversion and post-conversion versions of all interface partner files; auto-generated reports as required by FSSA to validate converted data at detail and summary record levels, which include run dates and times, and are retrievable for a series of conversion activities; a summary and metrics for the status of the conversions, including the number of problems identified by type of problem, number of problems corrected any outstanding issues, and the effect of any findings on the implementation schedule

	41185
	Convert all data from the State’s existing vendors necessary to operate a new DW/DSS/BI

	41190
	Produce data conversion comparative reports for previous periods of operation

	41195
	Ensure validity and accuracy of all provider data in the MMIS


Privacy Standards
The State of Indiana requires that all vendors support all current and future HIPAA privacy rules as they relate to:

· Medicaid Data

· Public Health

· Research

· Emergency Preparedness

· Health Information Technology (HIT)

· Genetic Information 

The State requires that all vendors provide the functionality needed to protect and track Protected Health Information (PHI) and conform to the HIPAA privacy regulations.  

The requirements cover all disclosures of protected information.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	41200
	Uphold  the State’s privacy guarantees documented in Indiana Code 5-14-3:   http://www.in.gov/legislative/ic/code/title5/ar14/ch3.html

	41205
	Comply and maintain with all HIPAA requirements for privacy and security in all activities related to the contract throughout the life of the contract

	41210
	Safeguard Protected Health Information (PHI), as defined by the regulations, which is made available to or obtained by the vendor in the course of its work under the contract

	41215
	Take no action which adversely affects the State’s HIPAA compliance

	41220
	Comply with all applicable requirements of law relating to PHI with respect to any task or other activity it performs for the State, as required by the final privacy and security regulations

	41225
	Implement administrative, physical and technical safeguards that reasonably and appropriately protect the confidentiality, integrity and availability of the electronic PHI that the vendor creates, receives, maintains, or transmits on behalf of the State of Indiana

	41230
	Not use or further disclose PHI other than as permitted or required by this contract or by applicable law

	41235
	Utilize appropriate safeguards to prevent use or disclosure of PHI other than as provided by this contract or by applicable law

	41240
	Mitigate, to the extent practicable, any harmful effect that is known to the vendor of PHI obtained under this contract in a manner not provided for by this contract or by applicable law of which the vendor becomes aware

	41245
	Ensure that any subcontractors or agents to whom the vendor provides PHI received from, or created or received by the vendor, subcontractors or agents on behalf of the State, agree to the same restrictions, conditions and obligations applicable to such party regarding PHI

	41250
	Ensure that any subcontractors or agents to whom the vendor provides PHI received from, or created or received by the vendor, subcontractors or agents on behalf of the State, agree to implement reasonable and appropriate safeguards to protect it

	41255
	Report to the State any security and/or privacy incident of which the vendor becomes aware

	41260
	Report to the State any use or disclosure by the vendor, its agent, employees, subcontractors or third parties, of PHI obtained under this contract in a manner not provided for by this contract or by applicable law of which the vendor becomes aware

	41265
	Respond to inquiry requests under the HIPAA Privacy Rule, including and not limited to requests for alternate communication, delegation of health care surrogate, and requests for accounting of disclosures 

	41270
	Immediately notify the State, upon receipt by the vendor, of any request from the Secretary of the United States Department of Health and Human Services (DHHS) to make its internal practices, books and records related to the use or disclosure of PHI received from, or created or received by the vendor on behalf of the State

	41275
	Make internal practices, books and records related to the use or disclosure of PHI received from, or created or received by the vendor on behalf of the State, available upon request or to the Secretary of the United States Department of Health and Human Services (DHHS) for purposes of determining the State’s compliance with applicable law

	41280
	Provide the State with copies of any materials made available in response to such a request to make its internal practices, books and records related to the use or disclosure of PHI received from, or created or received by the vendor on behalf of the State

	41285
	Work with appropriate State staff to conduct audits for all Trading Partner transactions

	41290
	Continue to extend protections to any PHI maintained by the vendor for as long as it is maintained at the termination of the contract if the State determines return or destruction is not feasible

	41295
	Comply with HIPAA Business Associate requirements governing the use of protected health information (PHI)

	41300
	Conduct an assessment to ensure that the proposed DW/DSS/BI remains HIPAA compliant throughout the life of the contract

	41305
	Train all staff on the privacy rules and requirements

	41310
	Operate any systems used to fulfill the requirements of this contract in full compliance with HIPAA

	41315
	Provide systems and services that capture authorized user requests for copies of medical information, as applicable by the privacy rule as set forth in 45 CFR Parts 160 and 164 Subparts A and E applies

	41320
	Record all medical record amendments or corrections, as specified in 45 CFR Part 164

	41325
	Provide, in accordance with procedures established by the State, the information required to provide an accounting of disclosures pursuant to applicable law, if the duties of the vendor include disclosures that must be accounted for

	41330
	Ensure that PHI is available for amendment

	41335
	Incorporate any amendments to PHI in accordance with 45 CFR 164.526, if the vendor maintains PHI subject to amendment

	41340
	Provide PHI to requesting individuals entitled to access in compliance with 45 CFR 164.524 and the duties of the vendor

	41345
	Establish a comprehensive process to log, track and report on PHI and PHI activities including individual requests, and responses wherever they occur in DW/DSS/BI or other Medicaid processes

	41350
	Establish an audit trail and process for all Trading Partner transactions

	41355
	Return or destroy all PHI received or created under the contract, at the termination of the contract


Security

The State has robust and comprehensive security standards that permeate all levels of the organization.   The Indiana Office of Technology (IOT) has been tasked with establishing and maintaining these security standards.  The security standards include assessing security risks, developing and implementing effective security procedures, and monitoring the effectiveness of those procedures.  

The following link introduces the IOT Information Security Framework: http://www.in.gov/iot/2339.htm.  

In addition to the State standards outlined above, the State requires that vendors support all current and future HIPAA Security rules, as well as the federal automated data processing requirements.

Security Standards

The Security Standards for the DW/DSS/BI include:

a. Use available Security Architecture assets in constructing DW/DSS/BI solutions.   These assets are listed in the Technical Gap Analysis document in the Bidder’s Library.

b. Meet the HHSS IT Access Control Standard and HIPAA Security Rule requirement for unique user identification (UUI). UUI access and security roles are assigned by IOT Help Desk security administrators.

c. Meet the password guidelines standard published in the IOT Information Security Framework.

d. Perform an authentication against the Active Directory (LDAP) service for all applications accessed via the web (intranet or internet) available in the IOT security infrastructure.

e. Establish the system’s application access control (authorization).  The application access control must be based on unique roles (role-based security) defined for that user. The State will assist the vendor in creating a list of user roles with relevant access capability at the time of system design/implementation. The vendor’s solution must have the capability to create/alter the user controls via a user interface.

f. Observe IOT’s security policy and guidance on the software patches necessary to block security loopholes. The vendor must ensure that all hardware have relevant anti-virus, anti-spyware software to ensure a safe operating environment.

g. Applications must log every access to the system.  This includes an audit trail for successful logins, web-pages accessed, information (data) accessed for each web page, etc. The vendor must ensure that audit trail for system access is maintained (in active and/or archive state) for the last seven (7) years.

h. Follow HIPAA and State guidelines for data access throughout system development, testing, and operations phases. If production data is used during system design and testing phases, the sensitive information must be masked prior to us.

i. Follow the State’s “physical security” policies when working within the State premises.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	41360
	Adhere to all Technical Security Standards specified in this section of the RFP

	41365
	Comply with federal automated data processing requirements and all state security standards

	41370
	Comply with federal security standards as set forth in 45 CFR Parts 160 and 164, and Subparts A and E

	41375
	Comply with all security, infrastructure, application, and service solution standards established by the State in this RFP

	41380
	Train all staff on the security requirements

	41385
	Manage unique logon IDs and security profiles for users authorized by the State, including but not limited to other vendors, to have access to system and service operations

	41390
	Test security compliance quarterly

	41395
	Apply required changes to security methods that security compliance testing identifies


Training

The vendor will be responsible for:

a. Training its own staff regarding systems, business processes, and in any subject matter related to the scope of work. 

b. Training State staff and State identified stakeholders regarding systems, business processes, and in any subject matter related to the scope of work, as requested by the State.

c. Developing and updating the Training Plan.

d. Submitting Training Status Reports.

e. Developing training manuals. 

The vendor will take the lead in providing comprehensive training and education related to the activities within the Scope of Work for the following Stakeholders:
a. Vendor Staff

b. State Staff

c. State identified stakeholders
The vendor must:

a. Provide system, business process, and subject matter related documentation for Stakeholders

b. Develop the Stakeholder Training Plan and subsequent training curriculum for Vendor Staff, State Staff, and State identified stakeholders.

c. Develop training manuals in agreed upon standard format for uniform presentation.
The vendor will be responsible for collecting all training manuals and training content, editing to assure a common presentation format and making this training information available on the web.  

Training Plan

The State requires that a comprehensive Training Plan be developed for the DW/DSS/BI project.  The purpose of the Training Plan is to document and guide the approach to training throughout the life cycle of the project.  

The Training Plan covers the approach and methodology for all aspects of training and must detail all activities leading up to and including the proper use of the DW/DSS/BI.  The Training Plan activities must ensure full preparedness for execution and performance of all vendor operations and maintenance responsibilities and must include the following, as applicable to the scope of the vendor’s training responsibilities:

a. Number and type of participants to be trained.

b. Training schedule for all stakeholders including the proposed number of classroom style sessions for completion prior to implementation of the DW/DSS/BI.

c. Outline and agenda for proposed training sessions designated for each designated audience.

d. Description of the professional background, skills, training experience, and knowledge of subject matter of proposed trainers.

e. Examples of training materials.

f. Description of technology, such as web design, that will be used to perform vendor responsibilities.

g. Training methodology and presentation modes.

h. Inclusion of all business and technical functions of the DW/DSS/BI.

i. Evaluation criteria.

j. Description of how evaluations will be used to improve course content and presentations.

k. Process for operational inputs as a result of training including but not limited to issues identified through evaluation of service requests and provider outreach activities

l. Plans for remedial training and sessions needed to cover new or modified systems, business processes, subject matter, and policies which occur as a result of change.

m.  Plans for continuing education of State and vendor staff and orientation training for new staff.

n. Training sessions shall be offered as requested by the State and the training manual shall be updated by the vendor or on at least a semi-annual basis.  The training manual shall be supplied to the State upon request.  

Training Plan Updates

The vendor shall develop and submit an annual Training Plan Update that includes the following, as applicable to the scope of the vendor’s training responsibilities:

a. Evaluation of the Training Plan for possible revision, as part of the Change Management process.

b. Review and update of the Training Plan, including State approval. The Training Plan must be submitted to the State for approval 30 business days prior to the end of the operational year of the DW/DSS/BI or within five (5) business days of an update. Updates must:

1. Describe how SMEs will be used on an ongoing basis

2. Update all components of the Training Plan

Training Reports

Annual Training Report

The vendor shall develop and submit an Annual Training Report that summarizes, at a minimum, the previous year’s accomplishments, issues, and lessons learned.  The report must include, at a minimum:

a. Number of participants trained during the previous year

b. Training subject(s)

c. Training objective(s)

d. Training methodology and presentation styles

e. Evaluation techniques and overview of responses

f. Lessons learned

g. Total number of hours of provider training

h. Total number of hours of State staff training

i. Total number of hours of vendor staff training

j. Sample copies of material(s) used in training sessions

Monthly Training Status Reports

The vendor shall develop and submit a monthly Training Status Report delivered within five (5) State business days after the last business day of the month.  The Training Status Report must include but is not limited to the following, as applicable to the scope of the vendor’s training responsibilities:

a. Training progress.

b. Status of the actual training as compared to the training outlined in the Training Plan and Training Plan updates.

c. Training session details including but not limited to training location, length of meeting and who received training.

d. Number of vendor staff who registered for training and the number that attended training.

e. Number of State staff and State identified stakeholders who registered for training and the number that attended training

f. Narrative summary of changes, progress, problems, and remediation of those problems in the training programs. 

g. Narrative summary of participants’ evaluation responses regarding the effectiveness of the training.
Vendor Requirements

The vendor shall:

	ID
	Requirement

	41400
	Maintain a technical training environment that is capable of supporting concurrent application training classes

	41405
	Develop and submit a Training Plan that ensures appropriate and timely training of all applicable participants

	41410
	Provide a Training plan that includes developing training topics and addressing training needs from input of the State and other designated vendors and vendors as they relate to subjects including but not limited to DUR, Drug Rebate

	41415
	Make appropriate changes and/or modifications within ten (10) State business days in cases where the State disapproves vendor training recommendations including but not limited to staff trainers, training courses, course content, presentation method, training plans, training manuals, updates, or status report

	41420
	Provide training information for DW/DSS/BI processes

	41425
	Develop training materials and handouts for individual DW/DSS/BI training sessions

	41430
	Assist with reviewing training curriculum and materials for DW/DSS/BI processes

	41435
	Provide information for inclusion in training manuals

	41440
	Generate training manuals from the most current materials available 

	41445
	Submit training manuals to the State for approval prior to release

	41450
	Edit training manuals to ensure a common presentation format 

	41455
	Produce training manuals for training sessions, including but not limited to paper, binders, discs, copying services, and preparation

	41460
	Update the training manual on a State defined timeframe

	41465
	Store training manuals electronically as specified in Section 5.5, Document Management

	41470
	Utilize the web portal to allow authorized users access to all training manuals and training content

	41475
	Develop Frequently Asked Questions (FAQs) 

	41480
	Update Frequently Asked Questions (FAQs) quarterly

	41485
	Categorize FAQs by topic to assist providers and other stakeholders with common questions regarding the DW/DSS/BI and/or other topics of interest

	41490
	Prepare a State approved quarterly newsletter that is suitable in final draft for website posting including but not limited to topics of interest to stakeholders such as DW/DSS/BI issues, new requirements, training opportunities, and important deadlines

	41495
	Complete the newsletter and FAQs in accordance with the DW/DSS/BI’s overall Communication Management Plan specified in Section 5.3, Communication Management

	41500
	Utilize the most current material available when selecting item(s) for use in training course/classes

	41505
	Provide training to vendor staff regarding application software and use of hardware

	41510
	Ensure that all new vendor staff receives appropriate and timely training in its assigned work areas

	41515
	Train staff to skill levels required to competently perform their job duties

	41520
	Develop a competency evaluation process to ensure that training has properly prepared vendor staff to perform their job duties 

	41525
	Provide to State staff the opportunity for training on a variety of dates and times using approved training methods

	41530
	Provide role based training to all State designated users authorized to access, view, and use the DW/DSS/BI in their assigned work tasks  

	41535
	Organize State staff training in cooperation with all vendors to accommodate State staff availability

	41540
	Allow authorized federal representatives to participate in or attend all training sessions upon the State notifying the vendor

	41545
	Complete training prior to the completion of Operational Readiness Review (ORR)


Documentation

The vendor is responsible for the development and ongoing maintenance of single internal operating procedures manual or other such documentation that clearly and comprehensively documents all operating policies, processes, and procedures utilized by the vendor in the performance of requirements under this section. The documentation is to be maintained by the vendor such that the content correctly depicts operating policies, processes, and procedures at all times during the contract period.  The State is to have access to the documentation at all times during the contract period.  The State has the right to review and suggest changes to the content of the documentation, but it will be neither expected nor required of the State to review and/or approve the content of the documentation.  The vendor shall be solely responsible at all times during the contract period for the accuracy and timeliness of the content of the documentation.

The system and user documentation objectives include:

a. Provide comprehensive DW/DSS/BI user materials that include all components of the system with clear documentation of business and technical operating procedures.

b. Maintain accurate system documentation as described in Section 4.3, System Development Life Cycle (SDLC).

c. Maintain comprehensive user documentation including but not limited to internal procedure manuals and operating procedures manuals.    

d. Maintain accurate business process flows of all DW/DSS/BI business processes.

e. Maintain comprehensive Testing documentation, materials and resources as described in 4.6, Testing.

f. Maintain comprehensive training materials and resources as described in Section 4.11, Training.

g. Maintain a complete Data Dictionary as described in Section 5.8, Data Management.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	41550
	Provide to the State complete, accurate, and timely documentation of the operational systems in place for the DW/DSS/BI

	41555
	Develop a standard format for uniform presentation of all system and user documentation 

	41560
	Prepare documentation in accordance with the State's timeliness and quality standards

	41565
	Prepare documentation in draft form during the Design Phase of the project

	41570
	Prepare operating procedures manual in draft form during the Design Phase of the project

	41575
	Continue to update documentation throughout all phases of the SDLC

	41580
	Continue to update operating procedure manuals throughout all phases of the SDLC

	41585
	Provide user and system documents in final form and available through online help facilities for use in the Installation and Testing Phase as part of User Acceptance Testing (UAT)

	41590
	Document and maintain the To Be business process flows for all relevant business processes

	41595
	Produce comprehensive, accurate written procedures documenting all aspects of each business process managed by the vendor and procedures followed by the vendor staff and management

	41600
	Update business process procedures managed by the vendor and procedures followed by the vendor staff and management timely

	41605
	Provide to the State complete, accurate, and timely user guides 

	41610
	Provide a complete online accessible Data Dictionary including but not limited to definitions of all data elements, and tables where they reside 

	41615
	Review and update all manuals periodically, to determine if clarifications and updates are needed, including but not limited internal procedure manuals, and operating procedures manuals


Facilities

The vendor key personnel, at a minimum, must be located in a business facility within Indianapolis, preferably within five (5) miles of the Indiana Government Center-South, 402 West Washington Street, Indianapolis, 46204. The vendor is responsible for its facility, including but not limited to, all associated equipment, furnishings and security
Office Equipment 
Laptops/Desktops
The vendor shall acquire all necessary laptops/desktops for its staff.  Laptops and desktops shall adhere to the following:

a. Energy Star compliant with the Energy Star feature active (not disabled).

b. Support wireless capabilities utilizing industry standard methodologies.

c. Equipped with enough processor, memory and storage capacity to accommodate 25% growth, from baseline, in usage of resources.

d. Continue to meet the minimum requirement(s) recommended by the manufacturer of the operating system software and/or the other software installed on the laptops/desktops through the duration of the EMS contract. If the potential minimum manufacturer requirements of the operating system software or other software installed on the laptop/desktop do not comply, the vendor shall acquire laptops/desktops that meet the minimum manufacture requirements.

Software

The vendor shall provide all necessary software for its staff, including the following, as needed. 

a. Microsoft operating system software with capabilities to support the rest of the Software list below.  

1. Microsoft Office Suite

2. Microsoft Project

3. Microsoft Visio

4. Adobe Reader

5. Adobe Writer for a minimum of 1 for every 25 project staff

6. Internet Explorer

7. Anti-virus

8. VPN Software

9. Encryption Software

10. Portfolio Management Software

11. Project wide instant messaging (IM) Software

12. Development Software (where possible)

13. Vendor’s automated regression testing Software (where possible)

Software Versioning

The operating system software and software installed on the laptops shall be at a supported level at all times.  

Email Software

The vendor shall utilize the State of Indiana email system.  Vendors will be charged on a per seat price for this service by IOT and should factor this into its proposal.  The rates can be found in the Bidder’s Library in the link called Indiana Office of Technology Rates and Service Description – Fiscal Year 2012.

Engagement and Transition

The services to be performed under this procurement are vital to the State and must be continued without interruption Procedures must be in place to ensure a seamless transition and uninterrupted service throughout the development of the DW/DSS/BI. 

To the extent practicable, the current claims processing and data warehouse vendors will provide the State, and/or the incoming DW/DSS/BI vendor, with all existing documents, data, files and other pertinent information necessary for the incoming vendor to perform required services.  

The State is dependent on the vendor for providing products and services that fully comply with the tasks, responsibilities, and deliverables set forth in this section. State approval of vendor work associated with tasks, responsibilities, and deliverables does not in any way relieve the Vendor from full financial responsibility for vendor work products that does not meet the State requirements, as set out in this section.

The DW/DSS/BI vendor is responsible for planning and performing phase-in and phase-out transition activities according to the deliverables and dates listed in the tables below.  The operational and policy requirements for the IHCP shall be reviewed by the parties in a series of requirements meetings scheduled and conducted by the new DW/DSS/BI vendor during the phase-in period of this contract.  The operational and policy requirements shall be documented by the new DW/DSS/BI vendor and approved in writing by the State.

Transition Notes: 
In the event that the contract is not renewed or is terminated prior to the expiration date, all historical records relating to the contract shall be transitioned to the appropriate vendor at least 30 (thirty) calendar days prior to the end of the contract. 

Transition Plan

The Transition Plan for the incoming DW/DSS/BI vendor shall include the following:

a. Staffing plan for the transition that describes sufficient experienced personnel to ensure that the services called for by this contract are established and ready to be implemented according to the plan.

b. Comprehensive check-off list of all vendor start-up activities.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	41620
	Review the disengagement Transition Plan from the current vendor

	41625
	Plan and perform Dw/DSS/BI vendor phase-in and phase-out transition activities

	41630
	Provide a Transition Plan to be reviewed and approved by the State prior to the start of transition

	41635
	Provide business and technical transition project management services through appropriate staff resources responsible for managing the Transition Plan

	41640
	Prepare and submit modifications to the operational procedures as appropriate to the State for approval

	41645
	Develop a comprehensive check-off list of all vendor start-up activities

	41650
	Provide the State with regular transition status reports and updates according to the agreed upon project work plan and status of the start-up check-off list

	41655
	Report the status of project activities against a detailed implementation plan  The implementation plan shall identify critical implementation benchmarks and contingency plans in the event that critical benchmark date will be missed

	41660
	Schedule and conduct meetings to review plans and documentation requirements during the transition/phase-in period of this contract

	41665
	Provide business and technical transition project management services during the transition

	41670
	Execute the approved Transition Plan


Disengagement

Disengagement includes end of contract transition planning to ensure a seamless operational transition to the State or its designee.  Prior to the conclusion of the contract, the vendor must provide assistance to the State to assure that all responsibilities are transitioned.  

 Key issues for disengagement:

a. Phase-in training 

b. Efficient transition activities

c. Staffing continuity

d. Uninterrupted service

For this reason, disengagement planning must commence at least one year prior to the vendor’s contract expiration date.  The State may require that these services begin earlier as needed for an orderly transition.  At the State specified time, the vendor must submit a Transition Plan for the designated systems and services.  The plan will include:  

· Proposed approach to turnover

· Tasks and subtasks for turnover

· Schedule for turnover

· Documentation update for procedures during turnover

The State has the right to initiate the disengagement process for any service under the vendor Scope of Work with thirty (30) calendar day’s written notice.  The notice of termination initiates these disengagement activities and responsibilities. 

Vendor Requirements

The vendor shall:

	ID
	Requirements

	41675
	Provide, at onset of contract, an end of contract transition plan

	41680
	Review and update transition plan annually based on the status of the system

	41685
	Initiate disengagement planning at least one (1) year prior to the contract expiration date

	41690
	Provide sufficient experienced personnel during the phase-in, phase-out period to ensure that the DW/DSS/BI services called for by the contract are maintained at the required level of proficiency

	41695
	Provide appropriate staff, including at least one management level resource, to be onsite and responsible for the completion of the transition plan

	41700
	Provide phase-in training to the successor on the project in the maintenance, operation, and support activities of the DW/DSS/BI at least three (3) months prior to the end of the contract or any contract extension

	41705
	Exercise best efforts and cooperation to effect an orderly and efficient transition to a successor including providing sufficient experienced personnel during the phase-in, phase-out period to ensure that the services called for by the contract are maintained at the required level of proficiency

	41710
	Produce a transition results report that documents completion of each step of the transition plan

	41715
	Provide, at no additional cost to the State, services of an onsite systems analyst who has worked for at least one (1) year on the hardware and software and infrastructure 

	41720
	Provide, at no additional cost to the State, State approved services of an onsite systems analyst, onsite for ninety (90) days following contract termination

	41725
	Correct, at no additional cost to the State, any malfunctions or omissions identified by the state as critical to transition throughout the transition period and up to ninety (90) days after contract termination

	41730
	Transfer to the State or its designee all licenses, leases, telecommunications, software, hardware, and other related infrastructure required for the continued complete operation of the DW/DSS/BI operations, within ninety (90) days from receipt of the State’s request

	41735
	Provide the State with all existing documents, data, files and other pertinent information necessary for the new vendor(s) to perform required services


Medicaid Information Technology Architecture

CMS requires states to submit the results of their completed Medicaid Information Technology Architecture (MITA) State Self-Assessment (SS-A) with the Implementation Advanced Planning Document (IAPD).   The State contracted with independent contractor, FourThought Group, to complete Indiana’s MITA State Self-Assessment (SS-A) in 2008.  The State Self-Assessment deliverables are presented in the Bidder’s Library.

MITA SS-A Activities

The Indiana MITA SS-A will continue to be updated as changes are made to the MMIS and to the business processes that support the Medicaid Enterprise.  

When available, the State has decided to utilize the Business Capability Matrices from the MITA 2.01 framework to determine their MITA maturity.  If a MITA 2.01 framework Business Capability Matrix is not available for a business process, Indiana will use the Business Capability Matrix from the MITA 2.0 framework.  Although the State will be responsible for maintaining the MITA SS-A, the vendors will be responsible for making recommendations to update the SS-A as part of the change management process described in Section 4.2 Project Management. 

In addition, as the State conducts regular reviews of their MITA SS-A results to determine if change to Medicaid Enterprise operations need to be reflected in their MITA SS-A, the vendors are required to participate in this review process.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	41740
	Participate in regular reviews of the MITA SS-A conducted by the State to determine if  changes to Medicaid Enterprise operations need to be reflected in the MITA SS-A

	41745
	Recommend updates to the MITA SS-A results, as part of the change management process specified in Section 4.2, Project Management


5 Function Requirements

The Function Requirements section of this RFP presents the common tools and solutions that will be used to consistently manage the Medicaid Enterprise business processes, specifically DW/DSS/BI.  Each Function is described in this section, including responsibilities for the function, key performance measurements, and function requirements.  This section includes the following

· Service Desk Management

· Communication Management

· Data Management

· Transaction Management

Key Performance Measures
Key performance measures are presented in Attachment E, along with the anticipated service level threshold and impact severity.  As described in Section 4.2.9.2, Project Management, Quality Assurance, the measurements presented in this RFP should be used for the purposes of developing proposal responses.  However, during the Requirements Validation phase, these measurements will be used to guide discussions and negotiations of final requirements between the State and the vendor. The result of these sessions will be the final quality assurance test measurements. 

Requirements
The State intends to select a vendor that demonstrates a complete understanding of the DW/DSS/BI requirements and key performance measures. The vendor will have demonstrated the capability to develop, implement and operate a DW/DSS/BI that embraces the MITA goals and objectives, including the requirements of the RFP. The vendor is required to understand and provide the most effective and efficient approach to meeting each requirement. 

A complete set of all requirements and key performance measures is presented in Attachment E, Requirements and Key Performance Measures Matrix.

Service Desk Management

The service desk is the concept of a single point of contact designed to provide stakeholders with responses to questions, concerns, or requests related to the DW/DSS/BI.  Stakeholders include State staff and State identified stakeholders, including developers. 
The service desk will provide appropriate, accurate, courteous, efficient, timely and proactive responses to inquiries.  Service requests can be submitted via email or phone.  The vendor will route requests to the appropriate vendor staff. 

The vendor is responsible for providing the subject matter expertise for all levels of support. 

The service desk responses to questions, concerns or requests must be addressed by individuals who have a level of understanding of their role sufficient to either expeditiously solve or accurately triage requests. 

Vendor Requirements

The vendor shall:

	ID
	Requirement

	50000
	Provide a single point of contact for all DW/DSS/BI related service requests.  Service requests can be submitted via email or other such method as determined appropriate by the State and the vendor

	50005
	Provide adequate training and access to information to staff to facilitate timely and accurate responses to inquiries

	50010
	Establish and utilize a dedicated e-mail address

	50015
	Perform a triage function for all inquiries received at the dedicated e-mail address and forward to the designated State staff within one (1) business day for those inquiries that meet the following criteria (1.) are determined to be outside the response scope for the DW/DSS/BI vendor and (2.) should be handled by State staff

	50020
	Notify the inquirer by return e-mail within the one (1) business day that inquiry has been forwarded to State staff for necessary follow up, as appropriate

	50025
	Provide a current organization chart with staff responsibilities and contact information 

	50030
	Ensure that all correspondence received is tracked from receipt through response

	50035
	Forward emails received at an improper email address to the proper email address

	50040
	Coordinate responses by following service desk escalation workflows that address proper handling of requests from state or federal legislators, the Governor, the FSSA Secretary, news media and/or of a controversial nature

	50045
	Maintain a sufficient number of staff to complete service desk tasks timely and accurately

	50050
	Provide monthly management reports pertaining to the service desk within ten (10) calendar days of the end of the month being reported


Key Performance Measures

	ID
	Key Performance Measure
	Threshold

	50055
	Forward all communications received that should be handled by State staff
	100% within one (1) business day of receipt

	50060
	Notify the sender that communications have been forwarded to the State
	100% within one (1) business day of receipt

	50065
	Provide monthly management reports
	Within ten (10) calendar days of the end of the month being reported


Communication Management

The Communication Management function identifies the need for an Annual Business Plan and the methods, meetings and vendor activities related to communication for which the vendor will have responsibility.

Annual Business Plan

The State requires the vendor to develop an Annual Business Plan.  The purpose of the Annual Business Plan is to document and guide the approach to project operations and communication throughout the life of the system.  At a minimum, the Annual Business Plan should include:

a. Executive Summary

b. Vendor annual Goals and Business Objectives

c. Vendor approach to achieve Goals and Business Objectives 

d. Vendor approach to report progress toward meeting Goals and Business Objectives

Vendor Requirements

The vendor shall:

	ID
	Requirement

	50070
	Validate that all communications meet the State's timeliness and quality standards 

	50075
	Provide notice to the State for any meeting to be held to discuss Indiana Medicaid business, allowing the State the option to attend any such meeting, at the discretion of the State

	50080
	Coordinate meetings to share information and updates on Vendor-related issues and report on current action items with the State on a schedule to be determined by the State

	50085
	Participate in required meetings or committees

	50090
	Participate in meetings between the Vendor and other stakeholders as specified by the State

	50095
	Participate in monthly OMPP DW/DSS/BI status meetings with State and designated vendors to discuss program policies and operations, projects and challenges 

	50100
	Participate in the managed care policy/operations meetings with representatives from the State and the various contracted parties affiliated with the Hoosier Healthwise, HIP and Indiana Care Select programs, or other programs as designated by the State

	50105
	Develop and obtain State approval for meeting agendas and minutes

	50110
	Submit DW/DSS/BI status meeting agenda and status report to State at least one (1) business day prior to the meeting and subsequently prepare the meeting minutes in a format and within a predefined time approved by the State, but no later than within ten (10) business days of the meeting

	50115
	Develop and provide monthly operations status reports at least one (1) business day prior to each status meeting, to allow for state review before the meeting and to aid the discussion during the status meeting

	50120
	Develop and provide regularly scheduled operations management reports to monitor compliance of each business process managed by the vendor, in a format and delivery schedule approved by the State  

	50125
	Develop annual operations management report for each of the vendor’s business processes  to present the annual work plan proposed for the coming year and performance assessment  from the past year, in a format and delivery schedule approved by the State  


Key Performance Measures

	ID
	Key Performance Measure
	Threshold

	50130
	All communications will meet the State's timeliness and quality standards
	As specified by the State, depending on the type of communication

	50135
	Submit DW/DSS/BI status meeting agenda
	At least one (1) business day prior to meeting

	50140
	Provide DW/DSS/BI status meeting minutes in specified format
	Within ten (10) business days of the meeting

	50145
	Provide monthly operations status reports in specified format
	At least one (1) business day prior to each meeting

	50150
	Provide annual operations report in specified format
	As specified by the State

	50155
	Provide all reports in specified format
	As specified by the State


Transaction Management

Background Information:  The Health Insurance Portability and Accountability Act of 1996 (HIPAA) requires the Secretary of the Department of Health and Human Services (HHS) to adopt standards that covered entities (health plans, health care clearinghouses, and certain health care providers) must use when electronically submitting/receiving certain health care administrative transactions, e.g. claims, remittance advices, eligibility, and claims status requests and responses.  

The State complies with all HIPAA standards and currently receives and transmits the following Electronic Data Interchange (EDI) standard transactions:

a. ASC X12N 270/271 (004010X092A1) Health Care Eligibility Benefit Inquiry and Response

b. ASC X12N 276/277 (004010X093A1) Health Care Claim Status Request and Response

c. ASC X12N 278 (004010X094A1) Health Care Services Review-Request For Review and Response

d. ASC X12N 820 (004010X061) Payroll Deducted and Other Group Premium Payments for Insurance Products

e. ASC X12N 834 (004010X095) Benefit Enrollment and Maintenance

f. ASC X12N 835 (004010X091A1) Health Care Claim: Payment/Advice

g. ASC X12N 837 (004010X097A1) Health Care Claim: Dental

h. ASC X12N 837 (004010X096A1) Health Care Claim: Institutional

i. ASC X12N 837 (004010X098A1) Health Care Claim: Professional 

j. NCPCP 1.1

k. NCPDP 5.1

l. 997 Functional Acknowledgement

The current versions of the standards are the Accredited Standards Committee X12 Version 4010/4010A1 for health care transactions, the National Council for Prescription Drug Programs (NCPDP) Version 5.1 for pharmacy transactions, and NCPDP 1.1 for batch pharmacy claims. 
Effective January 1, 2012 HHS requires compliance with a new set of health care and pharmacy transactions.  The new standards will be:
Health Care Transactions: ASC X12 Version 5010
Pharmacy Transactions: NCPDP D.0 and 3.0

In preparation for HIPAA ASC x12 5010, the State is engaged in a project to integrate the Edifecs commercial off-of-the-shelf (COTS) solution
As a certified front-end solution, Edifecs accepts all EDI transactions and processes them according to the appropriate HIPAA guidelines for the transaction version. 
DW/DSS/BI Requirements
The DW/DSS/BI vendor must accept and transmit the standard health care administrative transactions, if necessary to execute the DW/DSS/BI scope of work designated in this RFP. NOTE: The DW/DSS/BI vendor will not adjudicate health care claims transactions. Communication to and from health plans, health care clearing houses, providers and the Health Insurance Exchange may require the vendor send and receive the applicable EDI transactions.

Transaction management is also associated with the management of the code sets that are necessary for claims submission.  The claims sets utilized within the MMIS include, but are not limited to the following:

a. Current Procedural Terminology (CPT)

b. Diagnosis Related Grouper (DRG)

c. Episode Treatment Grouper (ETG)

d. Healthcare Common Procedure Coding System (HCPCS)

e. International Classification of Diseases, 10th Edition, Clinical Modification (ICD-10-CM)

f. Uniform Bill Revenue and Type of Bill (UB)

g. National Drug Coding System (NDC)

Transaction and code set updates are common and frequent.  The DW/DSS/BI solution must accept all HIPAA transactions.   As updates are introduced, costs and efforts associated with HIPAA Transaction and Code Set changes will be solely the responsibility of the vendor.  For example, changes in format such as a change from a five (5) character HCPCS/CPT code to six (6) character HCPCS codes would be the responsibility of the vendor.

Vendor Requirements

The vendor shall:

	ID
	Requirement

	50160
	Be responsible for all costs and efforts related to completing updates to ensure continued compliance with existing federal and state HIPAA transaction and code set regulations

	50165
	Provide and maintain the hardware, software, and infrastructure necessary to support this functional area for applicable transactions within the scope of work

	50170
	Provide transaction management to support all business processes of the EMS as specified by the State

	50175
	Fully support HIPAA code sets

	50180
	Ensure that all transactions and code sets remain compliant  with all state requirements and state and federal mandates

	50185
	Comply with multiple versions of HIPAA Implementation Guides

	50190
	Administer the use of applications as specified in Section 4.5.2, Technical Standards

	50195
	Conduct a monthly review of all transactions and code sets to ensure compliance with all state requirements and state and federal mandates

	50200
	Utilize a date and time stamping protocol for all electronic transactions

	50205
	Maintain a data exchange infrastructure between multiple stakeholders

	50210
	Provide environments as specified in Section 4.4, Systems Environment which will accept batch and online (real-time – either web based or via dialup) EDI transactions and process them based on business requirements

	50215
	Provide a process in which a data supplier can electronically submit an electronic file containing healthcare transactions

	50220
	Accept files containing transactions from multiple data suppliers, from multiple submitters simultaneously (clearinghouse)

	50225
	Accept applicable HIPAA compliant mandated transactions from vendors or external entities

	50230
	Process multiple electronic transaction files concurrently and send an acknowledgement of successful receipt of the transaction to the sender

	50235
	Maintain and update all HIPAA-mandated transactions and information required to comply with federal and state laws and rules

	50240
	Store applicable transaction information

	50245
	Transmit applicable HIPAA compliant transactions from vendors or external entities

	50250
	Conduct trading partner testing and registration and certification of all trading partners

	50255
	Provide  additional FAQs and other training content related to this business process monthly

	50260
	Provide operations management reports that provide detailed analysis of number, type, time to process, failures, remediation, rework of all Incoming and Outgoing transactions

	50265
	Provide a SharePoint or similar State acceptable collaboration software product that provides real-time access by State staff to the vendor’s policy and procedure documents and all related business plans


6 Business Process Requirements
Overview
The Business Process section of this RFP draws on the MITA Business Process Model, but is organized according to the business activities that are critical to the Indiana Medicaid Enterprise.  This section is organized by major business area and the business processes associated with that area.  Each business process section starts with an overview that sets the context for that business process.  

Vendor Requirements
A separate subsection is dedicated to presenting a table of Vendor Requirements associated with each business process.   

As described in Section 4.1, it is the State’s goal to select a vendor who demonstrates a complete understanding of the Medicaid Enterprise and a willingness to develop an EMS DW/DSS/BI solution that embraces the MITA goals and objectives. The vendor is required to understand and participate in assuring the most effective and efficient approach to meeting each requirement.  

A complete set of all proposal submission requirements and instructions is presented in Attachment D Proposal Submission Requirements.

A complete set of all requirements and key performance measures is presented in Attachment E, Requirement and Key Performance Measures Matrix.
Key Performance Measures
Key Performance Measures are presented in a table identifying the service quality the State is requiring, along with the measurement and the anticipated service level threshold.  

As described in Section 4.2 Project Management the measurements presented in this RFP should be used for the purposes of developing proposal responses.  During the Requirements Validation phase these measurements will be used to guide discussions and requirements gathering sessions between the State and the vendors. The result of these sessions will be final quality assurance test measurements.
Data Management

This section is devoted to data management services.  Data management comprises the following activities:

· Data Warehouse

· Information Management

· Decision Support System and Reporting

Data Warehouse

This section is devoted to the Data Warehouse requirements.  

The EMS Data Warehouse will act as a repository for all of the Medicaid organization’s data. The Data Warehouse environment positions the Medicaid enterprise to utilize a data store to link information from diverse sources and make the information accessible for a variety of operational, analytic and reporting functions. 

The primary objective of Data Warehousing is to bring together information from disparate sources and put the information into a format that is conducive to making business decisions.  The EMS Data Warehouse must include but not be limited to the following:  Data Warehouse, Operational Data Stores, Data Marts, Development Database and Extract, Transform, and Load (ETL).  

Vendor Requirements
The vendor shall:
	ID
	Requirement

	60000
	Establish and maintain the development and maintenance approach for Data Warehouse configuration, technical architecture and application architecture

	60005
	Establish and maintain the Enterprise Data Store to act as a central repository which supplies atomic (detail level) integrated information to the whole organization

	60010
	Establish and maintain Operational Data Stores 

	60015
	Establish and maintain any Data Mart(s) to act as a summarized subset of the enterprise's data specific to a functional area or department, geographical region, or time period

	60020
	Establish and maintain a development database for ad hoc and joint development purposes and ensure the database allows users to store results , data information, queries, and procedures

	60025
	Develop a scalable architecture to serve as the Data Warehouse’s technical and application foundation

	60030
	Identify, establish and maintain the hardware/software/middleware components and maintenance plan for the Data Warehouse

	60035
	Establish and maintain a Data Warehouse Help Desk 

	60040
	Establish and maintain a training plan to help users to effectively utilize the Data Warehouse

	60045
	Establish and maintain the refresh policy and procedure

	60050
	Implement the access policy, security policy and procedure

	60055
	Establish and maintain the configuration architecture, data architecture, technical architecture, application architecture and support architecture

	60060
	Establish and maintain the tool development and maintenance approach and tools to include but not be limited to the following: source data extraction and transformation, data cleansing, data load, data refresh, data access, security enforcement, version control/configuration management, backup and recovery, disaster recovery, performance monitoring, database management, platform, data modeling, and metadata management

	60065
	Establish and maintain the procedure development and maintenance approach and procedures to include but not be limited to the following:  warehouse capacity growth, data extraction, data transformation, data cleansing, data load, security, data refresh, data access, backup and recovery, disaster recovery, data archiving, configuration management, testing, transition to production, user training, help desk, and change management

	60070
	Implement and manage the Data Warehouse solution

	60075
	Maintain supported versions of software used in the data warehouse as they become available and advise FSSA of the potential benefits of the enhancements or upgrades at no additional cost to the State with no degradation to existing versions

	60080
	Establish and maintain a continuous quality improvement process for the data warehouse

	60085
	Refresh all historical claim data, recipient enrollment, provider enrollment, and other primary reference data on a scheduled basis

	60090
	Establish and maintain a notification protocol for all users to report any problem or issue that affects data accuracy or integrity immediately

	60095
	Maintain synchronization of data and information

	60100
	Manage unique logon IDs and security profiles for users authorized by the State, including other contractors, to have access to system and service operations

	60105
	Establish and maintain an authentication protocol

	60110
	Establish and maintain an extract, transform, and load (ETL) that involves: extracting data from outside sources; transforming it to fit operational needs (which can include quality levels); and loading it into the end target (database or data warehouse)

	60115
	Acquire and transform data sets from disparate sources with multiple data definitions

	60120
	Aggregate the data from disparate sources  with multiple data definitions

	60125
	Validate information submitted

	60130
	Establish, manage and maintain audit processes and audit trail for historical reference for any records such as deleted records and merged records which complies with federal laws and guidelines for audits such as annual SAS-70 audit (or its successor), HIPAA Security Rule, compliance with all State and Federal privacy and security regulations


Key Performance Measures
The following set of key performance measures applies to this process.
	ID
	Key Performance Measure
	Threshold

	60135
	Accuracy of documentation
	Accurate within ten (10) days of required change

	60140
	Accuracy with which all standards identified in RFP Section 6 are applied
	Any unapproved deviation from standards will be corrected within 10 calendar days of detection by vendor or State

	60145
	Availability of the Data Warehouse according to the maintenance schedule agreed upon by vendor and the State
	 Data Warehouse will be available at all times other than scheduled maintenance time


Information Management

This section is devoted to the Information Management requirements.  

The Information Management section addresses the areas of data governance, architecture, models, standards and handling of the information for the Medicaid enterprise. Information management will include the responsibilities and requirements presented in the following:

· Data Governance

· Data Architecture

· Data Sharing Architecture

· Conceptual Data Model

· Logical Data Model

· Data Standards

· Manage Information

Data Governance

The Data Governance process begins with the development of the processes used for making enterprise-wide decisions regarding the Medicaid enterprise information holdings to include but not be limited to the following: data governance plan, data standard adoption process, data quality strategy, data retention standards, data ownership standards, data security standards, and an arbitration protocol.  

The process ends with the implementation and management of the Data Governance Plan for the Medicaid enterprise.

Vendor Requirements
The vendor shall:

	ID
	Requirement

	60150
	Establish, implement and maintain a data governance plan, data standard adoption process, data quality strategy and data retention standards in accordance with State and Federal record retention requirements

	60155
	Establish and maintain the data ownership and data security standards

	60160
	Establish and maintain the arbitration protocol


Data Architecture

The Data Architecture begins with the development of the standard data-management procedures for the State’s data models to include but not be limited to the following: data architecture development and maintenance, data dictionary development and maintenance, data model development and maintenance, and business rule development and maintenance. 

The process ends with the implementation and management of the Data Architecture Plan for the Medicaid enterprise.

Vendor Requirements
The vendor shall:

	ID
	Requirement

	60165
	Establish and maintain the data architecture, data dictionary, data model and business rule development and maintenance approach

	60170
	Implement and manage the data architecture plan


Data Sharing Architecture

The Data Sharing Architecture begins with the development of the technology considerations for the Medicaid enterprise to participate in information-sharing communities including the definition and adoption of standard data definitions and data-sharing schemas. This will include a centralized dictionary, directory, and environmental standards (e.g., data, applications, and infrastructure), the conceptual and logical mechanisms used for data sharing (i.e., data hubs, repositories, and registries), data semantics, data harmonization strategies, shared-data ownership, security and privacy implications of shared data, service interface standards, and the quality of shared data.

The process ends with the implementation and management of the Data Sharing Architecture for the Medicaid enterprise.

Vendor Requirements
The vendor shall:

	ID
	Requirement

	60175
	Establish, implement, manage and maintain the data-sharing architecture, definitions, schemas, dictionary, directory and environmental standards to include but not be limited to data, applications, and infrastructure

	60180
	Establish and maintain the conceptual and logical mechanisms used for data sharing to include but not be limited to data hubs, repositories, and registries

	60185
	Establish and maintain the data sharing data semantics, harmonization strategies and ownership policy and procedure

	60190
	Establish and maintain the  data sharing security and privacy policy and procedure and quality standards

	60195
	Establish and maintain data exchange requirements, the service interface standards and service interfaces

	60200
	Exchange information with systems that comprise the Indiana Medicaid Enterprise

	60205
	Exchange and maintain data with Federal entities to include but not be limited to CMS, external sources such as health plans and with other public information sources to include but not be limited to Indiana State Department of Health and Regional Health Information Organizations (RHIO)

	60210
	Implement and manage the data sharing architecture

	60215
	All outbound data exchange will meet  timeliness and accuracy standards agreed upon by vendor and State


Key Performance Measures
The following set of key performance measures applies to this process.

	ID
	Key Performance Measure
	Threshold

	60220
	Deviation from outbound data exchange timeliness and accuracy standards
	Any unapproved deviation from timeliness and accuracy standards will be corrected on a schedule based on critical nature of the deviation, as determined by the State

	60225
	Correction of inaccurate data 
	Any detected inaccuracies will be corrected on a schedule based on critical nature of the deviation as determined by the State


Conceptual Data Model

The Conceptual Data Model provides a mechanism to bridge the gap between Medicaid subject matter experts and IT architects and designers. The model depicts the major business information objects (subjects/entities) in their relationships to each other using business terminology. The Conceptual Data Model has the following associated data: Entities, Relationships, Definitions, Domains, Related Standards, and Entity-Relationship Diagrams.

The process ends with the implementation and management of the Conceptual Data Model for the Medicaid enterprise.
Vendor Requirements
The vendor shall:
	ID
	Requirement

	60230
	Establish, implement, manage and maintain the conceptual data model, standards, entities, relationships, definitions, domains and entity-relationship diagrams

	60235
	Implement and manage the conceptual data model


Logical Data Model

The Logical Data Model provides policy and procedure for the establishment and maintenance of the following: physical data model, the business model, and the reengineering of business processes. The Logical Data Model must have the following associated data: Entities, Relationships, Definitions, Domains, Related Standards, and Entity-Relationship Diagrams.

The process ends with the implementation and management of the Logical Data Model for the Medicaid enterprise.
Vendor Requirements
The vendor shall:

	ID
	Requirement

	60240
	Establish, implement, manage and maintain the logical and physical data model, standards, entities, relationships, definitions, domains and entity-relationship diagrams

	60245
	Establish and maintain the business model standards

	60250
	Implement and manage the logical and physical data model


Data Standards

The Data Standards provides a syntactic and semantic understanding of the Medicaid Enterprise’s data and information. The Data Standards must include: metadata management, structure data standards (specify how data should be formatted or structured) and vocabulary data standards (specify what the meaning of the data is).  The structure data standards and vocabulary data standards must include the following: Title, Category, Objective, Source, Type, Version, Status, Applicability, References, relationships to other standards, and Key Terms.  

The process ends with the implementation and management of the Data Standards for the Medicaid enterprise.
Vendor Requirements
The vendor shall:

	ID
	Requirement

	60255
	Establish, implement, manage and maintain the metadata development and maintenance approach, metadata and standards

	60260
	Establish, implement, manage and maintain the data standard development and maintenance approach, data and standards

	60265
	Establish, implement, manage and maintain the structure data standard development and maintenance approach, structure data and standards

	60270
	Establish, implement, manage and maintain the vocabulary data standard development and maintenance approach and standards

	60275
	Publish the metadata standards, data standards, structure data standards, and vocabulary standards


Manage Information

This section discusses the management of Medicaid information, including but not limited to member, provider, payment and program data and information.  

 Manage Member Information 

Managing member information encompasses managing all aspects of the Member data, which is the source of comprehensive information about applicants and members, and their interactions with the Medicaid enterprise. Member information includes but is not limited to the following: member demographic, financial, socio-economic, and health status information.  

Manage Provider Information 

Managing provider information addresses managing all operational aspects of the Provider data store, which is the source of comprehensive information about prospective and contracted providers, and their interactions with the Medicaid Enterprise.  The Provider data store will encompass provider demographic, business, credentialing, enumeration, performance profiles; payment processing, tax information, and all other provider data and information.  

Manage Payment Information 

Managing payment information includes managing all the operational aspects of the Payment Information data store, which is the source of comprehensive information about payments made to and by the state Medicaid enterprise for healthcare services.

Manage Program Information 

Managing program information addresses managing all the operational aspects of the Program Information data store, which is the source of comprehensive program information that is used by all Business Areas and authorized external users for analysis, reporting, and decision support capabilities required by the enterprise for administration, policy development, and management functions. Program information will include all data and information required by the State, Federal stakeholders, business areas, and any other applicable stakeholder.

Vendor Requirements
The vendor shall:

	ID
	Requirement

	60280
	Establish and maintain the data and information development and maintenance approach

	60285
	Develop, implement, establish, manage and maintain the data and information standards

	60290
	Capture data and information from multiple sources as specified by State, Federal, and Business areas

	60295
	Validate that the data and information is received from an authorized entity as specified by State, Federal, and Business areas

	60300
	Validate the data and information and determine if data and information validation is successful as specified by State, Federal, and Business areas

	60305
	Apply data and information hierarchy prioritization process in accordance with the State, Federal, and Business specifications

	60310
	Accept the data and information into the system in accordance with the State, Federal, and Business specifications

	60315
	Notify impacted processes and other stakeholders of the acceptance of the data and information

	60320
	Associate and maintain data and information in accordance with the State, Federal, and Business specifications

	60325
	Establish and maintain an audit trail for data and information in accordance with State, Federal, and Business area specifications

	60330
	Update data and information sets with newly requested data and information in accordance with State, Federal, and Business area specifications


Key Performance Measures
The following set of key performance measures applies to this process.

	ID
	Key Performance Measure
	Threshold

	60340
	Timeliness of validation of data and information 
	100% percent timely according to standard agreed upon by vendor and the State


Decision Support System and Reporting Requirements

This section is devoted to the Decision Support System (DSS) requirements.  The DSS will support business and organizational decision-making activities. This will be a system that will help decision makers compile useful information from a combination of raw data, documents, personal knowledge, or business models to identify and solve problems and make decisions.  The DSS section is comprised of following sections:

· Data Analytics

· Data Visualization

· Management Reporting

· Federal and State Reporting

Decision Support System User Interface

The Decision Support System must include front end and query tools and interfaces.  

The front-end tools of the DW/DSS must support multiple levels of users which range from executive users to developers.  The tools supplied must provide abilities to perform query and analysis, report writing, and tools for data access and modeling. State authorized software developers must have access to all toolsets. The Decision Support System must include appropriate privacy and security features to allow for the sharing of data among State agencies. This would also include the support of de-identified data logic so that members receiving services from multiple agencies can be “linked” without violating any HIPAA or Federal statutes.

The query interface toolset must include a user-friendly graphical query language tool to construct database queries that accommodate varying levels of user skills (from the basic, occasional user to the power user).  There must be an on-line library/catalog for storage and retrieval of standardized or frequently used queries, with security levels (creator, user, read-only) to eliminate inadvertent changes to the query.  It must also be flexible and easy to use, have on-line capability for specifying query selection criteria (data element-specific for ad-hoc queries), query computation, sort, and format (report presentation) characteristics and the capability to save and view or print the criteria used in the query.
Vendor Requirements
The vendor shall:
	ID
	Requirement

	60345
	Establish and maintain the Decision Support System solution, development and maintenance approach and Help Desk

	60350
	Develop, establish, implement, manage and maintain a training plan to help users to effectively utilize the Decision Support System

	60355
	Establish and maintain application availability as defined by the State

	60360
	Establish and maintain  the user interface(s) for the Decision Support System that allows users to develop reporting that can support multiple levels of users utilizing a structured query language

	60365
	Establish and maintain the tool development and maintenance approach, Decision Support System tools

	60370
	Develop, establish, implement, manage and maintain the procedure development and maintenance approach, the Decision Support System procedures and the Decision Support System solution

	60375
	Establish and maintain a notification protocol for all users to report any problem or issue that affects data accuracy or integrity immediately

	60380
	Maintain synchronization of data and information

	60385
	Manage unique logon IDs and security profiles for users authorized by the State, including other contractors, to have access to system and service operations

	60390
	Establish and maintain an authentication protocol


Key Performance Measures
The following set of key performance measures applies to this process.

	ID
	Key Performance Measure
	Threshold

	60395
	Availability of the decision support system according to maintenance schedule agreed upon by vendor and the State
	Decision Support System will be available anytime other than scheduled maintenance time

	60400
	Notify the State of any issues with the User Interface
	Within one (1) hour of detection of the issue


Data Analytics

The Decision Support System should provide a wide range of analytic capabilities that allow for quantitative and qualitative analysis of data that meet industry standards. 

Vendor Requirements
The vendor shall:

	ID
	Requirement

	60405
	Establish and maintain a methodology for the development and maintenance of the data analytic capabilities

	60410
	Establish and maintain the analytic capabilities to include but not be limited to the following:  data summarization, data comparison, forecasting, trending, and statistical analysis 

	60415
	Establish and maintain the qualitative analytic capabilities and geo mapping functionality within the analytic capabilities

	60420
	Identify needed program changes that address needs disclosed from outreach efforts

	60425
	Conduct modeling and analysis activities to manipulate and review what-if scenarios, identify impact of potential changes and analyze potential program additions, modification, or deletions for fiscal impact

	60430
	Develop, implement and manage required program monitoring and management reports per business area need,  reporting for fiscal impact statements, HEDIS and HEDIS-like reporting and other mechanisms that will track activity and effectiveness at all levels of monitoring

	60435
	Determine cost effectiveness by collecting information such as policy coverage, past usage, determining future need

	60440
	Perform “what if” impact analysis


Data Visualization

The Decision Support System should provide a range of dynamic data visualization capabilities.  These capabilities should include, but not be limited to: charts, graphs, and diagrams.  

Vendor Requirements
The vendor shall:

	ID
	Requirement

	60445
	Establish and maintain the methodology for the development and maintenance of the data visualization and presentation capabilities

	60450
	Establish and maintain data visualization to include but not be limited to the following: interactive graphical representation, dash boarding, and dynamic drill down capabilities

	60455
	Establish and maintain data presentation to include but not be limited to the following: editing capabilities, capability to interface with a variety of printers, and the ability to support a variety of formats and output options, such as Word, Excel, HTML, Access database, or GUI format

	60460
	Establish and maintain data visualization and presentation capabilities


Management Reporting

The DW/DSS/BI solution must include all reporting needed by the Medicaid enterprise. This includes the management report development methodology and production of ad hoc and regular reports.

The phase-in schedule for management reporting will be based upon the availability of data and information from the various Medicaid and other processing systems and the approved DW/DSS/BI conversion schedule.

The reporting will include but not be limited to:

· Program Reporting

· Provider Reporting

· Member Reporting

· Payment Reporting

· Utilization Reporting

· Program Integrity Reporting

· Care Management Reporting

· Management Reporting 

· Business Intelligence Reporting

The requesters of this data will include but not be limited to:

· State Stakeholders

· Federal Stakeholders

· Business Areas

· Other Stakeholders, as requested

Vendor Requirements
The vendor shall:
	ID
	Requirement

	60465
	Establish and maintain the methodology for the development and maintenance of production and ad hoc reports

	60470
	Ensure that report request is documented and validate that the report delivered meets the requesters requirements for content, format, quality, and timeliness

	60475
	Establish and maintain the methodology for the storage of production reports

	60480
	Develop, implement and manage production and ad hoc reports

	60485
	Develop recommendations for ad hoc reports that should be moved into production

	60490
	Capture and maintain request for reporting and track and report on the status of each data and reporting request

	60495
	Notify the requester when report timeliness or quality standards cannot be met

	60500
	Review and revise existing measures and reports

	60505
	Compile and distribute reports using the State, Federal, or Business area defined format and distribution methodology

	60510
	Track reporting utilization and demand

	60515
	Store historic reports in accordance with State, Federal, and Business area retention schedules

	60520
	Review reporting format, criteria, coding, and distribution vehicle in order to ensure that it continues to meet State, Federal, and Business area standards

	60525
	All reports will be produced timely and accurately in accordance with standards agreed upon by the vendor and the State


Key Performance Measures
The following set of key performance measures applies to this process.

	ID
	Key Performance Measure
	Threshold

	60530
	Timeliness and accuracy  with which reports are produced
	Any unapproved deviation from timeliness and accuracy standards will be corrected on a schedule based on critical nature of the deviation as determined by the State


Federal and State Reporting

The State of Indiana requires a Federal and State Reporting solution to include but not be limited to the following:

· Federal Budget and Expenditure Reporting (CMS 21, CMS 37, CMS 64)

· Medicaid Statistical Information System (MSIS) reports

· Early and Periodic Screening, Diagnosis, and Treatment (EPSDT) reports

· Program Waiver reports

· Home and Community Based Services (HCBS) Waiver reports

· Management and Administrative Reporting Subsystems (MARS) reports

· Surveillance and Utilization Review (SUR) reports

· Payment Error Rate Measurement (PERM) reports

· Children’s Health Insurance Program (CHIP) reports

· Medicare reports

The phase-in schedule for Federal and State reporting will be based upon the availability of data and information from the various Medicaid and other processing systems and the approved DW/DSS/BI conversion schedule.

Vendor Requirements
The vendor shall:
	ID
	Requirement

	60535
	Establish and maintain the methodology for the development and maintenance of Federal and State required reports

	60540
	Maintain Federal and State required reports and data in accordance with State and Federal retention schedules

	60545
	Develop, produce, manage and maintain Federal and State required reports including EPSDT reports

	60550
	Produce the CMS-416 report in accordance with CMS requirements and including State defined criteria, such as the number of children provided child health screening services, the number of children referred for corrective treatment, the number of children receiving dental services, and the State's results in attaining goals set for the State under section 1905(r) of the Act provided according to a State's screening periodicity schedule

	60555
	Provide and submit to CMS Federally required EPSDT reporting in accordance with Federal guidelines and timelines

	60560
	Develop, maintain and submit the Federally required data sets for MSIS reports to include the following adjudicated claims: inpatient hospital, long term institutional care, prescription drugs, and other origins

	60565
	Merge into MSIS data from outside sources if required, such as capitation payment records from enrollment process, eligibility characteristic data from eligibility intake process, Medicaid services processed by non-MMIS State departments, such as mental health services, and utilization based on Managed Care encounter

	60570
	Maintain encounter data in appropriate claim file

	60575
	Follow eligibility reporting guidelines from Attachment A MSIS Tape Specifications and Data Dictionary document

	60580
	Meet MSIS reporting timelines in accordance with Federal specifications

	60585
	Provide MSIS tapes for submission in accordance with the tape delivery schedule

	60590
	Develop, produce, provide and maintain the Federally required HCBS Waiver reports

	60595
	Produce the CMS-372 and CMS-372S Annual reports on Home and Community Based Waiver Reports, for any HCBS Waivers that exist in accordance with CMS requirements

	60600
	Meet HCBS Waiver reporting timelines in accordance with Federal specifications

	60605
	Submit to CMS the HCBS Waiver reports

	60610
	Develop, produce, provide and maintain the Federally required Program Waiver reports

	60615
	Meet Program Waiver reporting timelines in accordance with Federal specifications

	60620
	Submit to CMS the Program Waiver reports

	60625
	Develop, produce, provide and maintain the Federally required Budget and Expenditure reports to include but not be limited to the CMS 21, CMS 37, CMS 64 and Incurred but not Reported (IBNR) expenditure report.

	60630
	Provide data to support the production of CMS-37 and CMS-64 quarterly estimates and expenditure reports

	60635
	Meet the Budget and Expenditure reporting timelines in accordance with Federal specifications

	60640
	Submit to CMS, only upon State request,  the Budget and Expenditure reports to include but not be limited to the CMS 21, CMS 37, CMS 64 and incurred but not Reported (IBNR) expenditure report.

	60645
	Develop, produce, provide and maintain any other Federally required reporting to include but not be limited to Payment Error Rate Measurement (PERM), Service Utilization Review (SUR), and Children’s Health Insurance Program (CHIP) Reports

	60650
	Provide data to support the production of any other Federally required reporting to include but not be limited to Payment Error Rate Measurement (PERM), Service Utilization Review (SUR), and Children’s Health Insurance Program (CHIP) Reports

	60655
	Meet the reporting timelines for other Federally required reporting in accordance with Federal specifications to include but not be limited to Payment Error Rate Measurement (PERM), Service Utilization Review (SUR), and Children’s Health Insurance Program (CHIP) Reports

	60660
	Submit to CMS, only upon State request,  any other Federally required reporting to include but not be limited to Payment Error Rate Measurement (PERM), Service Utilization Review (SUR), and Children’s Health Insurance Program (CHIP) Reports

	60690
	Develop, produce, provide and maintain the State Quarterly Utilization Reports, as defined in 42 CFR 456.654 

	60695
	Provide data to support the production the State Quarterly Utilization Reports, as defined in 42 CFR 456.654 

	60700
	Meet the reporting timelines for the State Quarterly Utilization Reports, as defined in 42 CFR 456.654 reporting in accordance with Federal specifications

	60705
	Submit to the CMS, only upon State request,  State Quarterly Utilization Reports, as defined in 42 CFR 456.654 

	60710
	Develop, produce, provide and maintain the Federally required Management and Administrative Reports in accordance with Federal requirements

	60715
	Meet Management and Administrative Reports timelines in accordance with Federal specifications

	60720
	Submit to CMS, only upon State request, the Management and Administrative Reports

	60725
	Develop, produce, provide, maintain and manage any other State required reports

	60730
	Meet the reporting timelines for other State required reporting in accordance with State specifications

	60735
	Establish, develop, maintain and distribute data and information to support DRG audits

	60750
	Establish, develop, maintain and distribute the Quarterly Dental Report as defined and directed by the State

	60755
	Establish, develop, maintain and distribute a quarterly enrolled provider file by County, by specialty, and provide copies to designated entities such as FSSA, ISDH

	60760
	All reports will be produced timely and accurately in accordance with standards agreed upon by the vendor and the State


Key Performance Measures
The following set of key performance measures applies to this process.

	ID
	Key Performance Measure
	Threshold

	60765
	Timeliness and accuracy with which reports are produced
	Any unapproved deviation from timeliness and accuracy standards will be corrected on a schedule based on critical nature of the deviation as determined by the State

	60770
	Time to notify State of issues with reports
	Within two (2) business days of detection

	60775
	Time to respond to requests for additional information regarding the reports
	100% timely with schedule agreed upon by vendor and the State


Attachment A
Minority & Women’s Business Enterprise RFP Subcontractor Commitment Form

Attachment B
State of Indiana Family and Social Services Administration Professional Services Contract Sample

Attachment C

Indiana Economic Impact – Proposals and Contracts, required by the Indiana Department of Administration for all contractors, vendors/suppliers to the State of Indiana

Attachment D

Proposal Submission Requirements document provides instructions for correctly submitting a proposal 

Attachment E

Requirements – Key Performance Measures Traceability Matrix provides a cross-reference to the RFP of all vendor requirements and Key Performance Measures 

Attachment F

Glossary of terms associated with language from the RFP

Attachment G

Question – Inquiry Submission Template provides the template for potential bidders to complete for questions or inquiries regarding the RFP, associated attachments or the overall process

Attachment H

Cost Schedule Worksheets to be completed by bidders for submission of cost proposals
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