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Statement of Work Requirements 

This Statement of Work (SOW) presents the requirements and tasks required of the Indiana Eligibility Determination Services System (IEDSS) Vendor herein known as the IEDSS Vendor.  The IEDSS Vendor must perform all tasks, complete and deliver all work, deliverables, milestones, and/or other items, as set forth in this Statement of Work or in any attached or referenced document, in full compliance with the requirements of this RFP and this SOW.

1.0 Project Management Requirements 
1.1 Overview

The IEDSS Vendor must provide all necessary Project Management services, including the planning, controlling and reporting of work, the identification, tracking, and resolution of problems, risks and issues, and overall leadership, in cooperation with State of Indiana and its designees.  It is extremely important that, in providing Project Management, the IEDSS Vendor maintain a cooperative working relationship with the State of Indiana staff and its designees on an ongoing daily basis as necessary to configure, implement, maintain, and operate a system which meets the requirements of the U.S. Federal Health and Human Services (HHS) Temporary Assistance for Needy Families (TANF) and Medicaid programs, USDA Food & Nutrition Services (FNS) Supplemental Nutrition Assistance Program (SNAP) program and the State of Indiana for the following FSSA programs:
· Cash Assistance

· Temporary Assistance for Needy Families (TANF) 

· Refugee Cash Assistance (RCA)

· Healthcare Assistance

· Medicaid

· Children’s Health Insurance Program (CHIP)

· Hoosier Healthwise

· Healthy Indiana Plan (HIP)

· Presumptive Eligibility for Pregnant Women

· Supplemental Assistance Programs

· Residential Care Assistance Program (RCAP)

· Supplemental Assistance for Personal Needs payments (SAPN)

· Indiana Manpower and Comprehensive Training  (IMPACT)

· Supplemental Nutrition Assistance Program  (SNAP)
Additional information for these programs is included in Attachment O - IN EDSS Procurement Library Files in the IEDSS Programs in Scope document located in the Business General folder. 
This IEDSS Project will be guided by industry best practices and therefore the State expects that all IEDSS Vendor project management processes are consistent with the following:

1) Project Management Institute’s (PMI) Program Management guidelines as published in the Project Management Body of Knowledge (PMBOK© Guide 4th Edition), as much as practicable
2) CMS System Lifecycle Framework guidelines for project management deliverable which can be found at http://www.cms.gov/ILCPhases/01_Overview.asp. 

3) Indiana Office of Technology (IOT) Project Review Policy found at http://www.in.gov/iot/2531.htm
4) Indiana Office of Technology (IOT) policies, procedures and standards found at: http://www.in.gov/iot/2394.htm. 
5) Compliance with the IOT Assistive Technology Policy (Section 508)  must be compatible with the principles and goals contained in the Electronic and Information Technology Accessibility Standards adopted by the Architectural and Transportation Barriers Compliance Board under Section 508 of the federal Rehabilitation Act of 1973 (29 U.S.C. 794d), as amended (“Section 508”) (http://www.in.gov/iot/files/AssistiveTechnologyStandards.pdf)

6) Compliance with the IOT Information Security Framework  found at:  http://www.in.gov/iot/files/Information_Security_Framework.pdf
The IEDSS Vendor must provide project management control and reporting tools as necessary to efficiently and effectively produce the project management work products and deliverables identified in the remainder of this Attachment.  The tools must be approved by the State and be in compliance with State standards for allowable hardware and software.
1.2 Project Management Approach
The IEDSS Vendor must provide an overall approach for managing the Project, including but not limited to: initiating, planning, executing, monitoring and controlling and the closing phases of the project. The approach must be based on the IEDSS Vendor’s formal project management methodology modified to meet the specific needs of this Project.  The approach should cover the areas discussed in sections 1.2.1 – 1.2.9 below. 
1.2.1 Communication Management
Communication Management describes communication vehicles of a project, identifying and managing stakeholder expectations, communication planning, performance reporting, and information distribution.  The IEDSS Vendor’s approach to communication must be open, accurate, direct, and promote coordination and cooperation with the State and its designees.
A key component of communications for the project is Status Reporting.  At a minimum, the IEDSS Vendor must participate in regularly scheduled meetings and produce the specified documentation outlined below.

7) Weekly Status Meetings - The IEDSS Vendor must conduct a status meeting every week with State Project Manager, or his designee, and other members of the project team. These meetings must follow a standard pre‐set agenda jointly prepared by the IEDSS Vendor Project Manager and the State’s Project Manager or their designee. Written meeting minutes must be produced, in a format agreed to with the State or its designee, within three (3) business days of the meeting. All meeting records and relative documentation must be stored in electronic format within the project’s approved SharePoint site, to include an index of meeting records. The repository must be accessible by both the IEDSS Vendor and State or its designee staff at any time.

8) Weekly Status Reports - The IEDSS Vendor must provide brief written status reports no less than 24 hours prior to the Weekly Status Meeting.  The Weekly Status Report must be produced in a format agreed to with the State or its designee and will describe: (1) the previous weeks’ activities, including problems encountered and their disposition, results of tests, what was accomplished as expected and on time, what was not accomplished as expected and on time, recommendations for meeting missed deadlines; (2) plans for the coming week; (3) tasks behind schedule, i.e., tasks at risk of not being completed by their deadline, and what the IEDSS Vendor is doing to mitigate the risks; and (4) any action items or problems that have arisen that need to be addressed immediately.

9) Monthly Status Reports - The Monthly Status Report must be produced in a format agreed to with the State or its designee and will describe: (1) overall project status including if the project is on schedule and within the project milestones and scope; (2) identification of all significant deviations from the project schedule, changes to milestones or scope and the causes and proposed remedies, and (3) listing of significant issues and problems encountered, both resolved and unresolved, together with alternative solutions and recommendations for resolution of outstanding issues and problems.
1.2.2 Schedule Management 
Schedule Management encompasses those activities related to accurately defining, monitoring, and controlling the time factors of the project.  The IEDSS Vendor must have in place processes for effective Schedule Management including: 

10) Activity definition

11) Sequencing and dependencies

12) Resource estimating

13) Duration estimating and assumptions
14) Schedule development

15) Schedule control and reporting

1.2.3 Resource Management 
Resource Management includes the processes that deal with planning and managing the IEDSS Vendor’s project team. The IEDSS Vendor must have processes in place to define, monitor, and control:

16) Resource loading and leveraging

17) Roles and responsibilities

18) Organizational structure and decision making authority

19) Project team orientation and training

20) Knowledge transfer and turnover

1.2.4 Scope Management 
Scope Management encompasses the processes that are responsible for verifying and controlling project scope.  The IEDSS Vendor must have an approach for establishing the project charter, defining scope, collecting requirements, and creating Work Breakdown Structures (WBS).    

1.2.5 Configuration Management 
Configuration Management encompasses the methods, processes, tools and techniques for managing software and hardware configurations. The IEDSS Vendor must have a plan for configuration identification, configuration control, configuration auditing/reporting for software, hardware, and associated documentation.

1.2.6 Issue Management 
The management of project issues through issue identification, tracking, and resolution is a key activity that must be maintained throughout the life cycle of the project.  The IEDSS Vendor must have a methodology for tracking issues through resolution and communicating resolution to project stakeholders.  The IEDSS Vendor must work cooperatively with the State to agree upon the process and tools for documenting and maintaining Issue information that will provide, at a minimum, the following: 

21) Description of the issue

22) Priority of the issue
23) Dependencies and plans for resolution
24) Staff responsibility assignments
25) Impacts, if appropriate
26) Targeted and actual resolution dates
27) Resolution action
28) Escalation activities, if appropriate

Reports generated by the agreed upon issue-tracking tool will become a part of the Weekly Status Report.
1.2.7 Risk Management
The IEDSS Vendor must have a proactive risk management methodology and processes in place for: 

29) Planning for risk management

30) Identifying risks

31) Documenting and tracking risks

32) Performing qualitative and quantitative risk analysis

33) Planning risk responses

34) Monitoring and reporting on risks

The IEDSS Vendor must work cooperatively with the State to agree upon the process and tools used for documenting and maintaining Risk information.

1.2.8 Quality Management 
Quality Management describes the processes used to assure that the project meets its quality requirements and obligations.  The IEDSS Vendor must ensure that they have an ongoing quality management process documented in their plans and that this process is designed to fully integrate with the efforts of the State.  This will take the form of information sharing, regular meetings to review quality data feedback, and establishment of common continual improvement goals and objectives.

1.2.9 Cost Allocation Management
Cost Allocation Management describes the processes used to plan, track and manage the required federal cost allocation model in support of the design, development and implementation of the IEDSS solution throughout the duration of the project.
1.2.10  Scope Change Management 

The purpose of this Scope Change Management process is to ensure that standardized methods and procedures are used for efficient and prompt handling of all changes to the systems, services and IT infrastructure, in order to minimize the number and impact of any related incidents upon service.  Change can be initiated or triggered by:

1) The State or Federal government through policy or rule changes

2) IEDSS System Vendor or State to reduce time, reduce cost or improve quality 

3) Other entities or external drivers

The IEDSS System Vendor must participate fully in the change management process and ensure that they analyze and understand the impact of all changes regardless of the originating party.

IEDSS System Vendor requests for change to approved deliverables, software, processing, procedures, manuals, forms, reports and other approved project artifacts will follow the change management process described below. 

1.3 Deliverable Development, Review and Approval

One of the primary responsibilities of the IEDSS Vendor is the development, production, delivery, installation, successful implementation (as appropriate), and maintenance of project deliverables.  The State expects that the IEDSS Vendor will be prepared to make available for review individual components of the deliverables, in draft form, as they are prepared.  The State expects that the IEDSS Vendor will collaborate with assigned State staff during the development of deliverables. The goal is to reduce expectation gaps related to the content of the deliverable and, therefore, expedite the approval process.  

The IEDSS Vendor will be responsible for maintaining deliverables and documentation throughout the duration of the project.  The IEDSS Vendor will update and deliver revised documentation from previous tasks at the completion of a subsequent task or subtask that impacts the accuracy of previously delivered documentation.

1.3.1 Deliverable Standards

The IEDSS Vendor must develop deliverable standards for all deliverables and submit these standards to the State for approval.  Once approved, the IEDSS Vendor will assure that all project deliverables adhere to these deliverable standards.

For each required deliverable, or group of related deliverables such as the collective Design Phase deliverables, the IEDSS Vendor must develop a Deliverable Expectation Document (DED) in advance of the scheduled start of any task or subtask that will produce the deliverable.  The DED will include the following:

1) Deliverable outline

2) Sample deliverable format

3) Methodology, as appropriate

4) General description information that will be contained in the deliverable  

The State will discuss specific expectations and acceptance criteria for the DED with the IEDSS Vendor in advance of the DED due date.  The State will work with the IEDSS Vendor to approve each DED.  Mutual agreement on the DED sets the expectation levels of the IEDSS Vendor and the State.  The schedule for these tasks will be delineated in the IEDSS Vendor’s Project Work Schedule.
1.3.2 Formal Transmittal of Deliverables

As appropriate, the IEDSS Vendor will test each deliverable to confirm that it meets all Contract requirements before it is submitted as complete.  By submitting the deliverable, the IEDSS Vendor is certifying that it meets all Contract requirements.  The IEDSS Vendor must submit electronic copies of all deliverables, including non-written deliverables (such as source code, software and network configurations, etc.) for each task or subtask.  Each deliverable submitted to the State for review and approval must have a formal transmittal letter from the IEDSS Vendor’s Project Manager.  

The IEDSS Vendor’s Project Manager must be responsible for appropriate quality control of its deliverables.  All deliverables will be provided in complete form and will meet all Contract requirements no later than the dates indicated in the approved Project Work Schedule.  It is of critical importance that the IEDSS Vendor meets deadlines to provide high quality deliverables.

1.3.3 Approval of Deliverables

The IEDSS Vendor must submit each deliverable to the State for review, comment, and approval.  The State’s review period will vary with the type, complexity and volume of the deliverable.  The IEDSS Vendor must include adequate estimates for State review, comment, and any IEDSS Vendor re-work time in the Project Work Schedule submitted with the proposal.  

1.3.4 Rejection of Deliverables

In the event the State finds a deliverable to be unsatisfactory, the State will notify the IEDSS Vendor of the reason(s) for deliverable rejection in writing.   The State will meet and confer with the IEDSS Vendor to provide clarifications as requested or needed.  The IEDSS Vendor must then correct and resubmit the deliverable within agreed timeframes that will vary with the type, complexity, and volume of the deliverable.  Rejection of a deliverable by the State does not allow for delays in delivering subsequent deliverables, unless approved by the State.
1.4 Document Standards

The State maintains a standard suite of software and designated versions.  Such software includes, but is not limited to the Microsoft family of products (Word, PowerPoint, Excel, Access, Visio, Project, SharePoint) and Adobe Acrobat.  The State expects the IEDSS Vendor to ensure uniformity with its software standards.  Software versions will be available prior to the project start date.
The State will establish an IEDSS electronic project library using Microsoft SharePoint that will be used by the entire project team.  All deliverables and documents related to this project must be managed in this electronic library.  

This project library will be the documentation repository and must serve as the primary access point for completed tangible results for each task.  All deliverables and documents related to this project must be managed in this electronic library, including administrative information regarding budget, schedule, and project progress, as well as any other correspondence, reports, or project-related information.  Documents must be accessible immediately.  The IEDSS Vendor will work with the State to ensure that the documentation repository is logically organized.  

1.5 Project Management Responsibilities
The responsibilities listed below apply throughout the life of the project.  Additional responsibilities may be presented as they apply to a specific task or subject area in the remainder of this Attachment.  

	State and/or its Designee Responsibility

	Oversee the IEDSS Project Management Plan (PMP) and the corresponding subsidiary plans developed to address the knowledge areas: Communication, Schedule, Resources, Scope, Configuration, Issues, Risk, Quality and Financial. 

	Monitor IEDSS Vendor progress to see if it is proceeding as specified in the Project Management Plan (PMP) in accordance with the Project Schedule

	Monitor IEDSS Vendor performance

	Define the goals and objectives of the Indiana Eligibility Determination Services System

	Communicate the goals and objectives of the Indiana Eligibility Determination Services System to all stakeholders

	Facilitate major program and policy related decisions

	Facilitate scope related decisions 

	Facilitate issue resolution

	Manage project budget and related budget reporting including, but not limited to, IEDSS Vendor contract budget

	Report project status to all oversight entities including, but not limited to, State and Federal oversight entities 

	Review the Draft deliverables and Final deliverables

	Comment on the Draft deliverables and Final deliverables

	Approve the  Draft deliverables and Final deliverables

	Ensure timely review and approval of all deliverables

	Provide access to State Management and Subject Matter Expertise for the approval of the deliverables required to meet the goals and objectives


Table 1.1 – State Responsibilities 

	IEDSS Vendor Responsibilities

	Provide full access to work products at all stages of system development and maintenance to IV&V Vendor or any other oversight vendor designated by the State 

	Provide full cooperation to IV&V vendor or any other oversight vendor designated by the State 

	Coordinate involvement of all parties needed at every stage of system development and maintenance

	Prepare deliverables for State review and comment in accordance with the Project Management Plan and Project Schedule

	Submit deliverables for State review and comment in accordance with the Project Management Plan and Project Schedule

	Revise deliverables based on State comments in accordance with the Project Management Plan and Project Schedule

	Maintain deliverables in accordance with the Project Management Plan and Project Schedule

	Manage all project management processes using a continuous improvement approach and submit improvements to the State for review and approval

	Comply with all laws, policies, procedures, and standards dictated by the State and Federal stakeholders in meeting the goals and objectives of the Indiana Eligibility Determination Services System


Table 1.2 – Project Management Responsibilities 
2.0 System Development Life Cycle (SDLC) Requirements 

2.1 General

The System Development Life Cycle (SDLC) is designed to create high quality system(s) that:

1) Meet or exceed customer expectations 

2) Reach completion within time and cost estimates

3) Work effectively and efficiently in the current and planned Information Technology (IT) infrastructure

4) Are easy to maintain and cost-efficient to enhance

The SDLC phases serve as a programmatic guide to project activity and provide a flexible but consistent way to conduct projects to a depth matching the scope of the project.  The State has committed to modeling the SDLC based upon the Centers for Medicare & Medicaid Services (CMS) Integrated IT Investment and System Life Cycle Framework (ILC) as described and detailed on the CMS website: www.cms.hhs.gov/SystemLifecycleFramework .  As such, the Design, Development and Implementation (DDI) tasks have been organized into the following major stages which correlate to the ILC phases. 

[image: image1.wmf]
Figure 2.1 - SDLC Phases

The State anticipates that the development of the Indiana Eligibility Determination Services System (IEDSS) will require coordination and integration with existing systems and contractors.  For this reason, the State requires adherence to this prescribed System Development Life Cycle.  At the State’s discretion, the SDLC may be modified to ensure the development process is as effective and efficient as possible while still meeting the stated project goals and objectives. The IEDSS Vendor is encouraged to present an innovative development approach that provides an iterative approach within the context of the SDLC phases and deliverables described herein.  

The remainder of this section presents each of the SDLC phase objectives, key deliverables, a description of tasks, and a summary of roles and responsibilities for effective management.

2.2 Project Initiation Phase

The Project Initiation Phase establishes the basic project structure, evaluates the risks associated with the project, and describes appropriate management and technical approaches. The inputs to the Project Initiation Phase are the Indiana IEDSS Goals and Objectives and the SDLC Model proposed by the IEDSS Vendor and approved by the State and/or its designee.  The following diagram depicts the inputs and outputs of the Project Initiation Phase:
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Figure 2.2 Project Initiation Phase Diagram

2.2.1 Project Initiation Tasks 
The activities related to Project Initiation are described below.

2.2.1.1 Establish a Project Management Plan (PMP)

The IEDSS Project Management Plan (PMP) documents the actions necessary to define, prepare, integrate, and coordinate all subsidiary plans.  It defines how the project will be executed, monitored, controlled and closed.  The IEDSS Vendor must develop a PMP and the corresponding subsidiary plans within the first month of the project.  Subsidiary plans must be integrated into the IEDSS PMP and are described in Sections 2.2.1.1.1 – 2.2.1.1.9 of this document.  All Project Management Plan documents should also address Project Management Requirements from Section 1.0, Project Management Requirements, of this document.
2.2.1.1.1 Communication Management Plan

The Communication Management Plan is a subsidiary plan that documents and guides the approach to project communication throughout the project life cycle.  It must address:

1) Project status reporting

2) Inter-project communication among the IEDSS Vendor and state project staff identified in the project organization chart

3) Communication with other State staff members in FSSA, IOT and other applicable State and Federal agencies and elected State Legislative and Executive contacts, as directed by FSSA

4) Focused and timed communication to external stakeholders as appropriate

2.2.1.1.1.1 Project Status Reporting

Project status reporting must occur continuously and on a regular basis.  In addition, the IEDSS Vendor must provide formal written and oral reporting on the project status.  The formats for the reports are left to the Vendor’s discretion, but must be approved by the State.  Regular status reports must be provided as follows:

1) Weekly – report weekly progress compared against the project objectives for the reporting period, to include:

a) Gantt chart showing work completed and any other status information specifically requested
b) Statement of progress made during the period covered and, as applicable, the impact of delays encountered and schedules not met
c) Statement of Work accomplished, estimated time to completion per the final Project Schedule, and variance of planned against actual accomplishments
d) Status of each task and subtask in process but not yet completed, including the percentage completed
e) If applicable, a list of final form deliverables submitted for management review
f) If applicable, a list of deliverables scheduled for completion but not yet submitted in final form for management review, cause of failure, if any, to meet the schedule, and detailed plans identifying remaining tasks
g) List of issues and problems encountered, both resolved and unresolved, together with alternative solutions and recommendations for resolution of outstanding issues and problems 

h) Updates to the Project Schedule, as applicable

2) Monthly – report monthly progress compared against the project objectives for the reporting period, to include:
i) Overall project status including if the project is on schedule and within the project milestones and scope
j) Identification of all significant deviations from the project schedule, changes to milestones or scope and the causes and proposed remedies 

k) Listing of significant issues and problems encountered, both resolved and unresolved, together with alternative solutions and recommendations for resolution of outstanding issues and problems 

Project status will also be discussed at regularly scheduled project status meetings.  The IEDSS Vendor must participate in these status meetings.  In addition, the IEDSS Vendor must be prepared to participate in periodic presentations to State staff, Project Steering Committee, and other designated State and Federal stakeholders, as well as any Federal representatives.

2.2.1.1.2 Schedule Management Plan

The Schedule Management Plan is a subsidiary plan that establishes criteria and the activities for developing and controlling the Project Work Schedule.  It documents the IEDSS Vendor’s scheduling methodology, scheduling tool, and scheduling techniques.

2.2.1.1.3 Resource Management Plan

The Resource Management Plan is a subsidiary plan that identifies and documents project roles, responsibilities, required skills, reporting relationships and defines the design of the Project Resource Staffing plan that must be included as an attachment to the Resource Management Plan.
2.2.1.1.3.1 Project Resource Staffing Plan
The Project Resource Staffing Plan must address the IEDSS Vendor’s resource plans during all phases of implementation as well as the resource plans to support maintenance and operations to include:

1) Number, type and categories of staff proposed

2) Staff qualifications

3) Staff work location

4) Ongoing training requirements

5) Plan for new or reassigned staff to include:

l) Recruitment

m) Transition

n) Training

The State reserves the right to reduce the staffing plan and replace categories of staff or certain individuals with State staff or other contracted staff.  For example, the State may elect to contract out all training and replace Vendor training staff with State staff or State contracted training staff.  In such cases, the IEDSS Vendor will continue to provide office space and equipment for the job function as specified in Section 7, Facilities.
The IEDSS Vendor must be responsible for identifying and correcting performance issues for its entire staff (i.e., employees and subcontractors).  In the event of key staff performance concerns by the IEDSS Vendor, the IEDSS Vendor must notify the IEDSS State Project Manager as soon as reasonably possible to discuss and jointly determine the approach for resolving this issue.  Should the State discover performance problems with any IEDSS Vendor staff, the IEDSS State Project Manager will notify the IEDSS Vendor Project Manager as soon as is reasonably possible so that the IEDSS Vendor can begin resolution. The IEDSS Vendor must immediately remove any IEDSS Vendor staff from the IEDSS Project upon the request of the IEDSS State Project Manager.

The staff working off-site must not exceed fifteen (15) percent (%) of total vendor staff at any point in time without the prior acceptance of the IEDSS State Project Manager.

The IEDSS Vendor must conduct a background check on all IEDSS Vendor staff that will be used for the services resulting from this Agreement before the IEDSS Vendor staff begin working on the IEDSS Project.  The IEDSS Vendor must provide the Vendor's background check policies and procedures to the IEDSS State Project Manager for acceptance.

2.2.1.1.3.2 Key Staff & Non-Key Staff Positions 

The term “Key Staff”, for purposes of this RFP, means vendor personnel deemed by the State as being both instrumental and essential to the vendor’s satisfactory performance of all requirements contained in this RFP.  All “key staff” positions are to be full-time, dedicated solely to the Indiana Eligibility Determination Services System project and have their primary workplace location within the approved IEDSS project location.
Each project staff position listed below is defined as either a Key Staff position or a Non-Key Staff position.  A description of the responsibilities, duties, and minimum experience required of the Key Staff positions and the Non-Key-Staff Developer, System Analyst and Tester is included in Attachment P – Staff Qualifications of this RFP.  

Key Staff

1) Project Executive

2) Project Manager

3) Deputy Project Manager

4) Project Management Office Manager

5) Application Maintenance Manager

6) Operations Manager

7) Technical Manager

8) System Test Manager

9) Quality Assurance Manager

10) Security Officer

11) Lead Database Administrator

12) Organizational Change Management (OCM) Manager 

13) Training Manager

14) Implementation Manager

15) Conversion Manager

Non-Key Staff

16) Technical Leads

17) Programmers/Developers**
18) Database Analyst
19) System Engineer/Architect

20) OCM Analyst

21) Production Control Specialist

22) Test Analyst**
23) System Analyst**
24) Trainer

**Indicates Non-Key Staff Positions with specific qualifications in Attachment P Staff Qualifications
The IEDSS Vendor must inform the State’s Project Manager of key staff not being available at least three (3) weeks prior to any planned outages (e.g., vacation) or immediately upon learning of any unplanned outages (e.g., sick leave).  The IEDSS Vendor’s key staff must be dedicated to the IEDSS project.
For any expected key staff changes by the IEDSS Vendor, the IEDSS Vendor must provide a thirty (30) calendar day notice to the IEDSS Project Manager regarding the change and plans for transition.

For any unexpected key staff changes by the IEDSS Vendor, the IEDSS Vendor must provide the IEDSS State Project Manager a written notification within three (3) work days of knowledge and staff action.  Within seven (7) days of providing the written notice the IEDSS Vendor must provide the IEDSS State Project Manager with plans for transition.  For all proposed key staff changes, the IEDSS Vendor must provide resumes to the IEDSS State Project Manager for review and selection. If requested by the IEDSS State Project Manager, the IEDSS Vendor must coordinate in person interviews of any proposed key staff replacement candidates.
2.2.1.1.4 Scope Management Plan

The Scope Management Plan is a subsidiary plan that provides guidance on how project scope will be defined, documented, verified, managed, and controlled.   
A major component of the Scope Management Plan is the Requirements Management.  A key component of Requirements Management is the Requirements Traceability Matrix. The IEDSS Vendor must maintain a Requirements Traceability Matrix that addresses:

1) Assumption definition, tracking, and traceability

2) Business requirement definition, tracking, traceability, and test verification

3) Technical and functional requirement definition, tracking, traceability, and test verification

4) Tracing and analysis of deliverables to requirements

This Requirements Traceability Matrix must be loaded and maintained by the IEDSS Vendor and updated throughout the System Development Life Cycle using Rational RequisitePro. The Requirements Traceability Matrix maintains linkage from the source of each requirement through its decomposition, to implementation and verification.  It is produced, maintained, and updated throughout the System Development Life Cycle.
2.2.1.1.5 Configuration Management Plan

The Configuration Management Plan is a subsidiary plan that defines the processes the IEDSS Vendor will use to identify and control the configuration of items, and the groups and people involved in monitoring and controlling changes.  The Configuration Management Plan defines the project’s structure and methods for:

1) Identifying, defining, and baselining configuration items 

2) Controlling modifications and releases of configuration items

3) Reporting and recording status of configuration items and any requested modifications

4) Ensuring completeness, consistency, and correctness of configuration items 

5) Controlling storage, handling, and delivery of the configuration items
2.2.1.1.6 Issue Management Plan

The Issue Management Plan is a subsidiary plan that describes how issue management will be structured and performed on the project.    

At the initiation of the IEDSS Project, the IEDSS Vendor must develop and implement an Issue Management Plan that will include:

1) Process and timing for issue identification

2) Process and timing for tracking and monitoring issues 

The IEDSS Vendor must utilize the Microsoft SharePoint site to be provided by the State to identify and track all project issues.  Issue management reports must be provided as part of the Weekly Status Report.

2.2.1.1.7 Risk Management Plan

The Risk Management Plan is a subsidiary plan that describes how risk management will be structured and performed on the project.  The Risk Management Plan is a key tool in identifying, managing, monitoring and controlling risk.  At the initiation of the IEDSS Project, the IEDSS Vendor must develop and implement a Risk Management Plan that will include:

1) Process and timing for risk identification

2) Process for tracking and monitoring risks 

3) Tools and techniques that will be used in risk identification and analysis

4) Methods for quantifying and qualifying risks

5) Instructions for performing risk response planning

The IEDSS Vendor must utilize the Microsoft SharePoint site to be provided by the State to identify and track all project risks.  Risk management reports must be provided as part of the Weekly Status Report.

2.2.1.1.8 Quality Management Plan

The Quality Management Plan is a subsidiary plan that describes how the IEDSS Vendor will implement their quality policy.  It addresses all aspects of achieving quality, including but not limited to specified objectives and methods for developing and ensuring quality, quality planning, quality assurance and quality control in the context of the following definitions:  
1) Quality planning involves ensuring that the proper project management principles have been applied. These principles include resource management, cost management, and project planning.  Another aspect of project quality planning involves planning for the quality of the deliverables.
2) Quality assurance occurs before a problem is identified; quality control is reactionary and occurs after a problem has been identified.

3) Quality control involves operational techniques meant to ensure quality standards. Quality control steps include problem identification, problem analysis and correction. 

Quality management also includes quality assurance tests. These tests use a system of metrics to determine whether a quality plan is proceeding in an acceptable manner. Quality assurance tests measure both project quality and customer satisfaction with product quality.

It is expected that the IEDSS Vendor’s Quality Management plan will include a schedule and description of periodic Quality Assurance reviews to occur throughout the SDLC.

2.2.1.1.9 Cost Allocation Management Plan

The Cost Allocation Management Plan is a subsidiary plan that describes how cost allocation will be planned, tracked and managed on the project.  The Cost Allocation Plan will be key in supporting the State’s utilization of the Federal enhanced funding opportunities

2.2.1.1.10  Scope Change Management Plan

The Scope Change Management Plan details the process of reviewing all change requests, and approving and managing changes to evaluate the impact to time, cost and quality.

The Scope Change Management Plan includes the following change management activities:

1) Creating change requests

2) Review, analyze and approve change requests or orders promptly

3) Update Project Control Documents

4) Communicate status to stakeholders

5) Monitor outcomes

IEDSS Vendor compensation for changes will only be considered at the State’s discretion, when the change management process is followed.  

The change management process will apply to all proposed changes and the Scope Change Management plan must clearly address the following concepts:

1) All proposals for change must be initiated through a change request

2) A Change Control Board (CCB) will be created to review and make a disposition of all Change Requests 

3) Any documentation resulting from the change  request must be binding upon agreement and signature of all associated parties

4) The State expects that the IEDSS solution will maintain continual Federal and State compliance.  For this reason, all vendor costs to put into effect changes required to maintain this compliance will be considered included in the fixed price deliverable contract price resulting from this procurement. 

5) Routine changes made in the ordinary course of the IEDSS Vendor’s provision of services within the scope of its contract that do not change performance levels or reduce the IEDSS Vendor’s capacity to attain established performance thresholds, such as changes to operating procedures, schedules, equipment configurations, must be made at no additional cost to the State.  

6) Examples of routine changes that are included in the routine maintenance of the IEDSS solution and to be performed at no additional cost to the State are: 

o) Activities necessary for the IEDSS to function in compliance with Federal and/or State law, Federal and/or State administrative rules, State policies, or the operating manuals including deficiencies found after implementation of modifications incorporated into the IEDSS.

p) Activities necessary to comply with new industry standards and operating rules associated with those standards.

q)  Activities necessary for the system to meet the performance requirements detailed in this RFP.

r)  Activities necessary to ensure that data, tables, programs, and documentation are current and that errors are found and corrected.

s) Data maintenance activities for updates to tables, including database support activities.

t) Changes to scripts or system parameters concerning the frequency, number, sorting, and media of reports.

4) Changes approved for vendor compensation are subject to the provisions of the contract.

5) All change requests are defaulted to no cost maintenance change requests until the State approves changing the status to a non maintenance change through the change control process.  Determination of such status including vendor dispute of status must not delay the implementation of the change request.

6) For changes that are non maintenance changes, and therefore will incur an additional cost, the vendor(s) must provide an initial firm fixed price estimate for the completion of requirements and design.  At the completion of requirements and design, the vendor(s) must provide a firm fixed price estimate for the completion of the change.  The estimates must include the staffing level by position and other appropriate detail supporting the estimate, as requested by the State. 

If new services are to be provided in exchange for fixed or not-to-exceed compensation, the IEDSS Vendor is solely responsible for any costs in excess of the specified compensation.

2.2.1.2 Project Work Schedule

The IEDSS Vendor must prepare and submit a Work Breakdown Structure (WBS) as a preliminary step in the preparation of a Project Work Schedule that encompasses all activities from Project Initiation through Project Closure.  The WBS must define the project’s overall objectives and describe all project tasks to a level 3.  The WBS must include: 

1) A view of the project activities (to a Level 3), activity descriptions, assigned activity durations and assigned staff 

2) Deliverables tied to project milestones 

3) A way to track the project schedule against the planned schedule

The IEDSS Vendor must develop an initial Project Work Schedule which includes a detailed listing of scheduled activities and timeframes for Project Initiation and the upcoming Requirements Validation phase, and high level estimates of effort for the remaining phases.  (These high level estimates will be revised and become more detailed as the project progresses.)  It must contain appropriate version control to establish the initial baseline and changed versions.  Subsequent work schedule updates must include the original baseline as well as the current start and finish dates and the percentage completed for the activities.  Changes to the baseline must be justified and approved by the State or its designee as part of the formal change control process.
The IEDSS Vendor must comply with the Indiana Office of Technology (IOT) common Project Reporting format and standards for the Project Work Schedule.  The IEDSS Vendor will present the proposed Project Work Schedule in Microsoft Project with logical sequencing of tasks and milestones for all project phases as determined by the IEDSS Vendor’s approach, including Gantt charts. The Project Work Schedule must be maintained throughout the life of the project and will be updated as necessary (weekly at a minimum) to reflect the accurate status of the project. The Project Work Schedule may be divided into sub-projects.  The lowest level project schedule should contain activities that are no more than two weeks in duration.

2.2.1.3 Conduct Initial Risk Assessment

The IEDSS Vendor must conduct an initial Risk Assessment within the first month of the Project.  The initial Risk Assessment must identify potential risks foreseeable to the IEDSS Vendor, rank risks in order of highest to lowest risk, and identify recommended steps to mitigate those risks.  Particular attention must be paid to assessing the risk of failing to meet the implementation deadlines imposed by State and Federal directives.
2.2.2 Project Initiation Responsibilities

The responsibilities listed below are to be established in the Project Initiation Phase.  However, they apply throughout the life of the project.  

	State and/or its Designee Responsibility

	Provide project goals and objective

	Confirm project scope

	Oversee the administration of the Project Management Plan

	Oversee the Project Work Schedule

	Initiate and monitor Corrective Action Plans (CAPs)

	Establish the electronic project library

	Communicate software and software version standards to the IEDSS Vendor

	Approve any changes to key staff after contract execution

	Identify changes to any staff member who is not performing to the State’s expectations

	Request changes to any staff member who is not performing to the State’s expectations

	Coordinate use of State staff resources


Table 2.1 – Project Initiation State Responsibilities
	IEDSS Vendor Responsibility

	Use FSSA approved tools throughout the project including but not limited to Rational Suite (i.e., Rational Req Pro, Clear Case, Clear Quest, QM, etc.), Microsoft family of products (Word, PowerPoint, Excel, Access, Visio, and Project) and Adobe Acrobat

	Develop, administer and maintain the Project Management Plan including all subsidiary plans

	Develop and maintain the Requirement Traceability Matrix to support confirmed requirements

	Prepare for requirements validation sessions with all necessary State Management, SMEs and other stakeholders

	Conduct requirements validation sessions with all necessary State Management, SMEs and other stakeholders

	Manage the time constraints of the project

	Develop, monitor, and maintain the Project Work Plan  which addresses each phase of the System Development Life Cycle (SDLC), identifying all integration points between all vendors, systems, and the State including but not limited to interfaces, inputs, and outputs that the IEDSS Vendor requires from other vendors, systems, the State, or other entities

	Maintain the Project Work Schedule through the use of MS Project

	Prepare and disseminate weekly updates to the Project Schedule

	Employ quality methods and controls

	Initiate quality improvement recommendations

	Develop quality assurance (QA) functions to monitor performance and compliance of all work within the scope of this RFP

	Assign staff to conduct the quality assurance (QA) process who are independent of those performing the work

	Provide weekly status reports as specified in this RFP

	Provide monthly status reports as specified in this RFP

	Provide support to the State in required Federal cost allocation reporting

	Maintain responsibility for all costs related to providing all the staff necessary to meet the requirements in this RFP, including but not limited to staff, staff expenses, staff overhead, staff travel, or any related staff expenses, except as specifically provided in the contract

	Recruit skilled and highly qualified staff to implement all aspects of the work

	Minimize the impact to project progress resulting from staff turnover


Table 2.2 – Project Initiation Vendor Responsibilities 

2.2.3 Project Initiation Deliverables

The deliverables of the Project Initiation Phase are:

1) Project Management Plan, including:

u) Communication Plan 

v) Schedule Management Plan 

w) Resource Management Plan

x) Scope Management Plan

y) Configuration Management Plan

z) Issue Management Plan

aa) Risk Management Plan

ab) Quality Management Plan

ac) Cost Allocation Management Plan

2) Project Work Schedule

3) Initial Risk Assessment

2.3 Requirements Validation Phase 
The purpose of the Requirements Validation Phase is to validate IEDSS requirements previously identified and included in this RFP and identify any additional requirements necessary to determine how and where the requirements are met in the IEDSS design.  The IEDSS Vendor must formally validate requirements in terms of data, system performance, security, and maintainability for the system in order to establish the system acceptance criteria used in future phases.  In the Requirements Validation Phase: 

1) All requirements must be defined to a level of detail sufficient for system design to proceed
2) All requirements need to be measurable and testable and relate to a business need
The inputs to the Requirements Validation Phase are the Business and Technical Requirements identified in Section 8 and 9 of this Attachment, respectively.  The following diagram depicts the inputs and outputs of the Requirement Validation Phase:
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Figure 2.3 - Requirements Validation Phase Diagram
2.3.1 Requirements Validation Tasks

The tasks and activities related to Requirements Validation are described below.

2.3.1.1 Conduct Requirements Validation Sessions

The IEDSS Vendor must conduct a series of Requirement Validations Sessions using industry standard techniques such as scrum-sessions, Joint Application Design (JAD) sessions and/or facilitated interviews.  The proposed process must take into consideration the stakeholder involvement and effort to-date in previous requirements gathering activities and must address the “requirement fatigue” that the organization might be experiencing.  

The output of the requirements validation sessions must be:

1) Business Process Models, incorporating Use Cases and Business Rules to align with the MITA Maturity Model.
2) Updated Requirements Traceability Matrix that documents the discussion related to each requirement and the decisions made.  The Requirements Traceability Matrix maintains the linkage from the source of each requirement, through its decomposition, to implementation and verification. This traceability is required to ensure that all requirements are addressed, and that only what is required is developed. A Requirements Traceability Matrix is also useful when conducting impact assessments of requirements, design or other configured item changes

3) A fit/gap analysis between the requirements and the proposed solution to identify gaps and strategies for addressing gaps

4) Technical Architecture Diagram

2.3.2 Requirements Validation Responsibilities

The responsibilities listed below are specific to the Requirements Validation phase.  However, they apply throughout the SDLC phases.  

	State and/or its Designee Responsibility

	Oversee the vendor activities to successful completion of the Requirements Validation phase

	Oversee the production of all Requirements Validation deliverables, documents, and other work products 

	Oversee the maintenance of all SDLC deliverables, documents, and other work products 

	Participate in requirements validation sessions

	Coordinate State staff resource participation

	Coordinate acceptance and approval memorandum


Table 2.3 – Requirements Validation State Responsibilities
	IEDSS Vendor Responsibility

	Meet all responsibilities to ensure successful completion of the Requirements Validation phase

	Acquire State's approval of the Requirements Validation phase before proceeding to the next phase

	Evaluate the activities of this phase to provide recommendation to the State to proceed to the next SDLC phase

	Establish procedures for developing and maintaining the Requirements Traceability Matrix

	Maintain the Requirements Traceability Matrix throughout the duration of the project

	Provide facilitators and scribes for all requirements validation sessions 

	Analyze requirements to provide the best approach to meet the project objectives 

	Support of the State in development of Concept of Operations documentation as described in Enhanced Funding Requirements: Seven Conditions and Standards 4 Version 1.0 dated April 2011. The Concept of Operations template document to be utilized by the State is included in Attachment O – IN ES Procurement Library. 


Table 2.4 – Requirements Validation Vendor Responsibilities 

2.3.3 Requirements Validation Deliverables

The deliverables of the Requirement Validation Phase are:

1) Business Process Models

2) Requirements Traceability Matrix

3) Technical Architecture 

2.4 Design Phase 

The Design Phase involves the development of the system design for the IEDSS.  The inputs to the Design Phase are the Technical Architecture and the Business Model and Requirements coming out of the Requirements Validation phase.  The following diagram depicts the inputs and outputs of the Design Phase:
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Figure 2.4 - Design Phase Diagram
Design documents resulting from this phase must describe the software in sufficient detail that programmers are able to develop the software with minimal additional input. The design documents must reflect all system functions (inputs, processes, and outputs) and must address the following:

1) Include a sufficient level of detail to provide assurance that all functional, technical, and performance requirements of the System will be met or exceeded
2) Reflect decomposition of all System functions

3) Be organized and presented in a concise and consistent manner that can be clearly understood by State staff responsible for review and subsequent approval

4) Provide a mechanism to ensure detailed consideration for end user ease of use

5) Be developed and presented in phases, to permit change, correction, or redirection, if necessary

6) Be developed using documented methods and tools that permit timely updating throughout the project life cycle 

7) Support effective development of detailed program specifications

2.4.1 Design Tasks

The tasks and activities related to Design are described below.

2.4.1.1 Conduct System Design 

The IEDSS Vendor must define a software design approach and methodology to be followed when designing the IEDSS.  The design methodology must incorporate appropriate government and industry best practices.  The IEDSS Vendor must design the IEDSS and produce system documentation in accordance with the approved methodology.  At a minimum the following design documentation must be produced:

1) Preliminary System Design document

2) Detailed System Design document

3) Logical Data Model

4) Information Security Risk Assessment 
5) Interface Control document

6) System Security Plan

7) Database Design Document

8) Physical Data Model

2.4.1.2 Plan for Conversion 

Data Conversion entails the planning and development, testing, migration, and conversion of all data and files required to support the implementation and operation of the IEDSS solution.  It will include all case and member data, as deemed appropriate by the State, as well as other data required for accurately managing Integrated Eligibility functionality. Attachment H- Section 3, Data Conversion contains the requirements and responsibilities for the IEDSS Data Conversion portion of the project. 
2.4.1.3 Plan for Implementation

The Vendor must develop, document and implement an Implementation Plan that describes how IEDSS will be installed, deployed and transitioned into an operational system, including the phases and locations for implementation.  The plan must include an overview of the system, a brief description of the major tasks involved in the implementation, and the overall resources needed to support the implementation effort (e.g., hardware, software, facilities, materials, and personnel). The overall sequence and site-specific implementation specifications for the multiple phase and multiple location implementations must also be included. The Implementation Plan should include reference to a Final Operational Readiness Plan and Checklist to be developed during the Integration and Test Phase of each rollout phase of the project (See Section 2.6.1.5 of this document).

2.4.1.3.1 Implementation Plan Milestone Requirements 

The State requires that the full development, installation and rollout of the IEDSS solution be completed no later than 7/1/2015. Each deployment phase must include a pilot rollout.  The size and number of counties included within a pilot rollout are subject to mutual agreement between the vendor and the state. The IEDSS conversion and rollout planning must take into account all regularly scheduled activities, including but not limited to time-sensitive mass changes.
The IEDSS Vendor must develop an approach with awareness of the following Indiana Human Services Initiatives:

	Activity
	Date(s)

	Health Insurance Exchange (HIX) IT

	Open enrollment – Go Live
	9/30/2013

	Full Exchange – Go Live
	1/1/2014 – 1/16/2014

	Enterprise Medicaid System (EMS)/Data Warehouse

	EMS Data Warehouse – Go Live
	1/16/2013

	Integrated Case Management System (ICMS)

	Phase 1 Implementation
	5/1/2013

	Phase 2 Implementation
	4/1/2014

	International Classification Diseases (ICD) ICD-10

	Operational Readiness Review
	9/16/2013

	Production – Go Live
	10/1/2013


Table 2.5 – Human Services Program Key Milestones

NOTE: Awareness of and feasible avoidance of scheduling software releases/rollout phases during the holiday period (late-November through late-December) are recommended, but not required.
2.4.1.4 Plan to Manage Releases

The Vendor must develop, document, and implement a Release Management Plan that includes, but is not limited to, the following processes and activities:

1) Establish and implement plans and procedures for the Release Management function

2) Participate in the definition of the Operational Level Agreement (OLA)

3) Rollout Planning – Plan for and schedule rollout of new services or sites

4) Release Planning – Plan for, coordinate, and schedule releases of new versions of the software, data, procedures, and training

5) Rollout Management – Deliver services to new sites or existing sites

6) Release Control – Monitor the release process and adhere to release schedules

7) Migration Control – Coordinate the promotion of new releases from development to test to production

8) Release Testing – Coordinate the actual testing of releases/updates

9) Software and Data Distribution – Verify delivery of the correct versions of the software, data, or configuration releases to all locations, regardless of hardware type (server, workstation, laptop, etc.)
2.4.1.5 Conduct Preliminary Design Review

The IEDSS Vendor must conduct a Preliminary Design Review as required by the State.  The Preliminary Design Review must cover the required core and recommended artifacts as agreed upon during the development of the DED for the Design Phase deliverables.

2.4.1.6 Conduct Security Risk Assessment

The IEDSS must conduct a Security Risk Assessment to determine the acceptable level of risk and the resulting security requirements for the IEDSS. The assessment should include consideration and validation of the security standards referred to in Attachment H- Section 9.4 Security and Privacy and the requirements included in Attachment L, Technical Requirements Cross Reference Matrix.

This risk assessment methodology should be based on the CMS Information Security RA Methodology, developed by the federal Department of Health and Human Services, Centers for Medicare and Medicaid Services (CMS), which is available at www.cms.hhs.gov/it/security/docs/RA_meth.pdf 
The risk assessment report must contain but is not limited to:

35) A summary of the system architecture and components, and its overall level of security 

36) A list of threats and vulnerabilities, the system's current security controls, and its risk levels
37) Recommended safeguards, and describes the expected level of risk that would remain if these safeguards were put in place
38) Guidance on where an organization needs to concentrate its remedial work
Specific references to the CMS Information Security (IS) Certification & Accreditation (C&A) Program Procedures available at https://www.cms.gov/InformationSecurity/downloads/CA_procedure.pdf
2.4.2 Design Responsibilities

The responsibilities listed below are specific to the Design Phase.  However, they apply throughout the SDLC phases.  

	State and/or its Designee Responsibility

	Oversee the vendor activities to successful completion of the Design phases

	Oversee the production of all Design deliverables, documents, and other work products 

	Provide direction to proceed to the next phase, based on an evaluation of all completed activities and the recommendation of the vendor

	Participate in Preliminary Design Review sessions

	Coordinate State and/or CMS staff participation

	Coordinate acceptance and approval memorandum


Table 2.6 – Design Phase State Responsibilities 
	IEDSS Vendor Responsibility

	Meet all responsibilities in Design phase to ensure successful and timely completion 

	Acquire State's approval at the conclusion of the Design phase before proceeding to the next phase

	Evaluate the activities of the Design phase to provide recommendation to the State to proceed to the next SDLC phase

	Maintain the Design Documentation throughout the duration of the project

	Provide facilitators and scribes for all design sessions 

	Design solutions that meet or exceed all functional, technical, and performance requirements specified in this RFP

	Provide support to assure that the Indiana Eligibility Determination Services System (IEDSS) receives federal approval within the timeframes specified by Federal and State requirements

	Provide any required documentation requested by the Federal Government or the State

	Provide required staff to provide the expertise to answer questions, locate, and provide additional materials needed by the Stakeholder review team

	Develop, document and begin implementation of an Implementation Plan 

	Develop, document and begin implementation of a Conversion Plan

	Develop, document and begin implementation of a Release Management Plan

	Conduct and report on Security Risk Assessment 


Table 2.7 – Design Phase Vendor Responsibilities 

2.4.3 Design Deliverables

The deliverables of the Design Phase are:
1) Preliminary System Design documents including, but not limited to:

ad) User Interface Design

ae) Logical Data Model

af) Information Security Risk Assessment

2) Detailed System Design (DSD) document

ag) Integrated System Interface and Integration document

ah) System Security Plan

3) Database Design including Physical Data Model

4) Updated Requirements Database/Traceability Matrix

5) Implementation Plan
6) Conversion Plan
7) Release Management Plan

8) Security Risk Assessment

2.5 Development Phase 
The objectives of the Development Phase are to install, modify, and develop a federally certifiable IEDSS on the IEDSS Vendor’s hardware and to perform unit, system, integration, and acceptance testing to ensure all IEDSS requirements are satisfied.  In order to do this, the IEDSS Vendor must establish its hardware, software and network environment, including connection to the State network. 
The primary input for the Development Phase is the approved design documents.  The following diagram depicts the inputs and outputs of the Development Phase:
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Figure 2.5 - Development Phase Diagram

For each design element, a set of one or more software artifacts must be produced. Software artifacts include but are not limited to:

1) Menus

2) Dialogs

3) Data management forms

4) Data reporting formats

5) Specialized procedures and functions

Appropriate test cases must be developed for each set of functionally related software artifacts and system documentation will be developed to guide users in their interactions with the software. 
2.5.1 Development Tasks

The tasks and activities related to Development are described below.

2.5.1.1 Develop Indiana Eligibility Determination Services System 

The Indiana Eligibility Determination Services System Vendor must define approaches for determining detailed design and construction methodologies and standards for all development tasks and tools.  The development approach must incorporate appropriate government and industry best practices.  The IEDSS Vendor must develop the IEDSS software in accordance with the approved standards.  The IEDSS Vendor must produce updated system documentation including, but not limited to:

1) A logical and graphical depiction of all process and data element information and their relationships, including an indication of processes that are event or time dependent
2) A logical depiction of the physical layout and storage of databases, tables, and records
3) Detailed data storage and data access specifications
4) Detailed layouts of menus, windows, reports, and forms
5) A graphical depiction of the overall architecture
6) A description of the overall application architecture including primary components/modules, navigational structure, etc.
7) A description of architectural components that provide generic system functions in support of the application, such as printing, batch, error handling, security, etc.
8) Detailed hardware and software specifications
9) A graphical depiction of the linkage of batch programs into a physical control process that represents an executable sequence for production
10) Program specifications, including a graphical depiction of the functional organization of each program
11) Source code for all application and architectural components of the system

2.5.1.2 Plan for Testing

The State requires that a comprehensive Master Test Plan be developed for the IEDSS.  The purpose of the Master Test Plan is to document and guide the approach to testing throughout the life cycle of the project.  The Master Test Plan covers the approach and methodology for all aspects of testing and must include:

1) Definition of test philosophy (including objectives, required levels or types of testing, and basic strategy)

2) Strategy for maintaining testing environments to facilitate all testing cycles and testing needs identified in this RFP

3) Strategy for assisting the State in conducting “what if” analysis testing

4) Strategy for reporting impacts resulting from changes implemented through the change management process

5) Strategy to be used for creating and populating the test database(s) and maintaining the files during iterative testing

6) Strategy for collaboration and sharing of test cases with the State and its designees to support applicable testing cycles

7) Description of testing for the IEDSS, including:

ai) How the testing will satisfy specific objectives and demonstrate that the requirements are met

aj) What design modules must undergo control or data flow analysis

ak) How each phase of the testing is determined to be complete, including the formal reports/debriefings conducted

al) The testing facilities, environment and specific testing tools to be used

am) Processes and procedures that will be used for releasing testing results, data reduction and analysis, and review of test results

an) Pass-fail criteria and testing timeframes, and a method for tracking pass-fail test results

8) Identification, for each testing cycle, of:

ao) Facilities/tools to be used

ap) Staff/resources


aq) Method for review of test case and procedures

ar) Configuration management

as) Procedures for releasing test results

at) Test data refreshing

au) Planned testing environment

av) Acceptance criteria that determines whether a phase of testing has been completed. This includes criteria such as number and types (severity/priority) of defects. 

9) Testing cycles to include:

aw) Construction & Unit Test

ax) Data Load Test

ay) Conversion Test

az) System Test

ba) Integration Test

bb) User Acceptance Test (UAT)

bc) Operational Readiness Review (ORR)

The IEDSS Vendor must provide tools and procedures for tracking, managing, and reporting system defects during testing.  The IEDSS Vendor must develop plans and provide automated tools for conducting Regression testing throughout the testing cycles.

2.5.1.3 Plan for Reference Data Load

During the Development Phase the IEDSS Vendor must finalize the plans for the initial data load of all reference data necessary to support operational readiness of the system. The IEDSS Vendor will be responsible for identifying the reference data required for the IEDSS solution being developed.  

2.5.2 Development Responsibilities

The responsibilities listed below are specific to the Development Phase.  However, they apply throughout the SDLC phases.  

	State and/or its Designee Responsibility

	Oversee the vendor activities to successful completion of the Development phases

	Provide direction to proceed to the next phase, based on an evaluation of all completed activities and the recommendation of the vendor

	Coordinate State staff and stakeholder resource participation

	Coordinate acceptance and approval, including agreements from Interface Partners to participate in testing activities as documented in the Master Test Plan


Table 2.8 – Development Phase State Responsibilities 
	IEDSS Vendor Responsibility

	Meet all responsibilities in the Development phases to ensure successful and timely completion 

	Acquire State's approval at the conclusion of the Development phase before proceeding to the next phase

	Evaluate the activities of the Development phase to provide recommendation to the State to proceed to the next SDLC phase

	Configure solutions that meet or exceed all functional, technical, and performance requirements specified in this RFP


Table 2.9 – Development Phase Vendor Responsibilities 

2.5.3 Development Deliverables

The deliverables of the Development Phase are:

1) Fully functional set of software that satisfies the requirements and design elements previously documented

2) Updated System Documentation 

3) Operational Documentation that describes the operation of the system

4) Master Test Plan that describes the test cases to be used to validate the correctness and completeness of the software as further described in Section 2.6, Integration and Test Phase
5) Updated Requirements Database/Traceability Matrix
2.6 Integration and Test Phase 
The purpose of the Integration and Test Phase is to demonstrate that the IEDSS meets all specifications and requirements, performs all processes correctly, and passes acceptance criteria identified during the Requirements Validation and Design Phases.  During the Integration and Testing Phase, the software artifacts, system documentation, and test data are migrated from the development environment to a separate test environment. 

At this point, the IEDSS Vendor must execute all test cases to verify the correctness and completeness of the software. Successful execution of the test plan confirms a robust and complete migration capability. The State plans to monitor the IEDSS Vendor’s activities throughout the testing cycles using a variety of methods including technical reviews, audits, test witnessing, and independent testing.  The State expects the IEDSS Vendor to support all testing cycles described in this section, including:

1) Construction and Unit Test

2) Reference Data Load Testing

3) Conversion Testing

4) System Testing

5) Integration Testing

6) User Acceptance Testing (UAT)

7) Regression Test

The primary input for the Integration and Test Phase is the software, Master Test plan, Reference Data Load Plan, and all approved System Documentation.  The following diagram depicts the inputs and outputs of the Integration and Test Phase:
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Figure 2.6 - Integration and Test Phase Diagram

During this phase, reference data is finalized for production use and production users are identified and linked to their appropriate roles. The final reference data (or links to reference data source files) and production user list are compiled into the Conversion Plan described in Section 3 Data Conversion below. 

2.6.1 Integration and Test Tasks

The tasks and activities related to Integration and Test are described below.

2.6.1.1 Conduct Construction and Unit Test
The State plans to monitor the IEDSS Vendor’s activities during the Construction and Unit Testing task using technical reviews and audits of the IEDSS components.  The purpose of the technical reviews and audits will be to demonstrate that completed applications perform as desired by the State. Technical reviews and audits will be scheduled as necessary throughout the Construction and Unit Testing task. 

2.6.1.2 Conduct Reference Data Load Testing

The Reference Data Load Testing task or Mock Reference Data Load requires the IEDSS Vendor to prepare a comprehensive set of test scenarios, with applicable test cases and expected test results to test the migration, and Reference Data Load of all data and files required to support the operation of the IEDSS. The objective of the Reference Data Load testing is to demonstrate that all data required to support the IEDSS is available, accurate, and ready for operations.  These tests must simulate the actual Reference Data Load process, including all manual Reference Data Load procedures, and must ensure that all subsequent processing cycles operate normally.
2.6.1.3 Conversion Testing

The Conversion Testing task or Mock Conversion requires the IEDSS Vendor to prepare a comprehensive set of test scenarios, with applicable test cases and expected test results to test the migration, and load of all data and files required to support the operation of the IEDSS. The objective of the Conversion testing is to demonstrate that all data required to support the IEDSS is available, accurate, and ready for operations.  These tests must simulate the actual Conversion process, including all manual Conversion procedures, and must ensure that all subsequent processing cycles operate normally.  Additional requirements and responsibilities related to Conversion Testing are included in Section 3.3 Conversion Test Rules below.

2.6.1.4 Conduct System/Integration Testing

The System/Integration Testing task requires the IEDSS Vendor to prepare a comprehensive set of test scenarios, with applicable test cases and expected test results.  The objective of the System/Integration Test task is to demonstrate that the application functions correctly on IEDSS Vendor’s hardware in a production-type environment using authentic data from data load files.

2.6.1.5 Support User Acceptance Testing (UAT)

User Acceptance Testing (UAT) provides an opportunity for State system users and IEDSS Vendor staff to determine the adequacy of the system design and functionality.  Key elements of UAT include:

39) UAT must be conducted only on a fully tested and operations-ready IEDSS, to include all software features 

40) UAT must be conducted in a controlled environment separate from all other environments using cycle times determined mutually between the IEDSS Vendor and the State

41) UAT will ensure all IEDSS functions are tested, including but not limited to proper functioning of edits, audits, and business rules

It is expected that the Vendor will work with the State and its designees to develop and implement mutually agreed upon activities and/or methods to enhance the likelihood of successful IEDSS UAT.  These methods can include activities like informal early stage demonstrations of the system or significant features.

The IEDSS Vendor must ensure that their work plans and schedule account for full completion of unit, system/integration testing prior to acceptance into UAT.  Environment preparation, security set up, conversion and reference data loading is expected to be conducted prior to the start of any scheduled UAT timeframe.

2.6.1.6 Plan for Final Operational Readiness 

The Final Operational Readiness Plan is a sub-plan of the Implementation Plan and should also include a detailed Final Operational Readiness Review (FORR) checklist validating all the operations and hardware/ software/ telecommunications aspects of the system (See also section 2.4.1.3 of this document). The FORR checklists must be created for each functional area and contain items related to the preparedness of that function for a successful implementation.  Examples of checklist functional areas include, but are not limited to, the following: 

1) Facility

2) System security 

3) System access 

4) Building security 

5) System backup and recovery procedures

6) Hardware and software installation 

7) Hardware operation 

8) Telecommunications 

9) Toll free and other phone lines

10) Interfaces 

11) Vendor staff hiring

12) Vendor staff training 

13) State staff training 

14) All system user and operations documentation including procedure manuals 

15) Mail room operations 

16) Imaging operations

17) Confidentiality of data

18) Report generation and distribution processes

19) IVR(s) readiness

20) Web Portal readiness

2.6.2 Integration and Test Responsibilities

The responsibilities listed below are specific to the Integration and Test Phase.  However, they apply throughout the SDLC phases.  

	State and/or its Designee Responsibility

	Oversee the vendor activities to successful completion of the Integration and Test phases

	Provide direction to proceed to the next phase, based on an evaluation of all completed activities and the recommendation of the vendor

	Facilitate coordination with Interface partners for their participation in testing activities

	Coordinate State staff and stakeholders for participation in UAT

	Coordinate acceptance and approval 


Table 2.10 – Development Phase State Responsibilities 
	IEDSS Vendor Responsibilities

	Meet all responsibilities in Integration and Test phases to ensure successful completion of each phase

	Acquire State's approval at the conclusion of the Integration and Test phase before proceeding to the next phase

	Provide testing environments and facilities support to all phases of testing


Table 2.11 – Development Phase Vendor Responsibilities 

2.6.3 Integration and Test Deliverables

The deliverables of the Integration and Test Phase will be:

1) Integrated Software
2) Test Summary Report verifying system is ready for promotion to next cycle of testing

3) Acceptance which contains a complete set of the final test cases
4) Reference Data Load tested and approved

5) Conversion tested and approved

6) Operational Readiness Plan 
7) On-Line Help

8) Updated Requirements Database/Traceability Matrix
2.7 Implementation and Acceptance Phase 
The purpose of IEDSS Implementation is to successfully bring the IEDSS to the entire State of Indiana. Implementation must be accomplished by the IEDSS Vendor in a way that facilitates final acceptance and the ability to use the IEDSS.  The IEDSS Vendor must support the Operational Readiness Review required by CMS and verify that the IEDSS is successfully transitioned to all users, all users are adequately trained, and on-going user support is ready and available.  
During the Implementation and Acceptance Phase, the software, system documentation, and initial production data are loaded into the Pre-production environment. Successful execution of the tests is a prerequisite to acceptance of the software. After verification that the initial production data load is correct and all tests have been executed and approved, the software can be formally accepted.
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Figure 2.7 - Implementation and Acceptance Phase Diagram

In addition to the specific IEDSS Implementation tasks outlined in the sections below, the IEDSS Vendor must:
1) Provide for the implementation of all approved IEDSS plans for maintenance and operations

2) Obtain final acceptance of the IEDSS by the State and appropriate Federal agencies

2.7.1 Implementation and Acceptance Tasks

The tasks and activities related to Implementation and Acceptance are described below.

2.7.1.1 Conduct Final Operational Readiness Review (FORR)

The goal of the FORR is to ensure that the IEDSS Vendor and the IEDSS are ready to perform the basic IEDSS functions identified by the State. 

The Final Operational Readiness Review (FORR) involves validating all the operations and hardware/ software/ telecommunications aspects of the system. This review will involve comparing all operational components of the IEDSS against the FORR checklists.  

The FORR task is designed to ensure that the IEDSS Vendor and the IEDSS are ready to perform the basic IEDSS functions identified by the State. 

FORR testing will include a volume test of thirty (30) days of production capacity volumes to demonstrate that the IEDSS and the IEDSS Vendor staff is prepared for full production.

2.7.1.2 Initiate Maintenance and Operations Support 

During Implementation, the IEDSS Vendor must initiate Maintenance and Operations support activities which are fully described in Section 6, Maintenance and Operations included in this document.
2.7.1.3 Attain IEDSS Federal Approval

The IEDSS Vendor will be responsible for assuring that the State IEDSS meets all Federal stakeholder agencies’ approval as required.  This includes:

42) U.S. Department of Health and Human Services, Administration for Children and Families (ACF)

43) U.S. Department of Agriculture, Food and Nutrition Service (FNS)

44) U.S. Department of Health and Human Services, Center for Medicare & Medicaid Services (CMS)   

2.7.2 Implementation and Acceptance Responsibilities

The responsibilities listed below are specific to the Implementation and Acceptance Phase. However, they apply throughout the SDLC phases.  

	State and/or its Designee Responsibility

	Provide policy documentation as requested

	Oversee the implementation of the Operational Readiness Review

	Provide written approval for the IEDSS Vendor to begin operations

	Resolve conflicts of engagement/transition activities between various IEDSS Vendors

	Resolve duplication of engagement/transition activities between various IEDSS Vendors


Table 2.12 – Implementation and Acceptance Phase State Responsibilities
	IEDSS Vendor Responsibility

	

	Execute the approved Final Operational Readiness Review for each phase and location 

	Provide the State with regular status reports and updates according to the agreed upon project work plan and status of the Implementation Plan 

	Schedule meetings to review plans and documentation requirements during the implementation phase-in period of this contract

	Conduct meetings to review plans and documentation requirements during the implementation phase-in period of this contract


Table 2.13 –Implementation and Acceptance Phase Vendor Responsibilities 

2.7.3 Implementation and Acceptance Deliverables

The deliverables of the Implementation and Acceptance Phase include: 

1) Completed Final Operational Readiness Review including completed checklists,  corrective action plans for all IEDSS outstanding issues and problems with a plan to correct or resolve these issues, and a  FORR Report that demonstrates the IEDSS Vendor and IEDSS are ready to begin operations 

2) Updated system and operational documents 

3) Production software

4) Production databases

5) Updated Requirements Traceability Matrix

3.0 Data Conversion

3.1 Overview

Data Conversion entails the planning and development, testing, migration, and conversion of all data and files required to support the implementation and operation of the IEDSS solution.  It will include all case and member data, as deemed appropriate by the State, as well as, other data required for accurately managing Integrated Eligibility functionality.     

3.2 Data Conversion Plan

The Vendor will be responsible for a Data Conversion Plan that will consist of the planning, development, testing, and coordination of all data and file conversions required to support the operation to include the following: 
45) Definition of the Case Inventory to be converted:
bd) Full Conversion - Active/Open cases and Inactive cases that have closed with activity within the last 7 years

be) Partial Conversion – Remaining inactive cases that have closed with activity beyond the last 7 years
46) All data associated with Full Conversion cases must be converted including 
bf) Identification of all data elements and sources of data for all Indiana Client Eligibility (ICES), FACTS/SMART and Indiana Manpower and Comprehensive Training (IMPACT) files that must be converted or migrated to support IEDSS processes including reference data to related images/external content
bg) Identification of the source of the data (manual file, automated file, and/or primary data collection)

47) Data associated with Partial Conversion cases must be converted including  

bh) Identification of searchable attributes for identification of archived cases

bi) Identification of the source of the data (manual file, automated file, and/or primary data collection)

48) Plan to secure the data

49) Plan to develop data conversion requirements to include:

bj) Automated and manual data cleansing activities, as appropriate

bk) Changes needed to convert existing automated processing 

bl) Coordination with the State or their designees to address data conversion issues

bm) Identification of all interfaces and coordination points with the State or their designees

bn) Identification of all IEDSS data needs and a plan to meet those needs

50) Plan for continued access to Archived Case data (Partial Conversion inventory)

51) Conversion Testing plan that includes: 

bo) Coordination with all interfaces

bp) Conduct of technical reviews and audits of conversion tests with the State and their designees to validate content, identify, document, and resolve any issues or questions, and facilitate the acceptance process

bq) Conduct of technical reviews of all data conversion processes including errors, methods of correction, and success and failure metrics

52) Development of  conversion software and/or manual procedures, testing of conversion programs and procedures, and preliminary conversion of all files 

53) Development of data conversion documentation to include:

br)  Detailed Data Mapping document:

i. Mapping of existing ICES, FACTS/SMART, and IMPACT data to new IEDSS data repositories at the table and attribute level

ii. Crosswalks for standardization of values

iii. Data initially identified to be converted

iv. Actions taken

v. Problems encountered

vi. Problem resolution

vii. Before and after versions of all manually and automated data conversions

viii. Dependencies

ix. Outstanding issues and final results

bs) Metadata on all converted data structured in a manner that can be transformed into “rules” for backwards conversion.  For example, metadata that is suitably coded (XML output)

bt) Conversion Roll Back plan identifying strategies for dealing with delays to the conversion effort

3.3 Conversion Test Results

The IEDSS Vendor shall submit conversion test results.  The report must include results of the complete final data conversion process in a State approved format and contain the following information: 
54) Test results including issues encountered and the impact upon other table or file conversions 

55) Methods used to resolve issues or an action plan for resolving outstanding issues

56) Pre-conversion and post-conversion versions of each table or file converted, including default values

57) Pre-conversion and post-conversion versions of all interface partner files

58) Auto-generated reports as required by the State to validate converted data at detail and summary record levels, which include run dates and times, and are retrievable for a series of conversion activities 

59)  A summary and metrics for the status of the conversions, including the number of problems identified by type of problem, number of problems corrected any outstanding issues, and the effect of any findings on the implementation schedule 
	State and/or its Designee Responsibility

	Provide full support to the Indiana Eligibility Determination Services  System Vendor to ensure successful data conversion

	Assist in identifying sources of data for conversion

	Provide data requirements


Table 3.1 - Conversion Test Phase State Responsibilities
	IEDSS Vendor Responsibility

	Develop, maintain and successfully execute an approved Data Conversion Plan 

	Provide all necessary support, both technical and programmatic, to effect the correct conversion of all required data

	Evaluate current data fields and data (inherent to the current FSSA systems providing the Eligibility functionality identified as required for the IEDSS) to convert to current industry standard data fields and data, minimizing the need for translators or interface engines  

	Align Data Conversion schedule to the System Development Life Cycle (SDLC) phases 

	Ensure that data conversion is completed within an agreed upon timeframe, in full accordance with defined quality standards, and prior to user acceptance testing

	Submit Conversion Test Results which include results of the complete final data conversion process in a State approved format

	Submit Conversion Test Results which detail:

· issues encountered and the impact upon other table or file conversions

· methods used to resolve issues or an action plan for resolving outstanding issues

· pre-conversion and post-conversion versions of each table or file converted, including default values

· pre-conversion and post-conversion versions of all interface partner files

· auto-generated reports as required by FSSA to validate converted data at detail and summary record levels, which include run dates and times, and are retrievable for a series of conversion activities

· a summary and metrics for the status of the conversions, including the number of problems identified by type of problem, number of problems corrected any outstanding issues, and the effect of any findings on the implementation schedule

	Produce data conversion comparison reports for previous periods of operation


Table 3.2– Conversion Test Phase Vendor Responsibilities 
4.0 Training Requirements
The overall objective of Indiana Eligibility Determination Services System (IEDSS) training is to provide all staff with the skills and knowledge to enable them to use the IEDSS.  

4.1 Training and Training Materials

The Vendor is responsible for developing and providing IEDSS training to the appropriate stakeholders including, but not limited to, State employees and State contracted employees (hereafter noted as staff), clients and community entities as needed.  The IEDSS Vendor will work with the State and its designated vendors as needed to develop training content.  The Vendor must provide all materials, including drafts and final versions of training materials, scripts and plans, both in hardcopy and electronic media in the format(s) and software specified by the State, for the life of the contract.  The State will approve all training materials, scripts, plans, and activities.  The State will approve all draft and final work products and plans, as well as all updates and changes.  The Vendor will work with the State and its designated vendors as needed to deliver the aforementioned content to stakeholders.  In addition, the IEDSS Vendor must support administrative training efforts and provide necessary training sessions and trainers in concert with the State and contracted entities as needed.

4.2 Printed Training Materials

The IEDSS Vendor is responsible for designing, developing, producing, distributing, and maintaining adequate supplies of these materials. 
All printed materials for clients must be provided in English and Spanish (combined in a single document), and must be written in easy to understand language at a fifth grade reading level.
4.3 Electronic Training Materials

The IEDSS Vendor is responsible for designing, developing, producing, distributing, and maintaining these materials in a manner easily accessible to pertinent audiences.
4.4 Staff Training

The IEDSS Vendor must provide training to staff at various regional locations across the State in concert with the State and its contracted entities. The IEDSS Vendor must provide and maintain a Training Manual that details the Eligibility System’s functionality.  The IEDSS Vendor is also responsible for providing documentation and supporting information regarding any updates and changes to the training manual to coincide with functionality changes made to the Eligibility System.  In addition, the IEDSS Vendor must provide access to a training and/or test environment within the IEDSS Vendor’s system to be used for training sessions and for ongoing training support.  The IEDSS Vendor must provide ongoing technical support for the test and training environment.  This training and/or test environment must not contain production data.
The IEDSS Vendor, working with the State and its contracted entities, will be required to secure and equip training facilities at which Eligibility System Training will be performed (See also Section 7.7 Training Facilities of this attachment).  Training will be conducted by Vendor trainers, as requested by the State.  The IEDSS Vendor must provide and maintain a Training Manual that encompasses complete system operational functionality. This manual must include information on:

60) System functionality (e.g., menu access, screen functionality, data available, field definitions, etc.)

61) Accessing and using reports

62) System security procedures and access control

63) Flowcharts of system workflows

64) Definitions of terminology and codes used on screens
65) Detailed work instructions for Issue Resolvers
All training materials must be reviewed updated and as needed to maintain accuracy.  The Vendor must provide materials in both hardcopy and electronic media as specified by the State.

5.0 Organizational Change Management (OCM) Requirements

5.1 Overview
The overall objective of the Organizational Change Management (OCM) activities is the planning, development and execution of the OCM Plan including, but not limited to, Organizational Change Readiness Assessment, Stakeholder Communication Plan, Organizational Transition Plan and overall development of stakeholder “buy in”.  OCM activities will occur at both the Central State offices and within each of the Remote County Offices, at times in conjunction with the Implementation activities described in Section 2 of this document above.  The OCM activities require disciplined planning, coordination and communication in order to deliver an efficient and quality Implementation & Acceptance Phase.

5.2 Organizational Change Management Tasks

The IEDSS Vendor must develop, maintain, and manage the Organizational Change Management Plan that includes:

66) Organizational Change Readiness Assessment

67) Development and support of an Organizational Transition Plan based upon the results of the Organizational Change Readiness Assessment

68) Development of an integrated OCM Plan 

69) Assigned responsible owner for each activity (State [its contractors]and/or Vendor staff)

70) Development of a Stakeholder Communication Plan

71) Approach and activities to develop Stakeholder “Buy in”

The IEDSS Vendor must develop and conduct an Organizational Change Readiness Assessment for each County office addressing the following, at a minimum: 

72) Risk Assessment of County staff skills and abilities to support the IEDSS solution for each county
73) If necessary, the IEDSS Vendor should provide recommendations for training beyond the IEDSS solution training as described in Section 4 above.

74) Risk Assessment of the County staff acceptance and readiness to support the transition to the new IEDSS solution.  Factors such as “change fatigue”, staff awareness, staff support, and staff readiness must be considered.

The IEDSS Vendor must develop and maintain an Organizational Transition Plan for each County office that may require unique approaches for their county based upon the results of the Organizational Change Readiness Assessment.

The Organizational Transition Plan must consider Role/Job Transition requirements needed as a result of the implementation of the IEDSS solution.  Role/job changes may result from new automation features, logical integration of previous process roles, adjustments in the supervisory/approval work cycles.

The IEDSS Vendor must provide onsite OCM staff, as necessary, in conjunction with the Implementation Support team(s) prior to, during, and following the implementation date in each affected County to support any required Role/Job Transition activities.  The IEDSS Vendor must define and describe the approach to county office staff deployment.

The IEDSS Vendor must describe the approach to “learning” from the pilot conversion/rollout stage.

5.3 Organizational Change Management Responsibilities

	State and/or its Designee Responsibility

	Review and approve OCM plans and updates, including dates, times and responsible staffing 

	Review and approve Organizational Change Management materials 

	Assign staff to meet with the IEDSS Vendor on a routine basis and as a contact point for OCM issues

	Audit any and all training provided by the IEDSS Vendor as deemed necessary

	Assign State staff to support the Organizational Change Management activities


Table 5.1 – Organizational Change Management State Responsibilities 

	IEDSS Vendor Responsibility

	

	Develop and maintain the Organizational Change Management Plan 

	Provide Organizational Change Management materials

	Allow authorized Federal representatives to participate in or attend all OCM sessions upon State notification to the vendor

	Assign vendor staff to conduct the Organizational Change Management activities


Table 5.2 – Organizational Change Management Vendor Responsibilities 

5.4 Organizational Change Management Deliverables

The deliverables of the Organizational Change Management effort are:

1) Organizational Change Management Plan 

2) Organizational Change Readiness Assessment

3) Organizational Transition Plans

4) Stakeholder Communication Plan

Organizational Change & Transition support

6.0 Maintenance and Operations Requirements

6.1 Overview

During the Maintenance and Operations Phase, the Indiana Eligibility Determination Services System (IEDSS) is in production and is fully operational for the State.  During this phase: 

75) The IEDSS is monitored for continuous performance in accordance with user requirements

76) Needed system modifications are incorporated according to Change Management protocols defined in the Project Management Plan

This section outlines the general IEDSS Vendor responsibilities and requirements for establishment and ongoing management of the infrastructure for Maintenance and Operations Support of the IEDSS.  Specific requirements for maintenance and operations are also presented in Section 8 Business Requirements and Section 9 Technical Requirements of this document.
6.2 Maintenance and Operations Plan

The IEDSS Vendor must develop and implement a plan that provides a comprehensive and reliable approach to Maintenance and Operations management that fully ensures System availability and performance.  Similar to the PMP, the Maintenance and Operations Plan (M&O Plan) is comprised of subsidiary plans described below.

6.2.1 Resource Management Plan

The IEDSS Vendor must provide a resource management plan for Maintenance and Operations that properly addresses management during this phase of the project and includes a minimum of the key staff positions listed below.

	Title
	Responsibilities
	Minimum Qualifications

	Account Manager
	· Perform contract administration

· Manage project 

· Manage schedule and resources

· Communicate and correspond with the State 

· Perform quality assurance

· Resolve issues
	Required:

· Five (5) years of management for large (>$50M) scale government systems  

· Bachelor’s degree or equivalent formal education

Preferred:

· PMP Certification 

· Previous experience with government, social services, health care or health insurance system development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity

	Deputy Account Manager 
	· Work in conjunction with and under the direction of Project/Account Manager

· Perform contract administration

· Manage project

· Manage schedule and  resources

· Communicate with the State through formal correspondence 

· Perform quality assurance
	Required:

· Four (4) years of management for large scale (>$50M) government systems

· Bachelor’s degree or equivalent formal education

Preferred:

· PMP Certification 

· Previous experience with government, social services, health care or health insurance system development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity

	System Administrator
	· Perform System Administration

· Ensure compliance with all system specifications

· Project management scheduling and provision of resources 

· Communicate with the State through formal correspondence 

· Perform quality assurance 


	Required:

· Five (5) years of successful system administration for government or private sector health care system development projects of this size and complexity 

· Bachelor’s degree or equivalent formal education

Preferred: 

Previous experience with government systems development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity

	Quality Assurance Manager   


	· Manage quality assurance  activities 

· Develop methodology to monitor ongoing level of quality

· Develop reporting methodology for quality levels

· Ensure appropriate processes are observed
	Required:

· Five (5) years of Quality Assurance management experience for government systems design development and implementation project of similar size and complexity

· Bachelor’s degree or equivalent formal education

Preferred:

· Software Quality Engineer Certification (CSQE) or similar

· Previous experience with government, social services, health care or health insurance development, management of projects that required collaboration with other vendors, and management of projects of similar size and complexity


Table 6.1 – M&O Key Staff 

6.2.2 Environment Management Plan

The IEDSS Vendor must develop, document, and implement an Environment Management Plan that includes the management of day-to-day functions of the production environment, including Security Management, Monitoring Management, Asset Management, and Platform Management. 

6.2.2.1 Security Management 

The IEDSS Vendor must develop and implement a Security Management function to control physical and logical security (centrally and remotely), access, and auditing.  A Security Management Plan must be developed that includes, but is not limited to:

1) Mechanisms for the implementation, monitoring, and maintaining of physical and logical security controls
2) Logging of all security events
3) Mechanisms for taking corrective action for security violations
4) Periodic testing of security plans
5) Reporting on security violations/deviations from the plan
6.2.2.2 Monitoring Management 

The IEDSS Vendor must develop, document, and implement plans for the establishment and overall management of monitoring system functions, including Application Monitoring, Environment Monitoring, and LAN/WAN Monitoring.  

6.2.2.2.1 Application Monitoring 

The IEDSS Vendor must establish procedures and mechanisms for monitoring and reporting on application performance versus standards.

6.2.2.2.2 Environment Monitoring 

The IEDSS Vendor must develop and implement plans and procedures for continuous Environment Monitoring inclusive of event management and performance management.  Event management refers to the receiving, logging, and classifying of messages of warnings or System faults.  Performance management includes System utilization, capacity, and statistics, such as:

1) Establishing thresholds for critical nodes

2) Monitoring resource utilization/performance and providing trend information

3) Determining root causes of performance problems

4) Determining where performance requires adjustments

5) Determining optimum ways of  tuning performance

6) Recording changes made for tuning purposes

7) Capturing necessary performance statistics

8) Reporting on performance

6.2.2.3 LAN/WAN Monitoring

The IEDSS Vendor must develop and implement plans and procedures for LAN/WAN monitoring to ensure optimum, proactive results.  These include, but are not limited to: 

1) Collecting and analyzing performance data of LANs

2) Collecting and analyzing performance data of WAN links

3) Reporting on performance

4) Recommending improvements

5) Performing tuning as necessary

6) Conducting capacity modeling and planning, to ensure that adequate resources are in place

6.2.3 Platform Management 

The IEDSS Vendor must develop, document, and implement processes and procedures for the execution of the Operational Level Agreement.  This includes functions at the central site and local sites, including but not limited to:

1) Production scheduling

2) Print management

3) File transfer control

4) System start up and shut down

5) Data storage management

6) Data archiving

7) Backup/restoration management

8) Fault management

9) Local segment analysis

10) LAN administration

11) E-mail administration

12) Recovery Planning – Determining strategies and plans to restore service

13) Recovery – Restoring service after system failure

14) Product Validation – Evaluation of hardware/software prior to its procurement

6.2.4 Application Maintenance and Enhancements Plan

The IEDSS Vendor must develop, document, and implement plans and procedures for the overall Application Maintenance function.  Included in this area are the functions of Application Fixes and Enhancements, Application Consistency, Technical Architecture, Database Administration, and Development Environment Support.

6.2.4.1 Application Fixes and Enhancements 

The Application Fixes and Enhancements function includes processes and activities including, but not limited to:

7) Analysis, design, development, unit testing, system testing, migration to production, and Data Load and Reference Data, as needed, to produce fixes and enhancements;

8) Development, updating and execution of test scripts; and

9) Providing documentation of the fixes and enhancements to Training staff and procedure manual developers
6.2.4.2 Application Consistency

The Application Consistency function includes processes and activities including, but not limited to:

1) Development support

2) Design review

3) Standards enforcement

4) Performance Analysis

5) Ongoing maintenance and updates to Technical Architecture Templates, Standards, Shells, and Common Modules/Utilities

6.2.4.3 Technical Architecture

The Technical Architecture function includes processes and activities including, but not limited to:

1) Design, development, unit testing, system testing, and migration to production of technical architecture system components (printing, reporting, batch, security, error handling, asynchronous processing, etc.)

2) Ongoing maintenance and updates to Technical Architecture Templates, Standards, Shells, and Common Modules

6.2.4.4 Database Administration

The Database Administration function includes processes and activities including, but not limited to:

1) Database design review
2) Impact analysis of design changes and database changes
3) Performance analysis
4) Capacity planning updates
6.2.4.5 Development Environment Support

The Development Environment Support function includes processes and activities including, but not limited to:

1) Development environment planning
2) Development LAN configuration design, and administration
3) Development tool maintenance and upgrades
4) Development environment workstation installations and customization 

6.2.5 Configuration Management Plan

The Configuration Management Plan includes, but is not limited to, the following processes and activities:

1) Establish and implement plans and procedures for Configuration Management and migration
2) Set configuration parameters to manage hardware and software components within the System
3) Coordinate, test, and control hardware and software changes
6.2.6 Asset and Site Management Plan

The IEDSS Vendor must establish and implement a plan for securing, monitoring, and maintaining all central and local site assets, as well as physical assets at the central and local sites.  This includes, but is not limited to:

1) Procurement planning – Plans for obtaining equipment, software, and services

2) Procurement – Obtaining equipment, software, and services

3) Inventory – Maintaining an inventory of all central and local office hardware/ software

4) Physical Site Planning – Plans for basic necessities at central site (i.e., health, safety, and power)

5) Physical Site Management – Monitoring central and local sites to ensure that environments are properly operating and controlled

6) Hardware Maintenance Planning – Overall maintenance plans for spares and repairs of central and local site hardware

7) Hardware Maintenance – Maintaining all central and local site components

8) License Management – Maintaining and tracking all central and local site software licenses

6.2.7 Help Desk Management Plan

The IEDSS Vendor must develop, document, and implement a Help Desk Management Plan that includes but is not limited to the following processes and activities to support the cooperative efforts between the State and its designated Help Desk resources to facilitate the resolution of issues:
1) Incident Management

bu) An automated mechanism of interface between users and those operating and maintaining the System when an incident arises

bv) Logging, prioritizing, tracking the resolution of, and reporting on user problems 

bw) Keeping users informed as to the status of their reported/identified problem

2) Request Management

bx) Coordinates and tracks change requests from users

3) General Help Desk Management

by) Analyzing user problem trends

bz) Instituting corrective actions 

6.2.8 Operational and Processing Reports

The IEDSS Vendor must produce useful and informative monthly operational and processing reports summarizing IEDSS operation, usage, availability, application maintenance/enhancement status, processing delays and other necessary relevant information as recommended by the IEDSS Vendor and approved by the State.  The State desires information that will facilitate overall understanding of the Maintenance and Operations environment and informed decision making abilities.  The State recognizes some of these report categories may be developed and produced by other support/operations functions.  Report categories will include but not be limited to:

1) Operational Reports summarizing staff activities, time expended, audit trails, problems encountered, problem resolutions, operational changes planned for next month, etc.

2) Maintenance/Enhancements Status Reports summarizing staff activities, time expended, problems encountered, problem resolutions, maintenance/enhancements changes planned for next month, etc.

3) Computer System Usage Reports summarizing downtime, response times, processing activities, CPU times, clock and print line totals, etc.

4) Processing Delay Reports summarizing incomplete or delayed processing of reports, reasons for delay, plans for completing the processing, corrective actions, etc.

6.3 Maintenance and Operations Responsibilities

	State and/or its Designee Responsibility

	Oversee the Maintenance and Operations activities

	Monitor IEDSS Vendor performance 


Table 6.2 – State M&O Responsibilities
	IEDSS Vendor Responsibility

	Develop and Maintain all Maintenance and Operations documentation specified in this RFP

	Meet or exceed all Service Level Agreement requirements defined in this RFP

	Provide a well-researched and clearly-explained root-cause analysis (RCA) for any issue including, but not limited to, a description of problem, action plan to be taken, and measures that will be taken to prevent such a problem in the future

	Provide required written root-cause analysis within seven (7) calendar days of the resolution of the situation addressed by the RCA

	Monitor quality continually throughout the life cycle of the project

	Audit operations to ensure accuracy throughout the lifecycle of the project

	Meet or exceed all Operational Level Agreement requirements defined in this RFP


Table 6.3 – Vendor M&O Responsibilities 

6.4 Performance Measurement

The IEDSS Vendor will be held accountable to SLA expectations covering the systems and the business practices proposed in their solution.  Failure to comply with mutually agreed upon service level agreements and their associated measurements will result in penalties to be described in the contract resulting from this RFP.  The IEDSS Vendor will, at a minimum, ensure, with mutually agreed upon measures
The IEDSS Vendor must suggest the methods used to evaluate its performance as well as the method and frequency it suggests be used for communicating its performance to the State.  The State retains approval authority over suggested methods. The State favors methods that provide “dashboard”-like reporting capabilities and online access to trend analysis.  In addition, the IEDSS Vendor will provide the State with significant visibility into ongoing operations.

77) When a service level agreement requirement is not met, the IEDSS Vendor(s) must:
ca) Document the issue

cb) Assess the issue

cc) Complete Root Cause Analysis (RCA)

cd) Prepare a plan for remediation

ce) Submit the plan to the State for approval

cf) Execute the plan

cg) Assess the results of the plan 

The timeframes for these actions will be finalized as a part of the Performance Measurement methods to be approved by the State. Failure to satisfy the remediation plan will result in the requirement for Corrective Action Plans (CAPs) to correct any deficiencies identified.  All CAPs must be completed as required by the State and within the specified time frames.
6.4.1 Service Level Agreements

The IEDSS Vendor will be held accountable to SLAs including, but not limited to, the following expectations pertaining to the systems and business processes proposed in their solution.  The IEDSS Vendor will ensure, with mutually agreed upon measures:
78) Timely completion of DDI activities is of particular interest to the State. At the outset of the DDI phase, the Contractor and the State will agree on the Project Plan for the DDI Phase, which will include the proposed completion date for system implementation and "go-live", and consequently the DDI Phase overall 

A total of 5% of the Respondent's proposed fixed fee amount for the DDI phase will be withheld by the State pending timely completion of the DDI Phase. For each calendar month delay in successful completion of the DDI phase, one-third of the withheld amount will be subtracted from the withheld amount and retained by the State, and the remaining funds will be released for payment to the vendor following successful completion of the DDI phase. If the total delay exceeds three (3) calendar months, the State will retain the entirety of the withheld amount 

79) The CMS Certification Milestone will occur after six months of system operation, and will serve as a CMS post-implementation review. The criteria for the Certification are identified in the CMS Enterprise Certification Toolkit (https://www.cms.gov/MMIS/09_MECT.asp). The Contractor must facilitate the State’s self-certification via checklists in the Toolkit but be prepared for supporting an onsite CMS assessment.
The State considers the CMS Certification Milestone to be a critical step in the successful completion of the IEDSS implementation. As such, 5% of the Respondent's proposed fixed fee amount for the DDI phase will be withheld by the State pending CMS Certification. Once the system has been certified by CMS, the State will release this amount for payment

80) System availability during 100% of normal Business Day operating hours

81) Response time expectations meeting the following standards:

ch) 99% of transactions completed in less than fifteen (15) seconds with none to exceed 45 seconds
ci) 95% of transactions completed in less than three (3) seconds with none to exceed 30 seconds
cj) 90% of transactions completed in less than one (1) second with none to exceed 30 seconds
82) Changes to production are approved and signed by off by appropriate State personnel prior to being made
83) Maintenance and enhancement activities are maintained to standards agreed upon by the Vendor and the State Project Manager

84) The system must be available to the State and its designees as well as the public during business hours defined by the State. 
85) The Principal Period of Maintenance (PPM) will be the hours excluded from the PPO.  Within the PPM, all batch processing must be completed this includes:

ck) Programs necessary to be executed in the daily, weekly, monthly, quarterly, or yearly cycle must be run as scheduled

cl) Necessary batch cycles shall not interfere with online production schedule

cm) All necessary interfaces are established to complete execution within a reasonable deadline

cn) All electronic data transfers with other State, federal, or FSSA contracted entities are completed to standards agreed upon between the IEDSS Vendor and the State

co) All daily and monthly reports generated by the IEDSS Vendor’s system are received successfully and posted to the appropriate server for viewing by 7:00 AM Eastern Standard Time the following business day

cp) All daily reports generated by the IEDSS Vendor in support of Electronic Benefits Transfer (EBT) are received successfully and posted to the appropriate server for viewing by 7:00 AM Eastern Standard Time the following business day

86) Procedures for retention of application base source code, executable modules, and the databases critical for compliance audits by both State and federal authorities may be verified upon written request by the State Project Manager and must be submitted within five (5) business days of the request.  Within thirty (30) calendar days following the start of the contract resulting from this RFP, the formatting standards for verifying procedures will be agreed upon between the State and the IEDSS Vendor

87) Updates to retention policies and practices are to be submitted by the IEDSS Vendor within five (5) business days of the request

88) Maintenance of all system user documentation including, but not limited to the data dictionary, project charters, system design summary documents, detailed system design documents, and the data exchange document in a State-approved format

89) Documentation of all project work completed such as work completed on enhancements, maintenance, web-enabled client notice documentation, and reports.  Within thirty (30) calendar days following the start of the contract resulting from this RFP, the formatting standards for sharing this information will be agreed upon between the State and the IEDSS Vendor

90) Support and maintenance of procedures to support system disaster recovery 

cq) The System shall have the capability to restart communications and associated applications following a non-disaster System failure within a six (6) hour period.

cr) The back-up restart capability shall: restore all System files to their state of completion of the last fully processed transaction; provide a notification capability, at the operators discretion, to broadcast to all active devices that the System is once again operational; and, provide for this notification to be automatically and manually initiated 

cs) Restoration of databases shall automatically process all possible transactions completed prior to the loss of the System 

ct) Documented procedures and facilities must be in place to ensure Disaster Recovery within a twenty-four (24) hour period.  In the event of major problems at the Vendor data center, or any local office, the Vendor must provide an alternate means of assuring System availability.  This includes, but is not limited to, hardware, software, and communications  

cu) The system will have backup media that stores all the required types of backups and meets the needs of Business and the State
cv) The system will have backup media storage locations that are off-site from the data processing centers.  These locations must be available 24x7 and be able to deliver recovery media that meets the needs of Business and the State
cw) The system will provide for all databases to be completely restored as they were before the loss of the System
cx) The backup/restore process for the host databases will be simple, economical, certain, and will not adversely impact the System availability requirements
cy) Backup and restoration of any local files residing on the local servers will require minimal operator intervention at the local site
cz) The system will provide for automatic failover to the backup data center

da) The system will be available within six (6) hours after a disaster
db) The Vendor will perform full tests of the Disaster Recovery capability at the State’s request no more than once per year
91) Testing of maintenance system Change Requests that are assigned to the IEDSS Vendor by State staff.  This includes unit testing, regression testing, system testing, integration testing, and load testing where appropriate

92) Testing of all enhancement system Change Requests that are assigned to the IEDSS Vendor by State staff.  This includes unit testing, regression testing, system testing, integration testing, and load testing where appropriate

93) Organization and documentation on all test results and other information as deemed necessary by the State that will include screen shots of relevant information as agreed upon during test scenario development

94) Completion signoff by the State Project Manager, or designee, of maintenance or enhancement Change Requests.  The IEDSS Vendor will be notified in writing of State User Acceptance Testing within five (5) business days.  If the State accepts the test, the Change Request will be deemed complete and subject to a warranty.  If the State does not accept the test, the IEDSS Vendor will be notified in writing by the State Project Manager, or designee, and the IEDSS Vendor will resubmit the Change Request within two (2) business days to the State for another User Acceptance Test.  Within three (3) business days of resubmission, the second User Acceptance Test by the State will be completed.  If the State accepts the test, the Change Request will be deemed complete and subject to a warranty.  If the State does not accept the test for a second time, the cost of the maintenance or enhancement will be remedied by the IEDSS Vendor and still subject to User Acceptance Test validation by the State

95) Development of ad-hoc reports requested by the State in a timeframe mutually agreed upon between the State and the IEDSS Vendor

96) Documentation, maintenance, and indexing of all ad-hoc queries and reports developed in a shared library by the IEDSS Vendor and the State

97) Tracking and resolution of system or batch procedure failures that occur during any production batch process with timely notification to the State and its designees

98) Tracking and resolution of system or batch procedure failures that occur during the normal Business Day operating hours with immediate notification to the State and its designees.  The IEDSS Vendor must work with the State to analyze and recommend correction for the failing system component within four (4) hours.  Once the State Project Manager agrees with the resolution and the IEDSS Vendor has received approval, the IEDSS Vendor must immediately begin the work necessary to complete the recommended solution

99) Availability of emergency on-call technical staff as needed for batch, online, and database administration.  The IEDSS Vendor must ensure that staff is available for emergencies resulting from online or batch errors twenty-four hours per day, seven days per week, three hundred sixty-five days per year (24x7x365) in support of the IEDSS.  The IEDSS Vendor will be required to respond to the emergency either on-site at the contractually agreed upon facilities or off-site as necessary

100) IEDSS Vendor staff work within the State’s normal business hours.  All IEDSS Vendor work schedules will be approved by the State Project Manager or designee.  IEDSS Vendor staff may be required to work outside of the State’s normal business hours upon request by the State Project Manager or designee.  Any IEDSS Vendor staff required to work on weekend or State holidays to support the system must be prior-approved by the State Project Manager, or designee, whenever possible and will subsequently be allowed to bill (if applicable) for those hours needed to correct a system failure, provide routine database maintenance, conduct testing, or conduct system modifications

101) IEDSS Vendor staff work on-site at the contractually agreed upon facilities unless granted permission by the State

102) IEDSS Vendor staff post their work hours each month by the last day of the month.  The State is not to be billed (if applicable) for any personal time off (including meal times).  IEDSS Vendor staff is not permitted to “bank” hours for later use

103) The IEDSS Vendor must participate in the Steering Committee as a non-voting member, attend meetings with State staff and outside entities as needed in the support of the system, prepare the agenda and minutes as appropriate, and fully complete the Requirements Document, System and Detailed Design Document, and System Project Charters by mutually agreed upon deadlines

104) The IEDSS Vendor must have the capability and program(s) (if applicable) to prepare weekly and monthly status reports with mutually agreed upon content and submit them to the State Project Manager, or designee, and FSSA Division of Technology Services (DTS) 

105) Completion of transition activities (if necessary) within a schedule mutually agreed upon between the State and the IEDSS Vendor

106) Tracking, managing, controlling, and reporting on maintenance and enhancement Change Requests.  The following items must be tracked:

dc) Description and justification of the Change Requests

dd) Resource estimation required to complete Change Requests, including the satisfactory analysis, design, development, and testing

de) Reporting on maintenance and enhancement status by their associated Change Request

df) Reporting of resource assignment and utilization

107) Compliance with the mutually agreed upon System Development Life Cycle (SDLC) for all system development efforts

108) Identification of primary IEDSS Vendor staff “key persons” whose primary management or supervisory responsibilities will have critical influence on or substantive control over IEDSS Vendor operations.  The IEDSS Vendor shall notify the State Project Manager in writing of any impending changes to key persons and/or their employment with the response being at least five (5) business days in advance of the change and/or the employment.  If a replacement is not named within twenty (20) business days, the IEDSS Vendor shall submit a written request for exception to the State Project Manager on the twentieth business day following the departure of a key person.  This request shall include details of the IEDSS Vendor’s efforts to find a suitable replacement.  Within ten (10) business days of the hiring date of the new “key person”, the IEDSS Vendor shall provide a revised listing of the key personnel to the State Project Manager in writing

109) Minimization of IEDSS Vendor staff attrition.  If a position under the IEDSS Vendor staffing plan becomes vacant, it is the IEDSS Vendor’s responsibility to fill the vacant position with a qualified, State-approved replacement within thirty (30) calendar days

Failure to comply with mutually agreed upon service level agreements and their associated measurements will result in penalties to be described in the contract resulting from this RFP.
6.5 Business Continuity and Disaster Recovery 

6.5.1 Overview

As the State moves toward higher levels of MITA maturity, the goal is to replace more manual business processes with automated business processes that are completed in a real time environment.  The demand will continue to be for systems and solutions that provide instant responses 24 hours a day, 7 days a week.  

For this reason, it is imperative that the IEDSS Vendor place the highest priority on business continuity.  Business continuity refers to those activities performed daily to maintain service, consistency and recoverability. 

The IEDSS Vendor must develop and maintain their Business Continuity Plan (BCP) and demonstrate their ability to execute that plan.  The BCP must provide adequate backup and recovery for all IEDSS operations, both manual and automated, including all functions required to meet the backup and recovery standards of Recovery Time Objective (RTO) and Recovery Point Objective (RPO).

6.5.2 Business Continuity Plan

The Business Continuity Plan (BCP) is created to:

110) Prevent interruptions to normal business

111) Protect critical business processes from natural or man-made disasters

112) Provide a strategy to allow for the resumption of normal business activity

At a minimum, the IEDSS Vendor must demonstrate their ability to develop and execute a Business Continuity Plan (BCP) that documents the following:

	Overview
	· LAN/WAN

· Telecommunication

· Applications and data

· Identify potential disruptive events 
· Natural Disaster
· Manmade events

	Scope and Plan Initiation
	· Describe operations (Vendor, State)

· Create detailed account of work

· List resources

· Define management practices

· Define roles and responsibilities

· BCP Committee

· Senior Management

	Business Impact Analysis (BIA)
	· Address the primary goals of the plan
· Criticality prioritization

· Downtime estimation (maximum not to exceed the terms specified in the contract) in the event of a catastrophic or natural disaster. 
· Downtime estimation (maximum not to exceed the terms specified in the contract)  in the event of other disasters caused by such things including but not limited to criminal acts, human error, malfunctioning equipment or electrical supply

· Resource requirements

· BIA Results

· Assessment materials gathering

· Vulnerability assessment

· Quantitative loss criteria

· Qualitative loss criteria

· Information Analysis

· Results and recommendation

	BCP Development
	· Recovery Plan

· Continuity Strategy


Table 6.4 –Business Continuity Plan Contents 

6.5.3 Disaster Recovery Plan

The Disaster Recovery Plan (DRP) must present:

113) Statement of actions taken before, during and after a disruptive event

114) Procedures required to respond to an emergency, providing back up operations during a disaster

The IEDSS Vendor must demonstrate their ability to provide the most appropriate backup systems and facilities to address the recommendations of the business impact analysis.  Testing of the DRP must be conducted on a regular basis.  The State will not acknowledge that recoverability exists until the plan is tested and the State is able to verify the accuracy of the plan.

At a minimum, the Disaster Recovery Plan (DRP) must include the following:

	Overview
	Goals and Objectives

	Data Processing Continuity
	Describe the consideration and ultimate selection of the following backup systems and facilities:

· Reciprocal (mutual aid agreements)

· Subscription services

· Hot site

· Warm site

· Cold site

· Mobile site

· Multiple centers

· Transaction redundancy

· Electronic vaulting

· Remote journaling

· Database shadowing

· Backup and maintenance schedule

	Testing
	Describe the consideration and ultimate selection of the following:

· Testing checklist:  how you will distribute the DRP for review

· Structured walkthrough:  how you will walk all business managers through the test plan review

· Simulation:  all involved people conduct practice session

· Parallel:  primary processing does not stop

· Full interruption:  cease normal operations

	Recovery Procedures
	· Describe Recovery Team duties

· Implement the recovery procedures in a disaster

· Assure critical functions operating at backup site

· Retrieve materials from offsite storage

· Install critical systems and applications

· Describe Salvage Team duties separate from recovery team

· Return primary site to normal operating conditions

· Clear and repair primary processing facility

· Describe Normal Operations Team, returning production from disaster recovery to primary

· Address other recovery issues

· External groups

· Employee relations

· Fraud and crime

· Financial disbursement


Table 6.4 –Disaster Recovery Plan Contents 

6.5.4 Business Continuity and Disaster Recovery Responsibilities

	State and/or its Designee Responsibility

	

	Review and approve the Business Continuity Plan (BCP) and Disaster Recovery Plan (DRP)

	Monitor implementation of the Business Continuity Plan (BCP) and any safeguards to be implemented

	Perform periodic review of compliance with Business Continuity Plan (BCP) requirements, including review of the risks

	Provide State staff to provide input to the development of the  Business Continuity Plan (BCP) and Disaster Recovery Plan (DRP)

	Coordinate IOT staff and IEDSS Vendor 


Table 6.5 – State Business Continuity and Disaster Recovery Responsibilities
	IEDSS Vendor Responsibility

	Develop a Business Continuity Plan (BCP) as specified in the BCP section of this RFP

	Develop a Disaster Recovery Plan (DRP) as specified in the DRP section of this RFP

	Develop documented procedures and facilities to ensure Disaster Recovery within a twenty-four (24) hour period

	Ensure that the  Business Continuity Plan (BCP) and Disaster Recovery Plan (DRP) continually meets applicable State and Federal requirements for Business Continuity and Disaster Recovery

	Ensure adherence to the approved BCP and DRP through quarterly desktop exercises as well as full recovery drills once a year

	Execute a live demonstration of the operation of the Business Continuity Plan (BCP) that will be tested as part of Acceptance Testing, to be completed prior to IEDSS operations

	Provide a monthly report following the review of data processing continuity activities to ensure maintenance of Selected Disaster Recovery Site and Transaction Redundancy processes


Table 6.6 – Vendor Business Continuity and Disaster Recovery Responsibilities 

6.6 Disengagement

6.6.1 Overview

Disengagement includes end of contract transition planning to ensure a seamless operational transition to the State or its designee.  Prior to the conclusion of the contract, the IEDSS Vendor must provide assistance to the State to assure that all responsibilities are transitioned.   Key activities for disengagement include:

115) Phase-in training 

116) Efficient transition activities

117) Staffing continuity

118) Uninterrupted service

For this reason, disengagement planning must commence at least one year prior to the IEDSS Vendor’s contract expiration date.  The State may require that these services begin earlier as needed for an orderly transition.  

6.6.2 Transition Plan

At the State specified time, the IEDSS Vendor must submit a Transition Plan for the designated systems and services, detailing how the System could be turned over to a maintenance provider at the end of the Contract period, on termination of the Contract, or when such a change is warranted.  The plan will:  

119) Provide for an orderly and controlled transition to the State or a subsequent maintenance provider 

120) Be designed so there is no disruption of processing and services provided to IEDSS technical staff or users

121) Provide for the transfer to the State or the subsequent provider all software, licenses, documentation, data, test data, procedures, and all equipment in IEDSS Vendor’s custody and control

122) Provide for the destruction of duplicate data or materials deemed to be confidential remaining in the IEDSS Vendor’s possession at the end or termination of the Contract

123) Provide comprehensive turnover training for State and/or the subsequent maintenance IEDSS Vendor’s management in the operation and maintenance of the IEDSS

The IEDSS Vendor must develop a Transition Results Report that documents completion of each step of the Transition Plan.

The State has the right to initiate the disengagement process for any service under the IEDSS Vendor Scope of Work with thirty (30) days written notice.  The notice of termination initiates these disengagement activities and responsibilities.

6.6.3 Disengagement Responsibilities

	State and/or its Designee Responsibility

	Review and approve the IEDSS Vendor’s Transition Plan

	Provide appropriate notice of disengagement for implementation of the Transition Plan

	Collaborate with the IEDSS Vendor to execute the Transition Plan

	Provide appropriate time and resources for the IEDSS Vendor to fully complete all phases of the transition

	Review and approve the Transition Results Report

	Reimburse the IEDSS Vendor for all reasonable disengagement costs as described in the contract for services

	Support resolution of conflicts of disengagement activities between various IEDSS Vendors

	Resolve duplication of disengagement activities between various IEDSS Vendors


Table 6.7 – State Disengagement Responsibilities
	IEDSS Vendor Responsibility

	Provide, at onset of contract, an end of contract Transition Plan

	Review and update Transition Plan annually based on the status of the system

	Initiate disengagement planning at least one (1) year prior to the contract expiration date

	Provide sufficient experienced personnel during the phase-in, phase-out period to ensure that the IEDSS services called for by the contract are maintained at the required level of proficiency

	Provide appropriate staff, including at least one management level resource, to be onsite and responsible for the completion of the Transition Plan

	Provide phase-in training to the successor on the project in the maintenance, operation, and support activities of the respective component at least three (3) months prior to the end of the contract or any contract extension

	Exercise best efforts and cooperation to effect an orderly and efficient transition to a successor including providing sufficient experienced personnel during the phase-in, phase-out period to ensure that the services called for by the contract are maintained at the required level of proficiency

	Produce a Transition Results Report 

	Provide, at no additional cost to the State, services of an onsite systems analyst who has worked for at least one (1) year on the hardware and software and infrastructure provided by each component comprising the IEDSS System 

	Provide, at no additional cost to the State, State approved services of an onsite systems analyst for ninety (90) days following contract termination

	Correct, at no additional cost to the State, any malfunctions or omissions identified by the state as critical to transition throughout the transition period and up to ninety (90) days after contract termination

	Transfer to the State or its designee all licenses, leases, telecommunications, software, hardware, and other related infrastructure required for the continued complete operation of the IEDSS, within ninety (90) days from receipt of the State’s request

	Provide the State with all existing documents, data, files and other pertinent information necessary for the subsequent provider to perform required services


Table 6.8 – Vendor Disengagement Responsibilities
7.0 Facilities

7.1 Overview
The Indiana Eligibility Determination Services System (IEDSS) Vendor will establish an IEDSS project site that is ADA (Americans with Disabilities Act) compliant.  It must also meet the provisions of the Clean Air Act of 1963 as amended (42 U.S.C. 7401, et seq.), the Federal Water and Pollution and Control Amendments of 1972/ Clean Water Act  (33 U.S.C. 1251, et seq.) and the Debarment Act (5 U.S.C. 8902a, et seq.).This facility must house the IEDSS Vendor’s implementation and operations staff, as well as the Independent Verification and Validation (IV&V) Vendor staff, any State staff assigned to the project, and any other individuals (such as auditors or testers) that may be housed for a period of time, per the approval of the State.  The project site must be established for the sole purpose of housing staff on the IEDSS project.  Safety, health, and welfare of all staff housed at the IEDSS project site are important considerations for IEDSS project.  

Subject to the State approval, the IEDSS project site must be no farther than one (1) mile from the State’s government center at 402 W Washington Street, Indianapolis, IN throughout the term of the contract.  The IEDSS Vendor must provide for parking spaces adjacent to the building structure on a one-to-one ratio for all State staff housed at the IEDSS project site and an additional twenty (20) parking spaces for meetings and ad-hoc groups.

7.2 Facility Layout

7.2.1 State Staff Offices

State staff must have at least four (4) separate, secure and private offices with locking capability for project management.  Each office must be equipped, at a minimum, with the following:

124) One (1) ergonomic desk

125) One (1) ergonomic chair with arms

126) Two (2) side chairs

127) One (1) speaker telephone, with a unique extension number, and multiple lines for designated personnel and voice mail 

7.2.2 Other Project Staff Workspace

Within the IEDSS project site, the IEDSS Vendor must designate workspace for up to ten (10) State and IV&V staff in addition to the State Project Management staff.  Within this workspace, the IEDSS Vendor must equip each workspace, at a minimum, with the following:

128) One (1) ergonomic desk

129) One (1) ergonomic chair with arms

130) One (1) speaker telephone, with a unique extension number, and multiple lines for designated personnel and voice mail

All State staff members must have access to their workspace at any time, day or night, including holidays and weekends.

7.2.3 Onsite User Acceptance Test Group Workspace

Within the IEDSS project site, the IEDSS Vendor must designate group space for at least ten (10) workspaces which will serve as the User Acceptance Test (UAT) facility.  Within the UAT facility group space, the IEDSS Vendor must equip each workspace, at a minimum, with the following:

131) One (1) ergonomic desk

132) One (1) ergonomic chair with arms

133) One (1) speaker telephone, with a unique extension number, and multiple lines for designated personnel and voice mail

All State staff members must have access to their workspace at any time, day or night, including holidays and weekends.

7.2.4 Conference Rooms

The IEDSS project site must have at least one large conference room with a standing capacity of sixty (60) or greater and a seating capacity of thirty (30) at tables, containing the following:

134) Conference table

135) Ergonomic seating

136) White board

137) Projection screen

138) Conference telephone

139) Multiple data ports for LAN access

140) Adequate electrical outlets

141) Wireless capability

142) Projector

The IEDSS Project Site must have at least two (2) medium conference rooms with capacity for twenty (20) each.  These rooms must have the same configuration and set up as above for the large conference room.

7.2.5 Break Room

The IEDSS Project Site must include an adequate break room with furniture, microwave, and refrigerator.

7.3 Facility Equipment

7.3.1 Laptops/Desktops

The IEDSS Vendor must provide PC equipment for their staff at their own cost.  They must also provide typical desktop, project management and necessary test software for their own staff.  The State will provide PC equipment for their staff and associated desktop software.  The current State standard for MS Office software is 2007and it is expected that the Vendor will use equivalent versions of this software.    

143) Vendor laptops and desktops should meet the following general specifications for compatibility and access to State system:

dg) Intel or comparable capability CPU running a widely used 64-bit operating System or better

dh) Energy Star compliant with the Energy Star feature active (not disabled)

di) Provide access to the ISSF LAN capable of handling a bandwidth of 1000 Mb/second or better

dj) Provide access to the ISSF, when off site, using web VPN technology

dk) Support wireless capabilities utilizing industry standard methodologies

dl) Equipped with enough processor, memory and storage capacity to accommodate 25% growth, from baseline, in usage of resources

dm) Continue to meet the minimum requirement(s) recommended by the manufacturer of the operating system software and/or the other software installed on the laptops/desktops through the duration of the IEDSS Vendor contract.

7.3.2 Software

The IEDSS Vendor must provide all software necessary to view, run and/or test the ES application for the State project management, State project resources, State testers and IV&V staff.
7.3.3 Printing and Duplicating
The IEDSS Vendor must provide State staff with access to fax, scanning, printer, and duplicating equipment that is capable of both black and white and color re-production.   The IEDSS Vendor must provide all supplies necessary for operation of each IEDSS installed printer throughout the IEDSS contract, including but not limited to, paper and printer toner cartridges for local office printing.  This equipment must comply with State specifications.

7.3.4 Connectivity
The IEDSS Vendor must provide connectivity between the IEDSS project site facility and both the main State Data Center located in Indianapolis, IN and the generally disaster recovery oriented Data Center located in Bloomington, IN.

7.4 Safety and Security

The IEDSS Vendor must ensure that the IEDSS Project Site is maintained as a healthy work environment and provide sufficient security measures for the safety of people and equipment and security of information.  Adequate security of staff and equipment must be provided including electronic security identification badges and electronic badge readers at all points of entry to control access for all authorized Vendor employees and staff.  The IEDSS System must provide full access to all facilities and hardware supporting services covered under this contract to the State and its designees, without notice and without escort, for the purpose of monitoring all IEDSS Vendor activities.

7.5 Maintenance Services

The IEDSS Vendor must provide building maintenance, housekeeping services and supplies, office management, and HVAC.  The IEDSS Vendor must provide trash removal and recycling services, which includes paper, plastic, and aluminum.  A secure shredding service for confidential documents must be provided.

7.6 Regulatory Compliance

The IEDSS Vendor must comply with all applicable building codes, fire codes and other regulations related to accessibility and sustainability measures, including but not limited to:

1) Ensure the State Fire Marshall’s inspection and approval prior to occupancy and through the term of the contract

2) Provide emergency lighting of hallways, exit paths, and conference rooms and marking of exit routes as per State Fire Marshall guidelines

3) Organize periodic testing of all emergency alert systems and fire drills as part of the emergency evacuation plan

4) Participate in periodic testing of all emergency alert systems and fire drills as part of the emergency evacuation plan

5) Certify, in writing, that buildings built before calendar year 1979 are free from Asbestos Containing Material (ACM) hazards; certification must be provided by an Industrial Hygienist certified by the American Board of Industrial Hygiene (ABIH) or an Environmental Protection Agency (EPA) Asbestos Hazard Emergency Response Act (AHERA) Certified Inspector

6) Provide a photocopy of the Occupancy Certificate issued by the city or county building department if the building was constructed subsequent to calendar year 1979

7) Certify that buildings built before 1980 are free of hazard from Lead Containing Materials (LCM)

8) Comply with the State’s No Smoking Policy and include designated areas for smokers and appropriate signage

7.7 Training Facilities

In addition to the IEDSS Project Site, the IEDSS Vendor, working with the State and its contracted entities, will be required to secure and equip training facilities at which Eligibility System Training will be performed.  The Training Facilities must also be in compliance with the requirements included in sections 7.5 Maintenance Services and 7.6 Regulatory Compliance above. 
7.8 Facility Responsibilities

	State and/or its Designee Responsibility

	Review all IEDSS Project Site  plans and procedures

	Provide PCs and desktop software for State resources

	Approve all IEDSS Project Site plans and procedures


Table 7.1 – State Facility Responsibilities
	IEDSS Vendor Responsibility

	Provide and operate a IEDSS Project Site with sufficient equipment and software for necessary software development, testing, training and Reference Data Load and production processing

	Be responsible for all costs related to the rental and operation of the IEDSS Project Site including, but not limited to leasehold improvement, utilities, security, telephone, Local Area Network (LAN), Virtual Private Network (VPN), office supplies, janitorial services, parking, storage and insurance

	Meet applicable State building code requirement(s) and must meet the State’s minimum lease requirement(s) 

	Comply with the Requirement(s) of the Americans with Disability Act (ADA) and all applicable Federal, State, and local laws, rules, regulations, ordinances, guidelines, directives, policies, and procedures regarding facility accessibility

	Ensure that all workspaces including the private offices be designed ergonomically and meet Indiana and OSHA workspace ergonomics standards

	Provide Office Equipment for their own staff, State Project Management and IV&V staff, as specified in Sections 7.2 and 7.3 above 

	Operate a IEDSS Project Site with sufficient equipment and software for necessary software development, testing, training and Reference Data Load and production processing

	Include sufficient staff support to perform duties including managing the reception areas, break room, supply room, photocopying,  and general office management for all staff housed at the IEDSS Project Site between 8:00 a.m. and 5:00 p.m. Monday through Friday, except State holidays

	Secure and equip training facilities at which Eligibility System Training will be performed.


Table 7.2 – Vendor Facility Responsibilities 

8.0 Business Requirements
8.1 Overview
The business scope of the IEDSS RFP includes the functionality and programs listed below.
8.1.1 Business Process Functional Areas (Tier 1):

144) Application Processing
145) Eligibility Determination
146) Case Management
147) Support
148) Reporting and Additional Requirements
The business functional areas are organized and presented following the MITA business process model framework.  The functions and activities identified are critical to the business areas and business processes supporting the programs that will be administered by IEDSS.   Tier 1 defines the high level functions and is further elaborated by the Tier 2 (indicated in the figures below) activities to provide a more detailed description of processes involved in each functional area. The business requirements for each functional area and the associated Activities are found in Attachment K Business Requirements Compliance Matrix which has a separate tab for each functional area.
8.1.2 Programs 
Human services programs in scope include:

· Cash Assistance

· Temporary Assistance for Needy Families (TANF) 

· Refugee Cash Assistance (RCA)

· Healthcare Assistance

· Medicaid

· Children’s Health Insurance Program (CHIP)

· Hoosier Healthwise

· Healthy Indiana Plan (HIP)

· Presumptive Eligibility for Pregnant Women

· Supplemental Assistance Programs

· Residential Care Assistance Program (RCAP)

· Supplemental Assistance for Personal Needs payments (SAPN)

· Indiana Manpower and Comprehensive Training  (IMPACT)
· Supplemental Nutrition Assistance Program  (SNAP) 
Additional information for these programs is included in Attachment O - IN ES Procurement Library Files in the IEDSS Programs in Scope document located in the Business General folder.
8.2 Business Process Descriptions

The following descriptive sections for the business process functional areas provide high-level narrative to support the context for the functional requirements.
8.2.1  Application Processing

The primary purpose of this function is to support processing of applications and other client submitted documentation. Tier 2 activities included within the Application Processing function are shown below in Figure 8.1.  The business requirements for Application Processing and the associated Activities are found in Attachment K Business Requirements Compliance Matrix under the tab titled “App Processing”.

Applications are received through multiple venues including client web portal, mail, fax or walk-in at county offices. Online applications, submitted by clients or community based organizations on behalf of clients, are submitted through the web portal, tracked and the application data is stored directly in the eligibility system data base. Faxed or mailed applications or other client verification documentation is received by the Document Center, which scans the documentation into the system. Document images are tracked and indexed to the appropriate case.  Clients may also bring a hard copy of the application to a local county office for processing. From there office staff faxes the application and any relevant documentation directly to the Document Center where the images are processed as above. Local office staff may also assist walk-in clients by manually entering client data directly into the eligibility system.  Indiana has an established document management system that will continue to be utilized via an interface with the IEDSS.
The application is registered and then passes through a clearance process wherein the system attempts to match client demographic data from the application with information already in the system. A data match indicates a pre-existing case exists and the client is linked to it. At this point, applications are tracked according to program-specific rules for the programs which client has requested. 

The client’s selection of requested programs will determine whether or not the applicant is required to have an interview with staff for the purpose of gathering additional information. The interview will be scheduled at this point in the eligibility processing. The case is then assigned to appropriate staff and/or offices for the next set of activities associated with Eligibility Determination.
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Figure 8.1 - Tier 2 activities included in the Application Processing function

8.2.2 Eligibility Determination

The primary purpose of this function is to collect, review and process applications and other client submitted documentation for determining eligibility. Activities in this function support determination of eligibility and authorization of benefits. Figure 8.2 shows the activities involved in this functional area. The business requirements for the Eligibility Determination and the associated Activities are found in Attachment K Business Requirements Compliance Matrix under the tab titled “Elig Determination”.

During data gathering, staff conducts phone and/or face-to-face interviews for initial applications and redeterminations. For programs which do not entail an interview, staff gathers information necessary for determining whether the client is eligible for benefits. This includes documentation such as pay stubs, utility bills, birth certificates, etc. in most instances clients provide documentation which first passes through the Document Center, as discussed above in Application Processing.  In addition, some information may be obtained through interfaces to other State or Federal agencies.
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Figure 8.2 - Tier 2 activities involved in Eligibility Determination function
The capturing and viewing the receipt of documentation required to more accurately determine eligibility is referred to as verification.  Once all client data has been gathered and verified, the system determines client eligibility for the requested programs, applying the appropriate State and Federal rules per program. During the eligibility evaluation process, staff reviews the application and case information to confirm system eligibility results. The next step in the process is completed by State staff only. Eligibility determination results – whether benefits were granted or denied – must be officially authorized.  Correspondence is then sent to the client notifying them of the eligibility decision and the amount of benefits if applicable.

“Evaluation, review and research” is an activity completed by a unit separate from the eligibility processing teams. The Medical Review Team (MRT) reviews medical documentation to determine whether an applicant meets disability requirements. Indiana is in the development stage for the new MRT system that will interface with IEDSS.  Emergency Assistance functionality is utilized only during a federal emergency in coordination with FEMA. This processing expedites the processing and disbursement of benefits during a federally-declared disaster.
8.2.3 Case Management

The primary purpose of this function is to support managing cases and programs after eligibility has been approved.  Activities involved in this function are shown in Figure 8.3 below. The business requirements for Case Management and the associated Activities are found in Attachment K Business Requirements Compliance Matrix under the tab titled “Case Management”.
State and Vendor staff manage caseloads through redeterminations, recertifications, interim reports, and changes to the case that has been reported by the client.  
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Figure 8.3 - Tier 2 activities included in Case Management function

The focus of staff in Redetermination/Recertification is to evaluate if ongoing cases/programs are eligible to continue based on State and Federal regulations.  The results are based on the correspondence received from clients, as well as documents that have been scanned and imaged and the collection of data from the data gathering interview. Similar to activities involved in eligibility determination discussed previously, staff evaluates the case/program for continuation of benefits and then State staff must authorize the redetermination or recertification.

Changes to a client’s situation, such as job change, address change, pregnancy, can result in a change in eligibility for benefits. Clients are required to notify staff of changes their situation and may report these changes through IVR, mail, or client portal. Once reported, these changes must be acted upon by eligibility staff and pass through the same verification, eligibility determination and authorization as discussed earlier. 

Specific programs require processing of interval client reports, including SNAP interim report, Medicaid mailer, and HIP mailer. Client changes are often reported via these interval reports.

8.2.4 Support

Support activities can take place throughout the lifecycle of a case. Tier 2 Support activities are shown below in Figure 8.4. The business requirements for the function Support and the associated Activities are found in Attachment K Business Requirements Compliance Matrix under the tab titled “Support”.

Correspondence occurs throughout all of functions in the current business process and   includes notices being mailed to clients, or their legal representatives, in the Eligibility Determination, Case Management, and Application Processing functions.  It also includes notices and letters being sent for Pre-hearing conferences and Hearings.  This activity is the backbone of communication between the State and the client.  A list of the current correspondence can be found in the procurement library. It is expected the IEDSS Vendor will work with the State to define the future correspondence based upon the functions of the new system, per program, based upon the business rules and to meet the Federal and State mandates.
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Figure 8.4 - Tier 2 activities included in Support function

Pre-hearings and hearings occur as a result of a client disputing an eligibility determination. Pre-hearings are informal meetings reviewing the circumstances of the disputed determination with the client and appropriate staff. If a resolution cannot be reached that is agreeable to the client, they have the right to pursue their complaint with a more formal hearing.  A case “evidence” packet is prepared for the hearing, which is conducted at the State central administrative offices and officiated by an Administrative Law Judge. Decisions will either support the staff‘s original determination or it can be overturned in favor of the client. 
Benefit Recovery, Underpayment and Issuance activities involve the recalculation of benefits in the event of a fraud referral or Hearing decision.  Benefit recovery occurs as a result of over issuance of benefits to a client, which may be a result of staff error, hearing decision, or fraud perpetrated by the client. Underpayment involves the issuance of additional benefits to the client to compensate for underpayments. Issuance is the activity of providing and tracking benefit payments paid to the client. Various forms of payment might include emergency assistance, electronic benefit transfer (EBT), or MMIS payments.
Internal and external referrals include two different types of “referrals”. One type is the process of providing and/or receiving a client referral involving another agency, program or provider.  These referrals may be either electronically or manually received and/or generated. The second type of referral results from Quality Control (QC) activities. The current system supports the random generation and review process of cases for QC. IMPACT is the employment and training component for the TANF and SNAP programs and requires a case management tool for assigning, scheduling and tracking employment activities and issuing supportive services to IMPACT participants.  (See Attachment K for details). Findings and reports may be submitted to Federal or State agencies according to mandatory statutes. 
An additional Support function activity for the IEDSS is the Agency Portal.  This functionality refers to the portal provided to approved, Other Agency Providers to use in the inquiry of client status for cases.  “Other Agencies include both internal and external agencies. For example, DOC is an example of an internal agency while a hospital would be an example of an external agency. The Other Agency Providers are agencies that have an interest in the client’s status but do not want to be an authorized rep for the client. These approved agencies currently obtained a signed authorization form from the client that is then submitted to FSSA/DFR via Application Services to allow the agency access to the allowable client information through the Agency Portal.  The Agency Portal is only used by these Other Agency Providers and only provides inquiry to the allowable client information. While the primary requirements for this functionality are located in the Support function, Agency Portal related requirements are also found within Application Processing, Eligibility Determination and Case Management functions.
8.2.5 Reporting and Additional Requirements

Activities within this function occur outside the normal eligibility processing.  The tier 2 activities are shown below in figure 8.5.  The business requirements for Reporting and Additional Requirements and the associated Activities are found in Attachment K Business Requirements Compliance Matrix under the tab titled “Reporting and Additional”.
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Figure 8.5 - Tier 2 activities included in Reporting and Additional Requirements

Data analytics play an important role for management. Daily transactional reporting is pulled from the eligibility system database, while longer term report data is extracted from the agency’s Data Warehouse. Currently all reports are pre-established, i.e., ad hoc reporting is available.  Indiana is seeking comprehensive reporting and ad-hoc reporting functions to support management.  A list of the current reports is included in the procurement library as examples. However, it is expected the IEDSS Vendor will work with the State to define the future reports based upon the functions of the new system. 
Outgoing and incoming data exchanges through internal and external interfaces play a critical role throughout eligibility processes. Many interfaces, with agencies such as Social Security Administration (SSA), Internal Revenue Service (IRS), Office or vital records, etc., provide information for verification and income data for budgeting purposes.  Internal interfaces such as Interactive Voice Response (IVR), Medical Review Team (MRT), and Data Warehouse are instrumental in carrying out daily processes within the system.  Interface requirements are included in Attachment K Business Requirements Compliance Matrix and a detailed list of interfaces can be found in the procurement library.
Security profiles are required to support the business model, workflow and highly versatile user community to ensure confidentially. 

Client Relationship Management (CRM) includes Interactive Voice Response (IVR), I3 and Help Desk processes.  Indiana has established systems to support CRM activities but seeks an interface with the IVR system and a client reporting function for capturing client application and information issues through the Web Portal.
9.0 Technical Requirements 
9.1  Background
It is important to understand the relationship between the major existing eligibility systems and interfaces as well as the ancillary systems including the State Network and the existing State web Portal.  The existing State systems are identified in Figure 9.1
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Figure 9.1 – Existing ES Technical Architecture

The major systems that are relevant to the IEDSS development and implementation effort are:

1) ICES – The Indiana Centralized Eligibility System is the system of record for multiple welfare programs.  Most importantly, it is the system of record for eligibility.  This system will be partially replaced by the IEDSS.  The specific components that will be interfaces with the IEDSS are identified in the Technical Requirements for Interfaces in Section 9.10, Interfaces.
2) FACTS – The Family Assistance and Care through Technology Services system is a web based system that provides an online portal for citizens to apply for benefits, manage the overall application process utilizing a web portal, Additional functionality includes the generation of correspondence. This system will be partially replaced by the IEDSS.  The specific components that will be interfaces with the IEDSS are identified in the Technical Requirements for Interfaces in Section 9.10, Interfaces. 

3) I3/IVR - I3/Integrated Voice Response (I3/IVR) is used to answer telephone initiated client inquiries. Vendor needs to integrate the proposed IEDSS system with existing I3/IVR system.
4) MMIS – The IndianaAIM (Advanced Information Management) system is the fiscal agent and medical claims processing system for the State of Indiana.  This system is currently operated by HP and has numerous interfaces with the ICES system.  The Vendor needs to integrate the proposed IEDSS system with existing MMIS system.
5) State Network – The State network forms a significant component of all of the major state systems.  The IEDSS will make use of this existing network for the communication with system users as well as for interfacing with other systems.  This will be the connection between IEDSS and end users as well as other systems.
9.2  Overview

The Indiana Eligibility Determination Services System (IEDSS) Technical Requirements are based on the technology services defined within the MITA Technical Reference Model and the Business Requirements as identified in Attachment H – Section 8, Business Requirements.  The organization of the Technical Requirements is based on the IEDSS Conceptual Technical Architecture (ES CTA).  The ES CTA was created based on the CMS published Exchange Reference Architecture: Foundation Guidance Version 0.99 dated March 16, 2011 as well as the IEDSS Business Requirements.  The following figure identifies the zones and components of the ES CTA.
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Figure 9.2 - Conceptual Technical Architecture

There are four major areas within the ES CTA that have specific requirements.  These are:
10) Infrastructure

11) Operations and SLAs
12) Security and Privacy

13) Application Integration

Additionally, separate requirements are identified for IEDSS specific components or groups of components within the ES CTA.   These components or groups of components are:

14) Portal

15) Business Rules Engine

16) Workflow Management
17) Customer Relationship Management
18) Interfaces

The following sections describe each of the major areas and components identified in further detail.

9.3  Infrastructure

The IEDSS Infrastructure consists of the facilities, equipment, software and network connections.  The combination of this infrastructure must fully support the IEDSS and interface as well as integrate with the required current information systems.  Refer to Section 7 Facilities, for the IEDSS facility requirements.  

The State will provide access to and support for the successful vendor in the following areas:

19) State Network Connectivity – The State will provide connectivity for the IEDSS and the rest of the State network assets.  The Vendor will be responsible for connectivity from their chosen facility to the State.  

20) Data Center Equipment – The State will supply equipment within the State Data Center and Disaster Recovery Data Center to house IEDSS equipment.  This equipment will include, but not be limited to, the necessary servers, networking, utility software, and database management.

21) Internet Connectivity – The State will provide Internet connectivity through a Secure VLAN to the portions of the system housed at the State Data Center.  This network traffic will not be allowed through the firewall protecting the State’s trusted network.  Please note that each vendor should estimate and propose the amount of bandwidth that IEDSS environments will utilize and document this as an assumption.

It is important to note that the Vendors should provide the necessary workstations, firewalls, switches and routers to connect to the State trusted network from their chosen facility (see Section 7 Facilities).  Bidders should propose the method, hardware and software that will work best with their proposed solution.  Attachment L Technical Requirements Cross-Reference Matrix for ES, Infrastructure tab.
	Infrastructure Assumptions

	The State will own all purchased hardware and software

	Equipment housed in the main State Data Center located in Indianapolis and the general disaster recovery related Data Center located in Bloomington,  must be purchased through and maintained by Indiana Office of Technology (IOT)

	Leases, agreements and contracts for all hardware, software, network connections, network lines and facilities will be transferable to the State at the conclusion of the contract


Table 9.1 – Infrastructure Assumptions
9.4 IOT Standards

9.4.1 System Accessibility Standards

9.5 Security and Privacy

There are many standards that apply to ensure that the system will be capable of the necessary level of security.  FISMA, FIPS and NIST standards privacy and security standards are the most complete set among these standards.  The Security and Privacy Requirements have been based on a combination of State standards and Federal standards including the US GAO FISCAM standards as described at http://www.gao.gov/special.pubs/fiscam.html and are documented in Attachment L - Technical Requirements Cross-reference matrix for ES, Security and Privacy Tab.

9.6  Portal

The IEDSS portal Business Requirements are based upon the philosophy that there should be ‘no wrong door’ as a citizen navigates through the state website.  Therefore, the public portions of the IEDSS portal must conform to the layout, look and feel of the existing State Portal and support the navigation between the systems regardless of which agencies’ servers are hosting the content.  The Portal Technical Requirements are focused on ensuring that the Portal:
22) Is consistent and supported by the IEDSS solution

23) Allows for links between the IEDSS portal and other portions of the State’s portal

24) Meets the requirements of the IEDSS portal

The diagram below describes the high level relationship and topology between the State Portal and the Vendor’s IEDSS solution.
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Figure 9.3 - State Portal to IEDSS
The Technical Requirements for the Portal are documented in Attachment L - Technical Requirements Cross-reference matrix for ES, Portal Tab.

Additionally cited in Attachment L are requirements related to an Agency Portal.  This web portal provides functionality for service providers to access information pertinent to their operations.
9.7  Business Rules Engine

A Business Rules Engine (BRE) is a standard component within the MITA framework for State IT systems.  The BRE’s purpose is to both serve as a documented repository of business logic as well as being an executable part of the overall architecture in the application of those rules within the architecture.  The Technical Requirements for the Business Rues Engine are documented in Attachment L - Technical Requirements Cross-reference matrix for ES, Rules Engine Tab.
9.8  Workflow Management

The IEDSS will utilize the workflow engine in many of the business processes as a repository of the condition that is tested or as the method for invoking a particular action.  Workflow management will enable work tasks within IEDSS business processes to be automated and distributed to individuals to carry out the tasks.  The workflow engine will enable tasks to be completed in different areas of the Indiana IEDSS and must be configured to complete the necessary steps of business processes. The Technical Requirements for the Workflow Management are documented in Attachment L - Technical Requirements Cross-reference matrix for ES, Workflow Management Tab.
9.9  Customer Relationship Management (CRM)
The State of Indiana has a significant investment in several existing CRMs.  The largest of these is within the FACTS system that is described in Section 9.1 and is a required interface for the IEDSS.  The Vendor will be required to provide support for Level 2 and Level 3 service requests related to the support of the IEDSS.  The Technical Service Desk is the contact center designed to provide users with assistance in responding to questions, concerns, and requests related to technical system inquiries. The Service Desk will manage all inquiries, issues, problems and questions and will provide efficient and accurate responses. For the purposes of this RFP, all contacts will be referred to as service requests.  The CRM requirements are identified in Attachment L - Technical Requirements Cross-reference matrix for ES, CRM.   
9.10 Interfaces

The Interface component will support the sharing of information from the different systems and stakeholders required to participate in the Indiana IEDSS.  There are a number of identified interfaces.  These are identified in the following table.
	Interface Name
	Inbound / Outbound / Both
	Online / Batch / Both

	Social Security Admin (SSA)
	Both
	Both

	Social Security Admin (SSA):   State Online Query (SOLQ )
	Both
	Both

	Indiana Department of Workforce Development (DWD)
	Both
	Both

	DWD or other Employment Service as defined by State
	Both
	Both

	Internal Revenue Service (IRS)
	Both
	Both

	Indiana Department of Revenue (IDR)
	Both
	Both

	Price Digest
	Both
	Both

	Child Support Bureau (CSB)
	Both
	Both

	FNS:  Disqualified Recipient Subsystem (DRS)
	Both
	Both

	MMIS, IndianaAIM
	Both
	Both

	Office of Vital Records (OVR)
	Both
	Both

	Public Assistance Reporting
	Both
	Both

	Information System (PARIS)
	Both
	Both

	EBT Vendor
	Both
	Both

	Bureau of Child Care
	Both
	Both

	HIP Plans
	Both
	Both

	Federal Office of Child Support Enforcement (OCSE)
	Both
	Both

	CHIP Premium Vendor (PV)
	Both
	Both

	First Steps
	Both
	Both

	Indiana State Department of Health (ISDH)
	Both
	Both

	Indiana Child Welfare Information System (ICWIS)/Management
	Both
	Both

	Gateway for Indiana's Kids (MaGIK)
	Both
	Both

	United States Postal Service
	Both
	Both

	Financial Institutions
	Both
	Both

	Department of Education
	Both
	Both

	Data Warehouse
	Both
	Both

	State Auditor
	Both
	Both

	OMPP Medical Review Team (MRT)
	Both
	Both

	Health Insurance Exchange (HIX)
	Both
	Both

	Data Broker
	Both
	Both

	Cody
	Both
	Both

	INsite
	Both
	Both

	Homeland Security
	Both
	Both

	IVR System
	Both
	Both

	Document Management System 
	Both
	Both

	Project Tracking System (PTS)
	Both
	Both

	Data Assessment Registry Mental
	Both
	Both

	Health and Addiction (DARMHA)
	Both
	Both

	SAVE
	Both
	Both

	SNAP disaster process (web portal)
	Both
	Both

	CLAMR/Peoplesoft
	Both
	Both

	Native American and Indian Affairs Commission via DWD
	Both
	Both

	Bureau of Motor Vehicles
	Both
	Both

	Department of Corrections
	Both
	Both

	Indiana Commission of Public Records (ICPR)
	Both
	Both

	Mail Vendor
	Both
	Both

	AVS (Asset Verification System)
	Both
	Both


Table 9.2 – Identified Interfaces

Each of these interfaces are more fully described in Attachment O –IN EDSS Procurement Library Files, Business General, ES Planning Interface_Detailed_List_.xlsx. Technical Requirements for supporting  interfaces is included in Attachment L - Technical Requirements Cross-reference matrix for ES, Interfaces tab.
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