RFP 12-103
ATTACHMENT D
Statement of Work


This Statement of Work (“SOW”) describes the Services that are to be performed by the ICMS Design, Development and Implementation Review contractor (“Contractor”) for the State, in primary support of the Integrated Case Management System (“ICMS”).  
Introduction

The primary objective of this contracting initiative is to secure the services of a Contractor that will, in conjunction with FSSA be responsible for the oversight of the Design, Development and Implementation (“DDI”) effort of the ICMS, being performed by Cognizant Technology Solutions US Corporation (“Implementation Contractor” or “Cognizant”).  These responsibilities are described herein and will include oversight of project management and implementation, including oversight and documentation of deliverables, change management process development, data cleanup and conversion, and interfaces specification.  The Contractor will also perform all ICMS support duties referenced in this Statement of Work in full compliance with all applicable state and federal requirements referenced throughout the RFP and in a manner that maximizes Cognizant’s performance and implementation of ICMS for the State.

The responsibilities set forth in this SOW will be performed for the entire contract period, commencing on or around May 18, 2012 through May 18, 2014, or up to the contract end date following any contract extensions.  
Response Format
The Contractor is to describe in detail its plans to provide support for each of the items listed below in this Statement of Work.  In addition to the points listed under each item, the Respondent must include its staffing plan, innovative ideas, and value-added benefits, and clearly demonstrate an understanding of the requirements of the RFP in the description of each item. To encourage clear, concise proposals, the State requires that responses be limited to fifty (50) pages, single spaced, with no less than 10 point font.
General Requirements

Contractor will maintain an overall Project Dashboard, which will serve as a project management tool.  This dashboard will contain all relevant requirements, deadlines, deliverables, etc. to ensure that the ICMS Implementation project is managed effectively, efficiently and according to the timeline established in the Statement of Work in the Contract between Implementation Contractor and the State.  Contractor will also use this dashboard to track and manage the hours and resources the Implementation Contractor dedicates to Data Conversion, Interfaces Specification and Change Management activities to ensure they are using dedicated staff hours in alignment with the project plan and timeline. 
In coordinating and overseeing the DDI of the ICMS, Contractor will be responsible for maintaining communications and coordination with FSSA.  Contractor will keep FSSA informed and abreast of important project developments, issues, milestones and risks.  In addition, it will be the Contractor’s responsibility to accommodate for any large projects going on in the FSSA that will affect the ICMS system, or changes in the law or any other such changes that will have a material impact on the ICMS system itself or the successful implementation of the ICMS system.  The following chart illustrates how the Contractor will fit into the overall organization:
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ICMS Guiding Principles

1. ICMS will be an Agency wide solution

2. ICMS will support users in the delivery of timely, flexible, and cost effective case management services

3. ICMS data and reports will support FSSA regulatory compliance and quality improvement strategies

4. ICMS will support business rules, when appropriate and with exception processing

5. ICMS will reflect standardized processes across divisions wherever possible

6. ICMS will support coordination of care across divisions, as necessary, to prevent duplicate services and maximize resources

7. ICMS will support a single point of entry for client and provider data whenever possible

8. ICMS will help to minimize the flow of paper within the Agency

9. ICMS will help reduce the need for consumers to have redundant contacts with the Agency

10. ICMS will support real-time access to FSSA data whenever possible
A. Data Conversion Management
1. The Respondent shall provide a detailed Data Conversion Management Plan.  This plan will include all processes involved, and will consist of three phases:  Project Initiation, CCI and Cleansing Tasks, and Data Conversion Support.  The specific aspects of each phase are:
A.1 Project Initiation

The Project Initiation contains those one-time up front tasks that are necessary to a data cleansing and migration effort.

A.1.1 Update/Identify Data Sources

The Legacy Data Sources will be identified/updated and documented in a Legacy Data Source Catalog in the ICMS Data Strategy Document.  Initially there will be attributes on each data source that have not been completed.  The Legacy Data Source Catalog will be updated as tasks are completed during the project.  See Attachment H for an example of a Legacy Data Source Catalog template.

A.1.2 Update/Identify Data Stakeholders

A Data Stakeholder is any person within or outside the organization who has a legitimate interest in the data migration outcomes.  Each Data Stakeholder must know their role and understand the responsibilities that come with it.  A representative list of stakeholders is included below, but Respondents must note that this list is likely to evolve during the course of the project. The successful Contractor will be responsible for identifying and updating all relevant stakeholders.
Data Store Owner - Mandatory

Each Data Source must have a Data Store Owner.  A Data Store Owner is the individual that has formal responsibility for the quality of the data in the system.  An easy way of identifying the Data Store Owner is that the Data Store Owner is the person who has the power to sign off on the decommissioning statement; they can sanction switching a system off.

Business Domain Expert - Mandatory

The Business Domain Expert should be a business unit employee who is credible within the enterprise and who has recent, real, hands-on, business domain experience.  The Business Domain Expert is a co-worker on the Data Quality Team, they must be available at the end of a phone for a quick call, and they must be free to attend workshops at a reasonable notice.  In large complex systems you may need more than one Business Domain Expert.

Technical Data Expert

The Technical Data Expert usually works for the IT department.  They are often the system expert.  The Technical Data Expert(s) are expected to understand the technical design of the legacy data sources and should be able to answer questions related to the relationships between tables and rules associated with the data.  In the case of ICMS many of the Technical Data Experts will be third-party vendors who are currently maintaining the legacy systems.  Support contracts with these vendors will be necessary.

Program Experts

The Program Expert is the representative for the new system.   The Program Expert shares the responsibility with the Data Store Owner(s) for determining the Data Transition Rules, retirement policies and other policies and rules.

Enterprise Data Architect

If there is an FSSA Enterprise Data Architect, this person would likely also be a Data Stakeholder and should be involved in the process.  The Enterprise Data Architect would be expected to provide input to the analysis and cleansing activities regarding enterprise standards and planned future directions.

Audit and Regulatory Experts

Any persons who are knowledgeable about auditing and regulatory aspects of the data.

Data Customers

Any other people who have an interest in the Legacy or ICMS data.  Each person should have a clearly defined role, reason for being a Data Stakeholder and responsibilities.

A.1.3 Create/Update Combined Conceptual Data Model

During this task the Contractor will review the current conceptual data model and update it as necessary.  Part of this review will be to review the data models available for the legacy systems to ensure that all data from the legacy system Key Business Areas has an appropriate home in the ICMS Conceptual Data Model.  A preliminary list of Key Business Areas is available in the ICMS Data Strategy Document [available upon request] and additional areas have been documented in the ICMS Requirements.

A.1.4 Identify Data Quality Rules

The Data Quality Rules (DQR) will be defined in a series of facilitated workshops with the Data Stakeholders.   Data Quality Rules are central to the success of the ICMS Data Migration effort. 

· They keep ownership firmly in the hands of the business.

· They expose to the project the knowledge hidden in the business.

· The process of deriving them gets the business to address the issue of the limitations of time and resources.

· They form the contract between the business and the technicians as to what constitutes quality data and how to go about securing it.

It is important to note that the DQR are most likely going to differ depending upon the key business area and tables within the key business areas.

A.1.5 Define System Retirement Policies

During the Data Cleansing activities, System Retirement Policies will be defined in facilitated workshops with the Data Stakeholders with at least the following items covered:

· Outline description of the Legacy Data Store (this can be lifted from the Legacy Data Store Catalog).

· Data Retention Requirements.  These are important when the Contractor considers how much historical data to migrate.  Some systems may have a statutory requirement to be retained for a given number of years.  This area may be divided into two or more categories of data, for example data that is needed to be on-line in the new OLTP database vs. data that just needs to be available for reporting.  

· Quantifying access requirements to legacy data.  Some data need only be held “just in case”; other data may need to be available online 24 hours a day, 7 days a week.  This information should be used during Data Migration Design.

· Identifying those aspects of a Legacy Data Source that will not be replaced by the new system.  Contractor shall document these because they may disclose the need for the development of legacy system repositories that will persist after new system implementation.

A.1.6 Define Legacy Data Source Repository Configuration

As part of the work to uniquely identify clients and providers as well as data quality analysis in general, data will be extracted from the legacy system repositories and stored in the FSSA Data Warehouse environment.  However, it is likely not necessary, nor desirable, to store all of the legacy data in the warehouse.  The purpose of this task is to clearly define the separation between what data will be stored in the warehouse and updated there as the repository for data conversion and what data will be cleansed and left in the legacy system as the repository for data conversion.

A.1.7 Identify Common Client and Provider “Master” Record Criteria/Strategy

As duplicate clients and providers are identified they will be uniquely identified in the FSSA Data Warehouse environment by a new identifier.  This de-duplicated data will serve as the starting point for the conversion effort in the ICMS.  When data conversion is performed the unique clients and providers will be loaded from the data warehouse into ICMS, however all of the related data, such as addresses, etc. will have multiple source records.  A strategy must be defined to automate the determination of which record to use as the master source and how the data will be merged.

A.1.8 Identify Common Code and Reference Table Values

As described in the section about titled “Code and Reference Table Analysis and De-duplication” on Page 3, the Data Stakeholders and the ICMS team must de-duplicate and determine the code tables and associated values together with a migration strategy.  A series of facilitated workshops with the Data Stakeholders will be conducted to analyze and document the code tables needed and the strategy for migrating each.  The code tables that result from this effort must be compared to the code tables that are determined necessary as part of the design effort and any gaps filled during design.

A.1.9 Review/Update Data Quality Analysis and Cleansing Plan

This plan and the associated MS Project work schedule will be reviewed in conjunction with the Implementation Contractor’s data cleansing plan to ensure that the two plans are in-sync and that any dependencies are documented in the respective plans.

A.2 CCI and Cleansing Tasks

The tasks and activities that the Data Warehousing contractor (NTT Data) is performing related to the Common Client Identifier, Common Provider Identifier and other Legacy Data Analysis are grouped under this task.  The work that they are performing is detailed in the ICMS Common Client Index NTT Data Statement of Work Summary [available upon request].  The work that NTT Data is performing under this SOW is iterative and spans approximately 14 months.  As work progresses and data quality results are available, the Contractor will review the results and work with the Data Stakeholders and NTT Data team to achieve data cleansing according to the Data Quality Rules established in Task 1.1.4.  A high-level Gantt chart illustrating the planned time frames for the work is provided below.  These timeframes are subject to change.  
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High-level Description of Tasks

Phase 1 of the project includes receiving client level (demographic) data from applicable sources and analyzing each source’s data to assess its data quality. Resulting Data Quality reports will be provided to the ICMS state project manager for corrections or disposition with the source systems. This process will occur iteratively until the project team is satisfied with each source system’s input (data).
Phase2 of the project involves receiving provider level (demographic) data from applicable sources and analyzing each source’s data to assess its data quality. Resulting Data Quality reports will be provided to the ICMS state project manager for corrections or disposition with the source systems. This process will occur iteratively until the project team is satisfied with each source system’s input (data).  
Phase 3 of the project will take the cleansed client data from each source (DART, INSITE, IRIS, PAS and First Steps) and match them against the Data Warehouse Client Master File. This process will include retiring some of the existing client identifiers assigned in Phase I and assign new client id’s based on the new match. The Data Warehouse does not currently have a Master Provider File so NTT Data will convert the project Provider Index File created in Phase 2 to be the Master for the Data Warehouse.
Phase 4 of the project will expand the Data Warehouse structure to include other program data such as Case Management, Services, Financial and Ancillary. Each source’s data will be assessed for Data Quality. This information will be provided to the ICMS state Project Director for correction or next steps. Once an assessment of the data is finalized, they will build additional tables as needed. NTT Data may not be able to integrate all sources into common entities; it will depend on the commonalities between the source’s entities and data fields. In this phase, data will be structured for archival and reporting purposes.  If these structures can also be used for conversion that is a plus.

B.1 Data Conversion Support

During and following the analysis and cleansing activities there will be tasks that are necessary to support the Implementation Contractor in the migration effort.   The two high-level tasks described below will be on-going throughout the project.

B.2 On-line/Historical Data Scope Analysis Support

During Task 1.1.5 the Contractor will define the System Retirement Policies; however, the policies will not necessarily cover what will be done with the data that it is not necessary to migrate into the ICMS on-line database.  There will likely be several options, including a) storing the data in the reporting repository; b) storing the data as “unstructured data”; c) leaving the data in the legacy systems, or d) discarding the data.  The final resting place for data that is not converted to the on-line ICMS database must be determined in cooperation with the Implementation Contractor as part of the migration activities.

B.3 Data Mapping Support

One of the primary tasks that is going to require significant support from the State is the mapping of data from the legacy systems to the new ICMS database.  At this stage the exact plan for how the Implementation Contractor intends to approach this task is not known.

2. Contractor will track and manage the hours and resources the Implementation Contractor dedicates to Data Conversion activities to ensure they are using dedicated staff hours in alignment with the project plan and timeline. 
3. The Contractor will develop all documentation to track and report progress of the data conversion effort to the State.  
4. Contractor will accept Deliverables from the Implementation Contractor for review and approval.

B. Interfaces Specification
The Respondent shall provide a detailed plan to manage development of interfaces to the ICMS system that the Implementation Contractor designs and installs with current State systems.  The two primary areas of responsibility for interface implementation services are: 1) management of all ICMS related interface activities, and 2) development of standards for interfaces into the ICMS and assisting business partners interfacing into the ICMS. More specifically: 

1. The Contractor shall be responsible for managing and coordinating interface development efforts across all ICMS interface activities. This includes: 

· Developing a master schedule of interface development efforts that integrates with the Detailed Project Schedule

· Monitoring the interface development schedule and providing bi-weekly status reports on Implementation Contractor progress

· Identifying and communicating to the State any business partners that are having difficulty meeting their development schedules

· Ensuring that a stable and accessible interface testing environment is available by an agreed upon date

2. The Contractor shall be responsible for overseeing the Implementation Contractor’s development of interfaces from the ICMS to other systems. This includes: 

· Interface design

· Interface development

· Interface validation

· Interface testing

· Interface documentation, including development of procedures that support interface operations

FSSA business partners will modify their systems to use these outbound interface datasets as needed. 

3. During interface development and testing, all parties must work closely together to coordinate this work. The Contractor may be required to assist ICMS business partners interfacing into the ICMS by providing consulting support and assistance with testing. 

Specific FSSA business partners, such as HP, Deloitte, I3, RCR, Haverstick, etc. that manage interfacing systems will be responsible for: 

· Modifying their current systems / interfaces to produce files that match the ICMS’ inbound interface format 

· Testing these files

· Validating the test results

· Documenting system / interface changes

4. Contractor will track and manage the hours and resources the Implementation Contractor dedicates to Interfaces Specification activities to ensure they are using dedicated staff hours in alignment with the project plan and timeline.
5. Contractor will accept Deliverables from the Implementation Contractor for review and approval.

INTERFACE REQUIREMENTS 

1. Interface development shall follow industry best practices. 

2. For each interface, interface processing rules for filtering, validating accuracy of data matches and manipulating data, shall be determined by the Contractor. 

3. Contractor will ensure that inbound and outbound ICMS interfaces protect the integrity of the information from and to FSSA business partners. 

4. Contractor will ensure interfaces shall send and receive data in file formats determined by FSSA and IOT. 

5. Contractor will ensure all inbound and outbound interface data is associated with a security profile.

6. Contractor will ensure that all interfaces capture an audit trail (e.g. a date/timestamp, worker id, action taken) from the interface data and according to the interface data source. 

7. Contractor will ensure the ICMS archives all interface files and retains these files according to Federal, State and agency statutes, regulations and policies. 

8. Wherever appropriate, Contractor will oversee development of contingency interfaces where a business case exists to develop an interface to replace manual processes.

Contractor will need to manage ICMS integration with the following systems:

· IN HIX (Health Insurance Exchange, should the State choose to implement one)
· ICES (Indiana Client Eligibility System)
· IN IEDSS (Planned future Eligibility System to replaces ICES)
· IN Core MMIS System

· IN Data Warehouse/Decision Support/Business Intelligence System

C. Verification of Cognizant Deliverables
The Contractor will ensure that the Implementation Contractor is meeting its Deliverables obligations.  This will include:

1. Contractor will ensure that all deliverable deadlines are being met.  Contractor will maintain a timeline of the Implementation Contractor’s deliverables and communicate with the Implementation Contractor to ensure each deadline will be met.  
2. When a deadline is at risk of not being met, Contractor will communicate with the Implementation Contractor to define why the deadline is at risk and what action steps can be taken to still meet the deadline.  Contractor will also notify the State that the deadline is at risk.  

3. Contractor will accept Deliverables from the Implementation Contractor for review and approval.  Contractor will document the acceptance criteria used in determining deliverable approval.  Where appropriate, Contractor will seek approval from State for the acceptance criteria established for the project deliverables. 
4. Contractor will approve or reject deliverables within the 3-5 day timeline specified in the Statement of Work between the State and the Implementation Contractor, and notify in writing both the State and the Implementation Contractor of the decision.   Contractor will keep a detailed account of their verification process of deliverables.  
5. Contractor will be responsible for deliverables that are accepted and approved in error.  This situation will arise when the deliverable does not meet the State’s criteria as specified in the Statement of Work between the State and the Implementation Contractor, or the acceptance criteria developed by the Contractor.  The State reserves the right to pursue any remedies available to it under the terms of the Contract.
D. Organization/Change Management Support
The Contractor shall provide overall support to the Implementation Contractor for organizational and change management activities to assist State personnel and contractors in the transition to using the new ICMS system.  These activities will include:
1. Contractor will track and manage the hours and resources the Implementation Contractor dedicates to Change Management activities to ensure they are using dedicated staff hours in alignment with the project plan and timeline.
2. Contractor will regularly request a status report to track the successful completion of each activity and deliverable associated with Change Management.  

3. Contractor will report to State all status reports received from Implementation Contractor.  Contractor will highlight any risks to the project timeline or to completion of Change Management activities.  Contractor will maintain a project dashboard to track the activities of the Implementation Contractor and demonstrate to the State how each activity is being monitored. 
4. Contractor will accept Deliverables from the Implementation Contractor for review and approval.
E. Provision of Staff

It is the Respondent’s responsibility to provide qualified professionals, as defined in Attachment F, to meet the goals, tasks, and objectives as detailed in this RFP.  The Contractor may propose positions not noted in Attachment F.  All staff used to fulfill the requirements of this RFP must work on-site at the project office located in Indianapolis.  Any staff proposed that may need to work off-site in Indianapolis, or elsewhere, must be approved by the State Project Director.  The State will not reimburse travel expenses incurred by the Respondent’s staff.

1. The Contractor must provide a staffing plan that lists the individuals, by title, being proposed to fill the positions listed in this RFP.  The Contractor shall provide resumes for each proposed individual, which will not count towards the fifty (50) page limit specified in the RFP and earlier in this SOW.  The State reserves the right to accept or deny any individuals proposed for the initiation of this project, as well as any proposed staff changes throughout the duration of this contract. 
s
2. The Contractor is to submit resumes for the following staff:

· Project Manager (Estimated: 1 FTE)
· Business Analyst (Estimated: 2-3 FTEs)
· UAT/OCM Analyst (Estimated: 1 FTE)
· Technical Architect (this position is considered part time)
All positions will be considered full-time with the exception of the Technical Architect and one Business Analyst.  The State estimates that the Business Analyst position is likely to be staffed by one part time resource during phase one, and two full time resources for the duration of the project.  Contractor will include hourly rate pricing for these staff in Attachment E.
3. The Contractor must identify three (3) staff that will be considered “key persons”.  These individuals are those with primary management or supervisory responsibilities or those who have critical influence on or substantive control over the operations of the Contractor.  Contractor is to include in the resumes for key staff all current assignments, and Contractor will explain how staff reassignments would be handled upon execution of this contract to make the key staff available to the State.  Contractor shall notify the State ICMS Project Director in writing of any proposed changes to key persons and/or their employment, with the notice being provided at least ten (10) business days in advance of the proposed change. A replacement resource must be presented for State review and approval within six (6) weeks of the aforementioned notice. The State reserves the right to accept or deny any proposed staff resources, or to request replacement of existing resources, throughout the duration of the project. 
F. Project Milestones

In addition to bi-weekly status reports, Contractor shall provide to the ICMS Project Director detailed progress reports upon the completion of each major project milestone.  Project milestones will be defined as the sub-phases within each project phase, as listed in the table below.  Progress reports will include a summary of all deliverables completed during the project sub-phase, any risks associated with completing the next sub-phase and an assessment of the overall progress of the ICMS DDI project.  
Major Milestones and Sub-Phases in the ICMS DDI project are:
	Project Phase
	Date
	Sub-Phase

	Planning & Analysis
	
	

	
	May 2012
	1. Project Startup and Requirements Validation

	Phase 1
	
	

	
	Q3-Q4 2012
	1. Screening, Intake & Assessment, Eligibility

	
	Q4 2012
	2. Waitlist & Service Planning/Delivery

	
	Q1 2013
	3. Financial/General

	
	Q1 2013
	4. Data Conversion

	
	Q1 2013
	5. Interface Specification

	
	Q1 2013
	6. Provider Management & Provider Termination

	
	Q1-Q2 2013
	7. Vendor, Reports & Cleanup

	Phase 2
	
	

	
	Q3 2013
	1. Complaints, Appeals, Vendor Appeals, Incident Reporting

	
	Q3-Q4 2013
	2. QA, Mortality Review, General & Reports

	
	Q4 2013-Q1 2014
	3. Web-Based Self Service Functionality

	
	Q2 2014
	4. System Readiness
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