Attachment K – SAMPLE USER PROFILE

The purpose of this profile is to provide bidders with an overview of the user community, their capabilities and their expectations when using the system.  Information in the profile included in RFP should be written so that it reflects the IDOC user community.

DOC IT staffing:

· 1 Senior Analyst/Programmer and Operations Manager: 

Tracks progress of Department projects, provides input for IT direction and decisions, analyst and programmer for IDMS projects, maintains current IDMS systems, mentor to other staff

· 1 Senior Analyst/Programmer – IDMS:

Analyst and programmer for IDMS projects, maintains current IDMS systems, mentor to staff 

· 1 Senior Analyst/Programmer – Oracle:

Analyst and programmer for Oracle projects, maintains current Oracle systems, mentor to staff

· 1 Intermediate Analyst/Programmer:

Analyst and programmer for IDMS projects, maintains current IDMS systems

· 2 Intermediate Analyst/Programmer:

Analyst and programmer for Oracle projects, maintains current Oracle systems

· 2 Applications Help Desk:

Answer or direct daily help desk calls from DOC staff, assign application security access as requested and approved, coordinate issues with IOT as needed

· 1 Admin Assistant:  

Supports IT Director and IT section activities, handles phone issues for Department

IOT Support Staff:

· 1 Senior Systems Administrator for IDMS:

Monitors IDMS on the ZOS mainframe, handles software upgrades, investigates maintenance issues

· 1 Senior Database Analyst: for IDMS:

Maintains production application environment; modifies database and application components as requested, monitors application record area size

· 1 Intermediate Database Analyst for Oracle:

Maintains production application environment; modifies database as requested, monitors application record area size

· 1 Senior Systems Administrator for Oracle:

Monitors Oracle UNIX servers, handles software upgrades, investigates maintenance issues

· 1 Information Security Analyst for all systems:

Establishes security identity for users as requested; handles security audits

· Operations Team:

Creates production datasets, catalogs programs, maintains production job control language; monitors program performance (24 hour support), subject matter experts on niche technical issues

During development of a new system, it is expected DOC analyst/programming staff will be allocated approximately 50%-75% to participating in program development, database conversion, and system testing.   DOC IT help desk staff are expected to assist with testing and training.  Upon completion of the new system, it is expected that DOC IT staff will be able to maintain routine operations, handle questions from Department staff, serve as contacts regarding interfaces with other agencies, and create enhancements as needed. 

Appropriate IOT staff will need to be involved in the project to the extent that they will be able to support the new database and application servers, monitor security issues and manage the disaster recovery effort.

User Profile and Organizational Metrics

IDOC employs approximately 7,500 individuals; 3,500 of whom are active users of the TOMS system.  Expanded use of the system will result in an increased number of users in the replacement system.  The type of access required by a user will be determined by the functions assigned to the user, the type of responsibility the user has for that function, and the degree to which the tasks required to support the function are supported by the new system.

Types of Users

	TYPE OF USER
	DESCRIPTION 
	AUTHORIZATIONS

	Administrator
	Typically a system administrator assigned to monitor and maintain the system.  Responsible for maintaining users, developing reports, and upgrading and monitoring the system as needed.
	· User Administration

· Report Development

· Application Upgrades

· Troubleshooting and Resolution

· Read and write access to all modules



	Developer
	Responsible for development of new functionality.
	· Report Development

· Application Upgrades

· Troubleshooting and Resolution

· Read and write access to all modules



	Super User
	Individuals responsible for managing ERP-supported functions that span across multiple functional areas.  Individuals assigned as Subject Matter Experts in the areas of Budgeting, Billing and Requisitions are examples of Super Users.
	· Limited access to user administration for users within their functional area of expertise.
· Limited access to reporting development tools.
· Read and write access to all modules within their assigned functional group.
· General access to system reports and queries.


	Power User
	Individuals responsible for managing ERP-supported functions that are central to their department of function.  Individuals assigned as Subject Matter Experts in the areas of Properties, Inventory Management and Human Resources are examples of Power Users. 
	· Limited access to user administration for users within their functional area.
· Read and write access to all modules within their assigned functional group.
· General access to system reports and queries.

	Core User
	Individuals using the system on a daily basis to perform tasks associated with assigned functions.
	· Read and write access to modules within their assigned functional group.
· General access to system reports and queries.

	General User
	Individuals accessing the system on an as needed basis.   
	· General access to system reports and queries.


Breakdown of Users by Module/Function (Not mutually exclusive)
	MODULE/FUNCTION
	ADMIN

USERS
	SUPER USERS
	POWER USERS
	CORE USERS
	GENERAL USERS
	TOTAL

	OFFENDER INFORMATION SYSTEM (OIS)

	9
	4
	35
	1,352
	1,488
	2,888

	JUVENILE DATA SYSTEM (JDS)

	9
	4
	35
	318
	215
	581

	OFFENDER TRUST SYSTEM (OTS)

	9
	4
	20
	294
	303
	630

	SUBSTANCE ABUSE MANAGEMENT SYSTEM (SAMS)
	8
	6
	15
	240
	161
	430

	COMPREHENSIVE CASE MANAGEMENT SYSTEM (CCMS)
	8
	6
	7
	185
	78
	284

	INTERNAL AFFAIRS CASE MANAGEMENT (IACM)
	8
	6
	9
	105
	17
	145

	OFFENDER GRIEVANCE SYSTEM (OGRE)

	8
	6
	15
	117
	52
	198

	OFFENDER CASE MANAGEMENT SYSTEM (OCMS) FACILITIES
	8
	6
	36
	519
	333
	902

	OFFENDER CASE MANAGEMENT SYSTEM (OCMS) PAROLE
	8
	6
	30
	243
	51
	338

	ADULT EDUCATION SYSTEM (ASIS/EDUS)

	8
	6
	8
	52
	10
	84

	SEX OFFENDER CASE MANAGEMENT SYSTEM (SOMM)
	8
	6
	3
	141
	50
	208

	TOTAL (Max from each Module)
	9
	6
	36
	1,352
	1,488
	2,888


Note that these projections are subject to change pending the actual architecture of the solution.  Informal evaluations indicate that the IDOC user community possesses the basic skills required to operate most solutions on the market today.  Vendors are encouraged to submit proposals that optimize licensing fees.  

