Technical Proposal

Attachment E
Instructions: Please supply all requested information in the areas shaded yellow and indicate any attachments that have been included. The State is expecting creative cost saving solutions from all of the respondents in an effort to distinguish the best partner(s) to select.
Items in this section marked (M) are mandatory and will be evaluated on a pass/fail basis. The mandatory requirements will be evaluated in step one. “In this step, proposals will be evaluated only against Criteria 1 to ensure that they adhere to mandatory requirements. See the “Summary of Evaluation Criteria” table in Section Three of this RFP.

	Rating
	Standard

	(M)
	Mandatory 

	(HD)
	Highly Desired 

	(O)
	Optional 


2.4.1 Workstation Standards

The delivered TOMS shall be compatible with the following Workstation Standards: 
· Compatible with Internet Explorer (Version 8.0 or higher), Windows XP, Service Pack 2, Windows Vista, and Windows 7 64-bit

· PC Application Suite minimum Standard: Microsoft Office 2007 Pro
· System shall be a secured web-based application that will allow users to access the application over a SSL connection with a minimum 128-bit encryption
Note:  The Department reserves the right to modify hardware and software standards as required by changing goals, objectives, and technology to best meet agency objectives. 
	(M)


2.4.2 System Architecture

System Architecture Configuration Document/Diagram and Hardware Listings (project deliverable):  The Contractor shall provide these documents within 14 calendar days after receipt of the initial Notice To Proceed.  These documents shall be patterned after the Contractor’s response to the RFP.  The Contractor shall provide their recommendation of hardware requirements that are available on the State QPA (http://www.in.gov/idoa/2354.htm), for each of the following environments: 

· Production Environment

· Disaster Recovery Environment

· Development/Testing Environment

· Training Environment

· Reporting Environment

NOTE:  In advance of installation, the contractor shall give the State a detailed inventory in writing of all hardware and software components intended for use in the TOMS.  Should any included item be deemed non-compliant with State policy and practice regarding security, the contractor shall make requested changes in its planned configuration.  Likewise, if the contractor wishes to add or change hardware or software once the completed system software application is installed, a request for change will first have to be approved.

All data will be stored on a Storage Area Network (SAN) device housed and maintained by the Indiana Office of Technology.
	(M)


2.4.3 System Response Time

Since a web-based system is dependent on bandwidth (regardless of connectivity being made from the Internet or an Intranet), the procured TOMS system must be developed using best software practices to ensure small file/page sizes for each screen in the system.  The State’s requirement is for a two second screen access time.  The screen access time will be measured under the following condition:
· Utilizing a controlled environment within the State’s internal network, the Contractor’s provided application, for all web screens, will average a two second access time.  This testing scenario will be evaluated as a part of the User Acceptance Testing.

	(M)


2.4.4 System Availability
The State desires a high availability fully hosted system that operates on a twenty-four hours per day, seven days per week, 365 days per year basis (24 x 7 x 365).  Outside of routine monthly system maintenance/downtime, the system should meet 99.99% availability for architecture design. The State requires such a system to help protect the citizens of the State of Indiana. To this end, the State desires a system that requires no downtime other than routine monthly software maintenance or recycling, to be performed at a time of minimal use of the system (ex. Sunday 4 a.m.). This shall be classified as any time period in which an operator of any workstation, either remote or host, cannot accomplish a work task due to a malfunction of the software.
	(M)


2.4.5 System Accessibility Standards
Any information technology related products or services purchased, used or maintained by the Agency must be compatible with the principles and goals contained in the Electronic and Information Technology Accessibility Standards adopted by the Architectural and Transportation Barriers Compliance Board under Section 508 of the federal Rehabilitation Act of 1973 (29 U.S.C. 794d), as amended (“Section 508”) (http://www.in.gov/iot/files/AssistiveTechnologyStandards.pdf)

Offeror must submit a Voluntary Product Accessibility Template (VPAT) if readily available or complete the Assistive Technology Compliance Evaluation Form as an attachment to their proposal.

	(M)


2.4.6 System Design
2.4.6.1 The System shall include all existing functionality of all IDOC data systems, as detailed in Appendices A – N.
	(M)


2.4.6.2 The system must be real-time and presented using a Windows-based Graphical User Interface
	(M)


2.4.6.3 The system shall support business-rule architecture that maximizes system efficiency, resulting in minimal user response times during transaction processing.
	(M)


2.4.6.4 The system shall provide workflow management capabilities, designed to increase staff accountability and promote efficiency

	(M)


2.4.6.5 The system shall be email enabled, and shall alert system users of pending work and other significant events by sending email notifications based on criteria to be defined
	(M)


2.4.6.6 The system shall assure that each staff member shall have a unique ID and password combination.  Please refer to IOT Information Security Framework Practice 8.2.1.  
	(M)


2.4.6.7 The system shall allow for concurrent online users, who can access the same offender record at the same time, although only the first user to access the record will have write capability while any additional users will be able to read the file

	(M)


2.4.6.8 The system shall support an electronic signature mechanism, replacing handwritten signatures with electronic signatures and date/time stamps
	(HD)


2.4.6.9 The system must use a single electronic record for each offender (DOC# is the primary unique identifier), that follows the offender at a minimum, from intake/assessment, through institution(s), to community supervision via post-release supervision 

	(M)


2.4.6.10 On input and display screens, input shall be supported with selectable data wherever possible to ensure data integrity.  Additional edit constraints may also be incorporated whenever possible.
	(M)


2.4.6.11 The system shall use prompts and error messages to assure that all required fields are completed
	(M)


2.4.6.12 The system shall provide functionality for automated forms and templates
	(HD)


2.4.6.13 The system shall support the viewing of all types of data, as both individual records and as groups of records
	(M)


2.4.6.14 All records shall be searchable using simple selection criteria methods to include exact, partial or Soundex matches

	(M)


2.4.6.15 Input of an offender ID shall trigger population of all data fields on that screen for which data is currently available in the system
	(M)


2.4.6.16 The system shall support storage of documents, images and media, such as photographs, audio and video, to the offender record, which conform with existing compression standards
	(M)


2.4.6.17 The system shall be capable of interfacing with IOT approved hand-held devices (i.e., Blackberry, Smartphones, tablets)
	(HD)


2.4.6.18 The system shall support the inclusion or future expansion of biometrics technology, to include integration with existing Live Scan fingerprint and palm print functionality
	(HD)


2.4.6.19 The system shall support functionality that will automatically generate, capture and associate with an offender, bar codes for tracking documentation and paperwork, offender movement and location, and offender property
	(HD)


2.4.6.20 The system shall maintain an environment that will provide the availability to access DOC policy and procedures, and other Department documents that are of importance to business operations

	(HD)


2.4.6.21 The system must provide online help and tutorial features of the software application, that are editable by DOC administrative account holders. 

	(M)


2.4.6.22 The system must incorporate ‘help boxes’ throughout the application that assist users in entering offender data, in addition to providing DOC definitions to data fields.  
	(M)


2.4.6.23 The system must include spell check functionality for all free form text fields.
	(HD)


2.4.6.24 The system shall include functionality for adding, editing, and removing links and narratives.  Allow Indiana Department of Correction administrative users to customize the resources according to their user’s needs, and to update and format the resources and quick links in minutes, without programmer assistance. 
	(HD)


2.4.6.25 The system must accommodate Quality of Service (QoS) for applicable users as determined by DOC Management.  Quality of Service (QoS) is a set of technologies for managing network traffic in a cost effective manner to enhance user experiences for home and enterprise environments. QoS technologies allow you to measure bandwidth, detect changing network conditions (such as congestion or availability of bandwidth), and prioritize or throttle traffic. For example, QoS technologies can be applied to prioritize traffic for latency-sensitive applications (such as voice or video) and to control the impact of latency-insensitive traffic (such as bulk data transfers).
	(HD)


2.4.6.26 The system must support geographic data that will be delivered in ESRI shapefile or file geodatabase format compatible with ArcGIS Desktop v10.x, that includes FGDC compliant metadata. 

	(HD)


2.4.6.27 The system shall provide an application designed for mapping of IDOC correctional facilities that allows for visual tracking on incidents

	(M)


2.4.6.28 The system shall support dashboard functionality that allows end users, based on role-based security, to access dashboard presented metrics applicable to their respective facility, job requirements, etc.

	(M)


2.4.6.29 All system data shall have the ability to be kept for historical purposes
	(M)


2.4.6.30 All existing historical offender data from the current system shall be migrated to the new system.
	(M)


2.4.6.31 The system shall provide a mechanism for archiving and retrieving information from prior years
	(M)


2.4.7 Data Exchange Requirements
2.4.7.1 The system shall encrypt data during all facets of data transmission
	(M)


2.4.7.2 At a minimum, the system shall allow for extraction of data in a flat-file format, compatible with but not limited to, Microsoft Word and Excel, and Adobe Reader (PDF)
	(M)


2.4.7.3 Data exchanges must use extensible markup (XML) tags as defined by the Global Justice XML Data Model (GJXDM) and the National Information Exchange Model (NIEM), and conformance with the above mentioned national data exchange standards is mandatory
	(M)


2.4.7.4 Provide a list of existing data exchanges provided by your solution that are NIEM-conformant
	(HD)


2.4.7.5 Provide a list of existing data exchanges provided by your solution that are not NIEM-conformant and enumerate any plans to make them NIEM-conformant
	(HD)


2.4.8 Data Conversion

The vendor and DOC representatives must work together to develop and document the application for data conversion.  DOC representatives, with assistance from vendor, will be responsible for extracting data from the existing systems.
	(M)


2.4.9 Reporting Requirements
2.4.9.1 To ensure that reports are accurate and timely, the system’s database shall be updated in real time to ensure all report data is current when viewed and/or downloaded by Department personnel. All reports shall have the capability of being queried, sorted or filtered by any field contained in the report or by data parameters as applicable and reports shall be readable on screen, printable and shall be downloadable into an excel format.  Report formats shall be subject to final approval by the Contract Monitor or designee.
	(M)


2.4.9.2 The system shall support the production of both pre-defined and ad hoc reporting that are user friendly. Users have the need to create “user friendly” ad hoc reports to satisfy management prerogatives and monitor performance against performance goals.  Reports must quantify and display data based on user-specified criteria, including begin and end dates.  Processing of reports must not impact the performance of the system. 
	(M)


2.4.9.3 Reports must be able to be viewed online, printed, saved and/or exported in multiple formats, such as any of the Microsoft Office applications, Adobe and/ or HTML format.
	(M)


2.4.9.4 Reports must be available to users to be viewed online, printed, saved, or exported based on user-defined security access levels.
	(M)


2.4.10 Data Security and Integrity
2.4.10.1 The system shall support Role Based Access Control for identification/authentication, requiring a single login.  Additional information is detailed in Attachment J - IT Support and User Profile
	(M)


2.4.10.2 Approved IDOC staff must be able to approve, create and disable user accounts at all levels and manage account privileges
	(M)


2.4.10.3 The system shall maintain a transaction log file, automatically documenting date and time of data changes, as well as user ID of the person changing the data
	(M)


2.4.10.4 The system shall minimize the risk of data entry errors by supporting data validation edits and embedding cross-references throughout the application 

	(M)


2.4.10.5 The system shall allow authorized staff the ability to manually correct erroneously entered data as needed, through direct database access.  Audit trail capabilities would be a preferred value-add.

	(M)


2.4.10.6 The system provided by contractor will use secure coding guidelines such as the Open Web Application Security Project Guidelines (“OWASP”) and the CWE/SANT Top 25 Programming Errors published regularly by the SANS Institute.  The contractor shall use application scanning software and a process to promote the lease of secure code at the time such code is put into production.

	(M)


2.4.11 Administrative Functions

The system must include an administrative module for non-technical, business-rule administration to manage the system without programmer intervention.  The module must include, but is not limited to, the functions described following: 
· Administrative accounts are created by DOC Central Office administrators as determined by the Department of Correction management.  This will permit Department of Correction System Administrators to create limited Administrative accounts for field staff who may be responsible for one or two administrative functions without giving full administrative access.
· Administrative users can compose messages to be displayed at login by user type.  Messages can be managed by date to automatically begin and end.
· Administrative users can compose messages for display on a splash page displayed at login.  These messages may be about scheduled maintenance, but may also be general information or announcements to system users.
· Administrators can search for users in the system by all user account types.
	(M)


2.4.12 Interfaces
The system must provide electronic interfaces for user inquiries and periodic reporting of data to entities outside of the Indiana Department of Correction and to external information systems used by IDOC staff.  The existing interfaces are briefly described in Attachment I – Scope of Work, and Attachment M - Interface List.  Additional interfaces may be added as needed.

The system must be compatible with the State’s BizTalk ESB.  The following national standards for data integration are to be used:

1. NIEM:  National Information Exchange Model

2. GRA: Global Reference Architecture
3. GJXDM: Global Justice Extensible Markup Language Data Model
4. GFIPM: Security
	(M)


2.4.13 General Communication
The proposed system solution must support and integrate with existing State of Indiana email and Instant Messaging applications.  Currently, the State of Indiana uses Microsoft Outlook for email but does not have a preferred solution for instant messaging.  Users should be able to search for an e-mail address or Instant Messaging sign-on belonging to other system users in the interest of facilitating direct communication among users.  In addition, the solution should maintain copies of communications (i.e., emails and instant messages either created directly within the proposed system or generated via Outlook or an Instant Messaging application) when these communications are connected to offenders, staff, customers, etc., that interact with the IDOC.  Certain communications should be tracked automatically, while others should be at the discretion of users.  As an example, if IDOC staff were communicating via email or instant messaging in regards to an offender’s release status, these communications should be tied to the offender’s record in the proposed system for future review and use.  This integration will allow staff to be fully informed of previous communication in regards to this individual.  Integration with Outlook’s Calendar function must also be available.
	(M)


2.4.14 System Training
2.4.14.1 The vendor must provide onsite-sessions for COA and/or facility administrators.  As stated in Section 1.4 of this RFP, “Training services shall include technical training for IDOC Technology Services staff and ‘train-the trainer’ type training for end-user groups.  Actual training of end-users will be performed by IDOC staff.”  The IDOC individuals identified to attend the “train-the-trainer” session will be individuals from the Department’s Technology Services Division and Staff Development and Training Division who will have the ultimate responsibility of facilitating the actual “End-User” eLearning training sessions for the TOMS System.  This training shall focus on the user skills needed to effectively use the system to manage Department of Correction operations at a mutually agreed level of detail.  
	(M)


2.4.14.2 The vendor must provide onsite System Administrator & Technology Services staff training at a mutually agreed level of detail in the Request for Proposal response.
	(M)


2.4.14.3 Through a secure website the Contractor shall provide an eLearning solution and documentation for Training and the administration of Training (project deliverable) for all aspects within the system.  The Training system/process must be reliable and scalable enough to support approximately 3,500 concurrent users 24x7x365.  Training content shall be a blend of text and multimedia with an emphasis on system usage simulation.  A post-session test shall be in the eLearning solution and incorporate both text and multimedia into the program (to emphasize key points) and at the end to assure proficiency.
	(HD)


2.4.14.4 eLearning solution shall generate usage and statistical training reports
	(HD)


2.4.14.5 Training content is the responsibility of the Contractor, but the Department retains the right to revise or modify training content after the Contractor completes the delivery of the eLearning module and/or onsite training sessions. The Contractor shall provide training for Departmental personnel identified to fill the role of train-the-trainer’s on the administration of course content, reporting, and tracking usage of the TOMS.
	(M)


2.4.14.6 Demographic information shall be captured for each user. Users shall be given (or create) their own login to the courses. Users shall be able to bookmark their progress and return to specific content upon their next login. Documentation in the form of Users Guides, Frequently Asked Questions, and Quick Tips shall be available for download, and shall be editable by DOC administrative account holders.

	(HD)


2.4.14.7 System Administrator Training/Materials (project deliverable): Training and training materials for designated persons to include but not limited to the following topics: user account creation

· System maintenance and administration

· System configuration to include adding and changing mandatory/optional status of data elements and adding entries to code tables

Other topics will be identified and added to this list based on Contractor recommendations.
	(M)


2.4.14.8 System Administrator Training/Materials (subsequent Business Level updates, project deliverable):  Following the successful completion of each Functional Unit implementation, the TOMS Systems Administration Guide and associated training process/materials will be reviewed and updated as necessary and required for the next Functional Unit that has been scheduled for development and implementation.  The review of the TOMS Systems Administration Guide will be accomplished jointly by the Contractor and the TOMS Project Team.  The necessary and required updating of the TOMS Systems Administration Guide is the responsibility of the Contractor.  If the TOMS Systems Administration Guide is updated, this updated document will be submitted to the TOMS PM and it will be maintained as part of the TOMS project permanent documentation.  This review task will be accomplished within 30 days following the successful implementation of the prior Functional Unit.  The updated System Administrator Training sessions, necessary training materials and the TOMS Systems Administration Guide will be scheduled and performed according to the due dates as they appear in RFP Section 2.4.22, Project Deliverables.  If no adjustments are necessary as a result of the next Functional Unit implementation that these tasks will be formally noted as not being required by the Department’s TOMS PM.
	(M)


2.4.14.9 Remote support for additional assistance must be provided following implementation for a period of one year.
	(M)


2.4.15 Application Licensing

Any custom code developed as part of this implementation will become property of the State of Indiana.  The State will be granted a non-exclusive and non-transferable license to use the application of the software provided under this license.
	(M)


Under this License, the Licensee agrees to use the Application in accordance with the following terms and conditions:
2.4.15.1 Usage 

The Application must be able to support maximum usage of approximately 3,500 concurrent users.  However, the State prefers a solution that minimizes the numbers of licenses required, while still maintaining capability for the maximum number of concurrent users.

	(M)


2.4.15.2 Source Code Protection

All Source Code provided by the Licensor and used by this Application which may be distributed or accessible outside the Licensee’s organization (including use from the internet) must be protected to the extent that it cannot be easily extracted or decompiled.
Source code should be held in a State accessible escrow, located in the Indianapolis Metropolitan area, in a vaulted location that is acceptable to the State, which will allow for continued maintenance after the end of the contract length. 

	(M)


2.4.16 Ownership of Data
The State of Indiana Department of Correction owns the data in the Total Offender Management System solution.  The vendor is strongly encouraged to detail what limitations, if any, the vendor would intend to place on this ownership.
	(M)


2.4.17 Implementation Plan and Schedule
The implementation plan for all features of the proposed information management and reporting system solution must be detailed and complete.  An implementation timeline shall be included in any Request for Proposal response, which details overview of implementation methodologies.

It is expected the implementation of the proposed solution will be accomplished through a phased approach of separate and distinct tasks.  If a COTS solution is selected, it is anticipated that the first task will result in the installation of the “core” features and functionalities of the complete software application that are common processes regardless of unique Functional component consideration.  Subsequent tasks will be to design and customize functionality for each Functional component of the Department. The Contractor shall recommend the implementation sequence, with the Department approving the sequence of installation of all customizations following the completion of the Systems Development Life Cycle (SDLC) Planning phase of the project. If the selection is not a COTS solution, functional components will be implemented in a manner consistent with the established design plan and in an order agreed upon by the Contractor and the Department.  
	(M)


Systems Development Life Cycle (SDLC) Development/Implementation Phases: The contract kick-off meeting begins the Planning phase of the project. This effort will establish the approach to the remainder of the development and implementation of the new TOMS application. The following events and documents (in addition to others not specifically identified here) will be performed, defined and/or created during the TOMS Project:  
2.4.17.1 Project Management Plan (project deliverable):  The Contractor shall develop and deliver an initial Project Management Plan (PMP) according to the due date as it appears in RFP Section 2.4.22 Project Deliverables.  The plan is created with components related to acquisition planning, configuration management planning, quality assurance planning, concept of operations, system security, verification and validation, and systems engineering management planning.  The Contractor shall document changes and updates to the PMP as they occur.  See RFP Section 2.4.18.2.1 for PMP content requirements.

	(M)


2.4.17.2  COTS Application Test System, if applicable (project deliverable):   The Contractor shall establish and make available to the TOMS Project Team members a COTS application test system according to the due date as it appears in RFP Section 2.4.22, Project Deliverables.  The COTS Application Test System will be used by the Department’s user community to become familiar with the COTS application software and to assist in prioritizing any requested customizations. NOTE - This COTS Application Test System is separate and distinct from the Development/Testing Environment referenced in RFP Section 2.4.18.1.1.  As such, this COTS application test system may be established at the Contractor’s choice of location (with prior review and approval from the Department) that allows for connectivity accessible from any Department facility.  
	(M)


2.4.17.3  Security Risk Assessment (project deliverable):  An assessment of the application is performed in advance of each phase implementation to assess the TOMS systems: assets, threats, vulnerabilities, likelihood, consequences and safeguards.  The risk assessment evaluates compliance with baseline security requirements, identifies threats and vulnerabilities, and assesses alternatives for mitigating or accepting residual risks.  

The output of this assessment is the IDOC/TOMS System Security Plan (project deliverable) which identifies any and all appropriate and cost-effective measures that will eliminate and/or minimize all identified threats and/or vulnerabilities of the TOMS System.  The items identified in the IDOC/TOMS System Security Plan are incorporated in the Detailed System Design Document for each Functional component.  The Security Risk Assessment task and the IDOC/TOMS System Security Plan will be performed and delivered according to the due dates as they appear in RFP Section 2.4.22 - Project Deliverables. 
	(M)


2.4.17.4     Detailed Gap Analysis Report/Function Identification (project deliverable):  If a COTS product is selected, the Contractor shall assist the Department in completing a Detailed Gap Analysis that identifies the needed functional components. For each of the Functional components, the Contractor and Department representatives will perform the process (Requirements Validation Process) of determining, documenting, and approving the variance between the stated Department business requirements and the proposed system capabilities in terms of packaged application features and technical architecture. The documented output of this process will be the Detailed Gap Analysis Report.  The Detailed Gap Analysis Report will be developed and delivered according to the due date as it appears in RFP Section 2.4.22 - Project Deliverables.  

The Contractor shall clearly state in the Detailed Gap Analysis Report the gaps between the out-of-the-box functionally of the COTS solution and the functionality required by each Functional component of the TOMS. The Contractor will recommend the approach to achieve the required functionality, documenting any custom development needed to complete the requirements for each of the Functional component’s implementations.

Reports:  During the time period of the development of the Detailed Gap Analysis the Contractor and the Department will review the standard reports available through the COTS out-of-the-box application.  The Department will determine those reports which will be configured for each Functional component.  (See Attachment L - Critical Reports for additional details)  A unique and separate section of the Detailed Gap Analysis Report will state the above report information.  All custom application reports that have been identified during this process as being required will be specified in the Requirements Traceability Matrix (RTM) document and in the Project Management Plan (PMP).  It is the responsibility of the Department to assign an appropriate resource to develop the identified custom report based on the PIPBS timeline.

For this project deliverable, if a COTS product is not selected the functional components of the entire system need to be identified, prioritized, and documented for requirement clarity and comprehensiveness.  The Contractor and the Department representatives will perform the process of grouping functions into logical working components that cover all required system activity.      

Regardless of approach, this document should describe all functions needed, the purpose of each and their interactions. 
	(M)


2.4.17.5     Requirements Traceability Matrix (RTM) (project deliverable):  The Contractor and the Department shall jointly develop the RTM.  The RTM shall be a cross reference of the features requested by the Department and the capabilities of the TOMS solution as required in both section 2.4 – Technical Requirements and the Attachment G - TOMS Functional Requirements Document.  For a COTS solution, prioritization of all customizations required and documented in the RTM, will be determined during the same time as the generation of the Detailed Gap Analysis Report. The RTM will be developed and delivered according to the due date as it appears in RFP Section 2.4.22 - Project Deliverables. 
The RTM, will minimally contain the following data elements:

· Scope of Work

· Functional Requirements Identification (Ref. #) 

· Requirement Type (Business or Technical)

· Primary User Area

· Requirement Description 

· Business Process (Generic description: i.e. Inmate Health, Inmate Finances)

· Importance/Priority (Core or Recommended)

· Requirement reference in Design/Specification Document 

· Requirement reference in Test Plan
	(M)


 
2.4.17.6     Project Implementation Plan & Baseline Schedule (PIPBS) (project   deliverable):  Once the functional components required have been identified, the Contractor will document the sequence in the PIPBS and submit the plan for the Department’s approval.  The PIPBS will be developed and delivered by the Contractor according to the due date as it appears in RFP Section 2.4.22 - Project Deliverables.  See RFP Section 2.4.18.2.2 for content requirements.

Once the Functional component implementation order has been determined, the Contractor will complete the Work Breakdown Structure (WBS), including all customizations.  Based on resource availability and constraints of both the Contractor and the Department, the Contractor will submit to the Department Project Manager an updated PMP reflecting the sequence for each Functional component, for review and deliverable acceptance. Once approved by the Department, this schedule establishes the project’s baseline schedule.
	(M)


2.4.17.7     Detailed System Design Document (DSD) (project deliverable):  Upon approval by the Department of the Detailed Gap Analysis Report and Project Implementation Plan and Baseline Schedule (PIPBS), the design of the TOMS system will commence.  The Contractor shall work with the Department to develop the required workflow diagrams and produce the TOMS Detailed System Design Document.  The Detailed System Design Document will be developed and delivered according to the due date as it appears in RFP Section 2.4.22 - Project Deliverables of this RFP.  See RFP Section 2.4.18.2.8 for TOMS Detailed System Design Document (DSD) content.

Upon direction of the Department’s PM, the Contractor, in conjunction with representatives of the Department’s TOMS Project Team, will conduct the TOMS Design Review meetings for the purpose of reviewing the TOMS Detailed System Design Document (DSD).
	(M)


2.4.17.8     Systems Development Life Cycle (SDLC) Development/Implementation Phases:  The Contractor will deliver the proposed TOMS solution in multiple successive Functional component implementations as identified in the Gap Analysis Report and the Project Implementation Plan.  The following sections describe the Contractor requirements for each of the Functional component implementation processes.  All stated requirements in the sections below will be delivered according to the due date as it appears in RFP Section 2.4.22 - Project Deliverables, if not stated directly in the section noted.

2.4.17.8.1
Detailed System Design Document (DSD) (See Section 2.4.17.7):  Following the successful completion of each Functional component implementation, the DSD will be reviewed and updated, as necessary, and required for the next Functional component that has been scheduled for development and implementation. The review of the DSD will be accomplished jointly by the Contractor and the TOMS Project Team representatives.  The necessary and required updating of the DSD is the responsibility of the Contractor.  If the DSD is updated, this updated document will be submitted to the TOMS PM and it will be maintained as part of the TOMS project permanent documentation.  This review of the DSD task shall be accomplished within Phase NTP + 30 calendar days following the successful implementation of the prior Functional component.  The Contractor shall update the RTM accordingly.  Refer RFP Section 2.4.17.5 for all identified updates.
	(M)


2.4.17.8.2  Project Implementation Plan and Baseline Schedule      (PIPBS) (See Section 2.4.18.2.2).  This is the documentation that will be utilized and followed during each Functional component implementation.  Following the successful implementation of each Functional component this plan will be reviewed, updated, and corrected as necessary based on information obtained from the prior Functional component implementation for the purpose of the document’s continued use for the subsequent Functional component implementation.  The review of the PIPBS will be accomplished jointly by the Contractor and the TOMS Project Team representatives. The necessary and required “updating” of the PIPBS is the responsibility of the Contractor.  If the PIPBS document is updated it shall be submitted to the Department’s TOMS PM and it will be maintained as part of the TOMS project permanent documentation.  This task shall be completed within Phase NTP + 77 calendar days of the prior successful Functional component implementation.
	(M)


2.4.17.8.3  Core Application Functionality - First Functional component Implementation Scenario:  In the event that the TOMS COTS software application requires core functionality (e.g. data management, security, resource definitions, etc) to be implemented as a required process for the first Functional component implemented, the tasks associated with this core functionality implementation will be part of that Functional component’s PIPBS (See RFP Section 2.4.18.2.2).

	(M)


2.4.18 Project Oversight

2.4.18.1 The Contractor shall:
2.4.18.1.1 Provide and install an operational version of the TOMS application software on the Department’s Development/Testing Environment. The installation will be performed jointly by the Contractor and IOT. 
	(M)


2.4.18.1.2 Provide to the Department all SDLC project documentation throughout the project lifecycle.  The Contractor shall be responsible for all documentation updates.
	(M)


2.4.18.1.3 Submit to the Department all milestone reporting and/or documentation and deliverables via email in MS Word 2007 version or higher.
	(M)


2.4.18.1.4 Through established SDLC, formally document all project planning approved by the Department’s Project Management Office prior to moving forward with the post-planning phases of the project.  
	(M)


2.4.18.2 Project Plans and Documentation:  The following are key deliverables of the Contractor and shall be approved by the Department:
2.4.18.2.1 The Contractor shall provide a Project Management Plan (PMP) (project deliverable) including at a minimum:  
· Project Description

· Project Development Strategy 

· Work Breakdown Structure 

· Project Schedule shall:

o
Be provided in Microsoft Project 2007 or higher

o
Outline each key phase and associated deliverables

o
Outline all Department assignments required to make the project successful

· Project Resources

· Problem Resolution

· Communication Plan that:

o
Outlines weekly progress/status reporting

o
Outlines weekly progress/status meetings and meeting minutes

o
Outlines all design review meetings and meeting minutes

· Security Items/Tasks

· Project Assumptions, Constraints, and Risks (internal and external)

· Version Description Document identifying ‘historical versioning’ and the tool used for configuration management control
	(M)


2.4.18.2.2 The Contractor shall provide a Project Implementation Plan and Baseline Schedule (PIPBS) (project deliverable) which describes how the system will be deployed, installed and transitioned into an operational system. This plan at a minimum will include the following:

· Overview of the system.

· Brief description of the major tasks involved.

· Overall resources needed to support the implementation effort (such as hardware, software, facilities, materials, and personnel).

· Any site-specific implementation requirements.

· Timing for significant events and all deliverables in RFP Section 2.4.22.
	(M)


2.4.18.2.3 The Contractor shall provide a Training Plan (TP) (project deliverable) that outlines the objectives, needs, strategy, and curriculum to be addressed when training users on the new system.  This plan at a minimum will include the following:

· Activities needed to support the development of training materials.

· Coordination of training schedules.

· Reservation of personnel and facilities.

· Planning for training needs (Include the target audiences and topics on which training must be conducted.)

· Format of the training program. (Include the list of topics to be covered, materials, time, space requirements, and proposed schedules.)

· Discuss QA in terms of testing, course evaluation, feedback, and course modification/enhancement.
	(M)


2.4.18.2.4 The Contractor shall provide a System Engineering Management Plan (SEMP) (project deliverable) providing a top-level technical plan describing the management process necessary to ensure that all components are fully compliant with all agreed upon requirements and standards.  The SEMP shall, at a minimum, include the following:

· Detailed scope definition

· Contracted software

· Communications protocol information

· System security and how it relates to the engineering activities
	(M)


2.4.18.2.5 The Contractor shall provide a Quality Assurance Plan (QAP) (project deliverable) which shall, at a minimum, include the following: 

· Quality assurance methodology

· Best Practices associated with implementing a system of this  magnitude

· Procedures and tools that will be used to ensure delivery of quality products to the Department

· Defined roles for the Department relating to the quality review of deliverables

· Sample “Test Plan” documentation that the vendor has utilized successfully during previous installations

· Sample “Test Scripts” documentation that the vendor has utilized successfully during previous installations

· Sample “Test Results” documentation that the vendor has utilized successfully during previous installations
	(M)


2.4.18.2.6 The Contractor shall provide a Subcontractor Management Plan (SUBCP) (project deliverable) for each subcontractor employed by the Contractor. The plan shall, at a minimum, include the following: 

· Contractor/subcontractor working relationship

· Project Requirements

· Tools and procedures that will be used to manage the sub-contractor(s)

· Approach to problem resolution

· Corrective action approach for missed deliverables
	(M)


2.4.18.2.7 The Contractor shall provide a Risk Management Plan (RMP) (project deliverable) shall, at a  minimum, include the following:

· Description of  the Contractor’s approach to managing risk

· Outline tools and procedures used to identify, assess, mitigate and report risks throughout the project

· Provide a risk priority assessment
	(M)


2.4.18.2.8 Detailed System Design Document (DSD) (project deliverable):  Upon approval by the Department of the Detailed Gap Analysis Report/Function Identification and Implementation Plan, the Design of the TOMS will commence. The Contractor shall work with the Department to develop the required workflow diagrams and produce the TOMS System Design Document.  The TOMS Design Document will provide the following at a minimum for each system component:

· A classification of each component (i.e. subsystem, module, class, package, function, file, etc.)

· Component Definition - specific purpose and semantic meaning of the component

· Component Responsibilities - The primary responsibilities and/or behavior of this component

· Component Constraints - Any relevant assumptions, limitations, or constraints for this component

· Component Composition - A description of the use and meaning of the subcomponents that are part of this component

· Resources - A description of any and all resources that are managed, affected, or needed by this entity

· Processing - A description of precisely how this component goes about performing the duties necessary to fulfill its responsibilities (i.e. algorithms used, changes of state, handling of exception conditions, etc.)

· Interfaces/Exports - The set of services (resources, data, types, constants, subroutines, and exceptions) that are:  

A) Provided by this component

Or

B) Required by this component.

· Database Structure Design – tables, index, etc. needs

· User Security Design – role components to provide assess restraints within the system and the means of accomplishing such

· Internal System Processes – activity needed internally to maintain data integrity or produce automatic data changes or exclusions

· Standards – expansion on development standards to produce the common ‘look and feel’ and enable uniformity in maintenance activity

· Implementation Strategy and Data Conversion Plan 

	(M)


2.4.18.2.9 The Contractor shall provide a Maintenance and Operations Manual (project deliverable) which at a minimum includes the following:  

· Network/System Diagrams

· Technical Specifications for All Software Components

· Interface Specifications

· Required regular maintenance

· Product Update (Bug Fix Release) Mechanism and Process

· Application Software Monitoring (i.e., error logging, severity, escalation and notification)
	(M)


2.4.18.2.10  The Contractor shall provide an TOMS Systems Administration Guide (project deliverable) which shall at a minimum, include the following: 

· Network/System diagrams,

· Technical and function specification for software

· Troubleshooting criteria and procedures 

· Required regular maintenance producers

· Restart and recovery procedures

· Application software monitoring and alerting tools

· Interface specifications

· Backup and restore procedures

· Scheduled process and scripts for batch jobs

· Data extraction/sharing requirements

· Installation procedures

· Resource requirements 

· Release notes
	(M)


2.4.18.2.11 The TOMS User Guide (project deliverable) developed in conjunction with the Department.  The User Guide is a “How To” manual which navigates the user in detail through the use of the application.  This document usually contains system screen shots and provides step by step instructions for completing tasks and activities.  It is written on a business level with the needs of the user in mind.  At a minimum the document should contain the following content:

· Introduction

· Summary of the application

· Glossary (Definitions/Acronyms)

· Procedures (Step-by Step instructions on how to use the system)

· Troubleshooting tips

· Customizing Views

· How to Print Reports

· How to Submit Defect Reports

· How to Use Help

· Accessibility
	(M)


2.4.18.2.12 The Contractor shall provide a Data Dictionary (DD) (project deliverable) to include the following:

· Tag Name

· Attributes

· Text Explanation of the Data Field

· Entity Relationship

· Key Field Indicator
	(M)


2.4.18.2.13 Through the SDLC phases of the project, and as required, the Contractor shall provide updates to the following plans: 

· Project Management Plan (PMP)

· Systems Engineering Management Plan (SEMP)

· Quality Assurance Plan (QAP)

· Subcontract Management Plan (SUBCP)

· Risk Management Plan (RMP)

· Training Plan (TP)

· Program Implementation Plan and Baseline Schedule (PIPBS)

· Detailed System Design Document (DSD)

· Data Dictionary (DD)
	(M)


2.4.18.3 
Progress Reporting:  The Contractor shall provide the following reports:

2.4.18.3.1     Weekly progress status reports must be delivered to the Department’s PM no later than 2:00 pm EST every Friday through the lifecycle of the TOMS project.  The status report shall include:

· Current status of the project

· Tasks completed throughout the preceding week 

· Tasks currently not completed

· Issue log with action items and due dates
	(M)


2.4.18.3.2
Monthly progress reports shall be delivered no later than 2:00 pm EST on the 15th of each month.  If the 15th is not a business day the report shall be delivered on the next following business day.  Monthly reports must include:

· An outline and roll up of the events from each week through the preceding month

· A complete monthly risk assessment clearly identifying any new or updated risks associated with project
	(M)


2.4.18.3.3 The Contractor shall participate in weekly team status meetings to provide a status of the project and any identified issues and risks associated with the project.   If necessary, the Contractor’s PM can teleconference into these meetings but is required to participate in person at the Department’s location at least once monthly.
	(M)


2.4.18.3.4 The Contractor shall expect that all work completed on this project will be reviewed, subject to the 
Project Review policy. (http://www.in.gov/iot/files/project_review_policy_20110311_final.docx) 
	(M)


2.4.19 Testing

Within the Test Plan the Contractor shall provide the testing methodology and timeline to incorporate the following test types and scenarios:

2.4.19.1  Testing support as previously determined and agreed to during the initial planning period. The level and extent of testing support will be reviewed for each Functional component implementation and shall be adjusted according to specific Functional User requirements.
	(M)


2.4.19.2  On-site assistance to the Department through the Quality Assurance Integration Testing (end-to-end), as required (tasks/assistance is defined in the Quality Assurance Plan and the Implementation Plan).
	(M)


2.4.19.3 On-site assistance to the Department during the System Level testing phase/processes.
	(M)


2.4.19.4 Submit to the Department the results of the Quality Assurance Testing process for the TOMS Functional component in question utilizing the designation “QA Test Summary Report” (project deliverable).
	(M)


2.4.19.5 Black Box Testing/Functional - This type of testing is used to check that the outputs of a program, given certain inputs, conform to the functional specification of the program. It performs testing based on previously understood requirements (or understood functionality), without knowledge of how the code executes.
	(M)


2.4.19.6 System Level - testing conducted on a complete, integrated system to evaluate the system's compliance with its specified requirements. Specific test types that will be executed as part of this activity include but are not limited to the following types:
· Performance - varies load, volume and response times as defined by the requirements

· Load - identifies the point(s) at which application software response time fails stated time frames

· Sanity - A brief test of major functional elements of a piece of software to determine if it is basically operational
	(M)


2.4.19.7 Provide on-site assistance to the Department during Functional and Incremental Integration and System Level Testing of the tailored TOMS software application.

	(M)


2.4.19.8 Incremental Integration - exercises the interfaces between the components, ensures distinct TOMS components of the application still work in accordance with customer requirements.
	(M)


2.4.19.9 Acceptance - a process to obtain confirmation from the Department’s Subject Matter Experts (SMEs), through trial and review, that the system component process meets mutually agreed-upon requirements.  Final User Acceptance Testing (UAT) is based on the specifications of the end-user (the Department’s Functional component representatives).  The Department’s TOMS Project Team will work with the Contractor to develop the acceptance criteria.
	(M)


2.4.19.10 The Department’s Quality Assurance Management unit shall receive all test documentation. This documentation includes both Test Planning documents and all Test Results documents.  The Quality Assurance Management Director or designee shall sign off on their formal approval of the provided test documentation.
	(M)


2.4.19.11 The purpose of the User Acceptance Testing process is to meet the following minimum objectives:

2.4.19.11.1 Validate the system is set-up for transactions and user access;
	(M)


2.4.19.11.2 Confirm the use of system in performing business processes;
	(M)


2.4.19.11.3 Confirm integrity of business process, data, services, security, and end-products; and
	(M)


2.4.19.11.4 Verify all requirements of the RFP and system specifications as stated in the Contractor’s response to the RFP Section 2.4 – Technical Proposal and Attachment G – Functional Requirements Matrix have been met.
	(M)


2.4.19.12 Software Receipt and Acceptance Criteria Process:
2.4.19.12.1 The Contractor shall provide all TOMS software deliverables upon completion to the Department’s TOMS PM for review, testing, and acceptance.
	(M)


2.4.19.12.2 The Contractor shall record such delivery in a Delivery Confirmation Log (project deliverable) document which will contain the following elements at a minimum:
· Description of the nature and condition of the deliverables

· The medium of delivery

· The date of their delivery. 
· The Department’s TOMS PM will countersign the Delivery Confirmation Log to indicate receipt of the contents described therein.
	(M)


2.4.19.12.3 The Department’s TOMS PM will notify the Department’s Quality Assurance Management to commence acceptance testing or reviews following receipt of the deliverables.
	(M)


2.4.19.12.4 Upon completion of such testing, the Department’s TOMS PM will issue to the Contractor formal notice of acceptance or rejection of the deliverables in writing.
	(M)


2.4.19.12.5 In the event of rejection, the Contractor and the TOMS PM will jointly develop a plan of the necessary corrective action(s) and associated time frames.
	(M)


2.4.20 Implementation and Performance Period for Acceptance

During the TOMS implementation, the Contractor shall provide the following:
2.4.20.1 Training support as previously determined and agreed to during the initial planning period. The level and extent of training support will be reviewed prior to implementation and shall be adjusted according to specific Functional User requirements.
	(M)


2.4.20.2 Conduct a walkthrough of the User Guide with the TOMS Project Team.
	(M)


2.4.20.3 Provide the Department with electronic (on CD) copies of the Maintenance and Operations Manual (Refer to RFP Section 2.4.18.2.9),  System Administration Guide (Refer to RFP Section 2.4.18.2.10,  and User Guides (Refer to RFP Section 2.4.18.2.11).
	(M)


2.4.20.4 Create a training schedule to include designated training locations in conjunction with the TOMS Project Team or other designated Department training personnel. This training schedule is a sub-section of the TOMS Training Plan (TP) (Refer to RFP Section 2.4.18.2.3).
	(M)


2.4.20.5 The Performance Period for Acceptance shall begin after:

· Installation of the TOMS application software in the Production Environment (Refer to RFP Section 2.4.2 - System Architecture Configuration Document).
· Successful completion of User Acceptance Testing 
	(M)


2.4.20.6 The duration for the Performance Period for Acceptance shall be 30 calendar days.

	(M)


2.4.20.7 In order to be successful the Performance Period for Acceptance will meet the system availability requirement of 99.99 percent or more.
	(M)


2.4.20.8 The Department’s TOMS PM will issue to the Contractor formal notice of completion or failure of the Performance Period for Acceptance in writing.  The Contractor will then re-enter the Performance Period for Acceptance for an additional 30 day period and repeat if necessary until successful.

	(M)


2.4.21 Post Implementation Support

2.4.21.1 The Department’s helpdesk will provide level 1 (level 1 = initial contact) user support. Issues that cannot be resolved via the Department’s helpdesk will be forwarded to the Contractor’s helpdesk. 
	(M)


2.4.21.2 Maintenance services shall be available on-call 24x7x365 with a 15-minute response time from receipt of call. For production issues, on-site support must be available within twenty four (24) hours.    
	(M)


2.4.21.3 Contractor shall comply with the Department’s Change Management Process for testing and implementing system related changes into the production environment.  This process consists of thorough system testing in the Development/Testing Environment.  Following acceptance and test, the system may be loaded into the Production Environment with the cooperation of the Indiana Office of Technology.
	(M)


2.4.21.4 Level of Support: Contractors shall provide hardware and software support services for remedial maintenance under the proposed extended maintenance services. The services proposed by the Contractor must include but are not limited to the following issues:

2.4.21.4.1 Help Desk Services: The Contractor must describe in the proposal the Help Desk services available by telephone to hardware and software support technicians and system users. Help Desk services are essential for supporting servers, software applications, and other related hardware and software included in the proposed solution. The Department requires 24/7 availability of Contractor Help Desk services.
	(M)


2.4.21.4.2 Method of Notification: The Contractor must describe in the proposal the method for problem notification (such as 24 hour available hot line support, remote diagnostics, etc.). The Contractor must fully describe in the proposal their ability to remotely monitor and diagnose computing hardware, all associated devices, operating system software and services, and application software in their proposed system.
	(M)


2.4.21.4.3 Escalation Procedures: Describe the process and procedures that would be utilized by the Department’s helpdesk personnel when issues require escalation. Provide a copy of your trouble escalation procedures complete with the names, titles, addresses and telephone numbers of the persons who are to be notified. The Contractor must maintain this information with correct and current data during the course of the maintenance period.
	(M)


2.4.21.4.4 Installation, Verification and Validation (IV&V): The Contractor is required to provide on-site support during testing phases of new releases of software and hardware.

	(M)


2.4.21.4.5 Software Defects: The Contractor is required to provide resolution to all confirmed software defects within 30 days or a negotiated time period.

	(M)


2.4.21.4.6 Upgrade Support: The Contractor must offer, for the full term of the maintenance agreement, support of the proposed TOMS system to ensure continued operation during and after hardware upgrades and implementation of new releases of all software covered under the maintenance agreement.

	(M)


2.4.21.4.7 Enhancements: The Contractor must provide enhancement updates to the software as they become available. Explain the method of distributing information on the available updates and software modifications with an explanation of the responsibilities of the Contractor, the manufacturer (if different from the Contractor), and Indiana DOC.

	(M)


2.4.21.4.8 VPN Connectivity: The proposed system shall support remote access via a VPN connection for diagnostics and system maintenance. The Department will work with the Contractor to install any other secured method that the Department may implement (authorize) during the period of the maintenance Contract.

	(M)


2.4.21.4.9 All of the above services shall be addressed in a Service Level Agreement (SLA) (project deliverable) the Contractor provides to the Contract Manager no later than 14 calendar days after execution of the Contract.  The SLA shall address warranty service and purchased maintenance services as described in this RFP.  Any changes to the version submitted in the Contractor’s proposal must be approved by the Contract Manager.

	(M)


2.4.21.5 The Contractor’s technical and business support for Help Desk and Problem Resolution shall include but not be limited to application/server side troubleshooting.  
	(M)


2.4.21.6 System support includes new versions and/or updates as required for all associated TOMS System documentation.
	(M)


2.4.21.7 Through system support the Contractor ensures that the TOMS System shall remain compatible with the current and future Department operating system software or any third party software used in direct association with the TOMS System to perform the Department’s business functions.
	(M)


2.4.21.8 System support includes TOMS System software updates and modifications as required as a matter of federal law and or regulation in connection with the Department’s compliance standards.
	(M)


2.4.22 Project Deliverables

The following table identifies the items to be delivered to the State. Items are categorized by project phase. Items are to be delivered to the Department within the number of calendar days listed in the due date column.  Reference to each deliverable is provided in Section 2.4 – Technical Proposal.  The Contractor’s ability to invoice will be measured against the completion of written and accepted deliverables.
	Project Phase
	Deliverable

No.
	Deliverable Title
	Deliverable 

Item No.
	Due Date

	Planning
	
	Contract Notice to Proceed (NTP)
	
	

	
	1 
	Contractor Software Service Level Agreement (SLA) 
	2.4.21.4.9
	NTP+14

	
	2 
	System Architecture Configuration Documentation / Diagram and Hardware Listing
	2.4.2
	NTP+14

	
	3 
	COTS Application Test System
	2.4.17.2
	NTP+30

	
	
	SDLC Planning Phase and Related Documents
	2.4.17.8
	*

	
	4 
	Project Management Plan (PMP)
	2.4.18.2.1
	NTP+56

	
	5 
	System Engineering Management Plan (SEMP)
	2.4.18.2.4
	NTP+56

	
	6 
	Quality Assurance Plan (QAP)
	2.4.18.2.5
	NTP+56

	
	7 
	Subcontractor Management Plan (SUBCP)
	2.4.18.2.6
	NTP+56

	
	8 
	Risk Management Plan (RMP)
	2.4.18.2.7
	NTP+56

	
	9 
	Training Plan (TP)
	2.4.18.2.3
	NTP+56

	
	10 
	Detailed GAP Analysis Report/Function Identification (All Functional components)
	2.4.17.4
	NTP+70

	
	11 
	Requirements Traceability Matrix Report (RTM) 

(All Functional components)
	2.4.17.5
	NTP+77

	
	12 
	Project Implementation Plan & Baseline Schedule (PIPBS)
	2.4.18.2.2
	NTP+77

	Design/ Configuration
	
	Phase NTP
	
	

	
	13 
	Core Application Functionality
	2.4.17.8.3
	*

	
	14 
	Project Implementation Plan & Baseline Schedule (PIPBS)
	2.4.18.2.2
	*

	
	15 
	Detailed System Design (DSD) Document 
	2.4.18.2.8
	*

	
	16 
	Requirements Traceability Matrix (RTM)
	2.4.17.5
	*

	
	17 
	Security Risk Assessment
	2.4.17.3
	*

	
	18 
	Data Dictionary (DD)
	2.4.18.2.12
	*

	
	19 
	Each Functional component  
	2.4.18.2.2
	*

	
	20 
	Project Implementation Plan & Baseline Schedule (PIPBS)
	2.4.18.2.2
	Phase NTP + 30

	
	21 
	Detailed System Design (DSD) Document 
	2.4.18.2.8
	Phase NTP + 30

	
	22 
	Requirements Traceability Matrix (RTM)
	2.4.17.5
	*

	
	23 
	Security Risk Assessment
	2.4.17.3
	*

	
	24 
	Data Dictionary (DD)
	2.4.18.2.12
	*


	(M)


	Project Phase
	Deliverable

No.
	Deliverable Title
	Deliverable 

Item No.
	Due Date

	Development
	
	
	
	

	
	
	Core Application Functionality
	
	

	
	25 
	End User eLearning Solution and Documentation
	2.4.14.3
	*

	
	26 
	Systems Administrator Training/Materials
	2.4.14.7
	*

	
	27 
	Maintenance and Operations Manual
	2.4.18.2.9
	*

	
	28 
	Systems Administration Guide
	2.4.18.2.10
	*

	
	29 
	User Guide 
	2.4.18.2.11
	*

	
	
	Each Functional component  
	
	

	
	30 
	Software Delivery Confirmation Log
	2.4.19.12.2
	*

	
	31 
	End User eLearning Solution and Documentation
	2.4.14.3
	*

	
	32 
	Systems Administrator Training/Materials
	2.4.14.8
	*

	
	33 
	Maintenance and Operations Manual
	2.4.18.2.9
	*

	
	34 
	Systems Administration Guide
	2.4.18.2.10
	*

	
	35 
	User Guide 
	2.4.18.2.11
	*

	Implementation /Deployment
	
	
	
	

	
	
	Core Application Functionality
	
	

	
	36
	IDOC Security Compliance Review 
	2.4.17.3
	*

	
	37
	QA Test Summary Report 
	2.4.19.4
	*

	
	
	Each Functional component
	
	

	
	38
	IDOC Security Compliance Review 
	2.4.17.3
	*

	
	39
	QA Test Summary Report 
	2.4.19.4
	*


	(M)


Note:  The asterisk (*) denotes the dates submitted in the Contractor’s Project Implementation Plan and Baseline Schedule (PIPBS) required by RFP Section 2.4.17.6.  Accordingly, the Contractor’s PIPBS shall have each of the 39 deliverables specified above in its submitted document.  Because deliverable due dates are dependent upon the State’s declaration of a Notice to Proceed (NTP), the PIPBS timing shall be expressed in terms of NTP  + X calendar days.
2.4.22.1 Deliverable Submission and Acceptance Process
2.4.22.1.1 For each written deliverable, draft and final, the Contractor shall submit to the Project Manager one hard copy and one electronic copy minimally compatible with Microsoft Office 2007, Microsoft Project 2007 and/or Visio 2007.  
	(M)


2.4.22.1.2 Drafts of all final deliverables are required at least two weeks in advance of all final deliverable due dates.  Written deliverables defined as draft documents must demonstrate due diligence in meeting the scope and requirements of the associated final written deliverable.  A draft written deliverable may contain limited structural errors such as poor grammar, misspellings or incorrect punctuation, but must:

· Be presented in a format appropriate for the subject matter and depth of discussion;

· Be organized in a manner that presents a logical flow of the deliverable’s content;

· Represent factual information reasonably expected to have been known at the time of submittal;

· Present information that is relevant to the section of the deliverable being discussed;

· Represent a significant level of completeness towards the associated final written deliverable that supports a concise final deliverable acceptance process.

	(M)


2.4.22.1.3 Upon completion of a deliverable, the Contractor shall document each deliverable in final form to the Department’s Project Manager for acceptance.  The Contractor shall memorialize such delivery in an Deliverable Submission Form (Attachment O).  The Department’s Project Manager shall countersign the Agency Receipt of Deliverable Form indicating receipt of the contents described therein.  
	


2.4.22.1.4 Upon receipt of a final deliverable, the Department’s Project Manager shall commence acceptance testing or review of the deliverable as required to validate the completeness and quality in meeting requirements.  Upon completion of validation, the Department’s Project Manager shall issue to the Contractor notice of acceptance or rejection of the deliverables in an Deliverable Acceptance Form (Attachment P).  In the event of rejection, the Contractor shall correct the identified deficiencies or non-conformities.  Subsequent project tasks may not continue until deficiencies with a deliverable are rectified and accepted by the Department’s Project Manger or the Department’s Project Manager has specifically issued in writing a waiver for conditional continuance of project tasks.  Once the State’s issues have been addressed and resolutions accepted by the Department’s Project Manager, the Contractor will incorporate the resolutions into the deliverable and resubmit the deliverable for acceptance.  Accepted deliverables shall be invoiced within 30 days in the applicable invoice format. 
	(M)


2.4.22.1.5 When presented for acceptance, a written deliverable defined as a final document must satisfy the scope and requirements of the RFP for that deliverable.  Final written deliverables shall not contain structural errors such as poor grammar, misspellings or incorrect punctuation, and must:

· Be presented in a format appropriate for the subject matter and depth of discussion;

· Be organized in a manner that presents a logical flow of the deliverable’s content;

· Represent factual information reasonably expected to have been known at the time of submittal;

· Present information that is relevant to the section of the deliverable being discussed.
	(M)


2.4.22.1.6 The State required milestones and deliverables have been defined.   Within each task the Contractor may suggest other subtasks or deliverables to improve the quality and success of the project.   Deliverable Expected Completion Dates specified as NTP + Month(s) (e.g. NTP + 6 Months) are due as a final deliverable no later than the last business day of the month.  For example, an NTP is issued on March 1, 2012 for a deliverable with an Expected Completion date specified as NTP + 2 Months (April 30, 2012).  
	(M)


2.4.23 Presentation of Proposal
2.4.22.1 Selected offerors may be asked to make onsite demonstration summarizing their technical proposal and showcasing their software application to IDOC’s representatives.  The purpose of the demonstration is to confirm the information provided within the Offerors proposal based on the Offeror’s TOMS product.  No customization of software to meet the specific requirements outlined in this RFP will be required to the Offeror’s TOMS product for the purpose of these demos.  The demonstration and presentation could potentially take up to a day.  The purpose of this demonstration is twofold:  
1) clarify information in Offeror’s proposals

2) demonstrate a production version of TOMS software to meet the requirements of the RFP.  
The expectation is that the demonstration will be scheduled for those offerors who pass the initial review of RFP requirements.
	(M)


2.4.22.2 The presentation may include but is not limited to the following items in the Offeror’s technical proposal, see Section 2.4 (Technical Proposal) for additional details.
· Description and demonstration of how the Offeror plans to meet the identified mandatory requirements in the RFP and Attachment G - Functional Requirements Matrix, using the proposed TOMS software.
· Description of how the Offeror plans to meet the RFP Project reporting requirements.
· List all Software and Hardware used in live demo (i.e. laptop specification and TOMS software suite name and version).

· Conduct any necessary orientation for the evaluation team members to understand the software operations being demonstrated.   The demonstration should replicate the functionality outlined in the Offerors proposal
· Offeror’s experience and capabilities as it relates to this RFP.

· Description of the Offeror’s organization.

· Description of references where the service offered is functioning in a production environment.
· The Department will provide detailed presentation agendas to those that are requested to present.

	(M)


2.4.22.3 The Department will provide the facilities (i.e., projector, video and audio conferencing facilities and internet connection) for the demonstration.
	(M)


2.4.24 Value-Added System Functionality, Equipment Functionality and/or Services
Value-added system functionality, equipment functionality and/or additional services that exceed the minimum specifications contained herein are desired by the Department.  Respondents shall clearly describe any value-added functionality or services in accordance with the requirements within its proposal.
	(HD)


2.4.25 Scope Change after Contract Execution 
During the term of any contract resulting from this RFP, the Department may unilaterally require, by written order, changes altering, adding to, or deducting from the Contract specifications, provided that such changes are within the general scope of the Contract. 

The Department may make an equitable adjustment in the Contract price or delivery date if the change affects the cost or time of performance. Such equitable adjustments require the written consent of the Respondent, which shall not be unreasonably withheld.  

The Department shall provide written notice to the Respondent thirty (30) days in advance of any Department-required changes to the technical specifications and/or scope of service that affect the Respondent's ability to provide the service as specified herein. Any changes that are other than purely administrative changes will require a formal contract amendment. 
	(M)


