RFP 16-050

Technical Proposal

Attachment E

2.4.0     Technical Proposal Guidelines

Respondents must provide a written response in the yellow shaded area where indicated for the requirements set forth herein, following the numbering and format of this Technical Proposal. For each requirement section the Respondent must provide a response where indicated. If the response calls for documentation, then the documentation must be provided with Respondent’s Proposal, with its location clearly indicated.  Failure to provide a response indicating agreement or failure to include requested documentation will in most cases result in disqualification of the proposal, without further consideration.

Each proposal will be reviewed to determine if it is complete prior to the actual evaluation.  The Indiana Department of Correction (IDOC) reserves the right to eliminate from further consideration any proposal deemed to be substantially or materially unresponsive to the specifications contained herein.

All specifications are to be considered mandatory unless indicated otherwise in the specification.

2.4.1 The Auditor shall conduct PREA audit IDOC Correctional Facilities on a facility by facility basis as requested by the Indiana Department of Correction.  The audits require an onsite visit to complete the audit as defined by the DOJ.  The results would include a full audit and any corrective action plans (CAP) as necessary and follow-ups as needed.   
The Indiana Department of Correction currently has 20 adult facilities and 5 juvenile facilities.  All facilities are located within the State of Indiana.   Two of the facilities, New Castle and Heritage Trail Correctional Facility, are managed by a contractor and will provide their own PREA audits.  The IDOC has combined the Henryville facility with the Branchville facility and the Chain O’Lakes facility with Miami facility for audit purposes as the former facilities are essentially satellite facilities of the larger facilities.  Also, the Logansport Intake facility is considered the same facility as Logansport Treatment so they will also count as one juvenile facility for this RFP.   Respondent may propose to audit only juvenile facilities; only adult facilities; or both juvenile and adult facilities. 
The State is in the process of conducting some facility audits through agreements with other states, so not all facilities may need to be audited.   The audits will therefore be conducted on an as needed basis, facility by facility as agreed by the IDOC and the auditor.  

Respondent shall indicate understanding and agreement to comply with this requirement, and provide a narrative explaining its ability to provide the audits requested.  Respondent should indicate if it is proposing to audit only juvenile facilities; only adult facilities; or both juvenile and adult facilities. 
	


2.4.2 The Auditor shall be certified by the Department of Justice (DOJ) to audit for compliance with the Federal Prison Rape Elimination Act (PREA) Standards.  
Respondent shall indicate understanding and agreement to comply with this requirement and  shall provide documentation of its certification with its proposal.   

	


2.4.3  The Auditor shall keep confidential, unless otherwise required by legal process, all findings of the Audit and confidential information derived through the audit, unless otherwise permitted by the IDOC.  The State’s data (“State Data”) will be treated by Auditor(s) as Confidential Information and includes:  (a) the State’s data and writings collected, reviewed, used, processed, stored, or generated as the result of the Agreement activities including but not limited to administrative investigation reports, criminal investigation reports, and sexual abuse incident review reports; (b) personally identifiable information (“PII”) collected, used, processed, stored, or generated as the result of the Agreement activities, including, without limitation, any information that identifies an individual, such as an individual’s social security number or other government-issued identification number, date of birth, address, telephone number, biometric data, mother’s maiden name, email address, credit card information, or an individual’s name in combination with any other of the elements here listed; and, (c) personal health information (“PHI”) collected, used, processed, stored, or generated as the result of the Agreement activities, which is defined under the Health Insurance Portability and Accountability Act (HIPAA) and its related rules and regulations.  State Data is and will remain the sole and exclusive property of the State and all right, title, and interest in the same is reserved by the State.  The auditor will not make any media statements without the prior written authorization of the state.  

The Auditor shall:  (a) keep and maintain State Data in strict confidence, using such degree of care as is appropriate and consistent with its obligations as further described in this Agreement and applicable law to avoid unauthorized access, use, disclosure, or loss; (b) use and disclose State Data solely and exclusively for the purpose of providing the Agreement Activities, such use and disclosure being in accordance with this Agreement, any applicable Statement of Work, and applicable law; and (c) not use, sell, rent, transfer, distribute, or otherwise disclose or make available State Data for Auditor’s own purposes or for the benefit of anyone other than the State without the State’s prior written consent.  

The Auditors agrees that if performs audits under a contract awarded through this RFP, that in the event of any act, error or omission, negligence, misconduct, or breach that compromises or is suspected to compromise the security confidentiality, or integrity of State Data or the physical technical, administrative, or organizational safeguards put in place by Auditor that relate to the protection of the security, confidentiality, or integrity of State Data, Auditor must notify the State as soon as practicable but no later than twenty-four (24) hours of becoming aware of such occurrence and cooperate with the State in investigating the occurrence, including making available all relevant records, logs, files, data reporting, and other materials required to comply with applicable law or as otherwise required by the State. 

Respondent shall indicate understanding and agreement to comply with this requirement. 

	


2.4.4  The PREA Audit is defined as a formal, uniform, and objective measure of the facility’s compliance with the PREA Standards.  Each facility audit must be conducted using the audit instrument as developed by US DOJ.  The PREA Coordinator shall complete a pre-audit questionnaire.  The auditor must complete the follow up, conduct on-site interviews, document reviews and inspections, work with the facility to develop a corrective action plan, if needed, and participate in the implementation of such plan, if needed, and provide all PREA-required audit reports. The auditor must develop and issue a full and final audit report as required by PREA.  The auditor shall comply with the requirements set forth in the PREA auditing standards provided in 28 C.F.R. 115.401-405 (2013).  PREA Audits will be conducted using the Audit Instrument as approved and finalized by the U.S. Department of Justice (US DOJ).

Respondent shall indicate understanding and agreement to comply with this requirement. , 
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