14-024 TECHNICAL PROPOSAL
ATTACHMENT F
Instructions:  Please provide answers in the shaded areas to all questions.  Reference all attachments in the shaded area and Attachment F.   
Remittance Systems (Section 2.4.1)

2.4.1.1  Provide detailed flow from scan through image storage for items run through the remittance processing solution for both vouchers and full page. DOR will utilize its current scanning and return processing system. Your solution should start with images provided by those two solutions.
	


2.4.1.1.1    Describe your solution’s image enhancement features. The minimum 
features must include deskew, rotation, despeckle, line removal, image 
deflation. Please detail all additional feature available and how they improve the 
workflow and 
process.
	


2.4.1.1.2    Describe your solution’s functionality to capture data hands free. DOR 
is currently using a bench mark of 85% of the data captured correctly without 
intervention. What are your solutions capabilities?  What are the benchmarks for 
similar systems you are operating or have installed in similar situations?
	


2.4.1.1.3    What steps does your solution use to correct data? The department’s 
current goal is to reject for rescan less than 1% of returns. What are your 
solutions capabilities?  What is the reject for rescan percentage for similar 
systems you are operating or have installed in similar situations?
	


2.4.1.1.4 DOR requires an odd number greater than 1 of read engines with majority rules. Please state how many  read engines your solution provides and describe the read algorithms your solution uses.
	


2.4.1.1.5 DOR will accept a non depositable rate for checks of 1%.  What is your documented rate?
	


2.4.1.1.6 DOR will accept a non depositable rate for money orders of 5%.  What is your documented rate?
	


2.4.1.2  Provide examples of your user interfaces for each of the flow steps provided above in 2.4.1.1.
	


2.4.1.3
Provide examples of workflow dashboards and tracking for each of the flow 
steps 
provided above in 2.4.1.
	


2.4.1.4 
Description of workflow personnel and computing requirements at three levels of processing.
2.4.1.4.1
5000 remittances per day
2.4.1.4.2
10000 remittances per day



2.4.1.4.3    60000 remittances per day
	


2.4.1.5
Proposed Workflow:

Acceptance of image and data from virtually any scanner

Image enhancement

Document identification

Virtual batching of mixed work

Automated data capture

Balancing/recognition and data correction

Batch integrity review and repair

Electronic presentment of funds for deposit

Image and data output

Database population

Image storage



Reporting and workflow monitoring
	


2.4.2 Architecture Requirements 

The respondent must verify that the application conforms to all the state (IOT) 
policies, standards and guidelines.  Specifically, the respondent must validate 
that the application conforms to the Assistive Technology Policy (Section 508).  
This should be done by submitting a Voluntary Product Accessibility Template if 
already available or completing the Assistive Technology Compliance Evaluation 
Form (see Attachment H) and then submitting as an attachment to the RFP. 
	


2.4.3 Change Control Process

The change control process must include a method for defining the change to 
the requirements, the cost and schedule impact of the change, and the priority.  
Please 
provide a description of your change control process including any forms.
	



2.4.4
Escrow

DOR requests a copy of the source code be held in escrow.  This will allow the state to continue to maintain the application in the event that the company goes out of business.

	


2.4.5
Maintenance

Please describe how maintenance will be applied.  Maintenance included fixes and enhancements to the software.  These can take the form of a service pack or a new release of the software. 

	


2.4.6
Migration Plan –The respondent is to provide a plan for migrating the data from the current system to the new solution.  The plan must include an expected timeframe.  Please provide any assumptions that are being made to accomplish this plan.
	


2.4.7
Ownership of Data

Respondent is to verify that any data provided by or for the state remains the property of the state and may not be marketed or sold by the vendor without the express written consent of the state.
	


2.4.8
State’s Responsibilities

Respondent is to provide what they believe will be required from the State to 
successfully develop, customize and maintain the application.  They should 
provide the level of the resource and the estimated number of hours or 
percentage of their availability.  Hardware and software that is not specifically 
identified in the Hardware/Software Requirements section should be provided 
here.
	


2.4.9
Reports

Reporting is vital in maintaining and documenting critical control points 
throughout DOR’s remittance processing and DOR’s lockbox client’s systems. 
Many of the reports that are used are standard to the industry. However, DOR 
may have unique needs for reporting that are not covered in the standard 
reporting suite. The questions in this section are intended to elicit your solution’s 
standard reports and the means by which DOR can receive unique reporting.
	



2.4.9.1
DOR requires the following reporting. Please describe how your company will provide these and a timeline for each.  
Host file summary

Deposit 

Recap: a list of all items/batches processed and deposited 

Rejects: stubs, checks, correspondence  

Items: total items processed, money and no money

Site: overview of what was processed 

Keystroke

Stub read rates

Courtesy and Legal amount read rates

Batches in process: not yet completed

Batches Completed

Batches Exported: to various systems i.e. TMS, VSI etc

Paper Items: that can’t be sent check21

Batches Imported: from various systems

ICL Confirmation: banks confirmation of what was received

Operator Stats

Workflow: at any given point

Batch Summary




Cash letter: items deposited for that batch
	


2.4.9.2
What additional reports do you provide in your standard package?
	


2.4.9.3
To ensure that reports are accurate and timely, the system’s database shall be updated in real time to ensure all report data is current when viewed and/or downloaded by Department personnel.   All reports shall have the capability of being queried, sorted or filtered by any field contained in the report or by data parameters as applicable and reports shall be readable on screen, printable and shall be downloadable into an excel format.  Report formats shall be subject to final approval by the Contract Monitor or designee.
	



2.4.9.3.1  The system shall support the production of both pre-defined and ad 
hoc 
reporting that are user friendly. Users have the need to create “user 
friendly” ad hoc reports to satisfy management prerogatives and monitor 
performance against 
performance goals.  Reports must quantify and display 
data based on user-specified 
criteria, including begin and end dates.  Processing 
of reports must not impact the performance of the system.
	



2.4.9.3.2  Reports must be able to be viewed online, printed, saved and/or 
exported in multiple formats, such as any of the Microsoft Office applications, 
Adobe and/ or HTML 
format.
	



2.4.9.3.3  Reports must be available to users to be viewed online, printed, saved, 
or exported based on user-defined security access levels.
	


2.4.10
Virtual Batching

In order to limit processing bottle necks, DOR desires to run unsorted work and have the system sort work virtually utilizing batch requirements of DOR’s backend system. Virtual batching should be flexible enough to accommodate future changes in the backend system with a minimum number of reprogramming of interfaces.

2.4.10.1  Describe your virtual batching processes.
	


2.4.10.2  What is the maximum number of host files your solution can create from one heterogeneous batch?
	


2.4.10.3  Currently, DOR utilizes Check21 for transmission of check images to the bank. 
ICL x9.37 is the file structure used.  DOR requires this functionality. Does your solution support Check21?
	


2.4.10.3.1
The requirements of the banking industry may change or the State’s bank may change sometime in the future. Describe your solution’s configurability for changes to the ICL x9.37 file structure.
	


2.4.10.4  DOR uses its current remit system’s ability to electronically reorient checks and stubs to allow the use of low cost mail opening machines. This is an important capability that must be in place in any new solution. Describe your solution’s ability to reorient checks and vouchers electronically.
	


2.4.10.5  DOR currently uses encoders to deposit checks from low volume batches. This is old technology that DOR wants to move past. Each batch will have a batch sheet from the backend system that would best be described as an unstructured form. Handling unstructured forms like this is a requirement for this system.  Describe your solution’s ability to process unstructured forms and checks and its balancing.
	


2.4.10.6  DOR receives thousands of unidentified checks annually. The current practice is to identify the tax type, create the appropriate tax form and image the form and check and make the deposit. DOR is looking to reverse that process: image the check, make the deposit, keep the electronic artifacts and present it to operators to identify the appropriate tax type. Once identified, the check is placed in a payment file and transmitted to DOR’s backend system. This process must be done with transparency and audit trails. This is a necessary requirement for this system.  Provide your solution’s process to handle unidentified checks.
	


2.4.10.7  DOR will use existing backup facilities. How does your solution provide backup data for those facilities? How does your solution accept data from those facilities for restoration of the system?
	


2.4.11 
Upgrade Costs: DOR must identify and mitigate upgrade costs and year end changes going forward.

2.4.11.1  Over the past five years how many upgrades have your solutions 
undergone that were covered by maintenance costs?
	


2.4.11.2 During the upgrades described above, what need has there been to reprogram existing functions?
	


2.4.11.3  Is custom functionality implemented by customizing base code, using user exit, or configuration of base code?
	


2.4.11.4  DOR must be able to self-support this solution for year-end legislative changes and changes to process. How does your solution get DOR to that level of expertise?
	



2.4.12
DOR currently uses a third party image repository. Is your system capable of 
producing customized file format (TIF and XML files) to interface to an existing image 
repository?  Please explain this process.
	



2.4.13 
DOR uses its current remit system’s ability to electronically remove check skirts 
to speed the mail opening process. This is an important capability that must be in place 
in any new solution. How does your solution support electronic check skirt solutions?
	



2.4.14
DOR’s backend system currently does not allow multi-check multi-form solution. As DOR moves forward and develops that capability, it is required that your solution supports this functionality. Describe how your solution will handle the following scenarios:

One check, multi form

Multi check, one form



Multi check, multi form
	


2.4.15  
DOR loses valuable time daily by stopping processing in order to do the work of “getting the deposit ready”. This solution is required to allow processing to continue while prior work is simultaneously segregated and prepared for deposit. How does your solution provide for this functionality?
	


2.4.16
A major failsafe feature in DOR’s current system is duplicate MICR detection. This feature stops the accidental rerunning of vouchers and checks. It also detects taxpayers who may have sent a copy of a previous check for remittance for whatever reason. This is a feature that is required in this new solution. How does your solution provide this type of critical functionality?
	


2.4.17 Lockbox


DOR currently provides lockbox services for one other state agency. Approximately 220,000 payments are processed annually. DOR would like to expand those numbers by at least 20 fold in the future. Your solution should focus on the flexibility to manage multiple customers effectively and efficiently. It should be assumed that each of the customer’s needs and requirements will be different. Flexibility will be the key for a successful solution.
2.4.17.1
DOR will be able to self-support this solution for lockbox client development, customer changes and departmental changes to process. 

Provide project cycle from potential lockbox customer contact with DOR to implementation for the following examples; include estimates of internal and external effort needed to develop solutions that the customer needs.

2.4.17.1.1
Voucher and check

2.4.17.1.2
Full page to Check

2.4.17.1.3
Document with capture and check and check: Capture would include key from image, recognition and or exporting to a third party web based keying solution.




2.4.17.1.4  Voucher without check

	


2.4.17.2  How are multiple clients implemented? Separate clients with one instance or separate instances?
	


2.4.17.3  In order to speed processing, DOR expects to run the work unsorted and have virtual batching do the sort. Describe multiple client virtual batching.
	


2.4.17.4
Describe how multiple clients would be tracked independently through the workflow.

2.4.17.4.1 This solution is required to allow clients to view work queues remotely. How would your solution accomplish this?
	


2.4.17.5  This solution requires that host files be developed using xml. How does your solution fulfill this requirement?
	


2.4.17.6  Describe solution’s billing abilities for lockbox clients.  What reports would they be able to see in real time?
	


2.4.17.7  Some DOR clients may want to use flag or hot files to stop checks from 
certain 
taxpayers. Describe your solution process of the use of flag or hot files. How would 
your solution allow multiple clients to use unique files? How does your solution 
populate and update those files. Can the client have control of these files remotely?

	


2.4.17.8
DOR is interested in offering multiple payment channel processing to our lockbox clients. Describe your solution’s ability to accept multiple payment channels for lockbox clients

2.4.17.8.1 Describe the ability to interface billing abilities to recoup value added 
costs of multiple payment channels.
	


2.4.17.9
With multiple lockbox clients, the banking solutions will be varied. How does your solution handle multiple banks for the following scenarios?

2.4.17.9.1
Multiple banks for each client?

            2.4.17.9.2  Multiple banks over several lockbox clients.

	



2.4.17.10  Describe your ability to allow lockbox client to work exceptions remotely.

2.4.17.10.1
Describe its scalability to multiple lockbox clients.

2.4.17.10.2
What is your ability to secure transactions?

2.4.17.10.3   Can lockbox client tie up deposit while working assigned transactions or will virtual batching allow a fluid workflow?
	


2.4.17.11  DOR desires to have a solution that can provide correspondence with metadata to the client. Please describe your solution for this process.
	


2.4.18
System

DOR must run different software and databases. The purpose of this section is to assess your solutions compatibility with IOT operational parameters.

2.4.18.1  Describe the operating environment hardware required for your 
solution.
	



2.4.18.2  Describe the operating software your solution utilizes. 



2.4.18.2.1  Specify software version and any required class libraries, i.e. 


.NET or Java.
	


2.4.18.3  Describe database specify software and version, i.e. Oracle or SQL databases.
	


2.4.18.4  What browsers are used and what version?
	


2.4.18.5  Does your solution have special consideration around virus scanning?  If 
so, what is that consideration?
	



2.4.18.6  Describe the ease of integration with capture platforms.
	


2.4.19
Support Requirements


2.4.19.1  What is your company’s standard process for problem resolution, 

including standard response times?
	



2.4.19.2  What is the escalation process if the standard resolution process cannot 
resolve an issue?

	



2.4.19.3  Anticipated DOR internal support time commitment for system upkeep, 
i.e. apply monthly OS patches, EOD backups, etc.
	


2.4.20
Disaster Recovery Environment


2.4.20.1  Can DOR self insure for disaster recovery or do you recommend vendor 
certified hot site?
	



2.4.20.2  If your solution recommends hot site, provide contact information.
	


2.4.21
Test environment

DOR must maintain a separate and sterile test system.


2.4.21.1  Describe recommended test environment.

	



2.4.21.2  Is your solution’s test environment sterile and parallel?  If not, provide 
recommended hardware, software, and licensing requirements to make it sterile 
and parallel.
	



