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2 [bookmark: _Toc453586722]Overview
This document provides a high level of features associated with VR Case Management System. The solution must provide features including but not limited to the features listed in this document. These features are related to the process maps and descriptions identified in Attachment Process Maps and Description document. Features listed in this document is a starting point, an exhaustive list of features needs to be defined during requirements phase of the project after the contract award.

State of Indiana has attempted to understand As-Is and To-Be process as part of Business Process Analysis Project. Details processes are documented in Attachment Process Maps and Description document. Appeals Process and Order of Selection Process were out of scope for Business Process Analysis Project and needs to be discussed during detailed requirements gathering of this project.

[bookmark: _GoBack]IMPORTANT: All Respondents to this RFP are required to submit a completed Attachment K – Features List by filling out Section 3 – Features of this document.  Respondents should indicate their ability to provide each feature using the following response codes:

Response Codes:
· M - Meets requirement out of box (with minimal configuration, e.g., adding values to a text box or drop-down menu via an administration interface)
· MC - Meets requirement with configuration (e.g., designing a new form or screen through an administration interface)
· C – Meets requirement, but Customization required (creating new code is required)
· NS - Not supported

3 [bookmark: _Toc453586723]Features
Table 1 provides a list of Features.
	Feature ID
	Description
	Contractor Response Code
M, MC, C, NS

	1
	The system should provide all required RSA-911 information to be captured, reported on and transmitted to the Department of Education. https://www2.ed.gov/policy/speced/guid/rsa/pd-04-04.pdf
	

	2
	The system should provide all required RSA-722 information to be captured, reported, and transmitted to the Department of Education.
http://www2.ed.gov/policy/speced/guid/rsa/pd-03-05.pdf
	

	3
	The system should provide all required RSA-2, RSA-113, reports required under new Workforce Innovation and Opportunity Act (WIOA) or Rehabilitation Act, SF-425 information to be captured, reported, and transmitted to the Department of Education.
	

	4
	The system should meet applicable State and Federal disability accessibility laws and standards, specifically Indiana Article 14 linked here http://www.in.gov/legislative/iac/T04600/A00140.PDF  and Section 508 of the Rehabilitation Act as referenced in Government Code 11135
	

	5
	The system should provide an audit trail for any and all changes to data, including any system updates, transaction data, user updates, or parameters updates.
	

	6
	The system should provide a web portal for user access and a management interface to assign various levels of access and authorization to users for system functions, configuration, data, and entry screens based on a user’s business roles, responsibilities, and authority (as determined by Vocational Rehabilitation Services (VR) including but not limited to the following:

System Role Examples:
· System Administrator - Administration of the complete system
· Administrator - Administration of parts of the system specific (e.g., staff phone numbers and appointment locations, parameters, help files.) 
· Supervisor – Supervisor of VRC, VRCC, office secretary, for authorizations, questions, eligibility, reporting 
· Manager of Program Initiatives– Approvals 
· Regional Manager – Approvals 
· Director or Operations – Approvals 
· User – (e.g., a VRCC and VRC should have access to all forms and data required to manage assigned cases, Work performed by VRCC to be verified by VRC).
Data/Document Access & Authorization Examples:
· Read
· Write
· View
· Delete
· Archive 
User Category Examples:
· VR Employees – Office Secretary, Vocational Rehabilitation Case Coordinator (VRCC), Vocational Rehabilitation Counselor (VRC), Supervisor, Regional Manager, Manager of Program Initiatives, Director of Operations, Central Office, Management, Help Desk and Support Staff, should have full or partial system access based on assigned roles.

	

	7
	The system should provide the ability to accept electronic signatures on documents from Users of the system. 
	

	8
	The system should provide field-level, context sensitive, and work task help for all VR case management system (VRCMS) screens. Field-level help means information about entering data into the specific field (i.e., range of values, data types, coded values). Context sensitive help means information about how the field relates to other data elements on the screen (e.g., parametric checks, business rules and validations). Work task help includes the current process step(s), the anticipated next step(s), and a description of the current process flow.
	

	9
	The system should support cascading data elements for validation of information (e.g., When selecting State of Indiana only show cities located within the State of Indiana)
	

	10
	The system should allow users to use standard windows functionality (e.g., toggle between open applications using Alt-Tab).
	

	11
	The system should allow users to zoom in and out, view whole pages of information, adjust the size of open windows, and adjust the contrast of the window (for viewing images), as well as view multiple cases side by side. 
	

	12
	The system should use lookup tables, pull-down menus and drop-down lists.  The system should “auto-fill” when selecting pull-down menus, drop-down list, predefined codes and categories.
	

	13
	The system should allow configuring an “other” option in drop down boxes for manual entry of information not included in a drop down, based on business rules as defined during the detailed system design.
	

	14
	The system should support inclusion of links to FSSA / DST intranet based policy and procedure documentation in help menus.
	

	15
	The system should provide online user help documentation that is indexed and searchable, with detailed tutorials for common tasks.
	

	16
	The system should allow the user to turn off and on automatic help facilities (e.g., a text box with explanatory information that opens when a field is clicked).
	

	17
	The system should allow multiple users to view a case concurrently. 
	

	18
	The system should allow multiple users to make simultaneous entries or updates to separate parts of the same case record. 
	

	19
	The system should provide the ability to mark entire cases or part of a case as sensitive or confidential and restrict access to authorized personnel.
	

	20
	The system should notify the VRC when participant services have time and/or funding limits (e.g., van or home modifications, hearing aid purchases, computers, clothing), as per business rules and policy.
	

	21
	The system should provide the ability to save a draft status of case notes allowing the user to update the case note, until it is determined the case note can have a status of final. Multiple finalized case notes could be associated with a case. 
	

	22
	The system should provide the ability to index (i.e., label) case notes using standard classifications associated with case status movement (e.g., Individualized Plan for Employment (IPE), Referral, Closure, and Eligibility).
	

	23
	The system should provide the ability to view and sort all documents (e.g., in chronological order) associated to a case. 
	

	24
	The system should capture and store all system generated letters, correspondences and other documents associated to the case, by updating case notes with identifying information and metadata information from the document, including the document name, who sent the document, where the document was sent and date sent. 
	

	25
	The system should allow authorized users to modify finalized case notes and to correct situations where a document is associated with the incorrect case (e.g., eligibilities finalized under wrong name or case note written in wrong case file) based on business rules and roles that will be finalized during the requirements phase after contract award.  This function should be auditable to make sure that a user is not modifying finalized case notes excessively.
	

	26
	The system should allow “mail merge” for letters related to case notes (e.g., sending out 25 college planning letters to different individuals should generate a case note for each individual stating that a college planning letter was mailed out and updating the status of the case note instead of finalizing individual case notes).
	

	27
	The system should provide the ability to notify a VRCC and VRC that specified case file information has been changed upon occurrence of the change, including notification of the date on which the change was made, what changed and information identifying the user who made the change. 
	

	28
	The system should allow users to group or combine types of notifications. For example, the system should allow a user to create a reminder to review a list of ten specific cases every 30 days without having ten separate notices to review each case (i.e., one notification with ten cases instead of ten separate case notifications). 
	

	29
	The system should support sending correspondence to a single recipient via multiple transmission methods (e.g., provide a courtesy copy and / or email, but also generate the official hardcopy for transmission via U.S. Mail).
	

	30
	The system should save files automatic, (e.g., if there is no action taken for 30 minutes). The file could be a screen, a system generated form or a file uploaded to the system (e.g., Word or PDF). 
	

	31
	The system should provide version control and user-configurable rules for when versions are assigned (e.g., only when changed, for each work task).
	

	32
	The system should allow for use of Assistive Technology hardware and software (e.g., voice recognition software- Windows 7 Speech Recognition, Dragon NaturallySpeaking, Kurzweil, NVDA, Open Book, Duxbury, JAWS, WindowsEyes, ZoomText, Magic, PowerBraille 80, BrailleNote, RBT40) to navigate entire system.  For example, staff can use the software to prepare case notes, forms, letters, Individual Plans for Employment and other documents in a way that doesn’t require cut/paste from an external application.
	

	33
	The system should provide work task and notification processing features allowing work to automatically be routed to appropriate users. This should be based on pre-defined business rules and user groups which will be finalized during the requirements phase after contract award. Work task or notification refers to the ability to set rules for proceeding to the next step in processing such as when an approval from a supervisor is required or FYI for the user.
	

	34
	The system should be capable of maintaining work task and notifications based on business rules through user friendly configuration settings (e.g., create, modify, delete, enable and disable work task, without the need for programming assistance (writing code)).
	

	35
	The system should present an “in-box” to users when they log in to the VRCMS system and allow them to return to the “in-box’ it at any time.
	

	36
	The system should allow users to perform a multi-level sort of their “in-box” by different parameters such as the date the work task was assigned, due date of the work task, who assigned the work task, aging, and priority. The number of levels of sorting criteria should be supported will be finalized during the requirements phase after contract award. 
	

	37
	The system should allow users to forward a work task from their “in-box” to their supervisor or other staff members (including multiple recipients) for review, questions, or further action. 
	

	38
	The system should provide a feature for system-generated notifications in the users’ in-box that notify users of certain events or deadlines that are approaching or due. 
	

	39
	The system should provide a feature to auto escalate a work task when an action is not completed by the user and work task is approaching due date.
	

	40
	The system should provide a “in process” status or queue for work task that are not ready to be assigned or for work task where not all information has been received yet.
	

	41
	The system should allow multiple branches of a work task to execute sequentially or simultaneously, such as for multiple approval queues.
	

	42
	The system's work task should verify required information and processing steps have been completed before proceeding to the next work task. For example, verifying that certain fields have been correctly completed and passed validation, verifying certain documents have been received, or waiting until other related work task such as approvals have been completed before proceeding to the next work task.
	

	43
	The system shall provide notifications to the user based on validation and business rules associated with individual and case information.
	

	44
	The system should provide an indication of required data elements needed in order to change case status.
	

	45
	The work task function should allow for both manual assignment and automatic assignment of work task with approvals/sign offs on case process and financial transactions.
	

	46
	The system should support automatic, manual, and exception routing capabilities based on business rules and user groups that will be finalized during the requirements phase after contract award.
	

	47
	The system should allow work task and notifications for all authorized users and roles to be execute across the entire system.
	

	48
	The system should allow processes that require multiple days even up to several weeks to complete, such as eligibility determination or IPE completion.
	

	49
	The system should pre-populate known information and present the information to the user to facilitate execution of the next step in the process.
	

	50
	The system should provide a feature for identifying high priority issues or work task across the entire system based on business rules that will be finalized during the requirements phase after the contract award.
	

	51
	The system should indicate in the case summary the current case status and status of work task (i.e., the current step(s) in the process and to whom the work task(s) are assigned).
	

	52
	The system's routing of work tasks or reminders, including ad hoc changes in routing, should result in a case note entry. 
	

	53
	The system should allow authorized users to override work task or reminders to accommodate special requests or problems.
	

	54
	The system should capture any overrides for case or individual information and require an explanation of the rationale for the override.
	

	55
	The system should allow users to reroute unacceptable documents back to the originator. 
	

	56
	The system should allow exceptions to business rules to be reviewed and if needed authorized by managers, supervisors and system administrator based on criteria that will be finalized during the requirements phase after contract award.
	

	57
	The system should permit system administrators, managers and supervisors the ability to re-route and re-assign their staff’s case(s), work task(s) and review(s) to respond to changes in staffing levels, high priority assignments, and changes in business needs.
	

	58
	The system should permit managers to view summary information about the work tasks that have been assigned to their staff, including which work tasks have been assigned to whom and how many work tasks assigned to a user. 
	

	59
	The system should provide supervisors with notifications if the work task assigned to their staff are not completed within a designated amount of time or by the due date. 
	

	60
	The system should track reportable statistics on work tasks to allow for management review and refinement of work task(s) and staffing levels (e.g., managers should be able to see how many IPEs have been written in the last day, week, month or year).
	

	61
	The system should provide the ability to display a hierarchy of approval rights.
	

	62
	The system should allow users to sort and categorize notifications by date, type, priority, and aging. 
	

	63
	The system should provide the ability to set an alert to send a reminder notification to an individual or participant by calendar date/elapsed time. 
	

	64
	The system should allow users to create ad-hoc one time and recurring reminder(s) 
	

	65
	The system should allow users to view case payment record and inform individuals, participant or vendors of payments.
	

	66
	The system should give case snapshot of last action taken for the case including when (sortable by participant name or date of last action taken). For example:  “Determined eligibility on 7/1/14, first appointment on 7/15/14” or “a specific letter mailed out on 7/10/14”. 
	

	67
	The system should provide the ability to generate standard correspondence to individuals, participants and vendors based on system events, work task or ad-hoc requests.
	

	68
	The system should allow for the linkage of specific types of correspondence to specific case events based on work tasks and business rules that will be finalized during the requirements phase after contract award (e.g., when a certain case event occurs that requires correspondence, the system should present the user with a default list of applicable correspondence types to create / customize and transmit).
	

	69
	The system should provide the ability to create forms and templates that vary from rigid to more fully editable (e.g., legal forms may only allow users to insert text or numbers in specified fields, while internal report templates allow them to freely edit and reorder components). 
	

	70
	The system should provide spell checking for the customized portions of standard forms, letters and case notes before saving and/or printing. 
	

	71
	The system should integrate with Microsoft Office 2013 or current version for word processing capabilities. (i.e. copy and paste and the ability to attach Word documents) “Built-in” text editor with features such as highlighting, and text formatting for simple editing of case notes for example is desired.
	

	72
	The system should pre-populate correspondence with appropriate case information (such as names, the date, addressee(s), mailing address, and case number) based on the defined document type and template. 
	

	73
	Intentionally left blank.  No response necessary.
	

	74
	The system should allow users to override the pre-populated information in the correspondence while capturing audit information of who, what and when the override was made.
	

	75
	The system should provide the ability to link correspondence to an associated case.
	

	76a
	The system should provide the ability to specify one or more recipients and/or addresses for all correspondence (“mail merge” functionality).
	

	76b
	The system should allow for updates of the case note including documenting the correspondence type and date the correspondence was sent.
	

	77
	The system should support local printing of correspondence and mailing labels and envelopes.
	

	78
	The system should be capable of accepting concurrence notices from participants electronically (e.g., participants can agree to their IPE and confirm the receipt of certain goods or services (i.e. interpreter services, computers)). 
	

	79
	The system should provide a document management component that provides secure, centralized storage, retrieval and management of all documents related to a case and an individual.
	

	80
	The system should allow authorized users to create and modify document templates and types, and to name and categorize the document templates and types.
	

	81
	The system should maintain a library of standard forms and letters, searchable by keyword, titles and other data elements.
	

	82
	Intentionally left blank.  No response necessary.
	

	83
	The system should be capable of accepting scanned documents, emailed documents and documents created by external users on the web interface (e.g., applications, invoices, forms, reports, correspondence, and checks) and associate them to the appropriate case. (e.g., the ability to attach email documents, or save email as a message or text file and attach to the case record. 
	

	84
	The system should provide the ability to maintain statewide, regional-specific and office specific form and letter templates.
	

	85
	The system should provide for scanned documents to be associated to appropriate case (e.g., via Bar Code or QR Code, which may be included on all printable forms so they can be associated with the services).
	

	86
	The system should provide the ability to manage files in the following formats: HTML, MS Office, ASCII, Rich Text Format (RTF), TIFF, JPG, GIF and PDF. 
	

	87
	The system should provide the ability to view documents in any stage, if completed or blank for discussion and review. 
	

	88
	The system should provide a means to retrieve a summary of case activity showing case information and finance data. 
	

	89
	The system should provide support document manipulation functions such as zoom, scroll, rotate, highlighting, redaction, copy, paste and annotate. 
	

	90
	The system should provide the ability to copy and paste text across documents within a case folder as well as from email.
	

	91
	The system should provide a hierarchical storage management structure or similar indexing model for organizing documents.
	

	92
	The system should allow documents to be linked to each other to show relationships such as, an original and amended purchase order.
	

	93
	The system should allow users to sort documents using multiple sorting criteria.
	

	94
	The system should allow users to view multiple documents simultaneously.
	

	95
	The system should allow only authorized users to see that a sensitive or confidential document is present and/or to access the document.
	

	96
	In addition to storing forms and letters in English, the system should provide the ability to store and print standard forms and letters in languages other than English. Please identify languages supported in the response. 
	

	97
	The system should provide the ability to print standard forms and letters to a Braille printer.
	

	98
	The system should provide locking and unlocking features for cases, case notes and documents based on business rules that will be finalized during the requirements phase after contract award. For example, once an individual provides formal concurrence with the Individualized Plan for Employment (IPE), it should be locked. From that point forward, all changes to the IPE should be formally entered and maintained as amendments. When a document is locked, the system should prevent other modifications.
	

	99
	The system should allow authorized users to modify finalized documents based on business rules and user groups that will be finalized during the requirements phase after contract award.  This function should be auditable to make sure that a user is not modifying finalized documents excessively.
	

	100
	The system should provide an indication to the user that a document is checked out or locked.
	

	101
	The system should automatically track versions of documents, including an audit trail of who made what changes, and when the changes were made. 
	

	102
	The system should make only the most current version of a document easily available, but retain old finalized versions where they can be accessed if needed. (The idea is to minimize the chance of users accidentally selecting versions of documents that are not the most current.)
	

	103
	The system should provide security features so that only authorized users have the ability to delete or add pages to a document. It is possible that some system generated documents (as opposed to external documents such as from MS Word) may be stored with page formatting and case managers may have the need to edit these including adding or deleting pages as opposed to creating a new document.
	

	104
	The system should allow for printing of a selection or range of pages in reports and documents.
	

	105
	The system should support redaction of data in reports and outgoing documents in accordance with FERPA and HIPAA requirements. 
	

	106
	The system should support the ability to attach case related documents to an Outlook email or calendar appointment.
	

	107
	The system should permit staff to issue email to individuals and participants from the proposed new Vocational Rehabilitation Services screens. (e.g., when a VRC clicks an email address in a case note, the system should launch a new message in  Outlook)
	

	108
	The system should allow users to launch an email message with the contents of selected case notes or field data elements included in the text of the email message (e.g., referrals).
	

	109
	The system should support the ability to archive data to external storage media (e.g., tape, CD-ROM) based on Indiana Office of Technology (IOT) and FSSA/DST standards.
	

	110
	The system should allow authorized users to retrieve/re-activate cases from archive storage. 
	

	111
	The archive system should provide compression and data deduplication to minimize storage requirements.
	

	112
	The system should provide rules-based archiving of entire cases based on defined criteria. Criteria will be finalized during the requirements phase after contract award. Note: some cases should never be archived due to legal issues, etc.
	

	113
	The system should maintain a summary of the archived case in the main system.
	

	114
	The system should provide a notification to the user upon case reactivation regarding Future Considerations captured when the case was closed (e.g., supervisor review required, overpayment of funds, ownership of equipment, etc.)    
	

	115
	Data retrieved from a status of archive should be returned to their original state and status, including security markings and access controls.
	

	116
	When archived information is retrieved and made active, the system should have user definable rules that specify when the information is to be sent back to archive, which may be different from the original archive criteria/retention rule.
	

	117
	The system should allow users to include or exclude archived data when searching for cases and documents, and when generating reports.
	

	118
	The system should provide data validation and business rules for data entry fields and enforce these rules prior to being stored to the database. Validations and business rules will be finalized during the requirements phase after contract award.
	

	119
	The system should allow authorized users to create and edit field-level validations and business rules.
	

	120
	The system should apply field-level validations and business rules when data is entered and prior to moving to the next screen.
	

	121
	All error messages encountered in processing the screen input should be presented back to the user. The system should provide at least two levels of error messages: error messages that are warnings and can be bypassed and fatal errors that cannot be bypassed. Fatal errors should be corrected before leaving the input screen.  
	

	122
	The system should leave data that is correct on the screen and only require the user to correct data fields in error.  The system should not automatically blank out all fields when an error is flagged.
	

	123
	The system's error messages should be explanatory and not require the user to look up error codes or numbers.
	

	124
	The system should provide an auto-complete/suggest feature for all data entry fields to be specified during the requirements phase after contract award. 
	

	125
	The system should provide the ability to search case notes, documents, vendors, participants, employers and other system data categories by keyword, wild card, partial, date or date range, and combinations of data fields, for example participant last and/or first name, date of birth, ID number, SSN, case number, primary assigned counselor name, counselor caseload code, case status value, and VR office. Vendors should describe their search capabilities in their response.
Wildcard/partial example – entering Smi , Smi* in a search field would return Smith
	

	126
	The system should provide a document indexing/profile feature to capture appropriate metadata for each document to assist with identification and searching (e.g., medical files should be associated with case medical data; transcripts should be associated with case education/training data; invoices should be associated with service-related payment data.)
	

	127
	The system should allow search results to be sorted by document type, title, date received and date on the document.
	

	128
	The system should provide a multi-level search capability to allow users to search for documents within a case and across cases by various criteria, including dates, keyword, index information, wild cards, document type, document format, and Boolean criteria.
	

	129
	The system should allow users to search for one or more cases by: 1) date or date ranges; 2) last and/or first name; 3) SSN and DOB number; 4) case ID number; 5) primary assigned counselor name; 6) case status value; 7) Region or Office or any other relevant data associated with case or individual. 
	

	130
	The system should allow users to create, update, delete, track and report case information, including information related to the participant or individual, eligibility findings, services provided, case status, case summary, case complaint adjudication, outcomes, documents, vendor, individual and participant remittances, and case notes.   
	

	131
	The system should maintain in the case history the sequence of events in and access to a case, who took the action (unit and person), and the date the events or action occurred. Case events may be the result of work tasks, manual entries, calendar events and cancellations, and system-generated business rules. 
	

	132
	The system should display the history of a case in reverse chronological order (i.e., with the newest entries at the top) as the default. Included should be the ability to sort from reverse chronological to chronological order.
	

	133
	The system should associate a federally-mandated case status value with each case. 
	

	134
	The system should allow defined business rules to establish, modify, and delete case status values that may roll up into the federally-mandated case status values. 
	

	135
	Intentionally left blank.  No response necessary.
	

	136
	The system should capture case status begin and end dates.  (Note: when the next status is created, the previous status is automatically ended.)
	

	137
	The system should provide the ability for users to create requests for information and supporting documentation from sources such as the Social Security Administration, and educational institutions. These sources will be finalized during the requirements phase after contract award. The function should maximize the use of features such as lookup tables, pull-down menus, and "auto-fill". 
	

	138
	The system should provide the ability for users to create request for the receipt and location of supporting documentation, (e.g., name of entity from which the documentation was received; medical, educational, employment, document name, date received
	

	139
	The system should automatically assign a unique ID number to each individual entered in VRCMS. The Contractor and VR should determine the format of the ID number. 
	

	140
	The system should provide controls to ensure that only one individual ID number is issued per individual.
	

	141
	The system should include the Individual ID, Case ID number and / or other reference number on all correspondence, case documentation and financial information.
	

	142
	The system should, based on business rules, only authorized users shall be permitted to change the following identifying fields on an existing case: 1) Individual ID number; 2) participant’s name; 3) participant’s date of birth (DOB); and 4) participant’s SSN. 
	

	143
	The system should provide warning messages when a user attempts to change identifying fields for an existing case.
	

	144
	The system should allow a user to enter and save a subset of the data as work in process which is required to complete key case documents, including the application for services, the Individualized Plan for Employment, and periodic review and evaluation documents. The system should flag such information with a status of draft or incomplete. The details will be finalized during the requirements phase after contract award
	

	145
	The system should provide the ability for authorized users to reassign a case from one VRC to another VRC, one VRCC to another VRCC as well as from one office to another office, including all case components such as authorizations, case documents, and equipment assignments.  
	

	146
	The system should provide the ability to track unique case status of ‘Referral’ requests and their disposition. 
	

	147
	The system should provide the ability to uniquely identify the level(s) at which an interested party engages VR during the case status of ‘Referral’ (i.e., prior to VR's formal acceptance of an application), including the following level(s): 1) requested / received information; 2) requested / received referral; 3) attended orientation session; 4) met one-on-one with VR staff; and 5) initiated application for services. 
	

	148
	The system should provide the ability to track the method by which an interested party makes initial contact with VR (e.g. phone call, email inquiry, online application, walk-in, and orientation participation). 
	

	149
	The system should provide the ability to track the source of a referral of an individual to VR (e.g., type of referral source (e.g., service provider, school, friend or relative); name of referral source; location of referral source).
	

	150
	The system should provide the ability to capture and store information about service or provider referrals that VR staff provides to individuals with a case status of ‘Referral (e.g., date of referral; purpose of referral; name of provider or agency to whom the individual was referred).  Required information should be flagged, and examples of required information provided. 
	

	151
	The system should provide the ability to track and report on the reason(s) why case status of ‘Referral’ did not result in an application for service. 
	

	152
	The system should provide the ability to migrate information collected for the case status of ‘Referral’ to a case file with Applicant status.
	

	153
	The system should provide the ability to track multiple identity factors in addition to the individual's SSN and system-assigned individual ID number (e.g., military serial numbers, student ID numbers, and parolee ID numbers). 
	

	154
	The system should provide the ability to print a blank application form, a partially completed application form, or a completed application form, including space for the applicant's signature.
	

	155
	The system should perform a statewide search of all individuals in the system (past or present) using the applicant's name, SSN, and DOB, to determine whether an individual has previously applied for VR services. 
	

	156
	The system should support the collection and maintenance of the following information related to one or more intake interviews: 1) date on which the interview took place; 2) VR staff attendee(s); 3) individual attendee(s); 4) documentation provided to individual; 5) documentation received from individual; and 6) free-form case notes, 7) other information will be finalized during the requirements phase after contract award. 
	

	157
	The system should provide the ability to capture different types of appointment information, outcome of the appointment and capture what the next steps are after the appointment.
	

	158
	The system should provide a field for an identifier in a case that flags when special accommodations (e.g., translation, ADA, etc.) or facility setup (e.g., teleconference) are needed for a meeting.
	

	159
	The system should provide a process including work task, screens, processes, and reminders to determination of the individual's eligibility for services. 
	

	160
	The system should provide the ability to capture and track whether an applicant is "presumptively eligible," including capturing information derived from supporting documentation and contacts per VR policies and procedures, and link eligibility determination to his/her application information. An applicant who is a Social Security Disability Insurance (SSDI) beneficiary and/or Supplemental Security Income (SSI) recipient is presumed eligible unless VR demonstrates that he/she is incapable of benefiting from services. 
	

	161
	The system should provide the ability to capture data and automate the work tasks associated with extending the federal mandatory timeline for various tasks (e.g., eligibility determination). 
	

	162
	The system should support the ability to re-determine an applicant’s eligibility for VR services. 
	

	163
	The system should provide the ability to capture and store data supporting the justification for, and automate work tasks associated with, the following eligibility determination outcomes: 1) applicant is eligible for services; 2) applicant is not eligible for services; 3) further assessment is needed to determine eligibility; 4) any other status. 
	

	164
	The system should prompt counselors to explore trial work experience and / or extended evaluation services for individuals who were not made eligible under presumed eligibility status (after WIOA regulations are finalized, extended evaluation might not be an option to explore for counselors). 
	

	165
	The system should provide the ability to capture and store data and automate work task(s) associated with further assessment to determine eligibility through Trial Work Experience (TWE), including the following: 1) documentation regarding the necessity for TWE; 2) TWE plan; 3) acquisition of TWE-related assessment and supportive services and devices; 4) placement in a TWE setting; and 5) periodic progress assessments.  
	

	166
	The system should provide the ability to capture, store and automate work task(s) associated with further assessment to determine eligibility through Extended Evaluation (EE), including the following: 1) the reason why TWE is not a viable option; 2) documentation regarding the necessity for EE; 3) EE plan; 4) acquisition of EE-related services and placement; and 5) periodic progress assessments. 
	

	167
	The system should require and maintain the minimum information required by the federal government and VR to determine a participant's Level of Severity classification (i.e., service priority category), including information related to the following functional capacity areas: 1) mobility; 2) communication; 3) self-care; 4) self-direction; 5) interpersonal skills; 6) work tolerance; and 7) work skills. 
	

	168
	The system should allow the individual’s severity of disability to be captured as follows: Most Significantly Disabled (MSD); Significantly Disabled (SD); and Not Significantly Disabled (NSD) per RSA 911 Manual 
	

	169
	The system should support re-determinations of Level of Severity. 
	

	170
	The system should provide the ability for the State to redefine the Declaration of Order of Selection (OOS) parameters under which an individual eligible (participant) for services may receive services.  
	

	171
	The system should track individuals for whom service is delayed in the event Indiana VR enters into an Order of Selection.
	

	172
	The system should provide the ability to add and remove individuals and participants to the service Order of Selection waiting list.
	

	173
	The system should provide the ability to capture and store the individual’s or participant’s desire to remain on the service Order of Selection waiting list.
	

	174
	The system should provide the ability to create and manage the Individualized Plan for Employment (IPE) for each participant. 
	

	175
	The system should provide the ability to conduct vocational goal research by Standard Occupational Classification (SOC) code from within the system and import selected SOC data into the case record. 
	

	176
	The system should provide the ability to link to O*NET to look at parameters of vocational goal, outlook, etc. www.onetonline.org
	

	177
	The system should provide the ability to “lock” the IPE, once the participant signs the IPE. From that point forward, all changes to the IPE should be formally entered and maintained as major or minor amendments, with all current information rolling forward to amended IPE.
	

	178
	The system should provide the ability to capture and store the estimated start and end dates for the milestones, specific activities and services documented in the IPE. 
	

	179
	The system should provide the ability to maintain each milestone, specific activity and service documented in the IPE as a separate amendable IPE component. 
	

	180
	The system should provide the ability for users to drill-down and roll-up from services on the IPE to actual purchase orders. 
	

	181
	The system should maintain a historical status changes associated with each proposed activity, service component, or phase of engagement in the IPE.
	

	182
	The system should allow the amendment of all components of a "locked" IPE. A major amendment occurs when the employment goal, service component, or phase of engagement specified in the IPE is substantially modified, and requires a signature. The business rules governing the distinction between IPE major and minor amendments will be finalized during the requirements phase after contract award.
	

	183
	The system should maintain a historical data of amendments to the IPE, including who entered the amendment (unit and person), what was changed and the date on which the action occurred.
	

	184
	The system should provide the ability for the VRC to review planned vs. delivered services in order to assess the participant's progress in relationship to the IPE.
	

	185
	The system should provide the ability to enter data required to perform a Financial Need Review, and allow the federal poverty amounts (family living requirement), cost of living differential and other financial need review calculation parameters to be adjusted by an authorized user.
	

	186
	The system should complete a financial need review and provide a report/letter that identifies how much the participant may be required to contribute to the cost of services. 
	

	187
	The system should indicate to the counselor, those services that are financial need based.
	

	188
	The system should provide the ability to capture a waiver/exception for financial need requirements and the justification (reason) for the waiver/exception.
	

	189
	The system should provide a reminder if an individual is exempt based on case record information regarding Public Supports.
	

	190
	The system should support a financial need review with no-calculation if the participant will receive zero-cost or non-financial need based services or cost-effective skills training.
	

	191
	The system should provide a prompt to remind VRC if an updated financial review is needed.
	

	192
	The system should complete a calculation of participant’s participation in the cost of services.
	

	193
	The system should keep a running balance of the spend-down as it is applied to a service or grouping of services based on VR business rules.
	

	194
	The system should provide prompts to help with the assessment, e.g., to determine if an individual is a dependent or independent, tax filing status, assets to include in the assessment, reminders regarding established funding limits for certain services, e.g., vocational training tuition funding limit is $10,000.
	

	195
	The system should provide the ability to capture and store information regarding delivery of services not specified in the IPE (i.e.; “non-IPE” services). 
	

	196
	The system should provide the ability to document an unlimited number of employment occurrences. 
	

	197
	The system should provide the ability to create and manage a record for each employer with which a VR participant is employed. 
	

	198
	The system should provide for the collection and maintenance of federal and state case closure-related data elements. 
	

	199
	The system should allow users to build and append a post-employment services plan to a closed case after closure. The post-employment services plan should replicate case management capabilities as defined in these requirements.
	

	200
	The system should allow authorized users to cancel an authorization, in part or in total, that was finalized in error or no longer valid/applicable.  For example:  the VRC could cancel an authorization or parts of the authorization, with incorrect start and/or end dates.  
	

	201
	The system should, following a search to determine whether an individual has previously applied for VR services, display a ranked match list, with those records most closely matching the search parameters listed first. 
	

	202
	If the search to determine whether an individual has previously applied for VR services does not return a "hit," the system should allow all previously entered information to be used for a new applicant record.  
	

	203
	If the search to determine whether an individual has previously applied for or received VR services returns a "hit," the system should provide the capability to link case information and application information to historical files pertaining to the individual, while maintaining the full case history.
	

	204
	The system should allow for tracking service needs for which appropriate service providers (vendors) are not currently available.
	

	205
	The system should provide the ability to identify and track equipment purchased for and assigned to participants. 
	

	206
	The system should allow equipment resources that are no longer assigned to a specific case to be assigned to a statewide VR equipment inventory.
	

	207
	The system should provide the ability to "check out" a piece of equipment from storage and assign it to a participant.
	

	208
	Upon case closure, the system should provide the ability to track the disposition of a piece of equipment by a defined disposition code.
	

	209
	The system should provide tools for the creation of standard and ad hoc reports.
	

	210
	The Contractor should design and develop pre-defined (e.g., 100) standard reports, as specified during the design phase after contract award, in addition to all Federally required reports.  
	

	211
	The system’s standard queries and reports should be listed on a menu with the ability to be grouped by functional area.
	

	212
	The system should provide a query/reporting environment that prompts the user for input, such as pick lists, parameters, cascading prompts, free-form data entry, and dynamic filters.
	

	213
	The system should provide the ability for users to select single, multiple, or all data elements from a list when specifying query/report criteria.
	

	214
	The system should provide the ability for users to sort and aggregate the selected data by one or more functional unit levels (e.g., statewide, district, satellite, unit, team, and counselor).
	

	215
	The system should provide the ability for users to specify the applicable date range, for example whether a query or report is to run within Federal Fiscal Year or State Fiscal Year or other date range.
	

	216
	The system should allow users the ability to drill down on reports to view the detailed information underlying aggregate numbers. For example, users should be able to report on the number of cases within an office in a specific status, and drill down to view a list of the individual participants who make up that total. 
	

	217
	The system should allow users to generate standard reports on a periodic or ad hoc basis.
	

	218
	The system should provide the ability to automatically generate and appropriately route standard reports (e.g., end of day reports, monthly performance reports).  
	

	219
	Authorized users should be permitted to modify and override the automatic report generation schedule.
	

	220
	The system should provide users with the ability to cancel a query/report before it completes. 
	

	221
	The system should provide self-describing error messages when a query/report fails indicating the reason for failure. 
	

	222
	The system should provide the ability to export report results in a standard format, including the following: 1) comma-delimited; 2) RTF (rich text format); and 3) HTML (Hypertext Markup Language).
	

	223
	The system should generate reports in PDF (Adobe Portable Document Format).
	

	224
	The system should provide the ability to print query and report results to any user-defined printer including all pages or selected pages.
	

	225
	All reports printed for the system should have markings that clearly display the security level (confidentiality) of the information. The markings may include such things as watermarks, header/footer markings, and/or lead cover sheets.
	

	226
	The system should identify run date and applicable report period on all reports.
	

	227
	The system should produce standard reports to allow management to monitor compliance with statutory deadlines. 
	

	228
	The system should produce reports, based on user selection criteria, to monitor and report on task status and work productivity to allow management to monitor efficiency and staffing needs. 
	

	229
	The system should generate a report of case status and case processing information that can be sorted by time period and functional unit. 
	

	230
	The system should provide the ability to maintain a searchable databank of established vendors of goods and services to participants. Established vendors are currently certified and/or accredited, and for whom all required documentation and information is on file. Currently there is a manual process for adding vendors based on daily updates of all approved Vendors from the Indiana Auditor of State (AOS) system. Details of the process for the new system will be finalized during the requirements phase after contract award.
	

	231
	The system should have the ability to receive updated vendor related data (e.g., Vendor Status, Vendor Name, Address, and Location) from AOS or Claim Payment System (CPS) or any other intermediary system(s) that will be finalized during the requirements phase after contract award. 
	

	232
	The system should allow authorized users to override service selection and authorization limits associated with case status value, with a prompt for a justification for the override.
	

	233
	The system should provide the ability to migrate service and vendor selection information from the IPE into the authorization process. 
	

	234
	The system should provide full business processing features to support authorization, encumbrance, receipt of goods and/or services, invoice validation, and claim business processes.
	

	235
	The system should allow authorized users to create authorization, and claims. The system should allow authorized users to send authorization and claim information for appropriate approval to the Supervisor, Regional Manager, Manager of Program Initiative, and Director of Operations. 
	

	236
	The system should support the following types of authorization or cost assignment processes: 1) one-time; 2) recurring; and 3) service cost allocation.
	

	237
	The system should support the one-time authorization of goods and/or services for one participant.
	

	238
	The system should provide the ability to enter zero-cost services for a participant.
	

	239
	The system should support direct reimbursement to the participant or an individual for goods and/or services for case. 
	

	240
	The system should provide the ability to authorize recurring purchases of goods and/or services (e.g.; transportation-bus pass) for one participant. 
	

	241
	The system should calculate the recurring amount based on the Authorization Start and End Date.  Staff can zero-out or edit the amount, as needed.
	

	242
	The system should provide the ability to authorize one-time or recurring purchases for predefined participants concurrently (i.e., group authorization).
	

	243
	The system should allow predefined number of separate lines for authorizations for the case. 
	

	244
	The system should separately calculate the cost of each line item and provide an authorization total.
	

	245
	The system should allow the authorized user to include vendor information on an Authorization.
	

	246
	The system should assign unique ID for an authorization and allow other documents to be associated to the authorization.  
	

	247
	The system should permit authorized users to retrieve a list of all open authorizations and enter/edit billing information for all services provided (contract, case service), attach required documentation and submit electronically for payment.  
	

	248
	The system should allow authorized user to create an authorization on behalf of another authorized user, The business rules regarding authorization approval process will be finalized during the requirements phase after contract award. 
	

	249
	If an authorization is backdated, system puts the authorization goes into a 'hold' status, appropriate personal are notified, and someone with authority approves or denies the authorizations.
	

	250
	The system should provide the ability to import and display payments made to vendors through AOS, other third party or intermediary payment system as specified by VR during the detailed system design.
	

	251
	The system should provide the ability to see all authorizations for a case and amount authorized, paid, cancelled and outstanding as well as total amounts authorized and paid.
	

	252
	The system should provide the ability to reprint Authorization.
	

	253
	The system should provide the ability to securely generate Authorization to be transmitted electronically/made available to vendors and participants. 
	

	254
	The system should provide the ability to flag an authorization for duplicate entry based on predefined business rules. 
	

	255
	The system should provide the ability to review and approve or deny a claim. 
	

	256
	The system should provide the ability to view receivables from participants and vendors. 
	

	257
	The system should provide the ability to issue a payment for an authorization associated with a closed case.
	

	258
	The system should provide the ability to authorize and track remittances directly to participants, including Maintenance & Transportation checks and or EBT.
	

	259
	The system should provide the ability to authorize and track remittances (ACH/check) directly to vendors, by participant or group.  
	

	260
	The system should provide the ability to establish, calculate, maintain and display service budgets. 
	

	261
	The system should provide the ability to import and view employer information.
	

	262
	The system should provide the ability to document a "parent/child" relationship between an entity and its subsidiary entities, such as that between a holding company and its holdings, or a parent company with multiple branches doing business under different names. 
	

	263
	The system should have the ability to associate an employer with VR participants that they have hired.
	

	264
	The system should comply with Indiana Office of Technology (IOT) and FSSA/DST standards for system architecture, hardware, operating system, software, security, and design. 
	

	265
	The system data should be stored on the State of Indiana Area Network (it should not be stored on local servers) in accordance with IOT and FSSA/DST IT standards.
	

	266
	The system should operate on desktop hardware that is compliant with IOT and FSSA/DST standards. 
	

	267
	The system should provide licensing coverage for: 300 total VR staff and other internal users.
	

	268
	The system should provide encryption for data in transit using Secure Socket Layer (SSL) or Transport Layer Security (TLS) (or other encryption method as agreed on by IOT and FSSA/DST.
	

	269
	The system should provide encryption for data at rest using encryption method as agreed on by IOT and FSSA/DST.
	

	270
	The system should be available via the Internet and on the State of Indiana intranet.
	

	271
	The system should keep information which has not been saved in case of power failure, internet connection speeds to minimize VRC having to re-enter information. 
	

	272
	The system should utilize a modern Relational Database Management System (RDBMS) with Structured Query Language (SQL) capabilities that complies with IOT and FSSA/DST IT standards. 
	

	273
	The system should operate within the existing State data communications environment. 
	

	274
	The system should operate using Transmission Control Protocol/Internet Protocol (TCP/IP).
	

	275
	The system should include development, test, training, and production environments.  Production should have a physically separate environment.
	

	276
	The system should have a web-based interface to the Presentation layer.
	

	277
	The system should be segmented into an n-tier model separating, at a minimum, the Presentation, Business Logic, Data and Server layers.
	

	278
	The system should support firewall separation for each tier of the application.
	

	279
	The system (including any third-party tools) should provide a Presentation layer that does not have direct access to the Database layer.
	

	280
	The system should authenticate any system request made to the Business Logic layer.
	

	281
	The system should co-exist in an environment that includes multiple applications and should remain compatible with Microsoft Office and third party applications such as anti-virus and Adobe products.
	

	282
	The system should be compatible with IOT and FSSA/DST IT standards and procedures for database backup/restore. 
	

	283
	The system should support point-in-time recovery (e.g., database rollback/commits).
	

	284
	The system should provide concurrent user access to all modules/functions within the system, subject to user permissions.
	

	285
	The system should support the current version of the following browsers :
Internet Explorer 9.0 
Google Chrome
Mozilla Firefox (Windows or Mac OS X)
Opera (Windows, Linux)
Apple’s Safari (Mac OS X)
	

	286
	The system should support real time access to data for users on the state’s LAN/WAN and across the internet.
	

	287
	The system should provide the ability to restrict which printers are available for specified functions (e.g., confidential data, financial documents, check printing). Describe the ability of your solution to interact with Windows to direct or restrict print jobs.
	

	288
	The system should provide the ability for system administrator(s) to deactivate users of the system.
	

	289
	The system should provide the ability for system administrator(s) to perform system administration functions, including: 1) set and reset passwords; 2) define and maintain security roles; 3) define and maintain user profiles; and 4) define and maintain user system access levels.
	

	290
	The system should rely on the Indiana Office of Technology (IOT) Active Directory compliant directory for system access.
	

	291
	The system should allow authorized users to perform browser-based administration functions. (e.g., Add a user, delete a user, change user roles and permissions through a browser as opposed to a proprietary client.)
	

	292
	The system should provide system event/error logs and administrative changes/audit log to capture executed functions, system errors and warnings to facilitate diagnosis and reconciliation of system errors. This capability should be able to be activated or deactivated during runtime.
	

	293
	The system should allow authorized users to archive system event/error logs and audit logs in order to manage space and performance considerations. 
	

	294
	The system should require the use of password-based authentication to restrict logical and physical access to the system to authorized users.
	

	295
	The system should support multifactor authentication for certain users and user groups as defined during the detailed design phase. It is expected that at a minimum, administrative and remote access users will require multifactor authentication. 
	

	296
	The system should control security authorization at various levels within the system and database, including field, record, table, module and functional level.
	

	297
	The system should provide the ability to assign access rights by user, supervisory unit, region, state and office.
	

	298
	The system should present data and screens (pages) appropriate to each user based on the user’s security role and group.
	

	299
	The system should maintain an audit trail and provide the ability to generate an audit report of all additions, changes and deletes to the database.
	

	300
	The change audit report should contain the following information: 1) user ID; 2) table ID; 3) record ID; 4) IP address; 5) date/time stamp; and 6) the “before/after” information. 
	

	301
	The system should provide a user access and usage log.  The user access and usage log should contain the following information: 1) user ID; 2) date/time stamp of logon; 3) date/time stamp of logoff; and 4) IP address.
	

	302
	The system should be implemented with a security infrastructure for protection of programs and data from intentional unauthorized access attempts as well as security breaches due to accidental causes.
	

	303
	The system should notify designated users whenever a user account is locked out due to exceeding the number of consecutive invalid logon attempts.  
	

	304
	The system should provide the ability to encrypt confidential and sensitive data. The data to be encrypted currently includes Social Security Numbers, driver’s license numbers, and federal ID numbers. A small amount of additional data may be identified during system design after contract award.  Data should be encrypted “at rest” and “in transit.”  
	

	305
	The system should provide the ability to hide personally identifiable information (PII) shown on the screen (viewable based on permissions).  
	

	306
	The system should enforce a time-out and disconnect a user session when the session has been idle for a period exceeding the predefined (configurable) time limit for inactivity.  
	

	307
	The system should lock out a user account after a predefined (configurable) number of consecutive invalid logon attempts.
	

	308
	The system should limit users to a single session.
	

	309
	The system should have the ability to request that the browser not store passwords. 
	

	310
	The system should support redaction of data in reports and outgoing documents in accordance with FERPA and HIPAA requirements.
	

	311
	The system should mark data elements which are defined as personally identifiable information (PII)/ protected health information (PHI)/Protected Financial Information (PFI) by enabling masking of information, restricting viewing on the screen or when printing for reports, correspondence, letters or forms.  
	

	312
	The system should be accessible to VR employees and interface with assistive technologies (AT) through device and software configuration. 
Assistive technologies include:
Braille Displays
PowerBraille 80
RBT40
HandyTech Mod80
Alva Series 3
PacMate (which is also a note taker)
AT Software
Kurzweil
NVDA
Open Book
Duxbury Braille Translator (Braille embosser) and other embossers
JAWS
WindowEyes
ZoomText
MAGic
Dragon NaturallySpeaking (DNS)
Windows Speech-Recognition
CCTVs
Numerous models
The bid response should indicate where updated AT software is required. IOT and FSSA/DST will work with the contractor to ensure AT software is compatible.
	

	313
	The screen/page display should support a resolution of at least 1024 X 768.  
	

	314
	The system should provide the ability for the individual user to change/customize the color/font scheme displayed for their session (e.g. increase font size, modify color scheme for visual accessibility).
	

	315
	The system should provide word processing features (e.g., spell and grammar check; cut/paste; and copy).
	

	316
	The system should support Windows and browser cursor options. (e.g. the ability to change cursor style such as block, underscore).  
	

	317
	If the system does not provide the ability to generate, track, and print checks, the system should create data export and import files (flat files) to and from an intermediary payment system (e.g. State Auditor’s Office or VR Claims Subsystem). 
	

	318
	The system should be able to create data export files and receive import files from but not limited to the following systems: 

High Priority, System and Agency interfaces
· IRIS
· Contract Management System (CMS) 
· PeopleSoft
· VR Claims Payment System (anticipated to be implemented in CY2017)
· Document Imaging Management System (OnBase is the system used with IRIS)
· Social Security Administration (SSA), 
· Department of Workforce Development (DWD)
· SSA Tracker System
· E-Signature Hardware and Software interface integration
· Data Warehouse (DWH)
· Centralized Scanning and Indexing System (CSI)
· Centralized Printing and Mailing System (CPM)
· Medicaid Fee Schedule (CPT codes)
· O*Net/Standard Occupational Classification (SOC)
· State of Indiana – IOT and FSSA described Identity and Access Management System
Low Priority, System and Agency interfaces
· State Licensing Agency
· Bureau of Motor Vehicles (BMV)
· Division of Family Resources (DFR)
· Bureau of Developmental Disabilities Services (BDDS)
· Department of Correction (DOC)
· Area Agencies on Aging (AAA)
· Independent Living Centers (ILC)
· Other Federal Systems as applicable
Others as identified during requirements gathering phase

Timeline to integrate system and agency interfaces needs to be verified during design and requirements phase of the project.
	

	319
	The system should standardize reference information for: 1) zip codes (from the United States Postal Service); and 2) http://www.onetonline.org/ (Standard Occupational Classification (SOC) System).
	

	320
	The system should allow the system administrator(s) to perform mass updates to user profiles based on defined business rules. (e.g. all “VRCC, VRCC and office secretaries” users could be given access to a new report)
	

	321
	The system should allow the system administrator(s) to lock out all users from performing database updates through a system administration utility-type function.
	

	322
	The system should allow the system administrator(s) to lock out all users to the online system through a system administration utility-type function.
	

	323
	The system should provide external users with the ability to update their own demographic data subject to user permissions.
	

	324
	The system should provide online user manuals, including business processes, and work task documentation, and system administration manuals that are indexed and searchable.
	

	325
	The system should provide authorized users the ability to update the “help” information through user maintainable help files.
	

	326
	The system should provide an interface for authorized IOT and FSSA/DST staff to export the entire database on demand.
	

	327
	The system should support the ability to capture daily, weekly and monthly snapshots of the entire database. (e.g., the ability to move data from the new system’s transactional database to existing data warehouse on a daily/nightly, weekly, monthly, ad-hoc basis.)
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