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1.0 [bookmark: _Toc455058203]Introduction

Overview
Attachment D-Statement of Work describes the technology, services and associated requirements to be provided or fulfilled as part of the proposed fraud and abuse detection system (FADS) contract.  Respondents will be evaluated based on their proposed approach to meeting the FADS needs of the State, as described herein. Ultimately, these tasks and deliverables will be a basis against which the successful contractor’s performance will be measured.

The Contractor shall provide a comprehensive, multi-functional FADS to meet the needs of the State.  Contractor’s solution shall include a combination of technology and services. Contractor shall conduct the FADS program for both the fee-for-service (FFS) population and the Managed Care Entities (MCEs) required by the Program Integrity Regulations (as these terms are defined herein).  It is the intention of the State that the FADS services and technology provided by the Contractor shall include, at a minimum:

A. Technology - Data mining, analytics, and tracking tools specific to the detection, investigation and resolution of suspected fraud, waste and abuse.  Such tools will include, but not be limited to, algorithms specific to the State.
B. Services - The provision of on-site subject matter experts with combined experience in Medicaid, fraud and abuse investigation, medical coding, claim processing, overpayment recovery, provider relations, and clinical expertise.
C. Reporting - Reporting capabilities that include the ability to generate standard reports that align with State and Federal requirements, as well as ad hoc reports requested by the State.
D. Implementation and Support Services - Implementation and tracking of cost-avoidance methodologies including, but not limited to provider education and pre-payment claims review.
E. Recovery Audit Contractor – Potential oversight of a contingency-based recovery audit contractor (RAC) program that is compliant with Section 6411 of the Patient Protection and Affordable Care Act (Pub. L. 111-148) and 42 CFR 455 subpart F.



Using this Statement of Work to Prepare a Technical Proposal.

This Statement of Work (SOW) should be used and referenced in a Respondent’s preparation of its technical proposal.  The technical proposal is where a Respondent articulates its proposed solution, including the technology and services it proposes to provide to the State.  At a minimum, the technical proposal should track the numbering, sub-numbering and lettering of the below SOW sections beginning with Section 5.0, as explained herein.

The below SOW is divided into sections.  Section 1.0 provides an introduction and instructions to the SOW.  Section 2.0 provides definitions for key terms used in this SOW.  Section 3.0 provides background information of Indiana’s Medicaid programs and its current FADS operations.  A Respondent need not reference Sections 1.0, 2.0 or 3.0 in its technical proposal as these sections are for background purposes only.

Section 4.0 and its subsections provides FSSA’s mandatory requirements and preferences for the future Contractor procured through this RFP.  Section 4.1 sets forth the mandatory, minimum requirements to which all proposals must adhere.  Submission of a proposal constitutes acceptance of these mandatory requirements.

Section 4.2 sets forth FSSA’s preferences for a Respondent’s proposal.  Unlike mandatory requirements, a Respondent’s technical proposal is not required to adhere to the preferences articulated in Section 4.2.  However, should a Respondent deviate from certain preferences, its technical proposal shall explain the reason for the deviation.

Section 4.0 and its subsections do not require explicit reference in a Respondent’s technical proposal (but for the aforementioned practice of noting deviations from mandatory requirements), instead these sections provide a baseline for the technical proposal.

Sections 5.0 through 11.0 provide the outline and topics to be addressed in a Respondent’s technical proposal.  These sections, subsections (and, in some instances, sub-sub-sections) all contain lettered requests or questions which must be specifically referenced and responded to in a technical proposal, in order.  By way of example, a Respondent’s technical proposal will begin with section 5.1.1(a) where the proposal will respond to the below request:

“Provide an overview of the components and features of the technology of Respondent’s proposal.  Please describe the role of each system and how they integrate, including but not limited to the Provider Peer Comparison and Case Management tools.”   

After which, the technical proposal shall contain a 5.1.1(b) responding to the corresponding request in section 5.1.1(b) below, and so forth.  In the event that a lettered request/question contains sub-roman numerals (e.g. 5.1.1(c)), these sub-numerals need not be separately answered or addressed but instead may be collectively addressed in the response to the lettered request/question.

A Respondent’s technical proposal is not limited to answering the questions or requests posed in the below sections, but it must answer those questions at a minimum, in order, and with reference to the specific numbering and lettering set forth in this SOW.

2.0 [bookmark: _Toc455058204]Definitions

CMS means the Centers for Medicare and Medicaid Services, a federal agency within the Department of Health and Human Services. 
Change Request means a request, submitted by the Contractor to FSSA, to perform services or provide goods other than those contemplated by the contract.  The funding for a Change Request shall come from, and be strictly limited to, the Change Pool identified in the Cost Proposal, Attachment E.  The Contractor shall not access the Change Pool funds to pay for a Change Request without the approval of the State.
The definition of Change Request does not apply to any changes Contractor already is obligated to provide under the Contract, including without limitation changes to correct deficiencies and changes to the System as part of the Maintenance and Operations Services. Maintenance and Operations Change Requests may be used, among other things, for: 
· System changes; 
· Special projects, training or other services required by FSSA, and 
· Additional algorithm development, provider relation services and required subject matter expertise that are not included in the Annual Business Plan.

Contract means the contract, between the State and Contractor resulting from this RFP.
Contractor mean the Respondent selected as the winning vendor as a result of this RFP and any and all subcontractors to that contractor, collectively.
FSSA is defined as the Indiana Family and Social Services Administration, including its subdivisions, including but not limited to the Quality and Compliance Office and the Office of Medicaid Policy and Planning.
HIPAA means the Health Insurance Portability and Accountability Act of 1996, the Health Information Technology for Economic Clinical Health Act (“HITECH”), and the associated privacy and security rules located in 45 CFR §§ 160 and 164.
Managed Care Regulations mean the Code of Federal Regulations which set forth the state Medicaid program obligations as they relate to FADS and Program Integrity specifically for the portion of the State’s program covered by Managed Care.  This includes, but is not limited to, 42 C.F.R. Part 438 and any applicable changes enacted through the final Medicaid Managed Care rule CMS-2390-P, 81 FR 27497.   
MFCU means the Medicaid Fraud Control Unit of the Indiana Attorney General’s Office.
Program Integrity Regulations mean the sections of the Code of Federal Regulations which set for the state Medicaid program obligations as they relate to FADS and Program Integrity generally, including but not limited to 42 C.F.R. Part 455 and 42 C.F.R. Part 438.600.
Respondent means the bidding entity which submits a proposal in response to this RFP.
State refers to the State of Indiana and its agencies.

3.0 [bookmark: _Toc455058205]Overview of Current Indiana Medicaid, Data and FADS Operations

Medicaid Programs Overview
Medicaid Programs Overview
The Indiana Health Coverage Programs (IHCP) are the suite of Medicaid programs that the state of Indiana offers to qualifying Hoosiers.  The state Medicaid population in February 2016 was approximately 1.3 million members. Indiana’s Risk-Based Managed Care (RBMC) programs include Hoosier Healthwise (HHW) Healthy Indiana Plan (or HIP 2.0), and Hoosier Care Connect (HCC), as discussed below. Children’s Health Insurance Program (CHIP) members are served through Hoosier Healthwise.  IHCP currently uses three managed care entity (MCEs), sometimes referred to as managed care entities or MCEs, to deliver risk-based managed care to more than 900,000 members.  The current MCEs are Anthem Blue Cross Blue Shield of Indiana, Managed Health Services (a subsidiary of Centene), CareSource Indiana, and MDwise (a local nonprofit).  Each of the MCEs maintains a provider network of their choosing, subject to state and federal requirements. The state recently concluded an RFP to procure the MCEs for contracts starting January 1, 2017.  The result of that procurement can be found here: http://www.in.gov/fssa/files/HIP_HHW_Contract_Award_Press_Release_6.10.16.pdf 

· Hoosier Healthwise (HHW) provides health care coverage for low income families, pregnant women, and children. HHW coverage includes, but is not limited to, doctor visits, prescription medicine, mental health care, dental care, hospitalizations, surgeries, and family planning. HHW members are eligible for benefits through Medicaid or through CHIP. 
· Children’s Health Insurance Program (CHIP) provides health care coverage for children up to age 19 and is available through cost-sharing to members whose incomes are higher than the standard HHW coverage. CHIP is a part of HHW. 

· Healthy Indiana Plan (HIP 2.0) is a health insurance program for uninsured adults between the ages of 19 and 64. HIP is a state-sponsored program and requires minimal monthly contributions from the enrollee. HIP coverage includes hospital services, mental health care, physician services, prescriptions, and diagnostic exams. 

· Hoosier Care Connect (HCC) is a health insurance program providing health care for the aged (65+), blind, or disabled who are not eligible for Medicare. Individuals receiving Supplemental Security Income (SSI) are also eligible for HCC. HCC coverage includes the services covered under HHW Package A, as well as medication therapy management and health care coordination. 

· Traditional Medicaid (fee-for-service) provides health care services to persons in nursing homes, members receiving home and community based services, persons receiving hospice care, persons dually eligible for Medicaid and Medicare, persons with breast/cervical cancer, and refugees. Fee-for-service providers are reimbursed by the IHCP fiscal agent for services rendered to members. An estimated 280,000 individuals are currently enrolled in fee-for-service.

Current Data and Technology Environment
The Enterprise Data Warehouse (EDW), will be the primary source of information used by the Contractor in the fulfillment of its contractual duties.  The Contractor will work with the EDW contractor to obtain ongoing monthly data feeds, and from this data the Contractor shall design, test, build and update the FADS analytic databases, with custom configuration to meet State’s unique needs.  The EDW data sources include fee-for-service claims processed by the state’s fiscal agent (Hewlett Packard Enterprise), fee-for-service pharmacy benefit claims processed by the state’s pharmacy benefit manager, and MCE encounter claims. 
The EDW is a computer-based information system whose principal objectives are to provide accurate data and associated analysis to improve the decision making process. Other benefits provided by the EDW are improvement of organizational control, encouraging exploration and discovery on the part of the decision maker, aiding organizational problem solving, facilitating interpersonal communication, and through data analysis, generating new approaches to problems and possible solutions. The EDW continues to expand as additional data is loaded and is used by the divisions of FSSA. Teradata is the primary hardware platform for The State of Indiana’s Data Warehouse. The Teradata 6650H platform provides the EDW with performance, scalability, high availability and investment protection.
The State has developed capabilities/tools that support data analytics, reports, data cubes and extracts for the various business departments. These include financial reports to meet Federal reporting requirements. Data/reporting cubes provide views of pharmacy claims in multi-dimension which allow drill down/up capability. Symmetry supports Episode Treatment Groups which compiles claims data into meaningful Episodes of Care. Evidence Based Medicine Rules-based engine that evaluates whether the member’s care meets clinical treatment guidelines and includes quality-of-care measures. Business Intelligence capabilities include the use of Cognos that provides a web-based environment for querying, reporting, multi-dimensional analysis, and dashboarding. 

Current FADS Framework
The State currently contracts with Truven Health Analytics (“Incumbent”) as its FADS vendor.  For a more detailed understanding of this contract, please see contract number MD29-1-99-11-LF-2182 available for download through the IDOA website.  See also the Annual Business Plan attached as Exhibit Attachment D1.
The Incumbent provides a suite of technology and support services to maintain program integrity by minimizing fraud, waste and abuse.  Broadly, the services provided include:
· The development and deployment of algorithms to mine State data to detect potential fraud, waste and abuse
· The conducting of audits and field investigations (including risk assessments and medical review) of suspected incidences of fraud, waste and abuse after State approval of the commencement of such activities
· The disposition of cases (i.e. the execution of the results of an audit or investigation, including but not limited to the collection and accounting of overpayment recovery)
· The provision of a contingency-based recovery audit contractor (RAC) program that is compliant with Section 6411 of the Patient Protection and Affordable Care Act (Pub. L. 111–148) and 42 CFR 455 subpart F.   
· The tracking of cost avoidance measures that includes provider education related to the proper reporting of health care services
· The development of periodic and ad hoc reports
· The provision of on-site subject matter expertise
· The development and implementation of a review process of MCE activity to validate the integrity of encounter data and capitation payments in accordance with MCE contracts and federal requirements, including new managed care regulations (CMS 2390-P-438.600, 438.602, 438.604, 438.608)
· The provision of additional licenses to FSSA designees, and permitted subcontracting with those designees to perform similar FADS support and training at the request of FSSA.
The State plays an integrated role in the delivery of these services.  First, a list is generated through collaborative means from multiple sources and submitted to the State. The State receives the list of target providers for audits and provides approval to the Incumbent to conduct such audits, where applicable.  Second, the State serves as the conduit to refer cases of fraud, waste or abuse to the appropriate law enforcement or regulatory authority in accordance with State and federal requirements.  In terms of the scale of the State’s involvement, the State expects to furnish the following full time employees dedicated to the following roles:
· Program Integrity Director
· Investigations and Coordination (Under the Bureau of Investigation)
· Manager
· Research Analysts: Responsibilities include analyzing information from the Medicaid Fraud Control Unit, Drug Enforcement Agency, Office of Inspector General, CMS, U.S. Department of Justice, Adult Protective Services, IN State Department of Health, FBI, or other Law Enforcement Agencies. The Research Analysts also conduct research and preliminary investigations of alleged fraud, waste, abuse and neglect by providers in the Medicaid program and assist in the elimination, reduction, or avoidance of state and federal funds.
· Managed Care Coordinator: Responsibilities include providing oversight and coordination of fraud, waste & abuse referrals between FSSA and MCE Special Investigation Units (SIU’s)
· Pre-Payment Review
· Manager
· Pre-Payment Review Analyst: Responsibilities include reviewing and analyzing Medicaid claims submitted by providers, serving as a subject matter expert on coding and Medicaid claims, and determining if the proper claim and claim documentation has been submitted by a provider for the service listed on a claim.
· Surveillance & Utilization Review (SUR) Audit
· Manager
· Audit Specialist: Responsibilities include serving as a subject matter expert on Medicaid policies related to fraud, waste and abuse, acting as a liaison between Program Integrity and OMPP, Office of General Counsel, and performing audit findings compilation, reconsideration, and validation of provider self-disclosures
· Data Specialist: Responsibilities include serving as an internal subject matter expert on provider peer comparison tool utilized by Program Integrity (PI) and assisting State PI staff with running data queries and data mining activities
· Third-Party Liability (TPL) Coordinator: Responsibilities include assisting with providing PI oversight of TPL activities of the State’s fiscal intermediary
· Case Disposition Specialist & Audit Resolution Facilitator: Responsibilities include serving as the primary liaison between PI and Office of General Counsel (OGC), assisting in tracking PI audits through the administrative appeal process, providing assistance to OGC in obtaining necessary audit information for use in administrative hearings before the Administrative Law Judge (ALJ), and providing testimony at times, either verbally or written, to support State audit findings during administrative hearings

The Incumbent provides, and hosts, the software platform for the FADS program used by both State and Incumbent team members.  The software which the Incumbent provides includes a provider peer comparison tool, an analytics platform, and a case management platform.  The case management platform (i-Sight, a Customer Expressions product) is commercially available, while the other systems are proprietary to the Incumbent.  All software is upgraded and updated by the Incumbent.  A number of licenses for each system is reserved for the State’s use. (Please see the attached contract for more detail regarding the current number of licenses purchased by the State).
Evolving FADS with Indiana’s Greater Utilization of MCEs 
Over the past several years Indiana has established itself as a leader in the utilization of managed care for its Medicaid population.  With the shift away from FFS to Risk-Based Managed Care (RBMC) comes an evolution of the State’s Program Integrity and FADS obligations.  Broadly speaking, the FADS Contractor will need to ensure the integrity of capitation payments made to MCEs, MCE adherence to policies and plans, audit encounter and financial data, and other obligations laid out in the Program Integrity Regulations.  However, these evolved responsibilities do not come at the expense of monitoring waste, fraud and abuse. Furthermore, the FADS Contractor will need to aid the State in complying with the new program integrity requirements and the managed care regulations of the recently published final managed care regulations.  

4.0 [bookmark: _Toc455058206]Mandatory and Preferred Requirements
4.1 [bookmark: _Toc455058207]Mandatory Requirements
a) General - The proposed solution must comply with all applicable State and Federal Laws and Regulations, including but not limited to the Program Integrity Regulations and HIPAA.
b) General - The Contractor must comply with all Indiana Office of Technology (IOT) security policies (available at http://www.in.gov/iot/2394.htm) as well as all FSSA specific policies (set forth in greater detail in Attachment B, Sample Contract. These security policies are subject to modification during Contract negotiations pending changes to pending Federal law and FSSA policy.
c) General - The Contractor must not use or further disclose Protected Health Information (PHI) or private data other than as permitted by the Contract or required by applicable law.
d)  General - The Contractor must make the technology platform available to FSSA designees through applicable software licenses and permit FSSA designees to attend appropriate training and support forums as requested by, and subject to the approval of, FSSA. 
e) Systems and Technology - Where applicable, the proposed system(s) must be CMS-certified for meeting the Medicaid Enterprise Certification Tool (MECT) checklist criteria for program integrity prior to the commencement of work under this Contract.
f) Systems and Technology - The proposed solution must include a provider peer comparison tool for the purpose of analyzing Medicaid data to identify provider fraud and abuse.  Such tool should be made available to the State employees as well as Contractor’s team.  
g) Systems and Technology - The proposed solution must include a Case Management tool for the purpose of tracking and resolving investigations, overpayment recovery, and associated FADS activity.  Such tool should be made available to the State employees as well as the Contractor’s team.  
h) Systems and Technology - The proposed solution must include the ability to generate standard and ad hoc reports that are compliant with federal and State requirements.
i) Systems and Technology - The Contractor shall be responsible for all maintenance, upgrades, updates and other support for all proposed software, at no additional cost to the State.  
j) Offices – The Contractor must have a dedicated office or field office within the contiguous counties to Marion County. 
k) Offices - At minimum, the Contractor is expected to supply its own computers and software for its employees, including any employees located in State offices.
l) Project Management - The State requires the Contractor to conduct internal quality assurance (QA) activities or retain an independent firm to conduct QA. The Contractor is expected to submit QA reports to FSSA quarterly. FSSA reserves the right to audit, monitor, or demand improvements to those QA processes.
m) Project Management – The State shall conduct a readiness review thirty (30) days prior to Contract implementation.  The Contractor must successfully meet the requirements of the readiness review prior to the commencement of services under the Contract.  The Contractor’s performance relative to the readiness review shall one of the pay-for-performance attributes of the Contract.
n) Project Management - The Contractor is expected to meet with FSSA staff a minimum of every two weeks, or as requested, to present status updates, change requests, and action items. Contractor will also be required to meet with MCEs, Office of the Attorney General, and other state partners as determined by FSSA.
o) Project Management - The Contractor is expected to maintain the finalized work plan and publish all work plans to an FSSA-approved location to ensure access to Contractor staff, FSSA, and FSSA designees.
p) Project Management - All training sessions for Contractor staff or State team members shall be available to the State and its designees and held on site at the Indiana Government Center or other locations at the State’s discretion.
q) Project Management - The Contractor is expected to provide test plans, test cases, and anticipated test results from system and integration testing to FSSA for review and approval prior to beginning testing.
r) Project Management - Any FADS User and Operating Procedures Manuals are the sole property of the State and shall be transferred to the State electronically.
s) Project Management - The Contractor must publish and update on a regular cycle (no less than semiannually) the User and Operating Procedures Manuals online and provide paper copies at no additional cost to FSSA.
t) Security and Risk Mitigation – In the event of a natural disaster, Contractor must be operational within two (2) business days after the event. Contractor will submit most recent disaster recovery test results to the State within12 months of the execution of the Contract.  Thereafter, Contractor will conduct disaster recovery tests regularly (at least annually).
u) Security and Risk Mitigation - At no additional charge to the State, the Contractor will be required to have in a place a comprehensive, fully tested IT business continuity/disaster recovery plan (ITBCP).  The ITBCP will, at a minimum, meet the requirements of NIST SP800-34.  
v) Security and Risk Mitigation – In the ITBCP, the State and Contractor will mutually agree on reasonable Recovery Point Objectives and Recovery Time Objectives reflective of the State’s business requirements and the critical nature of the Respondent’s systems and services in support of the associated State business operations.
4.2 [bookmark: _Toc455058208]Preferred Requirements
a) Systems and Technology - The current Case Management tool utilized by the State for its FADS program is i-Sight, a product of Customer Expressions.  It is the preference of the State to continue to use i-Sight.  A bidder may propose an alternative Case Management tool with its response to Section 5.1.3 below, but such proposal should include an explanation of the reason for the proposed alternative and describe past successes of the Contractor in converting a client from one Case Management tool to another.
b) Systems and Technology - It is the State’s preference that the Contractor utilize commercially available Coding and Reimbursement software for its Pre-Payment Review.
c) Systems and Technology - It is the State’s preference that the proposed software not be proprietary to the Respondent.  The state prefers to use “commercial off-the-shelf” solutions where possible.
d) Offices - The Contractor’s office location must include work space, parking space, amenities, and a conference room for use by Contractor staff and any FSSA staff that may need to be present at the Contractor’s location.
e) Staffing - At a minimum, the staffing plan described in Section 9.0 should include:
i. Indiana licensed clinical staff of various expertise available to provide medical necessity reviews and other expertise as needed.  Practitioners may be available on an on-demand basis and not maintained as full or part-time staff.
ii. Certified medical coders to extract patient data, code patient information, and enter data into software to update patient medical history.
iii. Certified fraud examiners to analyze and detect potential fraudulent transactions and complete investigation reports, among other responsibilities.
iv. Registered Health Information Administrators (RHIA) to manage patient health information and medical records, administer computer information systems, and collect and analyze patient data, among other responsibilities.
f) Staffing - At minimum, personnel described in Section 9.2 below should include a Project Manager that is responsible for overseeing all aspects of transition, implementation, operations, and maintenance of the FADS. The Project Manager is responsible for ensuring that all deliverables are completed on time, that all reports and information are delivered to the State in a timely manner with a high accuracy rate, and that all personnel issues are documented and resolved. The Project Manager will serve as the main contact with the State.  The State prefers a candidate with at least two (2) years of experience specific to FADS project management. 
5.0 [bookmark: _Toc455058209]Systems and Technology
5.1 [bookmark: _Toc455058210]FAD System(s)
5.1.1 [bookmark: _Toc455058211]Overview
a) Provide an overview of the components and features of the technology of Respondent’s proposal.  Please describe the role of each system and how they integrate, including but not limited to the Provider Peer Comparison and Case Management tools.   
b) Please provide the number and types of licenses for each software system available to Contractor and dedicated to State employee use, if applicable.
c) Describe the way in which Respondent’s technology will best meet the State’s needs for:
i. Data mining and analytics to detect fraud, waste and abuse.
ii. Tracking and supporting multi-tiered investigation into suspected fraud, waste and abuse.
iii. Supporting and tracking overpayment recovery and the associated accounting.
iv. Supporting and tracking RAC activities and the associated accounting.
v. Generating standard and ad hoc reports for the State.
vi. Referring suspected cases of fraud and abuse to the State, in a standardized format, for the State’s further disposition.
5.1.2 [bookmark: _Toc455058212]Provider Peer Comparison Tool
a) Provide an overview of Respondent’s Provider Peer Comparison Tool.  
b) Describe whether Respondent’s Provider Peer Comparison Tool (or another component of the proposed system) has the following features/abilities and how they function;
i. Provider type analysis
ii. The ability to sort provider types by utilization rate, reimbursement received, procedure code billed, etc.
iii. The ability to reconcile provider credentialing data, including site-assessment data, with claims data
iv. Random or statistical sampling features
v. Geographic analysis
vi. Member-based analysis
vii. Absence-of analysis (e.g. the ability to identify ambulance services without associated medical services for the same member)
viii. The ability for all users (State or Contractor) to “drill down” into the Medicaid program data to view information on a claim or encounter basis
ix. The ability to automatically identify providers enrolled with an IHCP that  have been disenrolled from other states’ Medicaid programs, in particular bordering states, and/or from Medicare
x. Any other basis of analyzing or detecting provider-based fraud, abuse or waste
c) The State is interested in software or services which enable the State and/or Contractor to detect providers which are believed to be previously penalized or disenrolled providers re-enrolled under a new name and/or ownership structure.  An example would be a disenrolled provider which re-enrolled under a new name and under the ownership of a spouse or family member of the original provider’s owner.  While the State is simultaneously enhancing its provider enrollment platform through a different initiative, please describe how Respondent’s system could help detect and support the investigation of these types of providers and work collaboratively with the State’s provider enrollment function in the review of already-enrolled providers.
d) Describe the security of the Respondent’s system(s), including but not limited to role-based access features, encryption, and any other features which protect the information stored therein.
5.1.3 [bookmark: _Toc455058213]Case Management Systems
a) Provide an overview of Respondent’s Case Management System.
b) If Respondent proposes to use a Case Management System other than i-Sight, please:
i. Provide the basis of the proposed alternative.
ii. Provide an example of Respondent having successfully migrated the data from a client’s alternative case management platform to Respondent’s proposed solution (including a reference we can contact at this client).
iii. Include a detailed proposal for the work plan associated with the migration from i-Sight to Respondent’s proposed solution
5.2 [bookmark: _Toc455058214]System Integration
a) Describe the plan and strategy to integrate the Respondent’s systems with the State systems summarized in Section 3.0 above.
5.3 [bookmark: _Toc455058215]System Maintenance, Operations and Training
a) Describe the Respondents plan for maintenance and upgrades of the associated systems.
b) Describe the training which Respondent would make available to State users of the systems, including but not limited to any classroom training, computer-based training, etc.
c) Describe what type of on-going support would be available to State users of the systems (e.g. a help desk)
6.0 [bookmark: _Toc455058216]Core Contractor Services
6.1 [bookmark: _Toc455058217]Fraud and Abuse Detection
a) Describe the Respondent’s proposed plan to utilize their technology platform to develop leads for investigation.  Discuss how those leads will be preliminarily reviewed prior to their delivery to the State for its further investigation.
b) Describe the differences in FADS work for the FFS program and MCE program.  Specifically, describe how Respondent’s proposed solution would ensure:
i. The review of each MCE’s activity to validate that the MCE is adhering to its contractual obligations, Indiana’s State Medicaid Plan, and any other obligations to plan enrollees.
ii. The review of each MCE’s program integrity operations and adherence thereto in accordance with contractual obligations and federal law, including but not limited to a review of MCE Program Integrity operations, a review of MCE encounter for indicators of accuracy and quality of care, and a review of MCE financial data, all in accordance with the Program Integrity Regulations.
c) Describe the proposed audit workflow and how it supports the compilation and generation of work papers, reports, etc. 
d) Describe Respondent’s proposed program for quality of care reviews.
e) Describe how Respondent’s proposed FADS program will ensure providers and MCEs are afforded the rights and due process required by law.
f) Describe how respondent’s subject matter expertise in Medicaid fraud, waste and abuse will be leveraged in the development of new algorithms to detect the same in Indiana’s programs.
g) Describe how Respondent’s proposed FADS program will identify potential fraud, waste and abuse through undeclared client and provider relationships.
h) Describe how Respondent’s proposed FADS program supports and standardizes the referral of suspected cases of fraud and abuse to the State’s Medicaid Fraud Control Unit.
i) Describe how Respondent will provide assistance and support to FSSA in defending the findings resulting from the use of the FADS at an administrative hearing or in court, if deemed necessary by FSSA.
j) Describe how Respondent will provide field investigation support to FSSA, if needed.
k) Describe how the Respondent will make their technology platform accessible to FSSA designees, including data, software platforms, and training opportunities per request and approval of FSSA. 

6.2 [bookmark: _Toc455058218]Overpayment Recovery
a) Provide an overview of Respondent’s overpayment recovery process.
b) Describe how, for providers identified as receiving overpayments, Respondent’s proposed overpayment recovery process affords providers notice, a means to dispute overpayments, a forum to resolve disputes, and a platform to track disputes, dispute resolution, and overpayment receipt.
c) Describe how Respondent’s overpayment recovery solution will interface with the State’s Accounts Receivable operations.
d) Describe how Respondent’s overpayment recovery solution will retroactively correct associated claims information.
e) Describe how Respondent’s overpayment recovery solution handles bankrupt, dissolved, or otherwise missing or nonresponsive providers.
f) Describe the provider-customer service platform of Respondent’s overpayment recovery process, including but not limited to:
i. A description of Respondent’s telephonic and internet availability to providers.
ii. A description of how communications with providers are tracked.
6.3 [bookmark: _Toc455058219]Recovery Audit Contractor
a) Describe how Respondent, or its subcontractor, would provide the services of a Recovery Audit Contractor in accordance with Section 6411 of the Patient Protection and Affordable Care Act.
6.4 [bookmark: _Toc455058220]Pre-payment Review
a) Describe Respondent’s pre-payment review capabilities.  In particular, the State is interested in a pre-payment review program which institutes a probationary pre-payment review period for certain high risk providers (which types have been identified as “high risk” by the Department of Health and Human Services’ Office of Inspector General), in particular newly enrolled ones, to ensure adherence to proper protocol.  This program could be coupled with provider education (see Section 6.5 below).  Currently, the provider types deemed high risk are durable medical equipment dealers, home health care, transportation vendors (excluding air ambulance providers), attendant care and certain specialized medical equipment and supplies.
b) Describe if this program would be run by Contractor staff or be a software platform run by State staff.  Currently, there are 3.5 State resources (FTEs) dedicated to this task.
c) Describe past successes and results in prior implementations of Respondent’s pre-payment capabilities for other clients.
d) If commercially available software is used in pre-payment review program, describe which software is used and its relevant features.  
6.5 [bookmark: _Toc455058221]Provider Education
a) Describe Respondent’s provider education program.  Describe the topics of provider education and the means (e.g. computer based training, classroom).  Describe how participation is tracked and discuss the outcomes of previous curricula.
b) Describe the provider education efforts tailored to providers with billing issues, in particular providers with historical overpayments.

6.6 [bookmark: _Toc455058222]Call Center
a) Describe the call center services provided by the Contractor, including but not limited to:
i. The purposes of the call center (e.g. for the public to report suspected fraud, to provide an interface with providers undergoing overpayment recovery, etc.)
ii. The hours of operation.
b) Propose service levels for the call center, including but not limited to:
i. Call abandonment rate no greater than 5%.
ii. A live answer rate of greater than 90% during business hours.
iii. A returned call rate (for voicemail messages) of 100% of voicemails yielding a return call attempt within 1 business days of the original voicemail.
iv. 95% of phone calls during business hours must be answered within four rings. 
6.7 [bookmark: _Toc455058223]Calculating Return on Investment
a) Describe how Respondent would calculate the Return on Investment (ROI) for the State’s Contract with Contractor, as required by CMS.  
6.8 [bookmark: _Toc455058224]Reports
a) Describe the periodic reports Respondent proposes to provide to FSSA in the performance of its duties under the Contract, including but not limited to descriptions of the following types of reports:
i. Reports related to suspected provider fraud waste and abuse.
ii. Reports highlighting any notable trends.
iii. Reports on overpayment recovery efforts.
iv. Reports on RAC performance.
v. Reports related to the quality of MCE encounter data.
vi. Reports related to the review of MCE performance.
vii. Reports related to Contractor’s adherence to Contract service levels, including the call center.
viii. Provider compliance reports (i.e. reports measuring the accuracy and compliance of provider billing)
ix. Include samples of any periodic reports, if available, as an exhibit.
b) Describe the ad hoc reports Respondent would be capable of generating for FSSA upon request:  
i. Reports about particular provider types, regions, etc.
ii. Include samples of any noteworthy ad hoc reports as an exhibit.

7.0 [bookmark: _Toc455058225]Offices
7.1 [bookmark: _Toc455058226]Contractor’s Indianapolis Area Location
a) Describe the location and composition of Respondent’s office or field office which would be dedicated to the service of the State.  
b) If the Contractor’s office is not located in downtown Indianapolis (but still within the contiguous counties of Marion), describe the web conferencing or other virtual services for any meetings with State staff.
c) Describe respondent’s facility maintenance plan as well as its plan to acquire and/or maintain any necessary computer or software equipment.
7.2 [bookmark: _Toc455058227]Work at State Facilities
a) The State will provide a limited number of office cubicles to be used by the Contractor at the State Government Center.  Describe which team members of the Contractor will utilize this state location on a periodic or regular basis.  Such response should reference the staffing plan set forth in Section 9.
b) Describe how Contractor’s team will be made available, as requested, to present on-site at the FSSA offices as needed, regardless of the principle location of the Contractor’s team members.  
8.0 [bookmark: _Toc455058228]Project Management
8.1 [bookmark: _Toc455058229]Transition from Current to Proposed Solution
8.1.1 [bookmark: _Toc455058230]Project Plan and System Design
a) Provide a proposed work plan for the first 90 days post Contract execution covering the design, testing, and implementation of the Respondent’s proposed solution and the transition from the current solution:
i. The Respondent’s work plan must describe all tasks, deliverables, schedules, task dependencies and identification of resource requirements for the Contract;
ii. The Respondent’s work plan must include the proposed start and completion dates for each deliverable;
iii. The Respondent’s work plan must detail all tasks requiring FSSA resources, summarize the proposed use of FSSA resources, and state any assumptions regarding anticipated involvement of these resources. Further, the Respondent must agree that it is Contractor's obligation to identify its task dependencies on FSSA resources or tasks, and that the Contractor retains the final responsibility for performance of its obligations including the quality of the deliverables.  To the extent that FSSA review or approval is required of a document, plan or deliverable, FSSA shall have 10 business days to review first drafts and 5 business days to review any revised drafts.
iv. The Respondent’s work plan shall provide an architectural understanding of how each component works together to provide the proposed solution;
v. The Respondent’s work plan shall detail how the Respondent’s existing system will receive existing and future state data;
vi. The Respondent’s work plan must avail access, for the State, to the Contractor’s system for as many State employees or contractors as the State deems necessary.
vii. The Contractor must submit an update to its proposed 90-day work plan for FSSA review and approval within 60 days of Contract execution. 
viii. The Contractor must submit its proposed 2017 work plan for FSSA review and approval within the first 60 days of Contract execution. 
8.1.2 [bookmark: _Toc455058231]Requirements Gathering and Validation
a) Provide a plan for the gathering and validation of requirements from the State to be used in the design, testing and implementation of the Respondent’s proposed solution.  Such requirements gathering plan shall include, but not be limited to:
i. A description of Respondent’s plan to prepare, review and submit a Specification Document (RSD). The purpose of the RSD is to identify proposal requirements, validate requirements with stakeholders, and to define system Acceptance Criteria.
ii. Respondent’s approach to gaining a detailed understanding of Indiana’s Medicaid Program and Medicaid FADS activities.
iii. Respondent’s approach to validating data quality.
iv. Respondent’s approach to demonstrating any FADS system functions that were not specifically identified as requirements in this RFP but, in the Respondent’s opinion, would enhance Indiana’s FADS efforts. Describe how these functions would be beneficial to the State and how they will be integrated into the RSD with FSSA’s approval.
v. Respondent’s approach to reaching an agreed upon system design and Acceptance Criteria with FSSA that will address all FSSA’s requirements.
vi. Respondent’s approach to addressing new requirements identified between the release of the RSD and the implementation date.
vii. All deliverables and major milestones to be achieved during the Requirements Verification stage.
8.1.3 [bookmark: _Toc455058232]Testing Plan
a) Provide a plan for the testing of all developed and proposed solutions, including but not limited to their functionalities, data feeds, integration with State systems, ability to query third party systems, and any other relevant feature.  The Respondent’s test plan shall include its approach and plan for the following:
i. Respondent’s approach to development and testing, including any quality assurance processes and the ability to trace the origin of all requirements.  
ii. Respondent’s approach for developing Test Plans (Systems and Integration) including development of test cases and test data.
iii. Respondent’s proposed tools and procedures for tracking, managing, reporting, and resolving system bugs discovered during testing.
iv. Respondent’s proposed approach for updating documentation based on test results.
v. Respondent’s procedures for notifying FSSA of any failures to meet requirements and other problems discovered in testing, testing progress, and adherence to the test schedule.
vi. Respondent’s proposed approach for re-testing failed test cases after system modification. The proposal must include a description of regression test procedures. 
vii. Respondent’s proposed approach for documenting and delivering testing deliverables to FSSA.
8.1.4 [bookmark: _Toc455058233]Training Plan
a) Provide a detailed training plan and training calendar that explains how the Respondent will deliver hands-on and in-person training at least thirty (30) days prior to the commencement of services under the Contract.  Such plan shall include:
i. An overview of the curriculum and audience for the respective curriculum, including training delivered to Respondent team members and State users of Respondent systems.  All users must be trained prior to gaining access to the system. Training shall be hands-on and FADS staff shall be cross-trained to ensure that all staff are able to use the system.
ii. Respondent’s plan to ensure that all training curriculum materials (including manuals, techniques, and training aids) are up to date.
iii. Respondent’s approach to providing initial and ongoing end-user training. 
iv. The Respondent’s proposal shall describe its approach to training FSSA staff (and their designees) using the FADS User Manual and Operating Procedures Manual, including any safety or privacy processes that are a part of the normal operating procedures. 
v. The Respondent’s proposal shall describe its approach to training FSSA staff (and their designees) regarding the risk assessment and mitigation Process.
8.1.5 [bookmark: _Toc455058234]Change Control
a) Provide a detailed change control plan that details the process by which change requests are identified, prepared, validated, monitored, approved and reviewed. The change control plan shall address the following items as they relate to the transition and/or implementation phase:
i. Describe Respondent’s recommended approach to change control, including the various steps, roles, responsibilities, and decision points. 
ii. Include a flow chart depicting the change control process. 
iii. Describe how the change control pool would be accessed with State approval during the transition and implementation period.
iv. Describe Respondent’s process for managing the scheduling and fulfilling of change requests, as well as the amount of time required.
v. Include sample change control forms and procedures that the Respondent has used successfully in the past.
vi. Describe any tool(s) Respondent shall use to track, manage, and report on change control items that facilitate the Respondent’s change control approach, including an automated tool that tracks history in a database. History should include the estimated and actual cost and duration for every change request as well as cumulative cost and schedule impacts for all changes for all periods the FSSA specifies. 
vii. Describe how the Respondent shall monitor issues and problems after each change and track those issues/problems related to the change in order to measure quality and effectiveness.
8.2 [bookmark: _Toc455058235]Steady-State Operations
8.2.1 [bookmark: _Toc455058236]Project Management Approach
a) Provide a detailed project management plan which explains how Respondent shall ensure the timely delivery of quality technology and services to the State under the Contract after transition from the current solution to the proposed Respondent’s solution.  Such proposal shall:
i. Describe the overall project management approach, including but not limited to planning, organizing, and managing Contractor staff and activities throughout the term of the Contract in a manner that ensures the smooth administration and completion of deliverables.
i. Describe what project management tools, if any, will be used by the Respondent.
ii. Detail Respondent’s approach to promoting teamwork, facilitating effective communication, and supporting collaborative efforts among the Respondent, any subcontractors, FSSA, and FSSA designees.
iii. Describe the Respondent’s plan to work collaboratively with the FSSA to address stakeholder needs and any issues that require resolution.

8.2.2 [bookmark: _Toc455058237]Communication Plan
a) Provide a communication plan describing how the Respondent will work with FSSA and other stakeholders to facilitate communication and coordination, including but not limited to:
i. Proposed meetings, their attendees and cadence.
ii. Periodic written updates.
b) Provide examples of previous projects where Respondent has worked in a collaborative environment with multiple stakeholders.
8.2.3 [bookmark: _Toc455058238]Issue Resolution Plan
a) Provide a plan to identify, track, and resolve issues which may arise between Contractor and State in the performance of duties under the Contract.  Such plan should include:
i. Any trouble-shooting tools and techniques that will diagnose issues with networks, services, equipment, software, and data.
ii. The approach and metrics to measure the success of its issue resolution efforts.
iii. FSSA’s right to approve all issue resolution plans and procedures prior to implementation.
8.2.4 [bookmark: _Toc455058239]Development of Key Documents
8.2.4.1 [bookmark: _Toc455058240]User Manuals and Standard Operating Procedures
a) Describe Respondent’s approach to updating the FADS User Manual and Operating Procedures Manual in collaboration with FSSA staff to ensure the most up to date material. 
i. FSSA reserves the right to review any amendments or changes to the User and Operating Procedures Manuals before implementation.
ii. The Respondent should provide a copy of an existing FADS User Manual developed by the Respondent and attach it as an exhibit to the Respondent’s technical proposal.
8.2.4.2 [bookmark: _Toc455058241]Compliance Plan
a) Describe Respondent’s approach to develop and maintain a plan to ensure compliance of all State and federal laws, policies, procedures, and regulations, including those explicitly mentioned in this RFP as well as others not explicitly mentioned.
i. The compliance plan must accommodate FSSA’s right to: 
i. Review and approve the Contractor’s compliance plan prior to the commencement of any services and as often as it may require throughout the duration of the Contract
ii. Review the compliance plan for a reasonable period after the termination of the Contract. 
ii. The compliance plan must include Contractor’s responsibility to monitor for, and adjust to, changes in applicable State and federal laws, policies, procedures, and regulations, including those explicitly mentioned in this RFP as well as others not explicitly mentioned.
8.2.5 [bookmark: _Toc455058242]Change Control
b) Provide a detailed change control plan that details the process by which Change Requests are identified, prepared, validated, monitored, approved and reviewed. The change control plan shall:
i. Describe Respondent’s recommended approach to change control, including the various steps, roles, responsibilities, and decision points. 
ii. Include a flow chart depicting the change control process. 
iii. Describe how the change control pool would be accessed with State approval.
iv. Describe Respondent’s process for managing the scheduling and fulfilling of Change Requests, as well as the amount of time required.
v. Include sample change control forms and procedures that the Respondent has used successfully in the past.
vi. Describe any tool(s) Respondent shall use to track, manage, and report on change control items that facilitate the Respondent’s change control approach, including an automated tool that tracks history in a database. History should include the estimated and actual cost and duration for every change request as well as cumulative cost and schedule impacts for all changes for all periods the FSSA specifies. 
vii. Describe how the Respondent shall monitor issues and problems after each change and track those issues/problems related to the change in order to measure quality and effectiveness.
9.0 [bookmark: _Toc455058243]Staffing
9.1 [bookmark: _Toc455058244]Project Staffing 
a) Provide a detailed staffing organization chart of the number and type of staff resources assigned to each phase of the contract, including transition to Respondent’s solution and subsequent operations, and maintenance. The staffing chart must 
i. Include the roles and qualifications of each proposed team member.
ii. Include and identify any subcontractors and their proposed function. 
iii. Identify the geographic location of each proposed team member.
iv. Identify any known changes throughout the term of the Contract (i.e. changes between implementation and steady-state operations).
v. Confirm that all contractor and subcontractor staff assigned to the project shall be located within the United States for the duration of the contract.
b) Provide a detailed recruitment timeline and process for onboarding proposed staff.

9.2 [bookmark: _Toc455058245]Key Personnel
a) Propose a Project Manager and detail the following about her/him:
i. Her or his experiences and qualifications to complete implementation of the proposed solution. The State requires the Project Manager to have at least two (2) years of experience managing similar projects of comparable size and complexity.
ii. A resume.
b) Describe any other proposed team members.  (See Section 4.2(e) for the State’s preferences for the inclusion of certain team members).  Include resumes or brief background write-up for all other identified team members beyond the Project Manager. Each resume shall include the following information in the following order:
i. Individual name, title, role, and responsibilities. 
ii. Relevant experiences and subject matter expertise in the areas of fraud, waste, and abuse detection and/or social and health care services.
iii. Relevant equipment and software experience.
iv. Relevant education and training.
v. Number of years and experience with roles similar to the proposed role.
9.3 [bookmark: _Toc455058246]Continuity and Availability of Personnel
a) Describe Respondent’s policies and plans to maintain continuity of personnel throughout the contract term.  Provide assurances that certain Key Personnel, identified in the Contract, may not be reassigned, replaced or added during the term of the Contract without the State’s prior written consent.
b) Describe how the availability of any Key Personnel would be impacted from existing or potential contracts with other states or entities.  Describe how FSSA’s Contract would maintain priority in the case of any conflict.
10.0 [bookmark: _Toc455058247]Security and Risk Mitigation
10.1 [bookmark: _Toc455058248]Risk Management and Mitigation
a) Provide Respondent’s Risk Management and Mitigation plan, including its process for documenting and reporting risks and risk status to the State.  This plan should include:
i. Respondent’s plan to identify potential risks and develop recommended steps to mitigate those risks.
ii. Respondent’s plan to track and manage the implementation of any mitigating steps.
iii. Any proposed tool(s) to track, manage, and report risks and to facilitate the Respondent’s Risk Management Plan;
iv. The benefits of the recommended risk management and mitigation process to FSSA.
v. That FSSA reserves the right to retain access to all of the Contractor’s risk management tools and reports.
vi. That FSSA reserves the right to approve the Contractor’s Risk Management Plan, process, and tools.
10.2 [bookmark: _Toc455058249]Ensuring Data Security
a) Provide Respondent’s plan to secure and protect the State’s data, including but not limited to member PHI.  Such plan should include:
i. Steps taken by respondent to ensure that PHI is not used, disclosed or maintained in a manner not in accordance with the law and best practices.
ii. Respondent’s policy for the secure destruction of information.
iii. The security and privacy features of the proposed technology.
iv. How the Respondent’s solution will use the State’s Active Directory repository to authenticate users, where applicable.  The proposal must also describe the architecture to authorize users within the system.
10.3 [bookmark: _Toc455058250]ITBCP
a) Provide a description of Respondent’s proposed ITBCP and how it will adhere to the mandatory requirements set forth above.
11.0 [bookmark: _Toc455058251]Service Levels and Performance Management
The Contract will contain performance incentives for the Contractor.  Specifically, 10% of the Contract’s potential remuneration will be earned through performance metric withholds based on the Contractor meeting certain mutually agreeable service levels.  Such service levels will be developed, in part, based on Respondents’ proposed metrics below and may be based on a sliding scale.
11.1 [bookmark: _Toc455058252]Service Performance Metrics
a) Describe how Respondent would measure its own performance of the Core Contractor Services (Section 6.0) under the Contract.  Include the specific areas measured and target minimum performance levels.  Such service levels, and adherence thereto, may be the basis of any pay-for-performance measurements in the Contract.  Service levels should include, but not be limited to:
i. An overturn rate for appealed overpayments no greater than 10%.
ii. Continuously improving recoveries and recoupments with a year-to-year improvement of at least 10%.
iii. Continuously improving cost avoidance for the State with a year-to-year improvement of at least 10%.
b) Describe how Respondent would measure its performance of its responsibilities and timeliness of implementing its solution from the current state.  Such service levels, and adherence thereto, may be the basis of any pay-for-performance measurements in the Contract.  Service levels should include, but not be limited to:
i. Metrics related to the testing of the solution.  At a minimum, all user acceptance testing and any model office testing shall be completed at least 15 days prior to the implementation of services under the Contract.
ii. Metrics related to timeliness of the project and specific milestones.
iii. Metrics related to the quality of the implementation.
iv. Metrics tying payment to the Contractor’s successful completion of the readiness review. 
c) Describe how Respondent would measure the availability of its technology.  Such service levels, and adherence thereto, may be the basis of any pay-for-performance measurements in the Contract.  Service levels should include, but not be limited to:
i. A system outage rate of no greater than 1%
ii. Call center availability related performance standards as discussed above in Section 6.6.
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