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The BMV utilizes one vendor to provide all hardware, software and card consumables.  The Driver’s License/Identification Card Issuance & Production solution integrates with the BMV’s STARS database.  For the purpose of this RFP, the vendor must complete the Mandatory Response Worksheet.

As specified within each requirement listed in the Mandatory Response Worksheet, the vendor must indicate whether its proposal meets the individual requirements by marking “YES” or “NO” in the space provided.  A Pass/Fail evaluation will be utilized for all mandatory requirements.     



	Question #
	Mandatory Requirements Response Worksheet Questions
	Vendor Response   (Only Yes or No Answers)

	 
	General
	 

	1
	Vendor agrees that with the exception of Indiana-specific software integration, all software and hardware proposed and deployed will be currently used in another jurisdiction or the vendor’s production system.  Hardware will be new and current, available technology.  
	 

	2
	Vendor agrees to provide a dedicated, experienced project manager to be the single point of contact who has deployed a credentialing solution similar in size and scope as Indiana’s in at least one US jurisdiction.  Has the proposed project manager maintained continuous Project Management Professional (PMP) certification for the previous five (5) years? PMP is a credential of the Project Management Institute (PMI).
	 

	3
	Vendor will provide a proposed project plan including a tentative implementation schedule. This must include a detailed description of how the transition from current system to new system will proceed. The plan must identify all major phases and deliverables of the project.
	

	4
	Vendor can provide descriptions of three similar projects completed with states of similar population as Indiana and can provide the names and contact information (name, title, address and current telephone number) for one or two references from each client. 
	 

	5
	 Vendor can meet or exceed Indiana State Office of Technology (IOT) Information Security Framework (ISF) and BMV Information Security Policy (See Links in Section 2.4.1.19).
	 

	6
	Will the implementation and management of the project be managed by a single company?
	 

	7
	Vendor agrees to embed dedicated personnel in the state to support their solution related to BMV credential activities in Branch (application and hardware support), Central Office (application support) and CIPF (application support and hardware support and maintenance) locations.     
	 

	8
	Vendor will respond to all reported issues initially within no later than 30 minutes of reporting by the BMV.  
	 

	9
	Vendor’s solution will meet or exceed all compliance standards unless BMV determines otherwise. Reference 6 CFR Part 37 and 2013 AAMVA DL/ID Card Design Standard (CDS).
	 

	10
	Vendor agrees to complete updates the printed information on the card as needed by and at no charge to the BMV.  Updates must occur in a timely manner. These update include, but are not limited to restrictions, endorsements, special designations and commissioner name.  Up to two discretionary card format or design changes per year per card type must be completed as requested at no additional cost to the BMV.  All format or design change mandated by state or federal legislation or regulation must be completed at no additional cost to the BMV for the term of the contract.  Full card redesign is not considered a revision.      
	 

	11
	Vendor has provided ten (10) sample cards that are fully representative of the proposed card, including card stock, construction/production method, and normal data fields.  Samples do not need to be personalized for Indiana.     
	 

	12
	Vendor’s image and signature capture solution format and compression shall comply with standards provided by the BMV and be compatible with legacy image storage.  
	 

	13
	Vendor’s solution does not store customer images or data on local equipment.
	 

	14
	Vendor shall provide a facial recognition system that uses best available technology to maximize automation of identifying potentially fraudulent records by comparing each newly captured credential image against previous images associated to the same record and all other images in the BMV image data base (1:R and 1:N).  Results outside thresholds will populate a queue for manual review.  System will assign and store numerical scores related to the likelihood of any image sets being the same individual.
	 

	15
	Vendor will deliver a solution for processing confidential credentials. 
	 

	16
	Vendor’s solution will provide functionality that allows the BMV to control or “gate” the flow of each credential being processed based upon actions taken in other integrated systems including but not limited to document management, lawful status verification, fraud investigations and facial recognition. 
	 

	17
	Vendor’s solution will provide BMV with the ability to print and prepare for mailing permanent credentials at a secure central issuance production facility within the state of Indiana.  
	 

	18
	Vendor’s solution will provide for print farm hardware redundancy (card printer, carrier printer and mailer) that provides no single point of failure in the process.
	 

	19
	Vendor’s solution will provide scalable credential printing capacity with a minimum of 1,600 credentials per hour @ < 3% quality reject, with on-site redundancy.
	 

	20
	Vendor’s solution will provide scalable mailing capacity with a minimum of 1,600 mailed pieces per hour @ < 2% “vision” reject, with on-site redundancy. 

	 

	21
	Vendor’s solution will provide redundant, automated matching processes to ensure that the cards match customer name and mailing address on the card carrier prior to envelope insertion.
	 

	22
	Vendor’s solution will provide the ability to track every credential through every process step the initial point of hand-off from the BMV to the point of mailing.   Search capability to include customer’s last name, customer UID, DLN and BMV transaction number.
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The Technical Response Worksheet is divided into eight (8) categories: General, Technical, Credentials, Image Capture, Facial Recognition, Gating, Central Issuance Print Farm and Training.

Instructions:  Please supply all requested information in the areas shaded yellow and indicate any attachments that have been included to support your responses. 
 
The Respondent must provide supporting narrative on how they will meet or exceed the requirement.  To be considered responsive, responsible and eligible for award, each and every requirement on the following Technical Response Worksheet must be met.  The BMV/C asks that all respondents provide adequate details on how they will meet or exceed the following requirements: 




	

	



	General/Technology
	Requirement

	2.4.1.1
	Equipment Replacement
	State of Indiana requires PC’s replacement every 6 years. Vendor would need to follow this standard.  Servers are replaced as indicated by Vendor when server support is to expire or are no longer supported.

	
	Response
	

	2.4.1.2
	Software Upgrades, Patches, Updates
	Vendor is required to offer upgrades to installed system when available. State form RFC would be required. 
Patches are to be made available as vendor finds and fixes issues or BMV reports problems requiring patches. State form RFC would be required. 
Monthly OS updates are scheduled during Monthly Maintenance schedule during State of Indiana Maintenance window 5am to 10am every Sunday.  Vendor OS Updates are scheduled the second Sunday after the second Tuesday. State form RFC would be required. 
 

	
	Response
	

	2.4.1.3
	Change to Production Systems
	Changes to the production system may not be made without a change request provided by the vendor in advance and approved based on IOT and BMV policy.   

	
	Response
	

	2.4.1.4
	Help Desk Support
	Vendor would need to provide Customer Call Center system for BMV to report all production issues reported by the 132 BMV Branches.  SLA for mean time to repair is 4 hours. 

	
	Response
	

	2.4.1.5
	Technical Documentation
	Vender must provide comprehensive documentation for all software and hardware provided as part of the solution. 

	
	Response
	

	2.4.1.6
	Cost
	The cost for the proposed solution must be all inclusive and provided as a per card price.  Alternate cost structures may be proposed where costs are provided in two parts, project costs and cost per card.  Project costs should be specific to cover the costs for the implementation of the proposed system. It must cover all phases through system acceptance, at which time, long term operational costs and capital asset costs (Card printers and mailing machines for example) are covered by a cost per card pricing structure.

	
	Response
	

	2.4.1.7
	Experience
	Solution shall be robust, scalable, and demonstrated as stable in similar deployments elsewhere.

	
	Response
	

	2.4.1.8
	Operational Software and Hardware 
	With the exception of Indiana-specific software integration, all software and hardware proposed and deployed must be currently used in another jurisdiction or the vendor’s production system.  Alternate solutions that do not meet the criterial above may be submitted as an option.  Hardware must be new and current, available technology.  

	
	Response
	

	2.4.1.9
	Field Service Support
	Vendor must describe their proposed field support solution, including;  
· Identify the roles and responsibilities for pre and post-deployment activities.
· Describe the proposed number of field service technicians to  meet or exceed the state’s SLA  expectations of; Image capture  workstation support, in person and remotely, Monday, Wednesday, Thursday and Friday from 8:00 a.m. to 6:00 p.m. EST, 8:00 a.m. to 8:00 p.m. EST, and Saturday 8:00 to 1:oo p.m. EST. 
· Contact the affected branch within thirty minutes of notification by ITD/BMV help desk/support staff, and provide agreed upon status updates throughout resolution. Issue must be resolved within four (4) hours of initial notification by ITD/BMV help desk/support staff. If a problem persists for more than four (4) hours after initial notification, the Contractor shall escalate the issue to higher-level support and inform the BMV.
· Vendor must track support issues and resolution times (by date, location, user, and affected equipment) and provide detailed reports to BMV monthly, at a minimum.

	
	Response
	

	2.4.1.10
	Embedded Personnel
	Vendor shall provide the number and position descriptions for embed dedicated personnel in the state to support their solution related to BMV credential activities in Branch (application and hardware support), Central Office (application support) and CIPF (application support and hardware support and maintenance) locations.     

	
	Response
	

	2.4.1.11
	Vendor Project Team
	Vendor will provide a dedicated, experienced project team for the life of the project.  Vendor Project Team shall be led by a dedicated, experienced project manager who will be the state’s single point of contact.  Project Manager shall hold their Project Management Professional (PMP) certification.  Provide vitas for the proposed Project Team members who would be assigned to the Indiana project.  BMV will have final approval of proposed Team members.

	
	Response
	

	2.4.1.12
	Hardware Lifecycle
	 Provide recommended end of life cycle for all hardware proposed as part of this project.

	
	Response
	

	2.4.1.13
	BMV Response Acceptance
	BMV shall determine if a requirement has been satisfied.

	
	Response
	

	2.4.1.14
	Configurability
	Solution must allow changes and modifications with minimal effort and impact.

	
	Response
	

	2.4.1.15
	Process Dashboard
	Solution must provide a “dashboard” application that allows users to determine the status of any credential in real-time from the point of the credential transaction to mailing and each touch-point between.  Dashboard must provide the ability for the BMV users to create ad hock reports based on their needs. 

	
	Response
	

	2.4.1.16
	Three Prior Project Descriptions 
	Provide descriptions of three, similar projects completed. Each project description must not exceed three pages and should include:
· An overview of the project covering type of client, objective, project scope, role of the firm and outcome;	
· Description of the similarities of the project to the needs of Indiana and the timeframe in which the project was started and completed;
· Project measures including proposed cost, actual project cost, proposed project schedule and actual project schedule;
· Names and contact information (name, title, address and current telephone number) for one or two references from each client; and
· Names and project roles of individuals on the proposed team for the Indiana project that participated in the project described.

	
	Response
	

	2.4.1.17
	System Support
	Vendor must provide support for all on-site functionality during all operational hours at the BMV.

	
	Response
	

	2.4.1.18
	State IOT and BMV System Security 
	Vendor must comply with Indiana Office of Technology (IOT) Information Security Framework (ISF).  The ISF sets policy, establishes control objectives, and controls and references practices that secure Indiana government information assets. The ISF serves as the minimum requirements for the BMV/C information security program. See link: http://www.in.gov/iot/2339.htm.  The BMV Information Security policy supplements the ISF, see link:  http://mainstreet2010.bmv.in.gov/manuals/PolicyManual/Pages/BMVC%20Information%20Security%20Policy%20-%20(NIST,PCIDSS).aspx
	

	
	Response
	

	2.4.1.18A
	Accessibility Requirements
	[bookmark: _Toc183226903]Vendor must verify that the application conforms to the Assistive Technology Policy (Section 508).  This should be done by submitting a Voluntary Product Accessibility Template (VPAT) if already available or completing the Assistive Technology Compliance Evaluation Form (Attachment H).

	
	
	

	2.4.1.19
	Confidential  Credentials
	Vendor must be capable of delivering a solution for processing confidential credentials. Vendor must provide description of their standard process(s).  For security reasons, Process descriptions may be provided as a separate document accompanying the RFP response. Please comment in the response column if process document was provided separately.      

	
	Response
	

	2.4.1.20
	State Network Requirements
	Solution must;
1) Support current OS (Windows 7)
2) Support virus software with the ability to be updated on a regular basis
3) Machine will need to receive windows updates as required by Indiana Office of Technology (IOT). Vendor will be responsible for testing the updates and ensuring the software was not impacted by the changes.
4) Any installed software must be current and licensed
5) Vendor be responsible for testing all software updates to ensure the system or software is not impacted by the changes?

	
	Response
	

	2.4.1.21
	Interface
	Solution must have the ability to securely interface/communicate with the BMV system, including exchange of image, customer and credential data. Solution shall provide an easy-to-use GUI interface and context sensitive help and provide users with audible tone and visible prompts. 

	
	Response
	

	2.4.1.22
	System Availability
	System availability must be 24/7 with 99.9% uptime requirement, except for maintenance window, currently Sundays 5am to 10am.  Solution must provide real-time reporting and alerts of all interruptions in services and processes.  

	
	Response
	

	2.4.1.23
	Service Levels
	Vendor must respond to all reported issues within no later than 30 minutes of reporting by the BMV.  

	
	Response
	

	2.4.1.24
	Reporting
	Solution must provide both canned and Ad Hoc reporting capabilities adequate to monitor performance.  Solution must provide for both viewing and printed formats.

	
	Response
	

	2.4.1.25
	Secured Access to the Solution
	Solution shall use BMV Active Directory authentication for user access.

	
	Response
	

	2.4.1.26
	Customer ID
	Solution will accept and store BMV system Unique ID number to identify each customer

	
	Response
	

	2.4.1.27
	Adequate Storage
	Vendor shall analyze the BMV's current and anticipated volume of transactions and data, and at all times provide adequate storage and capacity to maintain system reliability and speed. Storage capacity must be easily expandable. System must be monitored automatically for production delays or issues with notices and alerts provided to designated users.

	
	Response
	

	2.4.1.28
	Interface
	Solution shall be browser-based and provide an easy-to-use GUI interface and context sensitive help and provide users with audible tone and or visible prompts.

	
	Response
	

	2.4.1.29
	Data Consistency w/ BMV System
	Solution shall provide a means to correct errors while ensuring data integrity between Solution and BMV system. For example, where customer records are merged or unmerged, both systems should reflect the same customer detail.

	
	Response
	

	2.4.1.30
	Disaster Recovery
	Solution shall include an off-site disaster recovery option to ensure the Solution remains available for BMV license issuance, including servers, data, and the central production site.  Requires duplicate footprint at IOT DR Site with Failover/Failback capability, Prefer MHA, and must be tested annually.  Provide a high level description of the solution’s disaster recovery processes.

	
	Response
	

	2.4.1.31
	SLA for Card Process
	 All cards must be provided to the USPS within three business days of the branch transaction.  This SLA does not include cards that the BMV determines must be held to address internal business rules.     

	
	Response
	

	2.4.1.32
	Business Metrics and Reviews
	 Solution must provide for performance metrics for each step of the issuance process, as determined by the BMV.  Performance reports will include accounting of all system issues and errors and will be provided to the BMV on a monthly, quarterly and annual basis.  Samples of current reporting from at least three other states   must be provided with the proposal.   

	
	Response
	

	2.4.1.33
	Business Meetings
	Vendor will conduct recurring senior level business meetings quarterly or more frequently as the BMV deems necessary. In these meetings, Vendor will report performance, issues and opportunities for improved performance and functionality.  Meeting frequency s will occur quarterly unless specified otherwise by the BMV.   

	
	Response
	

	2.4.1.34
	Concurrent Project Descriptions
	Vendor must provide descriptions of all similar projects that will be running concurrently with the Indiana project.  Each project description must not exceed three pages and should include:
· An overview of the project covering name and type of client, objective and project scope;	
· Description of the similarities of the project and start and end dates for each.  If firm dates cannot be provided, vendor may provide estimates;
· Names and contact information (name, title, address and current telephone number) for one or two references from each client; and
Names and project roles of individuals on the proposed team for the Indiana project that participated in the project(s) described.

	
	
	

	2.4.2
	Credentials
	Requirement

	2.4.2.1
	Real ID and AAMVA Card Standard
	Solution must meet or exceed all compliance standards unless BMV determines otherwise. Reference 6 CFR Part 37 and 2013 AAMVA DL/ID Card Design Standard (CDS).

	
	Response
	

	2.4.2.2
	Secure Design
	Solution shall be capable of producing credentials that are highly secure, resistant to counterfeiting and compliant with Real ID and AAMVA standards. Final design will follow contract award but must be currently deployed, state of the art technology.  

	
	Response
	

	2.4.2.3
	Card Revisions
	Updates to the printed information on the card must be completed by the vendor as needed by and at no charge to the BMV.  Updates must occur in a timely manner. These update include, but are not limited to restrictions, endorsements, special designations and commissioner name.  Up to two discretionary card format or design changes per year per card type must be completed as requested at no additional cost to the BMV.  All format or design change mandated by state or federal legislation or regulation must be completed at no additional cost to the BMV for the term of the contract.  Full card redesign is not considered a revision.      

	
	Response
	

	2.4.2.4
	Card Design Documentation
	Vendor shall provide a card design document that outlines the specifications for all credential types and styles (adult/minor). This document shall be developed in conjunction with and approved by the BMV prior to deployment. Document must be updated within two weeks of any change in the material contained.  Document must include actual card samples.

	
	Response
	

	2.4.2.5
	Card types
	BMV currently issues eight different types of cards; Solution must afford flexibility to accommodate current and future card type needs with minimal effort or additional cost to the BMV.  

	
	Response
	

	2.4.2.6
	Card Security
	At a minimum card security must provide;
· Proposed card material and security features must be specified in the bid, but alternate security features may be approved by the BMV as part of the contract or design document.
· For comparison purposes the vendor must also provide individual cost for each security feature available and proposed. 
· Cards must contain a minimum of five (5) Level 1, Five (5) Level two and One (1) Level three security features. 
· Venders may provide bids based on different card material/security feature combinations.
· In the event that security features deemed critical by the BMV are compromised, the vendor shall replace with features of equal level. 
· Card stock must be serialized for security and inventory control.  

	
	Response
	

	2.4.2.7
	Endorsement and Restrictions
	Solution shall incorporate current endorsement and restriction codes and accommodate deletions or additions with minimal effort.  

	
	Response
	

	2.4.2.8
	Card Testing
	At no additional cost to the BMV, vendor will use an independent third party to validate card standards, bar code readability and card durability initially, annually and following any significant card update and provide copies of the report to the BMV.     

	
	Response
	

	2.4.2.9
	Special Designations
	Solution shall be able to display special designations such as organ donor, veteran, active military, special medical conditions and alerts and accommodate deletions or additions with minimal effort, as required by the BMV.

	
	Response
	

	2.4.2.10
	Photo Exempt
	Solution must be configurable to accommodate different photo exempt business rules for when a customer image is captured but not displayed and when an image is not captured or displayed. 

	
	Response
	

	2.4.2.11
	Card Samples
	Ten sample cards must be provided with each proposal that are fully representative of the proposed card, including card stock, construction/production method, security features and normal data fields.  Samples do not need to be personalized for Indiana.     

	
	Response
	

	2.4.3
	Image Capture and Storage
	Requirement

	2.4.3.1
	Installation Physical Requirements
	Solution/equipment must integrate into 132 existing BMV branch locations statewide with minimal adjustment or modification to counters or other environmental or structural components.

	
	Response
	

	2.4.3.2
	Image Capture Hardware
	Vendor must provide the following equipment and supplies including all maintenance and service at no additional cost to the BMV.  Equipment initially installed must be new:
· Monitor;
· PC, Keyboard, and Mouse;
· Camera Tower, Backdrop, Camera;
· Signature pad with tethered stylus;
· Universal Power Supply
· Related cords, connections and accessories


	
	Response
	

	2.4.3.3
	Image capture and retention
	Solution shall retain all images and signatures captured regardless of completion of an issuance.  Images and signatures captured where transaction is completed will be segregated from those captured, but the transaction not completed.  Both shall be searchable by common by similar search capabilities.  Captured must meet industry standards (AAMVA, ICAO, ISO/IEC). 

	
	Response
	

	2.4.3.4
	Installation Physical Requirements
	Vendor must specify the physical standards necessary for capture equipment installation, including but not limited to:
1. The required space for any equipment including footprint, height, width, depth, and weight.
2. Counter height width and depth optimal as well as minimum and maximum
3. Number and type of AC outlets required
4. Number and type of LAN connections required 
5. Minimum and maximum focal distances (Camera to Backdrop)
6. Any unique or unusual physical requirements

	
	Response
	

	2.4.3.5
	Photo-First
	Solution must allow for a photo-first process flow that does not involve multiple cameras or redundant capture steps.

	
	Response
	

	2.4.3.6
	Camera Automation
	Solution shall provide maximum automation, minimal user involvement, and capture high quality digital images.  

	
	Response
	

	2.4.3.7
	Digital Signature Capture
	Solution shall provide means to capture digital signature. Solution must provide high-resolution digital images that are true representations of the applicants’ hand written signature, and be part of a database available for any use deemed appropriate by BMV.

	
	Response
	

	2.4.3.8
	Digital Photo and Signature Image Data Format and Compression
	The Solution’s digital image and signature image data format and compression shall comply with standards provided by the BMV and be compatible with legacy image storage.

	
	Response
	

	2.4.3.9
	Storage of Image in Color
	Solution will capture and store applicant’s digital image in color but allow retrieval and printing in different formats for different applications and as required by the BMV for the card design.

	
	Response
	

	2.4.3.10
	Camera Functionality
	In the event that the quality of the digital image captured is below an acceptable level, the solution shall require a recapture of the photo. Solution must provide for the ability to override image quality when compliant image cannot be captured due to an applicant’s physical limitations. 

	
	Response
	

	2.4.3.11
	Camera Functionality
	The Solution shall provide immediate self-adjustment to compensate for changing lighting conditions and customers or varying heights, including those seated in wheelchairs. The Solution shall also automatically focus and adjust the illumination for each digital image capture component to include diffused lighting over the full face to eliminate shadows and “hotspots.” 

	
	Response
	

	2.4.3.12
	Camera Functionality
	The Solution shall provide immediate self-adjustment to compensate for red eye, varying skin tones.

	
	Response
	

	2.4.3.13
	Allow View of Both Facial and Signature Images
	Solution will display live facial image during capture as well as facial image and signature following capture concurrently with most recent previous facial and signature images.

	
	Response
	

	2.4.3.14
	Camera Functionality
	Solution must provide for capture and automatic cropping of digital photo and signature images to comply with ICAO/AAMVA Standards.  Must include the ability to override the cropping when it is not successfully completed by the system.

	
	Response
	

	2.4.3.15
	Mobile Capture Stations
	Solution must include four self-contained mobile image capture systems that are compact enough to allow one individual to transport. Solution shall provide image equipment with capability of interconnection using industry standard ports (e.g. USB) to facilitate a mobile solution using BMV equipment (laptop, scanner and printer). The result must meet the same image quality and production standard as the standard BMV solution.

	
	Response
	

	2.4.3.16
	Capture System Access
	Solution must require user log-in which is tied to their BMV user and password.

	
	Response
	

	2.4.3.17
	Valid Without Photo (VWOP)
	Solution must provide for the BMV’s VWOP processes which include two flows;
· Image and signature capture, FRS but no display on card, and
· No image capture , signature capture with no image displayed on card   

	
	Response
	

	2.4.3.18
	No Local Image or Data Storage 
	No customer images or data is to be stored on local equipment.

	
	Response
	

	2.4.3.19
	Hot Swappable
	Image capture equipment must be hot swappable in the event of failure.  Solution's camera equipment shall be designed to resist tampering and shall be hot swappable in the event of failure.

	
	Response
	

	2.4.3.20
	Digital Signature Capture
	Deleted.

	
	Response
	

	2.4.3.21
	Image and Signature Re-capture
	Solution shall provide means to allow user to capture image or signature multiple times if required without re-taking both. Signature and image should be connected, but operate independently.

	
	Response
	

	2.4.3.22
	Backdrop
	Solution shall include a backdrop (real or virtual) for each applicant photo captured. The vendor shall provide BMV with a plan for when and how a “virtual” backdrop can be used as a permanent replacement to the physical backdrops. BMV reserves the option of choosing a virtual backdrop.

	
	Response
	

	2.4.3.23
	Configurability
	Solution shall be easily configurable to prompt users whether to take a new image or use the most recent on file, as determined by BMV.

	
	Response
	

	2.4.3.24
	Facial and Signature Image Migration
	Solution must initially upload all existing legacy images prior to UAT. Any conversion required for compatibility with the new system must not reduce the quality of the legacy images. Vendor must provide the estimated time for migrating the BMV’s legacy images. Solution must have a proven methodology for importing legacy images including a system for resolving and recovering corrupted images to maximize interoperability with legacy images and effective no loss of available images. Certification of full migration required. 

	
	Response
	

	
	Image Capture
	Optional

	2.4.3.25
	Virtual Backdrop
	Indiana would be very interested in replacing physical backdrops with virtual backdrops.

	
	Response
	

	2.4.3.26
	Dedicated Image Capture  
	Indiana is very interested in options for deploying a dedicated image capture station for each CSR and where the capture process would be managed through the BMV workstation.   

	
	Response
	

	2.4.4
	Facial recognition
	Requirement

	2.4.4.1
	FR During Capture
	Solution will conduct 1:R FR real-time as part of the image capture process and display alert if suspected as a no match.  

	
	Response
	

	2.4.4.2
	Facial Recognition Software 
	Vendor shall provide a facial recognition system that uses best available technology to maximize automation of identifying potentially fraudulent records by comparing each newly captured credential image against previous images associated to the same record and all other images in the BMV image data base (1:R and 1:N).  Results outside thresholds will populate a queue for manual review.  System will assign and store numerical scores related to the likelihood of any image sets being the same individual. 

	
	Response
	

	2.4.4.3
	New Image Capture Match w/  Flagged Identified Fraud Image Creates Auto Failure
	Any new image with a match on a flagged identified fraud image will cause any pending DL/ID transaction to automatically fail and require BMV review prior to release.

	
	Response
	

	2.4.4.4
	Whitelisted Credentials
	Solution must allow certain images to be exempt from facial recognition enrollment as determined by BMV.

	
	Response
	

	2.4.4.5
	Image and Credential Information Dashboard
	Solution must provide the ability for users to search for all images captured for credential transactions.  Solution must allow BMV to designate fields that will be included with facial and signatures returned.  

	
	Response
	

	2.4.4.6
	Candidate Match List
	Solution shall generate a candidate match list where investigators can sort by specific fields but shall default to display from the most likely to the least likely.

	
	Response
	

	2.4.4.7
	Match Criteria
	Solution shall provide an adjustable threshold criteria for determination of matching.

	
	Response
	

	2.4.4.8
	Investigator Queue
	Solution shall populate separate candidate review lists for user adjudication for both  1:R and 1:N.

	
	Response
	

	2.4.4.9
	Digital Photo Image Enrollment
	Solution shall permit the enrollment of images (e.g., still images, scanned images, video images, digital images, surveillance cameras/frames, etc.) into the FR software image database and shall produce a 1:N search against all images stored in the Solution’s image database.

	
	Response
	

	2.4.4.10
	Web-based Access
	Solution shall support secure web-based access to images and the FR software by BMV authorized individuals from any system within the State’s network.

	
	Response
	

	2.4.4.11
	Tools to Assist Case Investigation
	Solution shall provide a variety of “tools” to assist users in assessing FR results (overlays, side by side, etc.).

	
	Response
	

	2.4.4.12
	Multiple Image and Data Sets
	Solution shall associate all images and the demographic data to unique identifiers determined by the BMV.  

	
	Response
	

	2.4.4.13
	Exportability of Data
	Solution shall allow the data to be exported into a flexible, printer friendly format for manipulation, analysis or sharing outside the Solution for instance with case management systems.

	
	Response
	

	2.4.4.14
	Investigative Searches
	Solution shall support ad hoc investigative searches

	
	Response
	

	2.4.4.15
	Batch Query/Search Results
	Solution shall provide a separate queue for the results of any ad hoc search of the database of a batch of facial images (e.g., a list of suspect DL holders).

	
	Response
	

	2.4.4.16
	Image Retrieval Workstation Application
	Solution must include web-based application to access images using multiple search criteria.  Application must have permission based access. 

	
	Response
	

	2.4.4.17
	Corresponding Demographic Data
	Solution shall display with each image the corresponding demographic data for that image

	
	Response
	

	2.4.4.18
	Flag Possible Fraud
	Solution will allow images to be flagged as possible fraud.

	
	Response
	

	2.4.4.19
	Configurability
	Solution shall be easy to navigate, configure for user preferences, and allow user to select image size.

	
	Response
	

	2.4.4.20
	Configurability
	Solution will allow BMV to configure the size and type of data included on image summaries, including establishing a library of templates for different purposes.

	
	Response
	

	2.4.4.21
	Single Sign On
	Solution should allow user full access to all functionality depending on authorization using a single sign on based on BMV Active Directory. Authentication.

	
	Response
	

	2.4.4.22
	FRS Software Refresh
	FRS algorithm must be updated at least once during the initial six year contract or period agreed upon between the vendor and BMV at no additional cost to the BMV. BMV prefers that refresh to take place in year four.


	
	Response
	[bookmark: _GoBack]

	
	Facial recognition
	Optional

	2.4.4.23
	Interface with BMV Case Management
	The FR Solution shall be configurable to interface with a BMV Case Management System with minimal effort.

	
	Response
	

	2.4.5
	Gating
	Requirement

	2.4.5.1
	Flexibility
	Solution must provide multiple “gates” as specified by the BMV and must be scalable with little effort when additional gates or interfaces are necessary.  Gates must be configurable by the BMV.

	
	Response
	

	2.4.5.2
	Process Dashboard
	Solution must provide a “dashboard” application that allows users real-time access about the state of all credential transactions.

	
	Response
	

	2.4.5.3
	Reporting
	Solution must have reporting configurable by the BMV and/or the resulting processing data available to BMV Data Warehouse reporting. 


	
	Response
	

	2.4.6
	Card Print & Mail
	Requirement

	2.4.6.1
	Central Issuance Print Farm (CIPF)
	Solution shall provide BMV with the ability to print and prepare for mailing permanent credentials at a secure central issuance production facility within the state of Indiana.  Alternate solutions may be provided as part of the RFP once the required solutions above are met. 

	
	Response
	

	2.4.6.2
	Disaster/Failover Facility Location
	If fail-over print facility is not located in Indiana, it must be located within the United States and must be identical hardware as is provided for primary card printing facility. Credentials sent to a failover site must be printed and mailed within one business day of receipt of the production file.  Mailed is defined as being transferred to the United States Postal Service. 

	
	Response
	

	2.4.6.3
	No Single Point of Failure 
	Vendor must provide for hardware redundancy (card printer, carrier printer and mailer) so there is no single point of failure in the process. 

	
	Response
	

	2.4.6.4
	CIPF Transition
	From system testing and pilot phase through BMV sign-off, the vendor will provide all necessary card production staffing for the new CIPF solution.      

	
	Response
	

	2.4.6.5
	Inventory
	Solution shall have a robust, secure and accurate inventory system for both raw materials and processed cards. The inventory system shall provide reporting that can be integrated with BMV data warehouse.

	

	Response
	

	2.4.6.6
	Print Capacity
	Solution must provide scalable credential printing capacity with a minimum of 1600 cards printed per hour @ < 3% quality reject (6.25 hours to print).


	
	Response
	

	2.4.6.7
	Mailing Capacity
	Solution must provide scalable mailing capacity with a minimum of 1600 cards mailed per hour @ < 2% “vision” reject, (6.25 hours to mail).


	
	Response
	

	2.4.6.8
	Multiple Job Capability
	Solution must support the management of multiple jobs at various stages of processing.


	
	Response
	

	2.4.6.9
	Card Carrier Printing
	Solution must include high capacity printers for carrier printing, with redundancy.

	
	Response
	

	2.4.6.9
	Credential Process Tracking
	Solution must provide the ability to easily locate a printed/mailed piece while still in the factory. (Full credential tracking through the process including rejects).  Search capability to include first name, last name, DLN, barcode [ICN], STARS Trans, card status.


	
	Response
	

	2.4.6.10
	Production Control
	Solution must provide BMV the capability to fully manage “job allocation” & creation – On-demand (Primary production and Expedited jobs).


	
	Response
	

	2.4.6.11
	Tracking
	Access to full credential history though the entire process. This would include all waste credentials with searching/reporting capabilities. 

	
	Response
	

	2.4.6.12
	Reporting & Audit Dashboard
	Solution must provide robust post-production audit capability and ad-hoc reporting of all factory workflow and credential status.


	
	Response
	

	2.4.6.13
	Quality Control
	Vendor must provide electronic card counter, media shredder, UV stations and illuminated desk magnifiers (for card  QC) and automated credential validation solution (2D Barcode, Watermark, UV Images, other machine-readable features as applies to product delivered).


	
	Response
	

	2.4.6.14
	Inventory Control
	Vendor must manage all raw material inventory and replenishment. 

	
	Response
	

	2.4.6.15
	Production Time
	Vendor shall include in their response the time period from BMV’s record release to the CIPF to mail date, which may not exceed two (2) days.

	
	Response
	

	2.4.6.16
	Expedited Delivery
	Solution must provide the BMV with the ability to expedite credential processing.

	
	Response
	

	2.4.6.17
	Delivery Options
	Successful vendor must propose the lowest cost, most secure credential delivery solution for all credentials not printed in the BMV managed CIPF.

	
	Response
	

	2.4.6.18
	Inventory System
	Solution shall provide BMV access to the inventory system for purposes including audit.

	
	Response
	

	2.4.6.19
	Delivery Accuracy
	Solution shall provide redundant, automated matching processes to ensure that the cards match customer name and mailing address on the card carrier prior to envelope insertion.

	
	Response
	

	2.4.6.20
	Credential Mailing Accuracy
	Solution must provide multiple points of production reconciliation in a near real-time manner.

	
	Response
	

	2.4.6.21
	Quality Control
	Solution must describe the quality control methodology employed at the central issuance facility, including actual quality control reports and experience from any existing central issuance facilities.

	
	Response
	

	2.4.6.22
	Random and Designated Quality Control
	Solution shall have the ability to identify a BMV configurable number of randomly selected cards as well as any BMV specified cards to be sent on an expedited basis to BMV for quality control and other purposes.

	
	Response
	

	2.4.6.23
	Customer Website
	Solution shall provide a website and a phone option for BMV customers to determine the status of the card production. The website function must be available 24 hours a day, 7 days a week; and maintain a transaction status at a minimum of six months after delivery.

	
	Response
	

	2.4.6.24
	Status Reporting on Line
	Solution shall provide BMV with a robust method of querying and locating cards, and for providing the production status of cards. This function must be available 24 hours a day, 7 days a week.

	
	Response
	

	2.4.6.25
	Status Reporting on Line
	Solution shall track all cards in process from the receipt of the digital images data to the delivery of the card, including returns.

	
	Response
	

	2.4.6.26
	Status Interface
	Solution will transmit production and delivery status of each credential to the BMV System.

	
	Response
	

	2.4.6.27
	Card Reconciliation
	Solution shall reconcile all cards processed against those requested, identify any cards not produced or successfully delivered, and recreate any missing cards. This reconciliation shall be included in the database.

	
	Response
	

	2.4.6.28
	Alerts
	Solution must push an alert to BMV system of any pending transactions that are not completed within a norm as determined by BMV.

	
	Response
	

	2.4.6.29
	Card Carrier 
	Solution must allow the BMV to update the wording of the card mailer up to two (2) times annually (paper the card is attached to for mailing). 

	
	Response
	

	2.4.6.30
	Co-habited Print Farm Space
	Proposed printing and mailing solution must fit in the current space and operate concurrently with current hardware solution.  Vendor will provide their plan for how they will testing hardware in the specified space with no impact to card production with current solution.    Including the compressor and supply vault rooms, the operational area is approximately 2,080 sq. ft. And the office area is approximately 384 sq. ft. for a total of approximately 2,464 sq. ft.  DR site operational area id 500 sg. ft.

	
	Response
	

	2.4.7
	Training
	Requirement

	2.4.7.1
	Print Farm Software/Hardware Training
	Trainers for IN CIPF personnel must include at least one individual who works with the same software/hardware combination in a current production environment for the vendor or a jurisdiction.

	
	Response
	

	2.4.7.2
	Capture, FRS, Gating and CIPF Training Methods
	Training should consist of the most effective methods for the topic and audience (e.g. classroom training, training manuals, job aids, hands-on training, etc.) and electronic training resources (e.g. e-Learning modules for self-study, on-line context-sensitive help facilities, etc.). Training should also provide evaluation of success (e.g. knowledge checks, learner comprehension, quizzes). If applicable, training method should be SCORM compliant so it would be adaptable to ELM for tracking.

	
	Response
	

	2.4.7.3
	Training Approach
	Vendor shall provide comprehensive training for each facet of their solution.  They will coordinate training execution with the BMV Organizational Development and Credential Programs departments. The proposal must identify the various types/levels of training, e.g. user, super-user, system administrator, technical support and the major training topics for each type/level. Training shall be provided for the appropriate business users by area.  Training should also consider users at various levels of learning (e.g. new associates vs. seasoned associates).

	
	Response
	

	2.4.7.4
	Training Materials
	Vendor is responsible for developing all training materials for each specific part of the credential issuance process.  Training materials shall be submitted in electronic form for approval. The vendor will produce one hard copy of a comprehensive operator’s manual. Final training material must be submitted for BMV approval at least 60 days prior to deployment and finalization of the training schedule.

	
	Response
	

	2.4.7.5
	Training Schedule
	BMV will establish a training schedule in consultation with the vendor. This schedule must coincide with the installation schedule.

	
	Response
	

	2.4.7.6
	Training Plan
	Successful vendor will be required to develop a detailed training plan.  The Training Plan needs to consider logistics (markets scattered across the state), inability of associates to participate in long sessions or all at one time.

	
	Response
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