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Technical Proposal
Attachment E

2.4 TECHNICAL PROPOSAL

The Technical Proposal must be divided into the sections as described below.  Every point made in each section must be addressed in the order given. The same outline numbers must be used in the response. RFS language should not be repeated within the response. Where appropriate, supporting documentation may be referenced by a page and paragraph number.  However, when this is done, the body of the technical proposal must contain a meaningful summary of the referenced material.  The referenced document must be included as an appendix to the technical proposal with referenced sections clearly marked.  If there are multiple references or multiple documents, these must be listed and organized for ease of use by the State.

2.4.1 Technical Specifications & Requirements

A. System Architecture – Describe the architecture that was used to develop, and will be used to maintain, the PDMP service, including but not limited to the operating system, development tools, dashboard interface, and database management system.

	



1. System Delivery Requirements

a. Open Source or Open Core Customizable Service – Describe your service’s customization capabilities to meet the State’s needs, including any changes that may be mandated by the Indiana General Assembly.  These changes could include significantly increasing the amount of reported data if mandated by the General Assembly, and also explain how you will accomplish this requirement without increasing the cost to the state.

	



b. Data Collection Format – Describe how your system adheres to PMIX architecture and whether the latest version of ASAP will be utilized.

	



c. Online Availability – Describe how your service will provide a web portal for uploads and end user interaction that is accessible at all times.

	



d. Requesting Reports – Describe how the PDMP service allows registered end users the capability of requesting Rx History Reports on individuals after providing information, which includes, but is not limited to, the individual's first name, last name, and date of birth?

	



e. Describe your experience and ability to provide analytic and connectivity platform solutions.

	



f. Administrator Access – Describe how the PDMP service allows the Administrator to view, manage, and control data within the service such as end users and their accounts, data submitted by upload accounts, and the system settings and permissions within the service itself?

	



g. Application Environments – Describe the PDMP service’s environments, including development, test, and production environments.

	



B. System Display

1. Dashboard Display – Describe and include an example of the PDMP service’s dashboard display, including any configurable display options and administrator access to and ability to control the display.

	



2. End User Display and Access – Describe how the PDMP application allows the end user to: 

a. make a new request for a report;
b. request history/view older reports; 
c. request a report on the account prescriber’s unique DEA; 
d. manual entry/zero report (if applicable, in the case of dispensing physicians); 
e. reset passwords & review account holder information; 
f. test file/upload a file to the database; and
g. manual entry/Zero report (if applicable).

	



C. Search & Grouping Capabilities

1. Describe the PDMP service’s search and grouping capabilities for administrators, including but not limited to, Rx history report fulfillment, manual grouping by administrator, etc.

	



D. System Security 

1. Describe the PDMP service’s overall security systems and capabilities.

	



2. Describe how the PDMP service maintains HIPAA compliance, its firewall protection capabilities, and backup and restoration capabilities.

	



3. SSL Security for Delivery of Reports – Does the PDMP service utilize encrypted with 128-bit Secure Socket Layer (SSL) technology to transmit reports?

	



E. Interoperability

1. PMIX Compliance – Is the PDMP service compliant with PMIX Architecture. 

	



2. Interoperability Compatibility –How is the PDMP service capable of interoperability through one or more of the data sharing hubs, such as the National Association of Boards of Pharmacy’s PMPInterconnect (PMPi) hub, that will allow for data sharing with other state PDMPs, health information exchanges, electronic health record vendors, pharmacy management systems, and any other secure network or application that securely delivers patient health information to healthcare providers?

	



3. NIEM and NCPDP Standards – Is the PDMP service designed so that NIEM standards are used for data exchange and shall employ a translation service or other method which will also allow the use of the NCPDP standard.[footnoteRef:1] [1:  The Office of the National Coordinator (ONC) has chosen NCPDP as the data standard for connecting PDMPs to HIEs, while most states are currently using NIEM as their data standard. ] 


	



F. Support & Maintenance

1. Continual Support – Describe the PDMP service’s regular support and maintenance to ensure that the service will operate properly within its environment, including any future expansion directed by the Indiana General Assembly, which will be considered a maintenance item and shall be implemented at no cost to IPLA or the State (as opposed to modifications).

	



2. Maintenance of PDMP Service – Describe your capabilities to provide annual maintenance, including but not limited to any necessary database tables updates, rolling data from one year to the next, archiving previous year’s data, and any other upgrades and improvements necessary to ensure that the system continues to meet INSPECT standards.

	



3. Support Response – Describe your plans, capabilities and solutions to provide INSPECT staff with technical support and improvement opportunities to enhance the sourcing of operations and efficiency of INSPECT staff and resources.  Also include your overall knowledge, skills, and abilities to improve the, safety and quality of healthcare in Indiana.

	



4. Service Interruption – Describe your plans and capabilities to address interruptions in service or outage of the service.

	



2.4.2 Administrator Accounts

A. Account Management – Describe the PDMP service’s capabilities regarding display and permission controls; password management; registration; registration forms; and security questions.

	



B. Upload Data Management & Compliance – Describe the PDMP service’s capabilities regarding: administrator access to data; administrator access to data collection functions; customizable reports; and report types.

	



C. Communication – Configurable Messaging Options – Describe the PDMP service’s capability to submit mass communication messages to users based on region (county and zip code), organization, last/first name, and user job type.

	



2.4.3 End User Account

A. General Account Functionality – Describe the PDMP service’s capabilities regarding: end user account types; report requesting and criteria; report formats; disclaimers; and restrictions for uploading and functionality.

	



B. Functionality Specific to Prescriber and Dispenser Accounts – Describe the PDMP service’s prescriber and dispenser account capabilities: request capability; prescriber self-lookup; restricted access of prescriber self-lookup; access to multi-state data; delegate accounts and review; sub-account categories; user-led unsolicited reports and access; and direct messaging capabilities.

	



C. Functionality Specific to Law Enforcement Accounts – Describe the PDMP service’s law enforcement account capabilities: individual and DEA number searches; sub-account categories; acknowledgement of investigations; case ID field; and restricted access to multi-state data.

	



D. User-Led Unsolicited Reporting (ULUR) – Describe the PDMP service’s capabilities regarding: forwarding Rx history reports; policy acknowledgments; user-led unsolicited reporting activity history; and user-led unsolicited reporting restrictions.

	



2.4.4 Upload Account

A. Account Functionality & Data Collection

1. Upload Account Access – Describe the PDMP service’s ability to provide an electronic mechanism allowing pharmacies and dispensing physicians to submit prescription data to the service through a unique upload account.

	



2. Acceptable Data Format – Describe the PDMP service’s ability to accept all data sent in the accepted data standards (i.e. ASAP), including all prescription data, which may include controlled substances and non-controlled drugs.

	



3. Manual Entry – Describe the PDMP service’s ability to provide upload accounts with the capability to manually upload a file, enter prescription information or enter a zero report.

	



4. Error Status Reports – Describe the PDMP service’s ability to provide access for upload accounts to view their error reports file statuses and to make and submit error corrections.

	



5. Pharmacy Change Order Request – Describe the PDMP service’s ability to provide a form within the web portal in which an upload account can request a change to data previously reported to the service. This is different than error correction in that this function allows an upload account to make changes to prescription records that were reported successfully without error. 

	



6. Upload Account Sub-Categories – Describe the PDMP service’s ability to support the following upload account Sub-Categories:

a. Retail Pharmacy;
b. Mass Data or Chain Pharmacy;
c. Hospital Pharmacy;
d. Mail Order Pharmacy; 
e. Long-term Care Pharmacy and
f. Non-resident Pharmacy.

	



7. [bookmark: OLE_LINK3][bookmark: OLE_LINK4]Data Submission Methods – Describe the PDMP service’s capability to supporting single file and batch file submissions via the following methods: 

a. Online web portal (within the PDMP service);
b. Manual record entry (within the PDMP service);
c. State-created SFTP portal;
d. Diskette and CD-ROM File; and
e. Automatic extraction from claims network transactions.
	



8. [bookmark: _Toc328131866]Collection of Data from Outside Sources – Describe the PDMP service’s ability to allow for data to be collected and processed from upload accounts and from standard outside data sources including the follow mechanisms:

a. [bookmark: _Toc328131867]External Application Support Data – External data such as NCPDP, DEA, and NDC data is uploaded and utilized by the system to validate and report on prescription data.
b. [bookmark: _Toc328131868]Data Cleansing 
c. Data Validation 

	



9. Upload Account Restrictions – Describe the PDMP service’s ability to provide upload accounts with privileges which will be restricted to performing uploads and correcting errant data, including restrictions on performing patient or DEA number searches.

	



B. Error Correction

1. Describe the PDMP service’s capabilities regarding: error correction access; corrected data inclusion; instructions on error correction; audit trail for error corrections; error status notifications;

	



2. Upload Reports for Administrators – Describe the PMDP service’s ability to allow Administrators, when reviewing a previously uploaded file (or upload attempt) for a given upload account, capability to produce a .pdf report detailing the following:  Upload Date, File Name, NCPDP Number, Total Error Count, and Error Status (outstanding vs. corrected errors).

	



C. Test Run Feature

1. Describe the PDMP service’s ability to provide the following as a part of the test run feature: pre-validation; error notification, export options; error threshold; seamless submission of error free files.

	



D. Other Reporting Methods

1. Manual Entry – Describe the PDMP service’s capability to access and authorize manual entry.

	



2. Zero Reporting – Describe the PDMP service’s capability to access and provide activity summaries for zero reports submitted by account holders that have not dispensed any controlled substances within the statutory reporting period.

	



2.4.5 Reports – Describe the PDMP service’s ability to ensure that all reports are run in and reported by the reporting engine to the web portal in an efficient and timely manner, including the capability to return completed reports in .pdf, .xls, or .csv formats that are configurable by the PDMP Administrator based on user rules. 

	



A. Patient Rx History Report – Describe the PDMP service’s ability to provide to end users on demand Rx History reports in .pdf or .xls format that summarize the following information in accordance with IC 35-48-7-10.1:

1. The prescription recipient’s name;
2. The prescription recipient’s or the recipient representative’s identification number or the identification number or phrase designated by the INSPECT program;
3. The prescription recipient’s date of birth;
4. The national drug code number of the prescription product dispensed;
5. The date the prescription is dispensed;
6. The quantity of the prescription dispensed;
7. The number of days of supply dispensed;
8. The dispensing facility’s NCPDP/NABP number;
9. The prescriber’s United States  DEA registration number;
10. An indication as to whether the prescription was transmitted orally or in writing; 
11. The prescription recipient’s method of payment for the controlled substance dispensed; and
12. The INSPECT disclaimer.

	



B. Compliance Reports – Describe the PDMP application’s ability to generate reports that reflect the following: 

1. Submission History – The PDMP service shall be capable of generating reports which detail data submission history by location or upload account including zero report activity if applicable.
2. Delinquent Reports – The PDMP service shall be capable of generating reports which show pharmacies or upload accounts that are delinquent in reporting. 
3. Errant Records Reports – The PDMP service shall provide reports which detail errors within a file including outstanding errors and corrected errors. The service shall also be capable of providing a summary report of all outstanding errors by location, upload account, or dispensing physician. 
4. Zero Reporting Activity – The PDMP service shall be capable of generating reports which summarize zero reporting by location or upload account and dates of submission. 

	



C. Administrative Analytic & Statistical Reports – Describe the PDMP service’s ability to provide a feature that will deliver the following reports to Administrators, which shall have a configurable date range: patient trends; prescriber trends; audits; diversion prevention; and PDMP service statistics.

	



D. Metric Reports

1. Access to Metric Reports – Describe the PDMP service’s ability to allow Administrators the capability to run field- specific aggregate reports on data within the service, with configurable date range options.

	



2. Report Configuration and Options – Describe the PDMP service’s ability to allow Administrators the ability to create completely customizable and configurable reports which include, but are not limited to, the following: 

a. Morphine mg Equivalent – The PDMP service shall be capable of generating reports that calculate morphine mg totals based on prescription information.
b. Different Schedules – The PDMP service shall be capable of generating reports which reflect the number of doses of the following schedules that were dispensed:

i. Schedule II;
ii. Schedules II and/or III;
iii. Schedules II, III, and/or IV; and
iv. Schedules II, III, IV, and/or V.

	



3. Patient Fills by Schedule – Describe the PDMP service’s ability to generate reports that reflect the number of patients who received prescriptions within the following schedules: 

a. Schedule II;
b. Schedules II and/or III;
c. Schedules II, III, and/or IV; and
d. Schedules II, III, IV, and/or V.

	



4. Drug Type – Describe the PDMP service’s ability to generate reports that reflect statistics and aggregate information on the type of drug dispensed, either by specific drug name (e.g. Oxycodone) or by the following categories: 

a. Pain Relievers;
b. Tranquilizers;
c. Stimulants;
d. Sedatives; and
e. Total.

	



E. [bookmark: IC35-48-7-11.5]Unsolicited Reporting – Describe the PDMP service’s ability to comply with Indiana Statute (IC 35-48-7-11.5), which requires that INSPECT notify prescribers and dispensers of patients who have exceeded a dispensing threshold determined by the Indiana Board of Pharmacy, including:

1. Unsolicited Reporting Capability – The PDMP service shall provide functionality to automatically generate configurable unsolicited reports for individuals who meet a predefined threshold.  (For example, patients who have received prescriptions written by 10 unique prescribers.)

2. Notifying Prescribers and Dispensers – The PDMP service’s Unsolicited Reporting function should allow the capability to automatically generate and send a secure electronic notice to each prescriber and dispenser of an individual that meets the threshold. 

3. Settings and Configuration – The PDMP service shall allow the Administrator access to configurable settings within the Unsolicited Reporting function. 
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