INDIANA DEPARTMENT OF FINANCIAL INSTITUTIONS

CONSUMER CREDIT EDUCATION

CONSUMER FINANCE

UNIT 5

Investment Fraud


INTRODUCTION

There are many perils in the world of investing, some preventable and others not.  All investors must be conscious of the potential for fraud to reduce the risk of falling victim to scams and shady investments.  The most basic thing to remember is that if an investment opportunity sounds too good to be true, it probably is.

KEY CONCEPTS

Investment Fraud:  A Teaching Guide contains learning objectives that focus on:  

· Identify sources of financial information Identify sources of financial information.  


· Examine various types of investment fraud.  


· Analyze fraudulent sales techniques and appropriate consumer actions.
  

· Suggest ways to protect yourself from investment fraud.
Each unit contains learning objectives, background information for teachers and students, suggested activities, overhead transparency masters, student handouts, and worksheets, additional resources and student exercise/s.  The appendix includes sources of additional information and a glossary of terms.

You can successfully manage your money if you have the know-how and the will to set aside some of today's income for the things you will want and need in the future.

Hundreds of classroom teachers have used earlier editions of this guide.  We hope you and your students find it a useful educational tool.

TOPIC 1 (  Scams, Schemes, and Swindles

Objective


· Students will learn the types of investment scams, schemes and swindles.

· Students will research articles on recent stock swindles.

Materials Needed
Reading 1 ( "Scams, Schemes, and Swindles”

Worksheet 1 (  “Readings on Investments”

Directions
1. Give students Reading 1, “Scams, Schemes, and Swindles,” to read and discuss.
2. Have students read and report on current articles on investment fraud and complete Worksheet 1, “Readings on Investments.”
3.  Have students ask adults whether they know anyone who has been a victim of investment fraud.  If so, describe it.  Was the fraud reported?  Could this fraud ever happen to you?
TOPIC 2 ( How Telemarketing Fraud Works
Objective


· Students will learn about telemarketing fraud.


· Students will learn how to stop telemarketing calls.
Materials Needed
Reading 2  (  “How Telemarketing Fraud Works”

Reading 3 ( “How Do Telemarketers Get My Phone Number”
Transparency 1 (  “Fraudulent Sales Callers Have One Thing In Common”

Directions

1. Hand out Reading 2,  “How Telemarketing Fraud Work” to read and discuss.

2. Hand out Reading 3,  “How Do Telemarketers Get My Phone Number” to read and discuss.

3. Show Transparency 1, “Fraudulent Sales Callers Have One Thing In Common”.

TOPIC 3 ( Inside Boiler Rooms
Objective


· Students will learn what a “Boiler Room” is.


· Students will learn characteristics of investment scam boiler rooms.
Materials Needed
Reading 4  (  “What is a Boiler Room”

Transparency 2  (  “Boiler Room Fraud”

Directions

1. Hand out Reading 4,  “What is a Boiler Room,” review and discuss.
2.  Show Transparency 2, “Boiler Room Fraud.”
TOPIC 4 ( Types Of Investment Schemes
                            
Objective


· Students will learn about all the different types of investment schemes.

Materials Needed

Reading 5  (  “Types of Investment Schemes”

Transparency 3  (  “Pyramid Schemes are a Fraud”

Transparency 4  (  “Pyramid Schemes are Illegal”

Transparency 5  (  “Precious Metals And Dirt Pile Scams”

Transparency 6  (  “Insider Trading”

Transparency 7  (  “Business Opportunity Schemes”
Directions

1.  Hand out Reading 5,  “Types of Investment Schemes.” review and discuss.
2.  Show Transparencies 3-7during review and discussion of Reading 5.
TOPIC 5 ( Fraudulent Sales Techniques 

Objective


· Students will learn about fraudulent sales techniques.
Materials Needed

Reading 6  (  “Fraudulent Sales Techniques”

Transparency 8  (  “High-Pressure Sales Tactics”

Transparency 9  (  “Immediate Decision”

Transparency 10  (  “Sounds Too Good To Be True”

Transparency 11  (  “Risk-Free Investment”

Transparency 12  (  “No Written Information”

Transparency 13  (  “We Need Your Credit Card Or Checking Account Number”

Transparency 14  (  “We Pick Up The Money At Your Home”

Transparency 15  (  “You have won a free gift”
Directions

1. Hand out Reading 6,  “Fraudulent Sales Techniques.” 

2. Show Transparencies 8-15,during review and discussion of Reading 6.
TOPIC 6 ( How to Victim-Proof Yourself 
Objective


· Students will learn how to victim-proof themselves.

Materials Needed

Reading 7  (  “How to Victim-Proof Yourself”

Transparency 16  (  “Trust Me.  This Is A Great Opportunity!”

Role Play  (  “Investment Fraud Simulation”

Worksheet 2  (  “A Summer Job - An Ethical Dilemma”

Directions
1. Hand out Reading 7,  “How to Victim-Proof Yourself.” 

2.  Show Transparency 16, “Trust Me.  This Is A Great Opportunity!”

3.  Have students participate in Role Play, “Investment Fraud Simulation.”
4.  Have students complete Worksheet 2, “A Summer Job - An Ethical Dilemma.”
5.  Computer Exercises.  Students can learn more about protecting themselves against 
     investment fraud through the internet.  The Investor Protection Trust (IPT) is an excellent 
     source:  http://www.investorprotection.org.
TOPIC 7 ( Protecting the Investor
Objective


· Students will learn who protects the investor.
Materials Needed

Reading 8  (  “Protecting the Investor”
Student Exercise 1
Student Exercise 2
Answer Key
Hidden Word Puzzle
Additional Resources
Directions

1. Hand out Reading 8,  “Protecting the Investor,” review and discuss.
2.  Invite a law enforcement officer or state securities regulator to speak about types of 
     investment fraud in your area and what is being done to protect investors from fraud.
3.  Give the Student Exercise1 and 2 and discuss any problem areas [See “Answer Key.”]


4.  Hand-out the Hidden Word Puzzle and have students see if they can find all of the 
     words.


5.  Review Additional Resources for additional information available.

ANSWER KEY

 STUDENT EXERCISE 1
1.  False.  People from all walks of life, young, old, rich and poor, have been taken by securities fraud.  Many older people are more vulnerable, but people of all ages and backgrounds have been taken. \

2.  False.  Unscrupulous companies selling fraudulent investments will put "audit statements" in their sales literature.  In reality no audit was done.  This does not stop them from putting in the name of a large well known auditing firm.  They take their chances that no one will check it out.

3.  False.  The prospectus and sales materials of scams are often as attractive, or even more elegant, than those of legitimate investments.  Do not be fooled by slick advertising brochures done with glossy paper.  They may not be worth the paper they are written on.  


4.  True.  Sellers of legitimate investments will comply with state laws and be registered in the states where they are selling.  Those selling scams and fraudulent investments often do not bother to register.

5.  False.  Investment fraud is definitely not new, but the methods to lure customers vary.  As long as investment products have been available to individual investors, a few unscrupulous salespersons have gladly separated trusting people from their money.  

6.  True.  Many work-at-home schemes are fraudulent.  Companies may require from $500 to $5,000 to start up a small home business.  Home based get-rich-quick schemes usually make the seller of the scheme rich, not the person who invests in the business.  Individuals confined to the home, such as people with young children, or invalids, are likely victims.  

Multiple-Choice Questions 
1.  C is correct.  A major sales pitch of the fraudulent investment deal is that the investor will make a high profit in a short period of time.  The word "guarantee" is simply used to gain the confidence of the buyer but is worth nothing.  

2.  C is correct.  Both federal and state laws govern securities.  The federal statutes set certain disclosure requirements.  These disclosures enable buyers to have important information before they make an investment.  State laws require registration and enforce illegal operations that violate state laws.  

STUDENT EXERCISE 2
Short Answer 
Characteristics of sales offers that could be tip-offs that the investment is a scam:  

1.  High-pressure sales tactics 

2.  Need for immediate decision 

3.  Promises that sound too good to be true

4.  Promise of risk-free investments 

5.  No written information - or inaccurate information

6.  Request for your credit card or checking account number 

7.  Offer to pick up your money at your house 

8.  Offer of a free gift or trip
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SCAMS, SCHEMES, AND SWINDLES

Americans lose billions of dollars every year to fraudulent investment schemes that promise a no-risk way to increase your money in a hurry.  Rip-off artists appeal to greed.


Swindlers also exploit fear, the concern about whether or not you will have enough money to meet future living expenses and medical needs.  Fear is a particularly powerful motivator for con artists during times of economic downturn in America.  


The North American Securities Administrators Association, an association of state investment watchdogs, estimates that unwary investors lose $10 billion a year, about $1 million every hour, to investment fraud promoted over the telephone.  Precious metals such as gold and silver, and energy deals such as oil and gas partnerships, are examples of scams promoted by phone.  


It can be difficult to check out investments.  There are no tires to kick and you can't take an investment on a test drive.  Further, the terms of the investment deal may be difficult to under-stand.  Key facts may be left out and false statements are often part of the sales presentation.  To make matters worse, con artists rush investors into giving up their money before they have time to think about whether or not the deal makes sense.  


Those who sell fraudulent products or services are not easy to identify.  They frequently move from city to city and may assume different names.  Many swindlers are expert at what they do, with a real talent for talking people into parting with their money.  They are called con artists because what they do is an art, at least to the extent that it can be difficult to master.

  
A successful con artist will sound and look like a reputable business person.  The swindler's promotional materials may be very slick and professional.  It is this very slickness that makes people become victims of fraud.
Does the average person stand a chance with a swindler?  Yes, but only if she or he allows critical thinking to guide the decision-making process.  When greed or fear are the deciding factors, financial disaster is likely to follow.  

TYPES OF FRAUD


Here is a partial list of some of the more prevalent fraudulent schemes to be aware of:  

Pyramid Schemes  
These are scams in which money from later investors is used to pay earlier investors.  The originators of the plot make off with astronomical returns while those who come later are left with nothing because there are eventually an insufficient number of new investors to pay the existing  

ones.  These scams inevitably collapse because they require exponential growth in the number of participants at each step, which is impossible.  Letters or e-mails that encourage the recipient
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to send money and then pass the message along to a certain number of new targets are a form of pyramid scheme.

Affinity Fraud  
This label is used for scams that target members of a certain demographic.  Targeted groups can include the elderly, certain ethnic or religious groups, or any group delineated by an identifiable quality.  Perpetrators will attempt to portray themselves as members of this group or people who can relate to the members of the group in order to gain trust and eventually money.  Ponzi and pyramid schemes are sometimes combined in this type of fraud.

Boiler Rooms  

Salespeople are hired to call unsuspecting individuals and push investment opportunities.  These high-pressure calls are often used to pitch worthless or nonexistent securities.  These operations typically consist only of a large number of telephones in a single room, giving rise to their name.

Worthless Promissory Notes  
Selling notes that are backed by insufficient or missing assets, con artists convince victims to hand over their money in return for a meaningless promise to repay.  Sometimes these notes are even created in the name of fictional companies.  Older investors are often targeted for these schemes because the notes are talked up to be safe investments with fixed returns.
   

Message Boards  

Unscrupulous individuals may attempt to talk up small-cap stocks on message boards in order to inflate the price and then dump their own shares in the issue.  When the price sinks as a result, the later investors are left with next to nothing, having paid to fill the pockets of the originators of the scam.  These individuals may be share-holders who bought low and will sell once you drive the price up, or they may have been hired to drum up interest for the company's stock.  It is important to take any information gained from message boards or any unknown information source with a grain of salt.  Investment decisions should be based on sound analysis and not hype.  The laws governing this sort of behavior can be quite complex, so, unlike the other scams listed here, comments on message boards are not always illegal. 

Spam 
Spam is unsolicited electronic mail sent to a large number of addresses, usually advertising some product, service, business, web site, scheme, or strategy.  Stock spams are the electronic equivalent of a boiler room sales operation in which someone who doesn’t know you tries to sell you securities, like penny stocks, or puts aggressive—and suspect—messages on an electronic message board to spur your interest in a company.  
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	Name ________________________________ Date _________________________ 

Topic _____________________________ 

	
UNIT 5 - READINGS ON INVESTMENTS 
Read an article or pamphlet on an assigned investment topic and complete the following worksheet.  

1.  Title of Article _____________________________________________________ 

Source ______________________________________  Date__________________ 

Author (if given) ______________________________________________________ 

2.  Write a brief summary of the main ideas of the article or pamphlet.  

___________________________________________________________________ 

___________________________________________________________________ 

___________________________________________________________________ 

___________________________________________________________________ 

___________________________________________________________________ 

___________________________________________________________________ 

___________________________________________________________________ 

___________________________________________________________________ 

3.  Explain why you agree or disagree with the major ideas presented in the article or pamphlet.  

___________________________________________________________________ 

___________________________________________________________________ 

___________________________________________________________________ 

Attach a copy of the article or pamphlet to this page.
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HOW TELEMARKETING FRAUD WORKS
The weapon of choice for most con artists is the telephone.  A phone scammer can use the telephone to contact 100 or more potential victims in a single day.  These swindlers use the phone as a weapon in much the same way that a mugger uses a handgun.  Computers are used to generate special lists of people who may be more likely than others to fall into the trap of a particular investment scam.  

How can you tell a legitimate telemarketing call from the seductive sales pitch of a swindler?  The following are facts about phone fraud:

1.  Most telephone sales calls are made by honest businesses offering legitimate products or services.  
But phone fraud is a multi-billion dollar "growth industry" that involves selling bogus investments.  Everyone who has a phone is a prospect; whether you become a victim is largely up to you.  

2.  There is no way to determine whether a sales call is honest simply by talking with someone on the phone.  
No matter what questions you ask or how many you ask, skilled swindlers have ready answers.  That's why sales calls from persons that you don't know should always be checked out before you actually invest.  

3.  Phone swindlers are likely to know more about you than you know about them.  
They may know your age and income, health and hobbies, occupation and marital status, education, the home you live in, what magazines you read, and whether you've bought by phone in the past.  They assume that you want more income, that you're receptive to a bargain, and that you are reluctant to be discourteous to someone on the phone.  

4.  Fraudulent sales callers have one thing in common:  They are skilled liars and experts at deceit.  
Their success depends on it.  Many are coached to say whatever it takes to get the victim's money.  The callers make hundreds of repetitious calls, hour after hour.  

5.  Phone fraud swindlers are extremely good at sounding as though they represent legitimate businesses.  
They offer investments, describe employment opportunities, and the list goes on.  Never assume 
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you'll know a phone scam when you hear one.  Innovative swindlers constantly devise new schemes.  

6.  The motto of phone swindlers is "just give us a few good mooches." 
Mooch is the term telemarketing scammers use to describe the victim.  Most victims are otherwise intelligent and prudent people.  Sadly, some families lose savings they worked years to accumulate through a 15-minute phone conversation.  

7.  The person who initiates the phone call may be you.  
It's common for phone crooks to use direct mailings and advertise in reputable publications to encourage prospects to make the initial contact.  Just because you phoned for additional information about an investment doesn't mean you should be less cautious about buying by phone from someone you don't know.  

8.  Victims of phone fraud seldom get their money back.  
Despite efforts of law enforcement and regulatory agencies to provide what help they can to victims, swindlers generally take the money and run.  Your best protection is to hang up on strangers who offer something that sounds too good to be true.  
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HOW DO TELEMARKETERS GET MY TELEPHONE NUMBER?
There are several ways telemarketers get your number: 

· If you are listed in the phone book, they simply may have looked in the White Pages.  
   
· Several companies compile national phone directories, available in CD-ROM and computer databases.  These are gathered from local phone books all over the country.
· The phone company and other businesses also publish directories which list people by street address or phone number rather than name.  Telemarketers frequently use these "street address directories" when they want to call specific neighborhoods.  If you are listed in the phone book, you are almost certainly in street address directories, also referred to as "reverse directories." 
   
· Another way telemarketers obtain your phone number is when you inadvertently give it to them.  If you sign up for a contest or drawing, a phone number is usually requested.  Such give-away promotions may have less to do with gifts than they do with obtaining your number for sales pitches.  If you have your phone number printed on your checks, your name, address and phone number can easily be copied and entered into computerized mailing/phone lists.
   
· Automatic dialing devices are able to determine all possible phone number combinations, even unlisted numbers, and dial them much more rapidly than any person can.  
   

· "800", "888" and "900" numbers are another way for telemarketers to obtain your phone number.  When you call these numbers, your phone number may be captured with a system called "Automatic Number Identification" or ANI.  ANI uses equipment which automatically identifies and stores the number from which you are dialing.  By matching your phone number with other computerized lists and street address directories, your name and address can often be discovered and added to marketers' databases.  Not only will the company that captured your number be able to use it, they may sell it to other marketers.  
HOW CAN I STOP SALES CALLS?

It is difficult to completely eliminate sales phone calls.  However, you can dramatically decrease the number of calls you receive by taking the following steps:  


· Sign up for the Direct Marketing Association's (DMA) Telephone Preference Service (TPS) to have your phone number added to the DMA's "don't call" list.  The major 
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      nationwide telemarketers participate in this service.  Send your name, address and 

phone number, including your area code, to: Telephone Preference Service, Direct Marketing Assoc., P.O.  Box 9014, Farmingdale, NY 11735-9014.  The TPS will help reduce sales calls but will not eliminate them entirely.  Participation by telemarketers is voluntary.  In addition, the TPS does not stop calls made by automatic or random dialers.  Your state may also have a “don’t call” list; Indiana does.

· When you are contacted by telemarketers, tell them to put you on their "don't call" list.  Federal law requires them to maintain and honor such lists.  (47 CFR 64.1200; 16 CFR 310).
   

· Screen your calls with an answering machine.  
   

· Get an unlisted phone number.  There are advantages to being listed in the phone book.  But if you are tired of being called by telemarketers, having an unlisted number can decrease the volume of calls considerably.  Phone companies usually charge a monthly fee for unlisted numbers.  To request an unlisted number, call your phone company's business office.  
   

· Your local phone company may offer some "custom calling services" like Caller ID and Call Block which can be used to limit unsolicited calls.  Some private companies also sell special equipment that blocks unwanted calls.  
   

· Call the phone company's business office and request that your listing be removed from the phone company's street address directory.  Also, write or call the major companies that compile street address directories and request that your listing be removed (you should give your name, address, and ZIP code):

Haines & Company, Inc., Criss-Cross Directory, Attn:  Director of Data Processing, 8050 Freedom Ave.  N.W., North Canton, OH 44720.  Phone number:  (800) 562-8262.  Send a letter requesting that your name be removed.  Haines only accepts such requests in writing.  

R.  L.  Polk & Co., Attn:  List Suppression Files, 26955 Northwestern Highway, South Field, MI 48034.  Phone number:  (810) 728-7000.  

· Be aware of ways that you inadvertently release your number.  Don't have your phone number printed on your checks.  Consider providing your work number when you must give a number.  Be sure the requestor has a reasonable need to obtain your number.  
   

· When calling an "800", "888" or "900" number, tell the representative that you do not want your name, address and phone number rented or sold to others.  Also request that they do not call you in the future.  
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ARE THERE ANY LAWS ABOUT TELEMARKETING?

Yes, both state and federal laws regulate telephone solicitations.

In Indiana 

Telephone Privacy List has been established for Indiana citizens to help reduce unwanted telemarketing calls .

Thanks to the passage of a telephone privacy law by the Indiana General Assembly in 2001, Indiana residents can register their home phone numbers on a list that telemarketers must use.  With a few exceptions (charitable organizations who use volunteers or employees to make the calls, newspapers who use employees to make the calls, insurance agents and realtors), telemarketers are prohibited from calling any number on the list.

This program is administered by the Indiana Attorney General’s Office.  Within days of the legislation being passed, the Attorney General’s Office had established a 24-hour, toll-free phone number for Hoosiers to call and place their phone numbers on the Telephone Privacy List.  More than 200,000 Hoosiers have taken advantage of this service, with the first list was effect in January, 2002.

If you want to reduce unsolicited telemarketing calls, join your friends and neighbors in registering for the Telephone Privacy List today!

Register here...  http://www.nxco.net/telephoneprivacy 
Federal laws

There are three major federal laws that regulate telemarketing.  They somewhat overlap.  The Telephone Consumer Protection Act of 1991 (TCPA) focuses on the use of telephone lines, and is regulated by the Federal Communications Commission (FCC).  (47 USC 227; 47 CFR 64.1200) The Telemarketing and Consumer Fraud Abuse Prevention Act deals with scams, and is regulated by the Federal Trade Commission (FTC).  (15 USC 6101-6108; 16 CFR 310) and Telemarketing & Consumer Fraud and Abuse Prevention (15 USC Chapter 87).

Telephone Consumer Protection Act of 1991 (TCPA) 
"Do not call" lists.  The TCPA requires telemarketers to take you off their list if you ask them to do so.  Further, telemarketers must have a written policy for maintaining do not call lists, available upon demand.  (47 CFR 64.1200) If you have received more than one call by or on behalf of the same company in one year, after you have told the company to place your name on the "do not call list," you can:  

Sue the telemarketer in state court (usually small claims court is recommended) to stop such calls and/or to recover a penalty.  The penalty is actual monetary loss or up to $500, whichever 

UNIT 5 — Investment Fraud

Topic 2, Reading 3, Page 4

is greater, for each call received after you requested to be placed on the "do not call" list.  If the court finds that the marketer willfully or knowingly broke the law, the penalty is up to three times the actual monetary loss or up to $1,500, whichever is greater.  The penalty for violations with respect to automatic dialing systems, prerecorded messages and facsimile machines, is $500 or actual damages, whichever is greater.  The penalty for willful or knowing violations is $1,500 or three times the actual damages.  

  

File a complaint with the FCC and request that it take enforcement action against the telemarketer.  

  

Request that the Attorney General in your state file a suit against the telemarketer.  If the Attorney General receives several complaints against the same telemarketer, it may take action against the telemarketer.  

  

Calls by or on behalf of tax-exempt nonprofit organizations are not required to comply with the "do not call" list requirements.  (47 CFR 64.1200) The "do not call" list requirements also do not apply to marketers calling businesses.  

  

Privacy tip:  If you want to take action against a company that continues to call, send a certified letter, return receipt requested, demanding to be placed on the "do not call" list.  Keep a copy of the letter and the return receipt as proof.  Also, keep a log of all calls.  

Restricted hours.  Telemarketers can only make calls to residences between 8 a.m.  and 9 p.m.  unless they have your prior express consent or if you have an established business relationship.  (64 CFR 64.1200)

Fax machines.  A telemarketer cannot use a fax machine, computer, or other device to send an unsolicited ad to a fax machine unless the receiving party has given prior express consent.  Any message sent by fax must clearly mark the following in the margins at the top or bottom of each transmitted page of the message or the first page of each transmission:  the date and time it is sent; the sender; and the phone number (not a 900 number) of the sender or of the sending machine.  Fax machines manufactured on or after Dec.  20, 1992, must clearly mark this information on the first page or on each page of the transmission.  (47 USC 227) Fax modem boards manufactured on or after Dec.  13, 1995, must also follow these requirements.  (47 CFR 68.318) 
   

Recorded messages and automatic dialing devices.  Under the TCPA, a telemarketer cannot place a call to a residence using a prerecorded message unless the called party consents or the call is for emergency purposes.  Calls with prerecorded messages are allowed when they are for noncommercial purposes; from someone with whom you have a prior business relationship; from a tax-exempt nonprofit organization; or when they do not include an unsolicited ad.  

Autodialed and/or prerecorded messages to emergency numbers, hospitals, cellular telephones, pagers, or any service for which the called party is charged for the call are prohibited.  However, they are allowed in emergencies or if the person called has given their prior express consent.  

  

Finally, prerecorded messages are required to state the identity of the business, individual, or other entity making the call at the beginning of the message.  The telemarketer must provide its UNIT 5 — Investment Fraud
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address or telephone number (other than a 900 number or the number of the autodialer or prerecorded message player).  Any prerecorded call made using an autodialer must release your line within five seconds after you have hung up.  (47 USC 227) 

THE TELEMARKETING AND CONSUMER FRAUD ABUSE PREVENTION ACT 
"Do not call" lists.  The Telemarketing and Consumer Fraud Abuse Prevention Act also makes it illegal for a telemarketer to call you after you have requested not to be called.  And it requires telemarketers to keep "do not call" lists.  (16 CFR 310.4) You can sue telemarketers who violate this law.  However, it is more difficult to sue under this law than under the TCPA.  You can only sue in federal court and must show damages greater than $50,000.  If you cannot sue the telemarketer, contact the Attorney General's office or FTC.  They are also given the right to sue telemarketers for violations of this law.  "Do not call" requirements do not apply to nonprofit organizations.  But they do apply to for-profit telemarketing companies providing services for nonprofit organizations if those telemarketers sell goods and services as part of the call.  


Restricted hours.  Telemarketers may only call residences between the hours of 8 a.m.  and 9 p.m.  unless they have the prior express consent of the person called.

    

Disclosures.  Telemarketers must promptly make certain disclosures including:  that it is a sales call; what they are selling; and the identity of the seller.  If the call is for a prize promotion, they must tell you that no purchase or payment is required to win a prize or participate in a prize promotion.  (16 CFR 310.4) Before the customer pays, the telemarketer must disclose the total costs of the goods, any restriction on getting or using them and whether all sales are final or non-refundable.  If the call is for a prize promotion, they must tell you the odds for winning, that no purchase or payment is required to win, and all material costs or conditions to receive the prize.  (16 CFR 310.3)

 
No misrepresentation.  Telemarketers cannot misrepresent any information including the total cost and the quality of any goods or services.  In addition, telemarketers may not make false or misleading statements to persuade you to purchase any goods or services.  (16 CFR 310.3)

   

Checking accounts.  Telemarketers cannot obtain or withdraw money from your checking, savings or similar accounts without your express verifiable authorization.  (16 CFR 310.3) 

15 U.  S.  C.  Chapter 87 Telemarketing & Consumer Fraud and Abuse Prevention AT:  http://uscode.house.gov/DOWNLOAD/15C87.DOC .
Other laws
Automatic Number Identification.  Federal law places restrictions on the use and sale of your phone number when you call an 800 or 900 number.  When you call these numbers, your phone number could be captured by Automatic Number Identification (ANI).  According to regulations UNIT 5 — Investment Fraud
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issued by the Federal Communications Commission, a caller's consent is required before a company can reuse or sell ANI information.  However, a company may reuse ANI information to market a product or service that is directly related to the product or service the caller previously purchased.  (47 CFR 64.1602) 

 

HOW CAN I DISCOURAGE TELEMARKETERS?
Tell the telemarketer to put you on their "do not call" list.  Be sure to keep a log of every time you ask to be put on a company's "do not call" list.  Ask for a copy of their written policy for maintaining "do not call" lists.  We have also found it effective to say, "I never buy anything over the phone.  Please take me off your list." By emphasizing that as a matter of principle you never make a purchase when contacted by phone, many telemarketers will remove you from their list.

FOR MORE INFORMATION
Complaints about telemarketers may be made to:  
Federal Communications Commission, Informal Complaints and Public Inquiries Branch, Enforcement Division, Common Carrier Bureau, Mail Stop 1600A2, Washington, D.C.  20554.  Phone number:  (888) CALL-FCC.

 
Federal Trade Commission, Public Reference Branch, Room 130, 6th Street and Pennsylvania Ave.  N.W., Washington, D.C.  20580.  Phone number:  (202) 326-3128.  You can also call your local FTC office.  

Complaints About Automatic Number Identification May Be Made To  
Federal Communications Commission, 2025 M Street N.W., Washington, D.C.  20544.  

For a "stop the calls" telemarketing kit, send $3 to:  Center for the Study of Commercialism, 1875 Connecticut Ave.  N.W., #300, Washington D.C.  20009.  Phone number:  (202) 332-9110, ext.  393.  The kit contains information, tips and forms to keep track of "do not call" requests.  It also provides advice on taking your complaint to small claims court.

For a $20 annual fee, Private Citizen, a nonprofit organization, will list you in its "do not call" Private Citizen Directory which is distributed twice a year to over 1,400 telemarketing firms.  Call (800) CUT-JUNK.

Zero Junk Mail offers a comprehensive service (fee-based) to help get rid of telemarketing calls.

Junkbusters.  This web service offers assistance in reducing the number of telemarketing calls you receive.
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To report fraud and/or to request information on fraud, contact the National Fraud Information Center at (800) 876-7060.

Note:  The Privacy Rights Clearinghouse does not rent, sell or trade its mailing list with any other organization or company.  Your name, address and phone number are kept completely confi-dential.  
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FRAUDULENT SALES CALLERS 
HAVE ONE THING 
IN COMMON:  


They are Skilled Liars!
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WHAT IS A BOILER ROOM
These are the rooms that contain the furnaces that building operators use to turn up the heat.  The term boiler room also is used to describe the rented office space in which con artists work to turn up the heat on their potential victims.  Characteristics of investment scam boiler rooms are:  

Call people in other cities and states.  This tactic hinders local, state, and federal prosecution; which often requires victims to be in the immediate area.  

Identify potential investors through mooch lists.  These lists are compiled on the basis of such things as magazine subscriptions and mail-order purchases.  Con artists trade among themselves the lists of particularly hot prospects.  

Train salespeople to counter every possible objection.  They are taught to say and do whatever it takes to get the mooch's money.  

Offer sales pitches with slick talk about little or no risk, secret tips, and a high rate of return.  The rate is usually much greater than that from more traditional investment oppor-tunities.  

Demand immediate action.  The last thing a phone swindler wants is for a potential victim to have time to reflect upon the phony investment or, even worse, seek the advice of a knowledge-able third-party, such as an accountant, broker or banker.  Swindlers often push victims to send money immediately.  

Refuse to disclose the street address of the boiler room operation.  Instead, con artists frequently will provide the address of a mail drop.  This decreases the chances of being caught by local law enforcement officials.  

Avoid the U.S.  mails.  Many con artists fear that federal mail fraud statutes will be invoked against them as the result of their schemes.  They commonly resort to alternate delivery methods, including overnight delivery services and couriers sent to the home of the investor to pick up the money.  

Stall suspicious investors who suspect that they have been defrauded.  This process may involve lull letters, in which the promoter of the scam blames the temporary delay in the promised high returns on various factors, including weather, union problems, delayed equipment delivery, labor problems, government red tape, and so on.  Such excuses may provide the con artist with valuable additional weeks or months in which to swindle hundreds of additional victims.  

Pull a disappearing act.  When the heat is on, telephone con artists move on to the next city.  Very often, this will also involve a switch in scams, so someone who is a precious metals salesperson today may be selling $99 round trips to Hawaii next week.  
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	BOILER ROOM FRAUD 
· High-Pressure Sales by Phone 

· Temporary Office Location 
· Sales People Trained to Lie And Deceive 

· High Pay-Offs Promised 
· Con-Artist Takes Money And Runs 
· Investor Never Sees Money Again
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TYPES OF INVESTMENT SCHEMES

 Investment con artists are clever and creative.  They base their scams on the latest political and scientific developments in the news.  For example, a popular investment scam sells stock in a company that is just about to announce a cure for AIDS.  

Some swindlers focus on specific groups, church groups, blacks, Hispanics, doctors, the elderly, and offer pitches tailor-made to the needs and concerns of these audiences.  Still other scams take advantage of economic downturns and employment uncertainty with glowing reports on the earnings of those who buy a franchise or business opportunity.  

Among the types of investment scams consumers are likely to encounter are:  

pyramid schemes 

Ponzi schemes 

precious metals frauds 

stock swindles 

international investing 

affinity fraud 

franchise and business opportunities 

IT'S A SUPER RABBIT—HOP ON THE DEAL

Con artists come up with hare-brained schemes to rip off consumers.  Take the case of Rex Rabbit, in which investors were promised tax benefits and income for betting their savings on a new breed of super bunnies.  First, investors were to get tax breaks for investing in the research to develop the new breed of rabbits.  Second, the pelts of the new rabbits were said to be more luxurious than mink and would be sold for top dollar at New York City department stores.  Third, the meat of Rex Rabbit was to be an exotic gourmet delicacy.  It was rumored that the super rabbit meat would sell for more than $14 an ounce to South Korean mercenaries guarding Saudi Arabian oil fields.  This scam took in over $1 million from investors in the Phoenix area, including a group of airline pilots who convinced each other to hop on the deal.  

PYRAMID SCHEMES 

Pyramid schemes operate on the principle that each member of a group will receive a profit or a cut for recruiting others to join the scheme.  One popular pyramid scheme is the "airplane game" in which new recruits buy in as passengers for $100 and are then told that if they bring in new investors they will be able to move up to flight crew, co-pilot, and finally pilot.  At that point they will receive $1,000 or more.  In another variation on the pyramid scheme, investors buy one gold coin for $50 and are told that, when they reach the top of the pyramid, they will get five gold coins valued at $250.  
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Pyramid investment scams should not be confused with legitimate sales organizations that recruit to expand their sales staff.  A characteristic of legitimate sales services is that the emphasis is on the sales of tangible, usable products rather than simply on recruiting new salespeople.  The hallmark of illegal pyramids schemes is that participants receive payment for recruiting new members of the sales force rather than for selling products.  

The problem with pyramid sales schemes is mathematical.  There simply are not enough potential participants in the whole world to keep pyramids growing steadily for even a few months.  Danger signs of pyramid scams include:  

· promise of sky-high profits for a small amount of effort 


· payment of a membership fee to participate in the scheme 


· products have a high price compared to similar products 


· unrealistic claims about product quality or performance 


· sellers and buyers are expected to recruit new sellers and buyers to keep the pyramid growing 

WELCOME TO "CRUD FARMS" 


It may not sound like much of a greeting, but 10,000 investors in Texas and the Midwest were swindled by it.  These consumers lost tens of millions of dollars to promoters who charged $40 for packages of milk culture under name of Culture Farms.  The promoters said they planned to produce Cleopatra's Secret, a major new perfume that used the milk product as an ingredient.  Investors were told to grow the milk culture in kitchen refrigerators and then present the containers for repurchase by Culture Farms at a guaranteed price.  The perfume never material-ized and before investors figured out that something smelled wrong more than $100 million in hard-earned savings were gone.  

PONZI SCHEMES 

Ponzi schemes are a type of pyramid scheme named for Charles Ponzi, who duped thousands of New England residents into investing in a postage stamp speculation scheme.  Ponzi determined that it was possible to take advantage of differences between U.S.  and foreign currencies used to buy and sell international mail coupons.  

Ponzi told investors that he could provide a 40 percent return in just 90 days compared to a measly five percent for bank savings accounts.  Ponzi was deluged with funds from investors, taking in $1 million during a single three-hour period.  Though a few early investors were paid off in order to make the scheme look legitimate, an investigation found that Ponzi had only purchased about $30 worth of the international mail coupons.  
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Ponzi worked in the 1920's, but to this day, the Ponzi scheme continues to work on the rob-Peter-to-pay-Paul principle, as money from new investors is used to pay off earlier investors until the whole scheme collapses.  In one case, a con artist now serving 12 years in prison told investors that he could buy Mexican pesos for a fraction of their face value and then convert them at full value back into U.S.  dollars.  Victims in this scheme included members of Kansas churches and Texas motorcycle gang members.  The swindler behind the pesos scam took in $27 million, promising investors phenomenal returns of 12 percent weekly 600 percent a year! 

Ponzi schemes often have the following characteristics:  

· The promoter promises very large returns on an investment, such as "double your money in 60-90 days.

· A "can't lose" scheme for making money that others have overlooked. 

· Payments are made to a few early investors to prove that the investment isn't crooked.

· These fortunate few are known as songbirds, since they sing the praises of the scam to others, bringing in new victims eager to make the same kind of generous returns.  

The Ponzi scheme collapses when the number of previous investors seeking a return exceeds the number of new investors bringing in additional money.  

The Ponzi of Rock and Roll 


Charles Ponzi's investment scam may seem like ancient history, but it is kept fresh by new generations of swindlers, including the Ponzi of the rock and roll generation.  

One Ohio teenager realized that he could use other people's money to buy rock concert tickets and then turn around and "scalp" them for a 40-50 percent profit or even more.  So, the Ohio youngster rounded up his friends to stand in line and buy rock tickets and then scalp them.  At first, he ran his business out of the back of a van, but as the word spread, the Ohio youth soon raked in millions of dollars! 

When the bubble of this modern-day Ponzi scam burst, the youth would have had to buy every rock concert ticket in Ohio and all surrounding states in order to keep paying out the promised returns to investors.  This guy's friends, and their friends, lost money on this scheme.

PRECIOUS METALS FRAUDS 

Precious metals always have attracted investors.  Such tangibles as gold and silver seem particularly appealing to investors during uncertain times.  Con artists urge jittery investors to put their savings into something they can hold on to, as opposed to paper investments such as stocks and bonds.
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Examples of precious metals schemes include:  

Coin swindles.  Swindlers may sell consumers coins that are said to be graded at a higher quality level than is actually the case.  Often, these coins are delivered in poor condition or are never sent at all.  

Gold mining schemes.  How does gold, silver or platinum at dirt-cheap prices sound?  That is the promise of swindlers who claim to be able to sell precious metals directly from mines.  Claims are made that a new technology will be used to recover microscopic gold that other firms have not been able to retrieve.  Regulators sometimes refer to these schemes as "dirt pile" swindles involving promises of "no-see-um" gold, since investors never see the promised precious metals.  All they get for their money is dirt.  

Bullion deals.  How can swindlers avoid delivering when they promise gold bars?  One popular stalling tactic:  con artists will offer bullion storage services, where a consumer supposedly buys precious metals in bullion form, and then has them stored in a vault.  This is an open invitation to fraud.  In one major scam, con artists simply pocketed millions of dollars of investor funds and never bothered to buy the gold.  

Another popular bullion scheme is bank-financed precious metals or leveraged precious metals.  A consumer pays 20 percent of the total cost of gold and then finances the rest, including a heavy dose of interest, storage fees and loan brokering charges.  Con artists lie about having connections with major, reputable banks for loan and storage purposes.  They simply pocket the money of investors and never buy or store the gold, silver or platinum.  

ALL THAT GLITTERS 

The two brothers had a fancy office building and offered a seemingly sound and straightforward way for investors to make money:  "Instead of buying gold outright and holding it for appreciation, investors could make a small investment that the firm would use to secure financing for much larger quantities of gold, which would be bought and held in the investor's account.  That way, when the price of gold rose as was "sure to happen" investors would realize highly leveraged profits.  

The company provided storage vaults where investors could view the wall-to-wall stacks of glittering bullion.  By the time authorities caught up with the brothers, the only gold was the color of paint on the cardboard used to construct look-alike bars of bullion.  

The vault filled with phony gold proved easier to find than the millions of dollars of investors' money.  Most of that is still missing.

STOCK SWINDLES

Stock swindles pose a major threat to consumers.  In the late 1980s small investors lost $2 
UNIT 5 — Investment Fraud

Topic 4, Reading 5, Page 5

billion in scams involving penny stock, so-named because the shares sell for less than $3.  A stock swindler may claim that a company has developed a cure for AIDS or is about to announce a huge business deal that will cause its stock to double or triple in value.  

A penny stock example:  con artists convinced investors to put millions of dollars into a company that claimed to have developed a breakthrough technology a self-chilling beverage can that would eliminate the need to store soda and other liquids in a refrigerator.  When this deal failed, small investors saw their money go down the drain! 

INSIDERS ONLY


Beware of a broker who tells you that he or she has a secret to share that will make it impossible for you to lose money.  If this is such a hot tip why would a complete stranger call you?  Trading on the basis of inside information is against the law.  From an ethical standpoint, insider trading jeopardizes the free market where prices move up and down based on information available to all parties.  

Con artists know that everyone is concerned about losing their money to a swindler.  How do they address this issue?  One way is to impress a potential victim with their connections and access to special information that makes success inevitable.  One such scheme told investors they were chosen from a select group of active investors and financial experts to be a part of the world's most exclusive investment organization.  Investors were lured with promises of a con-stant flow of secret financial information that would create wealth and financial security.  

Sound good?  Even if it was true, it would be illegal, since trading on the basis of such inside information violates federal law.  

INTERNATIONAL INVESTING

International investing is a fast growing area of interest for U.S.  investors and con artists are not far behind.  With the rapid pace of political and economic changes overseas and the strong performance of many foreign stock markets, many American consumers are investing some of their funds abroad.  Con artists have responded by offering scams with an international flair.  In one recent case, a Washington state con artist fleeced 400 investors out of $7 million by promising 30-40 percent returns on certificates of deposit and other investments through a bank in the Marshall Islands.  After the swindler fled the United States, investigators found that the bank existed only on paper and that its sole officer was a Marshall Islands gasoline station attendant who was instructed to go to the post office, pick up investors' checks and then re-mail them to the con artist back in Washington state.  

Even when U.S.  investors deal with legitimate investment opportunities overseas, they remain vulnerable to such factors as loose or nonexistent investor protection regulation, currency fluctuations, limited opportunities to pursue grievances and political instability in some nations.  Savvy investors will exercise extreme caution before putting money into any foreign investment situation.  
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AFFINITY FRAUD

Affinity fraud is the term used to describe investment schemes that prey upon members of identifiable groups, including religious communities, the elderly, blacks, Hispanics, and professionals, such as lawyers, doctors and even teachers.  (Affinity is a word used to describe things that are attracted to one another, are similar to one another, or belong together.) Con artists promote affinity scams that exploit the sense of truth and friendship that exists in groups of people who have something in common.  For example, 1,000 immigrants from El Salvador recently saw $6 million of their savings wiped out in a phony investment bank that promoted itself exclusively to Hispanics in the Washington, D.C.  area.  

Con artists recognize that the tight-knit structure of many groups makes it less likely that a scam will be detected by regulators and law enforcement officials, and that victims will be more likely to forgive one of their own.  Affinity fraud also poses a danger since it undercuts the usual warnings about investment schemes promoted by strangers.  In these cases, the fraud may come to a consumer's attention as the result of a contact from a friend, colleague, or someone who inspires a bond of trust.  

A warning:  Swindlers who promote affinity fraud schemes will enlist respected leaders within a community or group to spread the word about an investment deal.  So, the key to avoid being a victim in an affinity scheme is to check out everything—no matter how trustworthy the person is who brings the investment opportunity to your attention.  

FRANCHISE AND BUSINESS OPPORTUNITIES

Franchises and business opportunities address the dream of many Americans to be their own boss.  In fact, legitimate franchise operations may soon account for a majority of all retail sales made in the U.S.  Unfortunately, con artists realize that the desire of many Americans to own their own business may make these investors less cautious when it comes to evaluating franchises and business opportunity deals.  Such investments may be promoted on the basis of the fear of losing a job or general uneasiness about the economic situation.  

Ads for fraudulent business opportunity schemes may appear in otherwise reputable television programs, newspapers and magazines.  Investors incorrectly assume that since the media outlet is reputable, the advertisers are as well, not realizing that the media may not screen its advertisers.  Ads for frauds often offer high income to the person who will invest enough to cover individual start-up costs, ranging from $50 to several thousands of dollars.  The only people who make money are the swindlers who receive the start-up investment money.  
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	PYRAMID SCHEMES ARE A FRAUD

	[image: image3.png]




	· One Person Recruits 6 Friends 
· Those 6 Recruit 6 More Friends 
· A 9-Level Pyramid Involves 10,000,000 Friends 

· Almost Everybody Loses 
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	PYRAMID SCHEMES ARE ILLEGAL

	Levels
Number of Participants
1 
2 
3 
4 
5 
6 
7 
8 
9 
10 
11 
12 
13
6 
36 
216 
1,296 
7,776 
46,656 
279,936 
1,679,616 
10,077,696 
60,466,176 - U.  S.  Population
362,797,056 
2,176,782,336 - World Population
13,060,694,016
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	PRECIOUS METALS AND DIRT PILE SCAMS

	· Promoters bamboozle investors with mumbo-jumbo about secret methods for refining precious metals 

· Investors put money in non-existent or low-producing mines 

· All they get for their money is dirt 
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	INSIDER TRADING

	Secret Information to Help 
You Make a Lot of Money 

	


	

Trading Based on
Inside Information
is Against the Law
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	BUSINESS OPPORTUNITY SCHEMES
· Appeal to Being Your Own Boss 
· Promise High Income 

· Requires High Start-Up Costs 
· Only the Swindlers Make Money 
· Unemployed People are Often Victims 

	[image: image4.png]




	


UNIT 5 — Investment Fraud

Topic 5, Reading 6, Page 1

FRAUDULENT SALES TECHNIQUES

The con artists who push investment scams use a wide variety of tricks to get victims to part with their money.  Some of the most commonly used tactics are listed below, along with suggested consumer actions.  

1.  High-pressure sales tactics.  

Consumer Action:  Hang up.  Fraudulent telephone sales people do not respect your privacy or your right to say no.  They may first try to flatter you and appeal to your interests or concerns.  Then, if you do not invest, they may try to make you feel dumb for not recognizing a good opportunity when you see one.  You may be accused of being stupid or unconcerned about the future of your family.  

2.  "Decide now before the opportunity is gone." 

The sales person puts pressure on to buy now.  Tomorrow will be too late.  The deal is only good for today.  This opportunity will not last.  

Consumer Action:  Hang up.  Refuse to be pressured.  Do not make impulse decisions.  Life's real opportunities rarely appear or disappear in a day.  Remember that a con artist tries to get your money before you have time to stop and think—or ask the advice of a third party.  

3.  Promises that sound too good to be true.  

The caller mixes plausible statements with plenty of false promises, hoping you will fall for the swindle.  

Consumer Action:  Hang up.  If it sounds too good to be true, it probably is.  Keep in mind that a con artist will tell you whatever he or she thinks it will take to close the sale.  Ask to have all claims on paper.  Wait to inspect and check out these documents before making a decision.  Get the advice of experts, such as a lawyer or accountant before proceeding.  

4.  "The investment is risk-free." 
Consumer Action:  Hang up.  All investments have risk.  Only savings in insured financial institutions and government securities are insured.  Any claim to the contrary by an investment promoter is a "red flag" warning of a scam.  
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5.  "There is no time to provide written information and references." 

Consumer Action:  Tell the caller that you must have printed information in order to ask your attorney or financial advisor for an opinion.  This is usually enough to stop the swindler.  But even if you get material in the mail or by an overnight delivery service, keep in mind that slick brochures and glowing testimonials can be filled with falsehoods and distortion.  

6.  "We need your credit card or checking account number." 

The caller may claim to need your credit card or checking account number in order to verify that you are a reputable consumer, or to show your good faith in this special deal.  

Consumer Action:  Hang up.  The swindlers want your credit card number so they can make fraudulent purchases with your card information.  Refuse to give financial information, or credit card or checking account numbers over the telephone, other than to legitimate businesses whom you know and trust.  Never give personal financial information over the phone to strangers.  

7.  "We will pick up the money at your home." 

The caller wants to get your money before you change your mind.  By picking up your money the swindler can avoid prosecution under postal fraud laws.  

Consumer Action:  Hang up.  The swindler is trying to force you to act without having time to consider your decision.  Get the promotional information in writing, check it out and then make up your mind.  

8.  "You have won a free gift or trip." 
Consumer Action:  Hang up.  Scam artists know that most people enjoy receiving something for free.  The free gift or trip is a sales gimmick often used in real estate investment scams.  Remember that "there is no free lunch," particularly when it comes to investing.
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	HIGH-PRESSURE SALES TACTICS

	· Sales person does not respect your right to say no 

· Makes you feel stupid if you are not interested in the offer 

	


	

CONSUMER ACTION
HANG UP!
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	IMMEDIATE DECISION
· Seller puts pressure on to buy now 
· Tomorrow will be too late 

	


	

CONSUMER ACTION
REFUSE TO BE PRESSURED.  
CHECK IT OUT.  
DO NOT MAKE IMPULSE PURCHASES.
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	SOUNDS TOO GOOD TO BE TRUE
Caller mixes believable statements with false promises 

	


	
CONSUMER ACTION
ASK TO HAVE ALL CLAIMS ON PAPER.  

GET THE ADVICE OF EXPERTS.  
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	RISK-FREE INVESTMENT
· All investments have risk 

· Only savings accounts in insured financial institutions and government securities are insured 

	


	
CONSUMER ACTION
HANG UP.  THE PROMISE OF RISK-FREE INVESTMENT IS A RED-FLAG WARNING OF FRAUD.
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	NO WRITTEN INFORMATION
· Seller says there isn't time, or printed material isn't available yet 

	


	
CONSUMER ACTION

INSIST ON WRITTEN INFORMATION.  CHECK WITH EXPERTS.  

EVEN SLICK BROCHURES CAN BE FILLED WITH LIES AND DISTORTION.
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	WE NEED YOUR CREDIT CARD OR CHECKING ACCOUNT NUMBER
· Caller needs your number as an "expression of good faith" or to verify that you are a reputable consumer

	


	
CONSUMER ACTION
HANG UP.  

REFUSE TO GIVE CREDIT CARD OR CHECKING ACCOUNT NUMBERS OVER THE PHONE OTHER THAN TO LEGITIMATE BUSINESSES WHOM YOU KNOW AND TRUST.
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	WE PICK UP THE MONEY AT YOUR HOME
· The caller wants your money before you change your mind 
· Avoids prosecution under mail fraud laws 

	


	
CONSUMER ACTION
HANG UP.  

GET PROMOTIONAL MATERIALS IN WRITING AND CHECK IT OUT.
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	YOU HAVE WON A FREE GIFT
· Everyone likes to get something free 

· You have to send money before you get the free gift 
· The gift is usually worthless 

	


	

CONSUMER ACTION
HANG UP.  DO NOT SEND MONEY.
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HOW TO VICTIM-PROOF YOURSELF

Most people find it hard to believe that they could end up as a victim of investment fraud.  "I would spot a scam immediately," they say, or "I am too smart to be cheated out of my hard-earned savings." But never underestimate the ingenuity of people who make their living by fast-talking other people out of their money.  Career investment swindlers are very good at their work and know just how to snare even the most reluctant mooch.  Con artists take great delight in pulling the wool over the eyes of an investor who is 100 percent confident that he or she could not possibly be hoodwinked.  The savvy consumer stays alert to the possibility of fraud and recognizes his or her susceptibility to appeals to the emotions of fear and greed.  

Anyone who has the emotions of fear and greed—and that is nearly everyone—can be the victim of an investment swindle.  Victims of fraud come from all walks of life.  They can be rich or poor, young or old.  Professional people can be swindled along with those who are less well educated.  People who are especially vulnerable are those who are known to have money to invest and are on fraudulent operators' mooch lists.  Older people living alone are likely victims, since they are likely to own their home outright or have substantial equity in it.  Many people are at risk simply because they lack information about investment choices and are unaware of how to spot and avoid common investment scams.  

STEPS TO TAKE TO PROTECT YOURSELF:  
Take a breather.  Never invest merely on the basis of a sales pitch.  Get the written information and evaluate it.  

Remember that the person on the other end of the phone is a salesperson, even if he or she is a broker, financial counselor, or has some other impressive title.  The first priority of people who sell investments is not your financial future, but rather to make money for themselves and their employers.  This does not mean that all people who promote investments are dishonest, just that their goals may not be the same as your own.  

Know the deal.  Read the material.  Seek the counsel of someone who knows more than you do about investing, such as a broker, accountant, banker or a friend who has enjoyed some success in investing.  

Check out the salesperson and firm.  For securities investments, before conducting business with a brokerage firm or a salesperson, take the time to investigate their regulatory background by calling NASD Regulation's Public Disclosure hotline at 800-289-9999.  For futures investing, call National Futures Association's Disciplinary Information Access Line.  This NFA public service may be accessed at no cost by calling 800-676-4NFA.  

Stick with investments you understand, particularly when it comes to their potential risks or rewards.  Do not get caught in the trap of trusting a salesperson who claims to understand it all UNIT 5 — Investment Fraud
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and promises to take care of you.  

Do not sign papers you have not read or do not understand.  Do not sign forms which have not been completely filled out.  Have a lawyer or another knowledgeable person look at any agreement about which you have questions.  

Be skeptical.  Ask questions about the nature of the investment.  Where exactly is your money going?  How much will the salesperson get in fees and/or commissions if you invest?  What is the track record of the investment?  Don't sit still for mumbo-jumbo or double-talk.  When it comes to your life savings, the only dumb questions are the ones that you do not ask.  

Ethics and Fraud.  Ethical views reflect beliefs about right and wrong.  These broad standards of behavior help shape the rules we use to live together in society.  Fairness and freedom are two ethical views that are violated when investment fraud occurs.

Investment fraud deceives a person by misrepresenting truth.  It is lying.  It is unfair.  It is theft.  It restricts the freedom of fraud victims as it robs them of their money.  Fraud operates in an environment of dishonesty, greed and laziness.  When we allow fraud to exist, we live in a world that is less fair, less free than it would otherwise be.
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	TRUST ME.  THIS IS A GREAT OPPORTUNITY
· We would not cheat you 

· We have your interests in mind 
· Do not miss this chance to make money 

	


	Greed or fear.
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INVESTMENT FRAUD 
A SIMULATION


INSTRUCTIONS FOR TEACHERS 
Grade Level  ( High school, college, adult education 

Equipment  ( Two telephones (real or imaginary) and Two chairs at opposite ends of a table 

Class Time   ( 30 minutes, including debriefing discussion 

Objectives   ( Participants will:  

Experience how it might feel to be the victim of a fraud, and to be the swindler.  

Recognize warning signals of investment fraud.  

Discuss ethical views of fairness, freedom, virtue and social good as reflected in investment fraud.  

Summary   ( A telemarketing salesperson tries to sell fraudulent investment units in a non-existent gold and silver mine.  The high-pressure salesperson guarantees the investor a 300 percent return on the investment within six months.  The problem is that the salesperson is lying.  

The simulation has two endings:  


First Ending:  A trusting consumer lost $10,000.  


Second Ending:  A savvy consumer did not invest, but rather reported the incident to the authorities.

Prepare for the Simulation


1.  Review with the class the warning signals of fraudulent investment schemes as discussed in Topic 5.  


2.  Select three participants with drama skills.  

narrator 

swindler — Tim Thayer 

mooch — Mrs.  Johnson 

3.  Give the three participants time to plan what they want to say in their role playing.


4.  Following the first ending, conduct a debriefing session with the entire class.  


Use Worksheet   (  Debriefing Session Discussion Questions and other questions generated by the group.  


5.  Describe how it might feel to be the victim and the swindler.  


6.  Have participants role play the second ending.  Discuss with the entire class the responsibility of consumers to have a healthy skepticism of deals that sound too good to be true.  

7.  Summarize the ethical views of fairness, freedom, virtue, and social good related to this simulated investment fraud situation.  
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	Name _________________________________ Date _______________________

	

A SUMMER JOB ‚ AN ETHICAL DILEMMA 

Suppose you were offered a summer job where you could earn $500 a week as an investment telemarketing salesperson.  
1.
Would you accept the job without question?  
_____Yes _____ No
2.
Would you accept the job only if the business can show that the operation is honest and fair?  
_____Yes _____ No
3.
How could you find out whether the business is honest and fair?  
4.
What if your best friend works for this company and recommends you for the job?  Would this change what you would do?  
5.
What if you learn that the firm encourages its employees to sell investment products even when these products are not in the best interests of the investor?  Would you still accept a position with this firm?  Why or why not?  

6.

What if you desperately need a summer job and you have no other job offers?  Would this change what you would do?  Why or why not?
7.
What if you accept the job and work for three weeks, then you learn that the state securities regulator is investigating the firm.  What would you do?  
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PROTECTING THE INVESTOR

Considerable state, federal and self-regulatory agency resources are spent to combat investment fraud.  State and federal regulators have police and other authority to use court and administrative actions to stop scams.  Industry self-regulators, such as the NASD and the National Futures Association, oversee the conduct of their members and impose discipline when necessary in cases of abuse or fraud.  

"Blue sky" laws refer to state investment regulations that govern how and by whom securities are marketed in that state.  These laws promote full and fair disclosure, which helps to protect investors.  The term "blue sky" refers to the state's desire to prohibit schemes so insubstantial as to be worth nothing more than a patch of blue sky.  

FEDERAL SECURITIES REGULATION

Federal securities regulation focuses on the broader issue of how the stock market works on a national and international basis.  Two federal securities laws were enacted in the early 1930s.  A major impetus behind these two laws was the stock market crash of 1929 and the abusive practices that led to the crash.  

The Securities Act of 1933 is known as the "truth in securities" law.  It has two basic objectives:  

to require that investors be provided with information concerning securities offered for public sale 

to prevent misrepresentation, deceit, and other fraud in the sale of securities.  

As a result of this law, securities, that are not exempt, must be registered with the Securities and Exchange Commission (SEC).  Registration is intended to provide adequate and accurate disclosure of facts concerning the company and the securities it proposes to sell.  

Investors who purchase securities and suffer losses have important recovery rights under the law if they can prove that there was incomplete or inaccurate disclosure of material facts in the registration statement or prospectus.  Investors who think they might have a case under this law should contact their state securities regulator.  

Registration of securities does not prevent the sale of stock in risky, poorly managed, or unprofitable companies.  Nor does the SEC approve or disapprove securities on their investment quality.  While the Securities Act of 1933 offers some consumer protection, the burden of making sound investment choices remains with the investor.  

The Securities Exchange Act of 1934 created the Securities and Exchange Commission and spells out the SEC's licensing and other regulatory duties.  The power extends to the over-the-counter markets as well as the stock exchanges.  
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The 1934 law also prohibits insider trading which is the misuse of confidential information that is not available to the general public.  An example of such misuse is to buy or sell securities (or tell others to buy or sell) to make profits or avoid losses before such information is generally available to all shareholders.  

The SEC has brought civil actions in federal court against persons who violate the insider trading prohibition.  The Insider Trading Sanctions Act of 1984 allows fines up to three times the profit gained or loss avoided by fraudulent use of non-public information.  

Security Investors Protection Act of 1970.  This act established the Security Investors Protection Corporation (SIPC), which is similar in its operation to the Federal Deposit Insurance Corporation which insures deposits in financial institutions.

The SIPC statute provides reimbursement of customer losses in the event of financial failure of a brokerage firm which is a SIPC member.  It provides no protection for a decline in the value of securities due to economic conditions or fraud.  The limits of SIPC coverage are up to $400,000 in securities per customer and up to $100,000 in cash for a total not to exceed $500,000 for any one customer with any single firm.  

Commodity Futures Trading Commission (CFTC).  This agency of the federal government is similar to the SEC.  It regulates futures contracts and the trading of commodities on boards of trade which are similar to stock exchanges.  

SELF-REGULATORY ORGANIZATIONS (SROS)


The SEC delegates significant regulatory authority to a number of SROs.  These SROs include the National Association of Securities Dealers (NASD), the New York Stock Exchange (NYSE), the American Stock Exchange (Amex), a number of the regional stock exchanges, and five options exchanges.  The SEC oversees the SROs using authority it has been granted by congress.  All SROs rules and regulations must be approved by the SEC before they can take effect.  

Self-regulatory organizations are bodies that provide a means for the equities and futures industries to assume part of the responsibility of policing themselves.  The two main SROs are the National Association of Securities Dealers and National Futures Association, which are monitored by the SEC and the CFTC, respectively.  

Among the responsibilities of the SROs are to:  

· establish rules governing trading and other activities 

· set qualifications for industry professionals 

· oversee the conduct of their members 

· impose discipline in instances of unethical or illegal behavior 
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The National Association of Securities Dealers regulates The Nasdaq Stock Market and the vast over-the-counter (OTC) market.  The NASD has exclusive SRO regulatory jurisdiction not only over Nasdaq and the OTC equity markets, but also over members' activities in the areas of corporate debt, mutual funds, municipal securities, limited partnerships, and variable annuities.  For its more than 5,200 broker/dealer members, the NASD has authority to monitor sales practices, which it carries out through its field inspection programs.  The NASD also has regulatory responsibilities in testing, registration, and licensing of securities industry profess-sionals.  

The National Futures Association is the industry wide SRO for firms and individuals that conduct futures business with the public.  

In addition to regulators and the industry, there are other public and private organizations that may become involved in cases of investment fraud.  The Better Business Bureau (BBB) system provides reliability reports on companies and also records consumer complaints.  The complaint-handling effectiveness of the BBB increases when consumers complain immediately upon suspicion of fraud.  The Bureau system is one source of information for consumers who want to check out a person who offers an investment deal.  

LIMITED CONSUMER PROTECTION 


Crooks invent scams that fall between the various laws and remain out of the reach of regulators.  There is the practical problem of gathering evidence about a scam which originates a long distance away from where the loss actually occurs.  There are jurisdictional problems.  Which agency should pursue the investigation?  The victim's state?  The swindler's state?  The federal government?  Some combination of these?  

The quick and easy portability of a swindling operation severely limits the effectiveness of the law enforcement response.  Often, by the time the rip-off is discovered, the crooks have closed up shop, moved down the road and reopened under a new name.  The problem is so massive that even vigorous, well-staffed, well-coordinated law enforcement efforts can only make a dent in the problem.  

On the other hand, regulators can and do cooperate to stop some scams.  In one recent fraud case a swindler was caught and jailed by a cooperative posse of local and state securities regulators, members of the U.S.  Office of the Attorney General, the U.S.  Postal Service and the Internal Revenue Service.

UNIT 5 — How Financial Markets Work
Topic 7, Student Exercise 1

STUDENT EXERCISE 1
DIRECTIONS:  Read each statement carefully and mark in the blank a T for True or 

                         F for False.  

____ 1.  Mainly middle class people get taken by securities fraud.
____ 2.  A statement in the sales literature by a well known auditing firm that says "We have 
               reviewed the financial figures and find them to be in order" is good evidence that the 
               investment is legitimate.
____ 3.  Informed consumers can easily recognize the differences between people who sell 
                fraudulent investments and those who are legitimate business people.



____ 4.  Most states have laws requiring people who sell investments to register with a state 
              agency.
____ 5.  Investment fraud was uncommon in the United States prior to the 1960s.  
____ 6.  A work-at-home plan that requires start-up money from the investor is likely to make 
             more money for the person who sells the plan than for the investor.
Multiple Choice 
Circle the letter which answers the question correctly.
1.  Which of the following statements is characteristic of securities fraud?  


A.  salesperson provides accurate and complete information 
B.  salesperson is usually a local person, known to the family 
C.  salesperson guarantees that the investor will make high profits
D.  salesperson does not pressure for a quick decision

2.  Securities sales are governed by:  


A.  Texas law 
B.  federal law 
C.  both state and federal law
D.  industry self-regulation only

Name___________________________________________Date___________________
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STUDENT EXERCISE 2
DIRECTIONS:  Read statement carefully and give a short answer.
List four characteristics of investment sales offers that could be tip offs that the deal is a scam.  

1.   __________________________________________________________________ 

2.  __________________________________________________________________ 


3.  __________________________________________________________________ 


4.  __________________________________________________________________ 

Name___________________________________________Date___________________

HIDDEN WORD PUZZLE
Can you find and circle the hidden words?  They read up, down, across, forward, backward, and diagonally.

	F
	R
	E
	E
	L
	P
	G
	N
	I
	D
	A
	R
	T

	O
	R
	I
	L
	L
	E
	G
	A
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	E
	I
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	E

	O
	A
	A
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	D
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	E
	I
	Z
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	O
	P
	L

	T
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	N
	A
	P
	I
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	A
	G
	O
	L
	D
	V
	I
	G
	O
	R
	E
	O
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	P
	Y
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	M
	I
	D
	W
	B
	A
	R
	N
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	B
	A
	S
	K
	E
	C
	O
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	E
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	O
	E
	M
	O
	C
	T
	S
	D
	E
	O
	Y
	A
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	I
	M
	A
	T
	I
	I
	L
	E
	M
	T
	O
	E
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	L
	A
	P
	O
	F
	M
	A
	C
	E
	S
	N
	M
	T

	E
	I
	S
	O
	F
	E
	T
	E
	H
	O
	A
	E
	E

	R
	O
	O
	M
	O
	F
	E
	I
	C
	C
	N
	A
	R

	A
	L
	O
	T
	N
	E
	M
	T
	S
	E
	V
	N
	I


HIDDEN WORDS

	BOILER ROOM,
	FREE
	OFFICE
	SCHEMES

	BUY
	GOLD
	PHONE
	SPAMS

	CONSUMER
	FRAUD
	PITCH
	SWINDLE

	COST
	ILLEGAL
	PONZI
	TELEMARKETER

	DECEIT
	INVESTMENT
	RIP OFF
	TRADING

	FOOL
	METALS
	SCAM
	VICTIM


See what other small words you can find.

HIDDEN WORD PUZZLE ANSWER
	F
	R
	E
	E
	L
	P
	G
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	A
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	A
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	O
	M

	P
	Y
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	W
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	B
	A
	S
	K
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	C
	O
	N
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	U
	M
	E
	R

	O
	E
	M
	O
	C
	T
	S
	D
	E
	O
	Y
	A
	K

	I
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	I
	I
	L
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	M
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	O
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	L
	A
	P
	O
	F
	M
	A
	C
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	I
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	F
	E
	T
	E
	H
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	A
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	R
	O
	O
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	A
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	O
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	M
	T
	S
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	BOILER ROOM,
	FREE
	OFFICE
	SCHEMES

	BUY
	GOLD
	PHONE
	SPAMS

	CONSUMER
	FRAUD
	PITCH
	SWINDLE

	COST
	ILLEGAL
	PONZI
	TELEMARKETER

	DECEIT
	INVESTMENT
	RIP OFF
	TRADING

	FOOL
	METALS
	SCAM
	VICTIM


OTHER WORDS           
	AGO, AID
	COME
	LAP
	NO
	RAM
	TIP

	ALL
	CON
	LATE
	OAR
	RAN, RAP
	TO

	AM
	DART, DENT
	LEGAL, LOT
	OF
	REEL, RENT
	TOE

	AMID, AND
	DIM, DIP
	MACE
	OFF
	SAD
	TOIL

	ARK, ART
	FEE, FOOT
	MAP, MAT
	OLD
	SIT
	TOO

	ASK, AT
	GO, GORE
	MEAN
	ON
	SLAT
	TOW

	BASK
	INVEST
	MID
	OR
	SO
	VIGOR

	BAR
	IS
	MOM
	ORE
	SUM
	YAK

	BARN
	IT
	MOO
	PAL, PEP
	TAM, TAP
	YEA

	CAME
	KAYO
	NAP, NET
	PIT
	TEA, TEE
	YET, YOU


additional resources
Video / Other Media 

Investment Scams:  What Con Artists Don't Want You To Know.  Investor Protection Trust, 1901 North Fort Myer Drive, Suite 1012-1014, Arlington, VA 22209.
http://www.investorprotection.org
WEB SITES
Investor Protection Trust 
http://www.investorprotection.org 
National Association of Securities Dealers 
http://www.nasd.com 
NASD Regulation 
http://www.nasdr.com 
National Fraud Information Center 
http://www.fraud.org 
National Futures Association 
http://www.nfa.futures.org 
North American Securities Administrators Association 
http://www.nasaa.org 
U.S.  Securities and Exchange Commission 
http://www.sec.gov/consumer/cyberfr.htm 
PAMPHLETS 
Investment Fraud and Abuse in Cyberspace, Securities and Exchange Commission Web Site:  http://www.sec.gov/consumer/cyberfr.htm
National Futures Association
200 West Madison Street, Chicago, IL 60606.  
· Investment Swindles:  How They Work and How to Avoid Them   Free

· Swindlers Are Calling   Free

· Schemes, Scams & Film-Flams, available from MasterCard.  800-999-5136.  Free
BOOKS 
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Kidder, Rushworth M.  How Good People Make Tough Choices:  Resolving the Dilemmas of Ethical Living.  New York:  Fireside, 1996.
North American Securities Administrators Association and the Council of Better Business Bureaus.  How To Be An Informed Investor.  1997.  
Train, John.  Famous Financial Fiascoes.  New York:  Crown Publishers, Inc., 1995.
Vallance, Elizabeth.  Business Ethics At Work.  Cambridge University Press, 1995.
Velasquez, Manuel.  Business Ethics:  Concepts and Cases, 3rd edition.  
Englewood Cliffs, NJ:  Prentice-Hall, 1992.
PUBLICATIONS 
How to Check Out A Broker, National Council of Individual Investors, 
1900 L Street NW, Suite 610, Washington, DC 20036.  1996.  Free.  

Kiplinger's Personal Finance Magazine, 1729 H Street, N.W., Washington, DC 20006.  

Money, Time, Inc., 541 N.  Fairbanks Ct., Chicago, IL 60611.  

SmartMoney, The Wall Street Journal Magazine of Personal Business.
250 West 55th Street, New York, NY 10019.  12 issues for $24.00

Tips on Financial Planners.  Council of Better Business Bureaus, Inc., 
4200 Wilson Boulevard, Arlington, VA 22203-1804.  1994.  Free.  

Understanding Financial Statements.  New York Stock Exchange, 
Eleven Wall Street, New York, NY 10005.  1994.  50 cents.  

Understanding Stocks and Bonds.  New York Stock Exchange, 
Eleven Wall Street, New York, NY 10005.  1994.  50 cents.  

The Wall Street Journal, 200 Burnett Road, P.O.  Box 900, Chicopee, MA 01221-0900.  

Worth, Capitol Publishing Company, Inc., 82 Devonshire Street-R25A, Boston, MA 02109.  800-727-9098.
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